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This document continue discussions on how it would be possible to introduce a general mechanism for exchanging protocol support at target RAN node for NG handover.
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Recent discussions have shown that using the criticality mechanism for mutual exchange information at source and target RAN node at CN based handover is only able to reveal support of certain protocol functions on a single interface instance:
-	i.e. those functions which are associated with protocol IEs for which the criticality was set to "reject" because making use of the criticality diagnostics information would only work in case such information is actually triggered to be provided and the criticality of an IE is set to “reject” (assuming that criticality for IEs is never set to “ignore and notify”). 
-	further, for handover, the triggering node on the target side is the CN, so, if the CN does not trigger a certain function, criticality information would only be available, if the RAN does not support the function, but the CN supports it. However, for a certain class of functions, the source RAN node would need to understand the level of support not only from the target RAN node, but from (at least, as far as RAN interfaces are concerned) up to 3 nodes: source and target CN node and target RAN node.
It is obvious that an alternative is necessary to achieve a general solution for this task.
The following outlines a solution which is proposed for agreement:
Proposal 1:	The Source NG-RAN Node to Target NG-RAN Node Transparent Container IE contains a NGAP IE Support Information Request List IE which includes NGAP Protocol IE Ids for which the target NG-RAN node responses within a Response List in either the Target NG-RAN Node to Source NG-RAN Node Transparent Container IE or the Target NG-RAN Node to Source NG-RAN Node Transparent Failure Transparent Container IE its level of support.
Proposal 2:	The proposed approach foresees the possibility for the target RAN node to reply either "supported", "not supported" or, if such information cannot be deduced (yet), "no information available".
Proposal 3:	The amount of information exchanged, i.e. the length of the new list(s) is set to 32.
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The above outlined function is realised within an NGAP CR in R3-223376 which is provided for agreement.
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