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1. Introduction

During release 16, the topic of RACS capability detection was discussed and solved for the cases of context setup (AMF-RAN) and Xn handover (RAN-RAN). It was also discussed for the cases of S1 and NG handover, but the issue was never analyzed in detail.

RAN3 received an LS from SA2 [1] which raises the topic, and an initial discussion took place in RAN3#112-e. After discussion in RAN3#113-e, where various solutions were proposed, it was decided to address the topic as part of rel-17. In RAN3#115-e an agreement was reached for the case of 4G target, whereby the so-called solution#3 was adopted, and a CR agreed in [3].
Although there was an equivalent CR proposed in [4], this was not agreed for NGAP as not considered “general enough”. This document further considers this topic.
2. Discussion
2.1 Background

The issue to be solved is explained in some detail in [2] and does not need to be re-explained in full. In short, the problem is how a source node in NGAP/S1 handover can learn whether RACS is functioning at the target side (which includes both target CN and RAN functionality / configuration).
In RAN3#115-e, a solution was agreed in [3] for the S1AP case only (i.e., eNB target). The solution consists of enabling the target eNB to include a new IE in the target-to-source transparent container at successful handover. This is used to indicate that RACS is functional at the target (i.e., that the target eNB has received a UE Radio Capability ID and can make use of it).
This solution could also be applied to NGAP (gNB target) and was in fact proposed [4]. However, it was not agreed on the grounds that it was not a “general approach”. Although not clear from the discussion, it seemed to be implied that 

1. The handling of legacy is less of an issue for NGAP (the assumption might be that NG-RAN is still being rolled out, or upgraded at a faster rate than 4G, hence legacy inter-working should be a lower-level requirement)
2. The solution should scale to other use cases – the examples of RedCap and UP IP were used, although it is not clear that any of the other approaches could address these.

2.2 General way forward

Having agreed [3] based on solution#3 for an eNB target, it seems that at least the same solution should be adopted for RACS in NGAP. It seems very strange to have completely different solutions for this functionality for the same source node e.g.

· Source is gNB, detection of remote functionality would be different for inter and intra-system handover (gNB should be prepared to receive indication in reply)
· Target is gNB, the source eNB cannot expect the same behaviour as in intra-system handover and would anyway need to support a second solution 

Therefore, we propose that the solution of [4] is also adopted in NGAP.

Proposal 1: Agree for NGAP a mirror of the solution for S1AP.

However, it seems also reasonable to look for additional tools that address other use cases in future.

Proposal 2: Investigate and adopt in addition general methods to detect remote end functionality at source during NGAP handover (i.e., focusing on NG-RAN).

2.3 Requirements for future proofing
We may consider the use cases below when discussing possible general solutions:

	Use case Type
	Comment

	1) IE in HANDOVER REQUEST (CN to RAN)
	RACS

	2)  IE in Source-to-Target Container and/or in HANDOVER REQUEST (CN to RAN)
	Case of IP UP (target RAN or CN support)

	3)  No explicit IEs in Handover Signalling
	Case of RedCap


Note that we are using here UP IP as an example, as no new solution is needed. Even without going into the details, it seems unrealistic to expect a general solution. However, it may be possible to define generic processes that will catch a good proportion of these and similar use cases.
Also, because we focus on future use cases, we can start by ignoring issues of legacy inter-working (i.e., we can assume that the new proposed tools are generally supported).

We can start by considering existing proposals:
Criticality solution #1: this is the solution that introduces criticality diagnostics in the failure T-S container and allows past criticality diagnostics to be included in the normal T-S container (possibly based on request).

As already discussed, this solution cannot be guaranteed to work for RACS in all cases. For example, if the CN does not support (or is not configured to use) RACS, no failure will ever occur. But also, if the CN supports RACS and the target gNB does not support (or is not configured to use) RACS, the AMF may learn of this RAN non-support via a failure of another procedure (i.e., not another handover preparation). Then this process starts to become quite complex as the gNB would need to store criticality diagnostics for all procedures, and particularly would need to decide which diagnostics it should send when requested.
This issue also applies to detection of IP UP signalling from the CN, so it may not be possible to detect the CN support. However, for IP UP the critical issue is the target RAN support, and in fact the solution might work if the security indication IE in the S-T container has a criticality of “reject”. But then this is essentially acting as criticality solution #2 (see below). 

However, this solution demonstrates that it is useful to have access to remote criticality diagnostics, even if this does not cover all use cases.

Observation 1: Criticality solution#1 covers some of the scenarios and demonstrates that access to remote criticality diagnostics should be part of the toolset.

Criticality solution#2: this solution uses IEs with criticality of “reject” in the S-T container and adds the use of criticality diagnostics in the failure T-S container.

Here the issues are:
· For RACS, a new (redundant) IE needs to be defined in the S-T container, to trigger rejection. But this is not sufficient because the target gNB may in principle support RACS, and yet not receive the RACS information from the target CN; hence the solution cannot cover all scenarios
· For UP IP, CN behaviour is not known in all cases, but solution works for RAN support detection
· For RedCap no detection is possible without a new IE (similar to RACS)
We reach a similar conclusion, this also shows that access to remote criticality diagnostics is useful, and also that sometimes new (redundant) IEs may need to be defined.
Observation 2: Criticality solution#2 covers some of the scenarios and also demonstrates that access to remote criticality diagnostics should be part of the toolset, as well as definition of new IEs for detection purposes when needed.

From this we can start by agreeing that access to remote criticality diagnostics should be part of the toolset. The scenarios that are not covered then include:

· Lack of knowledge that the target AMF is / is not sending a certain IE to the target NG-RAN node (for example, it may not send it because the AMF does not support the functionality or avoids sending it so that the procedure does not fail if it already knows the target NG-RAN node functionality)

· Both RACS and UP IP contains scenarios where procedures do not fail because IEs are not sent from the AMF

· Inability to detect NG-RAN node support of an IE without failing the procedure
· for NGAP handover, overall delay incurred is greater than for Xn handover so a criticality of “reject” should be used sparingly; as a result, there can be cases where the source needs to know the target’s support for an IE, but this is not easily available.
 Overall, we could summarize this as follows:
Observation 3: A generic scheme would provide information to the source on (1) support of IEs by the target NG-RAN node in the HANDOVER REQUEST, and (2) support/presence of IEs by the target AMF, also in the HANDOVER REQUEST.
And therefore

Proposal 3: Define means for the source NG-RAN node to detect the support of IEs by the target NG-RAN node in the HANDOVER REQUEST, and (2) support/presence of IEs by the target AMF, also in the HANDOVER REQUEST.

2.4 Proposed generic approach
From above, we can implement Proposal 3 as follows (for example):

1) Make the criticality diagnostics on failure after receipt of HANDOVER REQUEST available to the source NG_RAN node. A very simple way to do this is to copy the Criticality Diagnostics IE sent in the HANDOVER FAILURE message into the Target NG-RAN Node to Source NG-RAN Node Failure Transparent Container IE.
2) Enable the reporting (on request) of the list of IEs received in HANDOVER REQUEST towards the source NG-RAN node, in the Target NG-RAN Node to Source NG-RAN Node Transparent Container IE. The report could be limited to a subset (based on the request) and could also indicate comprehension of the IE by the target, regardless of criticality.
In our understanding the two points above should cover a large range of potential use cases as the source NG-RAN node will be able to learn of the support for particular IEs by both the target AMF and the target NG-RAN node. As a test, they would work well for both the RACS and the UP IP use cases; for RedCap, new IEs would likely need to be defined.

Proposal 4: Define a generic toolset for target functionality detection at source side including inclusion of the Criticality Diagnostics IE in the Target NG-RAN Node to Source NG-RAN Node Failure Transparent Container IE, and inclusion of a report on IE presence as received by the target NG-RAN node in the Target NG-RAN Node to Source NG-RAN Node Transparent Container IE.

A NGAP CR is provided implementing both Proposal 1 and Proposal 4 (i.e. closing the RACS issue and laying out a toolset for future use).

Proposal 5: Discuss and agree the CR in [5] which implements proposal 1 and 4.
3. Conclusions

This document has made the following conclusions and observations:

Proposal 1: Agree for NGAP a mirror of the solution for S1AP.

Proposal 2: Investigate and adopt in addition general methods to detect remote end functionality at source during NGAP handover (i.e., focusing on NG-RAN).

Observation 1: Criticality solution#1 covers some of the scenarios and demonstrates that access to remote criticality diagnostics should be part of the toolset.

Observation 2: Criticality solution#2 covers some of the scenarios and also demonstrates that access to remote criticality diagnostics should be part of the toolset, as well as definition of new IEs for detection purposes when needed.

Observation 3: A generic scheme would provide information to the source on (1) support of IEs by the target NG-RAN node in the HANDOVER REQUEST, and (2) support/presence of IEs by the target AMF, also in the HANDOVER REQUEST.

Proposal 3: Define means for the source NG-RAN node to detect the support of IEs by the target NG-RAN node in the HANDOVER REQUEST, and (2) support/presence of IEs by the target AMF, also in the HANDOVER REQUEST.

Proposal 4: Define a generic toolset for target functionality detection at source side including inclusion of the Criticality Diagnostics IE in the Target NG-RAN Node to Source NG-RAN Node Failure Transparent Container IE, and inclusion of a report on IE presence as received by the target NG-RAN node in the Target NG-RAN Node to Source NG-RAN Node Transparent Container IE.

Proposal 5: Discuss and agree the CR in [5] which implements proposal 1 and 4.
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