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1. Introduction
Last RAN3 meetings discussed the RACS capability detection for S1 and NG handover, and agreed a general solution is expected to have a protocol support for the node capability detection between the target and source node. 
The progress of previous meetings was captured as follows. 
	RAN3#112-e meeting minutes
open a new AI 8.3 topic for the August 2021 meeting starting from the following: (text to be included in RAN3#113-e agenda):
-	aim at deciding whether non-Xn-connected NG-RAN nodes eligible for CN based mobility require NGAP protocol function(s) to exchange NG-RAN node support information
-	if NGAP protocol functions to exchange NG-RAN node support information for non-Xn-connected NG-RAN nodes are agreeable, aim at a general solution, precluding e.g. per-feature cause values or per-feature support indicators.
-	part of the discussions should cover information exchanged via transparent handover containers, e.g. review of failure handling along assigned criticality.
-	decide whether EPS shall be part of the potential protocol discussion
-	decide the Release for the potential protocol solutions
RAN3#113-e meeting minutes
Add an explicit TEI17 Agenda Item for next meeting, e.g., “Support exchange of protocol support at target RAN node for NG handover” with below subtext:
Two approaches have been discussed: (1) explicit capability exchange, (2) making use of (potentially aggregated) criticality diagnostics information at the target RAN node. Further solutions not precluded.
RAN3#114-e meeting minutes provided in R3-215841
Topic to be continued, taking the inputs and discussion in this meeting as a starting point. The following points are recommended to be considered:
Further analysis of the approaches (other approaches or refinements not precluded)
Determine which RACS scenarios to cover e.g. only remote RAN support, or remote far-end (including CN and RAN)
Continue to aim for a general solution, if possible, for RACS and other future use cases
The possibility of solution combinations should not be discarded
To be continued...

RAN3#115-e meeting minutes provided in R3-215841

Adopt approach#3 for RACS in LTE
To be continued...



In this document, we further discuss this issue on the above basis. 
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At last RAN3-115-e meeting, among the following solutions, the approach#3 was agreed, mainly to cover the remote far-end scenario (including EPC and E-UTRAN) for LTE, as discussed in R3-222527. 
1) Approach#1: Remote Criticality Diagnostics
2) Approach#2: Container-based Diagnostics
3) Approach#3: Indicator of remote end use of RACS
For the 5GS system, it remains to be finalized which approach is selected. Then the important aspect for 5GS,  is to determine the scenario to cover the remote RAN (target RAN node) capability, or the remote far-end capability. 
· Determine which RACS scenarios to cover e.g. only remote RAN support, or remote far-end (including CN and RAN)
For RACS, the SA2 LS is mainly about the RAN node capability but not the CN capability. If the RACS feature is to be supported, it should be assumed that the CN already enables the feature. In other words, if CN does not support it (e.g. without the UCMF), there is no any value for the RAN to support RACS. Hence the discussion here should be mainly focusing on the RAN node support of the RACS, but not relevant to the CN support. 
Proposal 1: For 5GS RACS, the discussion should be mainly focusing on the RAN node support of the capabilities for CN-based handover. 

Also the CRs agreed at last RAN3-112-e meeting over NG and S1 specification clearly indicates the protocol functions to enable the node capability detection when the IEs were not supported or not comprehended by the receiver node in [2, 3]. Then it seems natural to extend the single interface (e.g. S1 or NG) to across interfaces. 
Observation: The specification has allowed the node capability detection and report at the ASN.1 level via setting the criticality “reject” for essential IEs. 

2.1 Approach#2 for node capability information detection
The three options are analysed thoroughly with respective pros and cons. 
1)	Remote Criticality Diagnostics
2)	Container-based Diagnostics
3)	Indicator of remote end use of RACS.
Below we want to further explain the approach 2 above.
Approach #2: Add new RACS Usage Indicator IE with criticality to “reject” in the source-to-target container and the Criticality Diagnostics in the Target to Source node Failure Transparent Container proposed in [5] 
The basic feature of this option 2 is given in R3-215841 and updated as follows. 
	· The Criticality Diagnostics IE is added to the failure transparent containers
· The IE carries criticality information related to the contents of the incoming transparent container
· An IE is added to the source-to-target container e.g. “RACS Usage Indicator”, with a criticality of “reject”.


In this case, the CN can transparently transfers RACS Usage Indicator IE in the source to target container to the target RAN node.  Then the CN can forward the Criticality Diagnostics in the target to source failure container to the source NG-RAN node, if the RAN node does not support the RACS. 
When further looking at the TS 38.413, this approach is not new. It keeps alignment with the criticality handing among the interfaces among NG-RAN node, AMF and the SMF. For example, 
· In the INITIAL CONTEXT SETUP REQUEST, there are NAS related IEs with criticality set to “reject”, and there are SMF related IEs with criticality set to “reject”;
· in the INITIAL CONTEXT SETUP RESPONSE message, the NG-RAN includes not only the Criticality Diagnostics to the AMF, but also the Criticality Diagnostics in the SMF container, for which the AMF can transparently forward to the SMF.
	9.2.2.2	INITIAL CONTEXT SETUP RESPONSE
This message is sent by the NG-RAN node to confirm the setup of a UE context.
Direction: NG-RAN node  AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	<SKIP the irrelevant>
	
	
	
	
	
	

	PDU Session Resource Failed to Setup List
	
	0..1
	
	
	YES
	ignore

	>PDU Session Resource Failed to Setup Item
	
	1..<maxnoofPDUSessions>
	
	
	-
	

	>>PDU Session ID
	M
	
	9.3.1.50
	
	-
	

	>>PDU Session Resource Setup Unsuccessful Transfer
	M
	
	OCTET STRING
	Containing the PDU Session Resource Setup Unsuccessful Transfer IE specified in subclause 9.3.4.16.
	-
	

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore
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This IE is transparent to the AMF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Cause
	M
	
	9.3.1.2
	

	Criticality Diagnostics
	O
	
	9.3.1.3
	






Observation: For approach#2, this is not a new solution in terms of NG-RAN/AMF/SMF handlings. 

There are also comments to avoid the exact feature in the source-to-target container. It is possible to introduce a simple IE “feature support” with criticality set to “reject”, but it is hard for the source RAN node to identify which feature is not supported. 
Another possible way is to introduce a feature list IE, where each bit or each feature IE represents a feature to be detected by the target RAN node. This can further discussed online. 


Proposal 2: For approach#2, for NG and S1 interface, add a new RACS IE or other forms (e.g., a feature list) with criticality set to “reject” in the source-to-target Transparent container and the Criticality Diagnostics in the target to source node failure transparent container;  

2.2 Solutions Comparison and possible way forward
Among the above solutions, our thinking is that:
· For approach#1, for RACS, it requires the UE radio capability ID always contained in the Handover Request message which however this can not be always ensured. 
· For approach#3, for RACS, there is no need to address the far-end support scenario. And importantly, it is not aligned with the observation above that “The specification has allowed the node capability detection and report at the ASN.1 level via setting the criticality “reject” for essential IEs.”
Based on the above analysis, the approach 2 is suggested as way forward. 
At the previous RAN3#115-e meeting, it was agreed that for RedCap the static node capability can be resorted to OAM as follows. 

· For R17, OAM is sufficient, no enhancements on the scenario without Xn interface are needed.
Then if the above proposal is not agreed, the general node capability over non-Xn interface in this release can be left to OAM.
Proposal 3: Approach#2 is suggested as the way forward. 
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Based on the discussion in this paper, we propose the following:
Proposal 1: For 5GS RACS, the discussion should be mainly focusing on the RAN node support of the capabilities for CN-based handover. 
Proposal 2: For approach#2, for NG and S1 interface, add a new RACS IE or other forms (e.g., a feature list) with criticality set to “reject” in the source-to-target Transparent container and the Criticality Diagnostics in the target to source node failure transparent container;  
Proposal 3: Approach#2 is suggested as the way forward.  

The corresponding CRs are provided in [4]. 
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