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1 Introduction

CB: # 1306_IAB_Multi-hop
- Is there a need for any additional specification details to close the topic?

- Should we capture which aspects of this topic are left to implementation or based on configuration? 

- Is there a need to indicate to the donor-DU whether an IP address/prefix subject to tunnelling/exempt from IP address filtering is a source or a destination address/prefix? Is there a need to signal the mapping between IP address and tunnel identifier?

- Is there a need to introduce a new F1 procedure or can an existing one be reused?

(Nok - moderator)

Summary of offline disc R3-222465
The discussion has two phases:

Phase 1: Identify potentially achievable agreements for online discussion. 

Phase 2: based on Phase 1 discussion, discuss the Stage-2/3 TP.

The deadline for Phase 1 is Thursday, Feb 24th, 23:59:59 UTC. This allows the moderator to prepare the proposals on Friday for Monday’s online session. 

2 For the Chairman’s Notes

Propose to capture the following Agreement:

Proposal 1: The inter-Donor-DU tunnel is GTP-U tunnel, and other type of tunnel is not precluded and up to implementation.

Proposal 2-1: agree Option 1c: Enhance IAB TNL ADDRESS REQUEST message to configure target IAB-Donor-DU about the IP address information, i.e. a list of IPv6 prefixes and/or a list of IP address(es)

Proposal 2-2: RAN3 assumes that the IAB-donor-DU’s IP address space used for IAB-nodes is semi-statically configured and not subject to change during backhaul operation.

Proposal 3: Introduce a new IE in XnAP IAB TRANSPORT MIGRATION REQUEST message, to enable source Donor-CU inform Target Donor-CU for the IP address information, i.e. a list of IPv6 prefixes and/or a list of IP address(es), for the re-routed UL packets.
Agree following TPs:
* TP for TS38.401 BL CR (for Proposal 1): R3-222674 (Huawei)

* TP for TS38.470 BL CR (for Proposal 2-1): R3-222741 (ZTE)

* TP for TS38.473 BL CR (for Proposal 2-1): R3-222686 (Samsung)

* TP for TS38.423 BL CR (for Proposal 3): R3-222749 (Nokia)
3 Phase 1 Discussion 

3.1 Issue 1: tunnel type

Contribution ([1]

 REF _Ref96361058 \r \h [2]

 REF _Ref96361486 \r \h [4]

 REF _Ref96366411 \r \h [5]) propose the tunnel type is up to implementation. Contributions ([8], [7], [3]) propose GTP-U tunnel. 

Q1: Please share your view on whether the tunnel type is up to implementation, or only GTP-U tunnel.

	Company
	Comment

	Nokia
	GTP-U is preferred, since it is already supported in Donor-DU. If leave it to implementation, then the Donor-DU has to implementation multiple tunnels, which increases the cost and IOT effort.

	Ericsson
	In our paper we proposed that the type is up to implementation, but we are OK with GTP-U tunnel as well.

	Samsung 
	GTP-U tunnel for simplicity. 

	ZTE
	According to the agreements achieved in last RAN3 meeting, only implementation-based mechanism is considered in Rel17. In this case, OAM determines the timing to establish the static tunnel and with whom the static tunnel is established. So it is natural for OAM to decide the tunnel type. 

	QCOM
	We prefer to define a tunnel type for interoperability. GTP-U is fine. 
We all know that this functionality is optional and that any other tunnel type can also be used by implementation.

	Lenovo
	Based on the agreement in last meeting, the static tunnel can be configured by implementation, then the tunnel is also up to implementation, and we may no need to specify any type of it.

	Huawei
	Up to implementation, no need to specify anything. 

	Fujitsu
	Prefer to specify the tunnel type, GTP-U or IP, both can work. GTP-U is preferred since GTP-U is broadly used in specification.

	
	

	
	


Summary:

· 5 of 8 companies prefer GTP-U tunnel, and the other 3 company prefer to leave it to implementation.
· Moderator: GTP-U is already supported in Donor-DU. So it is easy to use GTP-U. In case other tunnel is supported, additional development is needed. To easy implementation and IOT, Moderator suggest following: GTP-U tunnel is preferred, and other type of tunnel is not precluded. 

Suggest following proposal:

Proposal 1: The inter-Donor-DU tunnel is GTP-U tunnel, and other type of tunnel is not precluded and up to implementation.
3.2 Issue 2: F1AP impact

Definition: The IP address information is a list of IPv6 prefixes and/or a list of IP address(es) assigned to the IAB node(s), and anchored in the source Donor-DU.

All contribution propose that target Donor-DU is configured with the IP address information via F1AP. 

Contribution ([3]

 REF _Ref96361486 \r \h [4]

 REF _Ref96361502 \r \h [6]) proposes target Donor-DU also needs to be configured with the tunnel information (e.g. tunnel identity) with the main reason is for target Donor-DU to identify a specific tunnel for a re-routed UL packet, while contribution ([1]

 REF _Ref96361058 \r \h [2]

 REF _Ref96366411 \r \h [5]

 REF _Ref96366422 \r \h [8]) propose that it is up to implementation (or OAM configuration) for target Donor-DU to identify a specific tunnel for a re-routed UL packet. 

Moderator: 

· if the IP address information is fixed, it is enough to use OAM. 

· But the standard also supports to use DHCP, e.g. the Donor-DU acts as a DHCP proxy requesting the IP address from a central DHCP server. In that case, the IP address information is not fixed. For example, a specific IP address (e.g. 192.160.1.1) may be assigned to Donor-DU1 via DHCP (then to IAB1) and later removed when IAB1 is de-registered. This same IP address may be re-assigned to Donor-DU2 via DHCP (then to IAB2) when IAB2 is connected. 

The F1AP procedure to be used to configure target Donor-DU:

· Option 1: existing F1AP procedure

· Option 1a: Enhance GNB-CU CONFIGURATION UPDATE message and GNB-DU CONFIGURATION UPDATE ACKNOWLEDGE message ([2])

· Option 1b: Enhance IAB UP CONFIGURATION UPDATE REQUEST message ([5])

· Option 1c: Enhance IAB TNL ADDRESS REQUEST message ([6]

 REF _Ref96366422 \r \h [8])

· Option 2: new F1AP procedure ([1]

 REF _Ref96361058 \r \h [2])

Contribution ([1]) also propose the tunnel is bi-directional to support the avoidance of descendant IP address reconfiguration.  Moderator propose this can be covered by CB: # 1303_IAB_Red_Serv_Inter, and no need to discuss it in this CB.

Please share your view on following questions:
Q2-1: which option is preferred, i.e. enhance existing F1AP procedure (Option 1), or introduce new F1AP procedure (Option 2)

Q2-2: in case enhance existing F1AP procedure (Option 1), which F1AP procedure is preferred (i.e. 1a, or 1b, or 1c)

Q2-3: whether need to support the scenario that the IP address information is not fixed.

Q2-4: whether target Donor-DU determine the related tunnel for a re-routed packet based on implementation (e.g. OAM configuration), or based on the configuration from CU via F1AP.

	Company
	Comment

	Nokia
	Q2-1: Option 1

Q2-2: Option 1c

Q2-3: Yes. If this is not supported, it should be clarified in the specification. 

Q2-4: If the IP address information is fixed for Donor-DU, OAM is enough. Otherwise, target Donor-DU need to be configured with the tunnel information, e.g. tunnel IP address + optional TEID. 

	Ericsson
	Q2-1: we prefer Opt2. The problem with existing procedures is that their names/purpose are not accurately representing this new functionality.

Q2-2: we should avoid Opt1a, the procedure should be IAB-specific in any case.

Q2-3: we should keep it simple and not consider the scenario involving DHCP.
Q2-4: based on implementation.

	Samsung 
	Q2-1: Option 1

Q2-2: 1c

Q2-3: yes, since the IP address of IAB node is dynamically configured

Q2-4: OAM configuration is enough. 

	ZTE
	Q2-1: Both Option 1 and Option 2 are ok.
Q2-2: Option 1a, the other options have their specific usages.
Q2-3: Maybe yes, based on R16 IAB discussion, IP address could be configured via DHCP.
Q2-4: Based on implementation.  

	QCOM
	Q2-1, Q2-2: Opt 1c or Opt 2. We do not like Opt 1a (since it applies to generic gNB-DUs) and  Opt 1b (since it is not UP specific). The procedure name of Opt 1c does not match that well but at least it refers to TNL addresses and IAB.
Q2-3, Q2-4:
STATIC tunnel: 

We agreed to support a STATIC tunnel. The tunnel won’t be STATIC if the end-point IP addresses are not fixed. This means we need to revert our prior agreement and agree to support a DYNAMIC tunnel.

If we agree to revert our prior agreement and support dynamic tunneling, then CU2 must be able to request the tunnel end point IP address from CU1 and CU1 must be able to request the tunnel end point IP address from donor-DU1.

Moderator: This is not about the end-pint IP address. It is about the IP address of the IAB node, i.e. the source field in the UL IP packets from the IAB.
DHCP:

We disagree with the moderator’s premise related to the use of DHCP. Presently, DHCP is not supported for IAB-donor-DUs. If it was supported, IP address allocation for IAB-nodes would be associated with a lease time and IP address renewal procedures, which presently don’t exist. For instance, the donor-DU would have to include the lease time to the CU when allocating IAB-node addresses/prefixes to the CU, or, it should be able to revoke IP addresses from the CU in case the lease of these addresses/prefixes has expired. This applies to IP addresses for IAB-nodes, and it would also apply to IP addresses for inter-donor-DU tunnels.

SUMMARY:

There is no reason to assume that tunnel IP addresses are not fixed unless DCHP should be supported. The support of DHCP requires two things:

· Support of a DYNAMIC tunnel, which requires ST2/3 changes.

· Support of DHCP functionality, which requires major ST2/3 changes.

We should not pursue DYNAMIC tunnels or DHCP support in Rel-17 IAB.

Moderator: TS38.401:  The IAB-Donor-CU may obtain the IP address(es) from the IAB-donor-DU via F1-AP or by other means (e.g. OAM, DHCP).
It does not require the RAN3 interface support the lease time. As long as the IP address is not removed by CU, DU assume the IP address is used. This needs to be further discussed, e.g. introduce enhancements to support DHCP, or remove it from 38.401.


	Lenovo
	Q2-1: Option 1
Q2-2: Option 1c

Q2-3: Yes, DHCP based solution is already agreed by R16.
Q2-4: Target Donor-DU is configured with the IP address information via F1AP, it’s reasonable for the target donor-DU also to configure the egress tunnel for the rerouted packet via F1AP.

	Huawei
	Q2-1: Option 1

Q2-2: Option 1b, also can accept 1a or 1c.
Q2-3: Agree Ericsson and QC, use STATIC tunnel as agreed in previous meeting. No need to discuss dynamic IP address for the inter-donor-DU tunnel.
Q2-4: Based on implementation. Referring to the comment to Q1, in case the tunnel type selection is left to the implementation, how the target donor-DU associates the re-routed packets with the tunnel should also be left to the implementation.

	Fujitsu
	Q2-1: Option 1

Q2-2: Option 1c

Q2-3: Maybe yes.
Q2-4: Based on the configuration from CU via F1AP. If multiple static tunnels between different source donor-DU are set up, target donor-DU cannot determine the tunnel by implementation. The target donor-DU needs to know each IP address/prefix corresponds to which tunnel. 

	
	

	
	


Summary:

· Q2-1: 5 out of 8 company prefer Option 1, 2 company is ok with both, 1 company prefer Option 2. It is suggested to adopt Option 1.
· Q2-2: 5 companies prefer Option 1c, 1 company prefer 1a, 1 company is ok with 1b and also ok with 1a or 1c. It is suggested to adopt Option 1c. 

· Q2-3: 5 out of 8 companies prefer IP address information is not fixed. 1 company expressed concerns to support the DHCP which was introduced in Rel-16. Since there are some uncertainties on company view, and the potential impact, it is suggested to leave it for further discussion, e.g. either introduce enhancements to support DHCP, or remove DHCP from Stage-2 spec. 
· Q2-4: 3 company prefer target Donor-DU determine the related tunnel based on the configuration from CU via F1AP. 4 company prefer using OAM configuration. No agreement. 

Suggest following proposal:

Proposal 2-1: agree Option 1c: Enhance IAB TNL ADDRESS REQUEST message to configure target IAB-Donor-DU about the IP address information, i.e. a list of IPv6 prefixes and/or a list of IP address(es)
Proposal 2-2: Further discuss on how to handle the DHCP introduced in Rel-16, e.g. introduce enhancements, or remove it.

3.3 Issue 3: XnAP impact

All contribution proposed that source Donor-CU should inform Target Donor-CU for the IP address information, i.e. a list of IPv6 prefixes and/or a list of IP address(es). The issue is which XnAP procedure/message is to be used. 

There are following options proposed:

· Option 1: via the XnAP IAB TRANSPORT MIGRATION REQUEST message ([1]

 REF _Ref96361058 \r \h [2]

 REF _Ref96371969 \r \h [7]
Contribution ([1]) propose to reuse existing IE, and Contribution ([2]

 REF _Ref96371969 \r \h [7]) proposes to use a new IE

· Option 2: via the HANDOVER REQUEST message and RETRIEVE UE CONTEXT RESPONSE message. A new IE is proposed for these 2 messages. ([5])

Contribution ([4]) and ([5]) propose: target Donor-CU need to send the BAP routing ID to source Donor-CU in order to generate the BAP header rewriting table. 

Please share your view on following questions:
Q3-1: whether use the XnAP IAB TRANSPORT MIGRATION REQUEST message (Option 1), or HANDOVER REQUEST message and RETRIEVE UE CONTEXT RESPONSE message (Option 2).

Q3-2: In case Option 1 is preferred, whether reuse existing DL TNL Address IE in F1-Terminating Topology BH Information IE, or introduce new IE. 

Q3-3: whether target Donor-CU need to provide the BAP routing ID to source Donor-CU in order to generate the BAP header re-writing table. 

	Company
	Comment

	Nokia
	Q3-1: Option 1

Q3-2: new IE is preferred.

Q3-3: Yes

	Ericsson
	Q3-1: Opt1 – let us avoid impact on legacy whenever possible.

Q3-2: reuse the DL TNL Address IE in F1-Terminating Topology BH Information IE

Q3-3: No – there is no need to do this. The boundary node should choose any of the available UL BRIDs. Besides, we have decided earlier that the tunneling in UL is done based on source IP address. Also, it is argued by some companies that, in UL rerouting, only a few packets are subject to rerouting at a time, so then we do not need a dedicated UL BRID.

	Samsung 
	Q3-1: Option 1

Q3-2: New IE 

Q3-3: no 

	ZTE
	Q3-1: Option 1

Q3-2: New IE

Q3-3: No

	QCOM
	Q3-1: Option 1. 
Q3.2: New IE

Q3-3: No. There seems to be a misunderstanding: When CU2 sends TNL addresses to CU1 for assignment to descendent nodes, it has to include the BAP address of the donor-DU-2 where the TNL addresses are anchored (we discussed this in CB 1304). All of this is not important for the inter-donor-DU IP tunnel.

	Lenovo
	Q3-1: Option 1
Q3-2: New IE

Q3-3: Based on the following latest agreements from RAN2, target Donor-CU needs to provide the default BAP routing ID(s) to source Donor-CU in case of Option b.
· We go with Option c (if we find that some config is needed we include also Option b), where Option c = Rewriting mapping for inter-donor-DU re-routing is based on the BAP routing IDs included in the routing entries configured for each parent, and Option b = Rewriting mapping for inter-donor-DU re-routing is based on a default egress BAP routing ID(s) configured for each parent link.

	Huawei
	Q3-1: Option 2, but we can accept Option 1.
Q3-2: New IE

Q3-3: YES

	Fujitsu
	Q3-1: Option 1. 

Q3-2: New IE.

DL TNL Address IE is used to indicate the DL TNL address the boundary node selects from the newly allocated IP addresses. The list of IP addresses/prefixes is used for target donor-DU comparing with UL packets’ source IP address which are transmitted via the static tunnel. The DL TNL addresses may not be the same with UL IP addresses.

Q3-3: Yes, we think it’s necessary. 

It is possible that the boundary node can choose any of the available UL routing ID of CU2 top as Ericsson said, but the boundary needs to know what UL routing IDs are allowed to be rewritten to the available UL routing ID by Header Rewriting table. We also agree with Lenovo that it’s necessary although in Option b.


Summary:

· Q3-1: all companies prefer Option 1, or prefer Option 2 but also ok for Option 1. It is suggested to adopt Option 1. 
· Q3-2: 7 out of 8 companies prefer new IE, and 1 company prefer reuse existing IE. It is suggested to use new IE. 
· Q3-3: 4 yes and 4 no. No agreement. 
Suggest following proposal:

Proposal 3: Introduce a new IE in XnAP IAB TRANSPORT MIGRATION REQUEST message, to enable source Donor-CU inform Target Donor-CU for the IP address information, i.e. a list of IPv6 prefixes and/or a list of IP address(es), for the re-routed UL packets.
3.4 Any other issues

	Company
	Comment

	Ericsson
	From R3-221685, with respect to inter-donor-DU tunneling of DL packets:

· Conclusion: The only additional specification impact for enabling the avoidance of descendant node IP address reconfiguration is an indication to the donor-DU of whether an IP address/prefix subject to tunnelling/exempt from IP address filtering is a source or a destination address/prefix.

· Proposal 3: The F1AP signalling for informing the donor-DU about the IP addresses/prefixes subject to tunnelling/exempt from filtering contains an indication of whether the IP address/prefix is a source or a destination IP address/prefix.

The benefits of using the tunnels to also carry DL traffic seem to have been acknowledged by RAN3. The additional impact to enable this is marginal.

	QCOM
	We disagree with Ericsson. 
For DL inter-donor-DU tunneling, the packet selection criteria for tunneling as well as the tunnel end point need to be dynamically configured. This is a DYNAMIC tunnel, not a STATIC tunnel. For UL inter-donor-DU tunneling, the STATIC tunnel is sufficient.

Further, additional functionality needs to be supported for DL DYNAMIC tunneling over UL DYNAMIC tunneling:

The following would have to supported:
· The filtering condition for tunneling at the ingress point of the tunnel (donor-DU1) needs to be configured to be based on DESTIANTION IP addresses rather than SOURCE IP addresses.

· The tunnel end point must be configurable on donor-DU1 rather than donor-DU2. This implies a different message flow since CU2 needs to send donor-DU2’s end-point address to CU1 rather than vv. This needs to be embedded into the present ST2 procedure.

· For DL tunneling, the tunnel configuration cannot occur before CU2 has selected the donor-DU2, which won’t occur before CU2 has received the traffic offload request for the descendent-node traffic. This is different than for UL tunneling, where the CU2 could configure tunneling entry points on all potential donor-DU2 candidates during the HO preparation.

· For DL tunneling, on the egress point of the tunnel at donor-DU2, an IP routing function needs to be configured that forwards packets with DST IP addresses anchored at donor-DU1 to the IAB-network 2. This implies that CU1 requests from CU2 to configure this routing function, and CU2 configures this IP routing function on donor-DU2.
· Donor-DU2 needs to configure the DL mapping for all IP addresses anchored at donor-DU1. This implies that the donor-DU1 IP addresses of all descendent nodes are included with the traffic offload request for descendent nodes.
· There must be a mechanism to release the tunnel, e.g., in case partial migration is revoked. This mechanism must be initiated by the CU which initiates the revocation. Tunnel release affects XnAP and F1AP and ST2.

If we do this, we need to specify the complete procedure. This involves ST2 and ST3 work. There is no way we can piggyback this onto a DYNAMIC tunnel for UL re-routing. Also, we have not yet agreed to even use a DYNAMIC tunnel for UL re-routing. 


	Moderator
	The DL tunnel is mainly for avoidance of reconfiguration the descendant IAB, so it should be covered by CB#1303.

	
	

	
	

	
	

	
	

	
	

	
	

	
	


4 Phase 2 Discussion 

5 Conclusion, Recommendations
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