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1. Introduction
[bookmark: OLE_LINK26][bookmark: OLE_LINK27]This document provides some feedbacks in response to R3-222096 on the flexible gNB ID issue. 
.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]2. Discussion
2.1 Further response to R3-222096
Flexibility:
R3-222096 draws one of the following conclusion:
Conclusion 2: Unconstrained use of Flexible gNB-IDs eases the process of network expansions. The lack of such feature makes network expansions either very costly or even impossible in some use cases. 
[Response]
The following agreement was previously reached in RAN3. Full flexibility leads to increased complexity and increased CAPEX and OPEX and is not needed at this point.
If one node is reserved as gNB ID, then all its children as cell IDs belongs to this node except if a child node is reserved for a new gNB ID.
RAN Sharing:
The following reply is provided in R3-222096:
[bookmark: OLE_LINK15][bookmark: OLE_LINK16]It needs to be pointed out that operators sharing a RAN infrastructure do not necessarily coordinate their gNB-ID structures and allocation. In the figure above, the AMF from Operator 1 receives the NR CGI of gNB2, which is managed by Operator 2. Given that the gNB-ID embedded in the NR CGI of gNB2 is unknown to operator 1, it is unclear how the AMF of operator 1 will be able to disambiguate the needed gNB-ID of gNB2.
Therefore, the solution in R3-214403 seems to require inter operator coordination for GNB-ID deployment and for that it is not feasible for a RAN sharing scenario.
[Response]
The gNBs of operator 2 will report their gNB Ids to AMF of operator 1 during NG SETUP. We remember that the solution is from Ericsson. By that, the network solution definitely does not require any inter operator coordination for gNB Id deploement.
In any case, if this was a problem, then disambiguation is not the main issue, but rather routing, and it would affect already the existing IP address discovery. 
TAI Routing across AMFs:
R3-222096 states that 
“However, TAI based routing is a solution that works within a single PLMN. If different AMFs belong to different PLMNs such solution dos not work anymore.”
[Response]
Technically, this is not correct. TAI is encoded with PLMN information inside which enables the message routing across AMFs between different PLMNs. If this did not work, then generally the Xn IP address discovery functionality would not work in shared networks. It is only the last/target AMF that needs to do gNB ID resolution, and this is exactly the same as in legacy.
Particular gNB ID encoding example:
In R3-222096, the following particular example is provided.
The observation above seems not to consider the fact that gNB-IDs of different lengths are meant to be used in mixed deployments. Namely there can be deployments where, in the same geographical area, there are gNBs using short gNB-IDs (e.g. macro nodes in need to support more cells) and gNBs using long gNB-IDs (e.g. pico nodes in need to support less cells). A simple example is shown below:
	
	gNB-ID
	Served CGI

	Macro gNB1
	(22 bits) 1100010101100110110111
	CGI 1 = 110001010110011011011110000101011001

	Pico gNB2
	(24 bits) 11000101011001101101111000
	CGI 2 = 110001010110011011011110000101011000



As it can be seen, CGI 1 and CGI 2 differ for only 1 bit (the last one). It is therefore difficult if not impossible to disambiguate form these CGIs the correct gNB-ID unless the gNB-ID length is known.
[Response]
This example is indeed the case that a parent gNB (macro gNB 1) tries to use cell IDs in the space of child node (pico gNB2). 
As per agreement in RAN3, there is no practical need for parent nodes to borrow cell IDs from child nodes (the argument is also shown as being additional, when in fact it is just a specific example of the “flexibility” argument above)..

	
	gNB-ID
	Served CGI

	Macro gNB1
	(22 bits) 1100010101100110110111
	CGI 1 = 110001010110011011011110000101011001

	Pico gNB2
	(24 bits) 11000101011001101101111000
	CGI 2 = 110001010110011011011110000101011000

	
	
	11000101011001101101111000 is pico gNB2 ID, it means that pico gNB 2 owns all cell IDs between 110001010110011011011110000000000000 to 110001010110011011011110001111111111




2.2 Response to R3-220441 (submitted at last meeting) and R3-222096 (submitted at 115-e meeting)
The italics below are quoted from R3-222096/R3-220441. And reply comments are provided inline.
 2.2 Technical analysis
The solution endorsed in R3-214403 and R3-214404 can be summarised as follows:
· A gNB receives an unknown CGI from a UE via ANR measurements 
· To discover the IP address to use for setup of the Xn with the newly discovered NG-RAN node, the gNB signals the received CGI to the connected AMF 
· The AMF tries to disambiguate the gNB-ID from the left-most bits of the received CGI and, if successful, it forwards the Xn transport network address discovery message to the neighbour NG-RAN node. If the process is successful an Xn can be established.
Firstly, the solution above is totally relying on AMF functionalities that are out of RAN3 scope. The solution above has not been validated by any WG in charge of AMF and CN functionalities (e.g. SA2).
[bookmark: OLE_LINK30][bookmark: OLE_LINK31][bookmark: OLE_LINK28][bookmark: OLE_LINK29]Conclusion 5: The solutions in R3-214403 and R3-214404 cannot be agreed because they have not been validated by the WG of competence for AMF and CN functionalities
[bookmark: OLE_LINK32][bookmark: OLE_LINK33][Response:]
[bookmark: OLE_LINK34][bookmark: OLE_LINK35]Conclusion 5 is not correct.  The endorsed network solution in R3-214403 and R3-214404 does not need to be validated by CN WGs. The reason is that it works on the top of existing Xn TNL address discovery function.  Adding new IEs into existing SON configuration transfer which is defined as a container on the interface between AMFs does not need further confirmation from CN WGs.
Therefore, it is concluded that:
Conclusion 1: The endorsed solutions in R3-214403 and R3-214404 do not need further validation or confirmation from CN WGs.
[bookmark: OLE_LINK36]Further, the solutions in R3-214403 and R3-214404 do not address all the use cases that RAN3 has agreed to be in need of a solutions. Below is a list of use cases that remains unaddressed with the solutions endorsed in R3-214403 and R3-214404.
RAN sharing 
In a typical RAN sharing scenario each operator uses its own CN infrastructure. A shared NG-RAN node is connected to different AMFs (from different sharing operators) and such AMFs are typically not connected between each other.
[bookmark: OLE_LINK39][bookmark: OLE_LINK40]The solution in R3-214403 and R3-214404 implies the need of a cross operators infrastructure to work. The latter is highly questionable and unrealistic to assume. 
[Response:] 
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Figure 1: RAN sharing scenario in R3-220441
[bookmark: OLE_LINK37][bookmark: OLE_LINK38]The Xn TNL address discovery function is triggered when a new unknown NR CGI is reported by UE ANR function. The purpose is to obtain the Xn TNL addresses of the neighbor node which hosts the NR cells of the unknown NR CGI. The endorsed solution in R3-214403 and R3-214404 is used to solve the gNB ID ambiguity issue in the unknown NR CGI. So that the Xn TNL address discovery function can be routed to the correct AMF and target gNB.
[bookmark: OLE_LINK41][bookmark: OLE_LINK42]The RAN sharing scenario presented in R3-220441 is shown in Figure 1. As illustrated in Figure 1, the network solution can work well through either the AMFs from operator 1 or the AMFs from operator 2 without any extra cross operators infrastructure. Furthermore, this also works regardless of whether the cell IDs are set jointly or independently by the sharing operators.
Conclusion 2: The network solution can work well through either the AMFs from operator 1 or the AMFs from operator 2 without any extra cross operators infrastructure in RAN sharing scenario.

ANR between NG RAN nodes connected to different AMFs
[bookmark: OLE_LINK43][bookmark: OLE_LINK44]In this case the solution in R3-214403 and R3-214404 requires an infrastructure external to the AMF in order to disambiguate the NG-RAN node ID. 
This is because a single AMF does not have visibility over all the NG-RAN nodes in the network and therefore it does not know their gNB-IDs. If a UE discovers a cell of an NG-RAN node not connected to the serving AMF, the NG-RAN node ID cannot be disambiguated by that AMF.
[Response:]
The message routing across AMFs is a legacy function of Xn TNL address discovery procedure which is implemented by the target TAI in the lookup message.
[bookmark: OLE_LINK45][bookmark: OLE_LINK46]Conclusion 3: The solution in R3-214403 and R3-214404 works well when the message needs to transfer across AMFs without any extra infrastructure in the AMF.
Unconstrained assignment of gNB-IDs
As explained above, the flexible gNB-ID feature should allow for unconstrained assignment of gNB-IDs. Disambiguation at the AMF needs to rely on rules to how gNB-IDs are assigned. This is evident by the assumptions RAN3 had to make in order to justify that the solution in R3-214403 and R3-214404 is feasible. Such assumptions are reported below:
If one node is reserved as gNB ID, then all its children as cell IDs belongs to this node except if a child node is reserved for a new gNB ID.
The above means that an operator is not free to assign any gNB-ID to a node, but instead it has to follow a complex scheme of Parent-Child relation, which may not match with the operator usage of gNB-IDs.
[Response:]
[bookmark: OLE_LINK47][bookmark: OLE_LINK48]It is sufficient to standardize a solution satisfying all practical scenarios on flexible gNB ID assignment. As studied in the past, fully flexible gNB Id assignment like borrowing gNB Ids from a child gNB node will cause extra and complex OAM efforts. 
[bookmark: OLE_LINK49][bookmark: OLE_LINK50]Conclusion 4: Supporting impractical scenario on flexible gNB ID assignment like borrowing gNB Ids from a child gNB node will cause extra and complex OAM efforts.

Conclusion 6: the solution in R3-214403 and R3-214404 alone cannot address all the use cases RAN3 has agreed to be in need of a solution, which are “ANR, RAN sharing, gNB-ID exhaustion”. This solution should be revised and endorsed together with a broadcast-based solution.
Based on above analysis, it is concluded that conclusion 6 in [1] lacks justification, and the network solution can address all use cases that are identified today. And as presented in [1], the scenario and motivation for introducing ID length broadcast remain unclear, and further justification is required.
Proposal: The scenario and motivation to broadcasting the gNB ID length is not clear and needs further justification.
[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]3. Conclusion
[bookmark: _Toc423020280]Conclusion 1: The endorsed solutions in R3-214403 and R3-214404 do not need further validation or confirmation from CN WGs.
Conclusion 2: The network solution may work well through either the AMFs from operator 1 or the AMFs from operator 2 without any extra cross operators infrastructure in network sharing scenario.
Conclusion 3: The solution in R3-214403 and R3-214404 works well when the message needs to transfer across AMFs without any extra infrastructure in the AMF.
Conclusion 4: Supporting unpractical scenario on flexible gNB ID assignment like borrowing gNB Ids from a child gNB node will cause extra and complex OAM efforts.
[bookmark: OLE_LINK79][bookmark: OLE_LINK80][bookmark: _GoBack]Proposal:  the scenario and motivation to broadcasting the gNB ID length is not clear and needs further justification.
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