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1 Introduction

	CB: # 2_UESecurity_Capability
- Check previously endorsed R17 CRs

- Revise endorsed CRs for Xn/X2/NGAP at RAN3#115 aligning approach with S1AP

- Reply LS to SA3 with full CR set

(Qualcomm - moderator)

Summary of offline disc R3-222391


2 For the Chairman’s Notes

Final status of the package as of March 1st 
The documents listed in the second column are agreed.
	Specification
	Document number
	Revision of 
	Comment

	36.300
	R3-222608
	R3-221625
	Latest draft (#2) can be uploaded and then agreed

	38.300
	R3-222609
	R3-2216126
	Latest draft (#2) can be uploaded and then agreed

	37.340
	R3-222547
	R3-221630
	Latest draft (_nok) just requires adding ZTE before upload, then can be agreed

	38.413
	R3-222701
	R3-221621
	Latest draft (r1) can be uploaded and then agreed

	36.413
	R3-222702
	R3-221622
	Latest draft can be uploaded and then agreed

	38.423
	R3-222703
	R3-221623
	Latest draft can be uploaded and then agreed

	36.423
	R3-222704
	R3-221624
	Latest draft can be uploaded and then agreed

	LS out
	R3-222610
	R3-221737
	Can be uploaded after documents are attached


3 Discussion

Introduction:

RAN3 received an LS from SA3 in RAN3#114 [1], requesting that UE security capabilities be passed without manipulation across all the RAN interfaces (and also those sent from the CN to RAN to be the same as those in NAS), irrespective of whether the CN or RAN node understands the specific capability.

In RAN3#114, CRs were endorsed for a range of specifications i.e., 38.300, 36.300, 37.340, 38.413, 38.423, 36.413, 36.423.

It was also requested that RAN3 further considers making support even more future proof by ensuring that, within RAN, the full bitmap is preserved (i.e. 16-bit including bits that cannot even have equivalent in NAS today).

At this meeting, we have a number of CRs for review, as well as some TPs. The full background and status of the CRs is provided in ref [9]. We use the table in this paper below:

	Specification
	Document number
	Revision of 
	Comment

	36.300
	R3-221625 [6]
	R3-216056
	No change from endorsed version at RAN3#114

	38.300
	R3-221626 [7]
	R3-216057
	No change from endorsed version at RAN3#114

	37.340
	R3-221630 [8]
	R3-216095
	No change from endorsed version at RAN3#114

	38.413
	R3-221621 [2]
	R3-216047
	Changed from endorsed version at RAN3#114 (**)

	36.413
	R3-221622 [3]
	R3-221278
	No change from endorsed version at RAN3#114bis

	38.423
	R3-221623 [4]
	R3-216049
	Changed from endorsed version at RAN3#114 (**)

	36.423
	R3-221624 [5]
	R3-216050
	Changed from endorsed version at RAN3#114 (**)


The changes marked (**) are those already discussed in RAN3#114bis but not implemented as discussed above, and they consist of adding some text to the IE explanation, aligning with the endorsed version of S1AP in [3]. In addition, for Xn, since the bitmap is shifted, this is explicitly stated in a note (i.e., need to do a 1-bit shift between NGAP and XnAP on the 16-bit bitmap) so that the retention of the “complete bitmap” is possible.

3.1 Stage 2 draft CRs

As stated above, the draft CRs for stage 2 are in [6,7,8] and are as per the previous endorsed versions at RAN3#114.

Q1: Are the stage 2 CRs ready for approval?  Please provide comments, if any, on the stage 2 CRs.

	Company
	Comment

	Huawei
	For our stage 2 draft CR for TS 37.340 [8], 

· first we need to update the title with the suffix “[UE_Sec_Caps]” (thanks Young lk for pointing out this). 

· Second, about the following change, since the MN may perform mapping from E-UTRA security bits to NR security bits, we are wondering whether to have this further update (see the highlighted) 

from: 

In EN-DC, the UE supports the NR security algorithms corresponding to the E-UTRA security algorithms signalled at NAS level and the UE NR AS Security capability is not signalled to the MN over RRC. Mapping from E-UTRA security algorithms to the corresponding NR security algorithms, where necessary, is performed at the MN. The MN sends the complete UE security capabilities including all security capability bits previously received to the SN. 
     to: 

In EN-DC, the UE supports the NR security algorithms corresponding to the E-UTRA security algorithms signalled at NAS level and the UE NR AS Security capability is not signalled to the MN over RRC. Mapping from E-UTRA security algorithms to the corresponding NR security algorithms, where necessary, is performed at the MN. The MN sends the complete UE security capabilities including all security capability bits previously received (after mapping, where necessary) to the SN. 
No strong view, but it seems more clear have this addition. 

	Ericsson
	No strong view on the proposal for 37.340

Ok for the others

	Qualcomm
	A minor issue in 1625/1626: the impact statement is not needed

A minor issue in 1630: the X on “other core specs” is in the wrong column.

No strong view on the comment above on 1630. 

	Nokia
	Tdoc 1626: can you please replace: old gN by “last serving gNB” and “new gNB” by “receiving gNB”.

Tdoc 1630: tick the other spec affected in cover page.

	ZTE
	Ok for the draft CR updating for TS 37.340 proposed by Huawei, and ok for the others.

	Moderator’s summary
	All changes proposed seem reasonable and can be adopted


3.2 Stage 3 CRs

As stated above, the current CRs for stage 3 are in [2,3,4,5].

In addition, also as stated above

· The 36.413 CR [3] is as endorsed at RAN3#114bis

· The other CRs are modified from their previously endorsed versions at RAN3#114, taking into account the agreement on the S1AP modification and related discussions at RAN3#114bis

Meanwhile there are also TPs [11,12,13] which also propose related changes.

In the moderator’s understanding, the TPs take into account changes discussed (but not implemented) at RAN3#114bis and align the cover page. However, it is the moderator’s understanding that the revisions provided also tried to do the same.

If this understanding is correct, then the TPs can be understood to be implicitly merged into the revised CRs.

Therefore, the moderator would like to check that 

(1) The proposals in the TPs [11,12,13] are contained in the revised CRs

(2) As such, whether the CRs in [2,3,4,5] can be agreed

Q2: Are the stage 3 CRs [2,3,4,5] ready for approval? Can the TPs be considered implicitly merged, or do you see any missing aspects, or other details to be further checked? 

	Company
	Comment

	Huawei
	Agree. 

	Ericsson
	Agree. TPs are already covered by the revised CRs, therefore agree with moderator that it can be implicitly merged

	Qualcomm
	Agree

	Nokia
	In 1621: can we really say that:

and the NG-RAN nodes store and send the complete bitmaps without modification
due to the bit shift over Xn?

	ZTE
	Agree.

	Moderator’s summary
	We can go ahead with [2,3,4,5]
We should try to address / discuss the point raised by Nokia on the XnAP CR.


3.3 Reply LS

For now the moderator would just like to confirm that companies are agreeable to send a reply LS at this meeting, assuming that a full set of CRs can be agreed, and also if there are any immediate comments on the draft in [10]. Details can be considered later. 

Q3: Do you agree to send a reply LS at this meeting, assuming that a full set of CRs can be agreed? Do you have any immediate comments on the draft in [10]?

	Company
	Comment

	Huawei
	Agree. It seems the date of RAN3#116-e should be updated in the draft LS. 

	Ericsson
	Agree

	Qualcomm
	Agree, also agree that there is a typo in the month of 116-e (April -> May)

	Nokia
	OK. Good to see Toulouse, France…

	ZTE
	Agree.

	Moderator’s summary
	LS looks ready after a change of the RAN3 meeting date; just need to remove the items in red and attach the docs when approved finally.


3.4 Other issues 

Please feel free to add any issues or aspects missing from the above.

	Company
	Comment

	
	

	
	

	
	


4 Conclusion, Recommendations [if needed]

If needed
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