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[bookmark: _Hlk77866773]1	Introduction
This contribution continues the discussion on proposals to improve the handling of user consent information within the RAN and between the RAN and the CN.
[bookmark: _Hlk77866817]2	Discussion

During the last RAN3 meeting the following discussions took place with the agreements made marked in green:
# SONMDT9_MDTEnh
- Check LSs from other groups
- Propagation of user consent related information during Xn inter-PLMN handover? Failure indication for cross RAT logged MDT over NG?  New Cause value “Valid RAT MDT configuration is missing”on XNAP? Whether a gNB only receives a MDT Configuration-EUTRA IE in NGAP? What’s behavior of the gNB when it only receives a MDT Configuration-EUTRA in XNAP? 
- LS reply to other groups?
- Capture agreements and provide TPs if agreeable
(ZTE - moderator)
Summary of offline disc R3-221024 rev in R3-221247 noted
CR for TS38.413: Correction to Area Scope Configuration and Frequency Band Info in MDT Configuration for NG AP in R3-221195 Agreed
LS on User consent Updating to CT4 and SA3 in R3-221210 Agreed

The AMF provides the MDT user consent in PATH SWITCH ACK message only when the UE handovers from a PLMN not in the MDT user consent to a PLMN in the MDT user consent, and the newly received user consent information overwrites previously
stored versions, if different.
[bookmark: _Hlk94884790]WA: It is proposed to enable optional inclusion of the Management Based MDT PLMN List IE in the NG: UE CONTEXT MODIFICATION REQUEST message in Rel-17.
2.1 Improving the handling of user consent information

The discussion on updating user consent is being held over a couple of meetings and during the previous meeting we reached a point where the following WA has been agreed:
WA: It is proposed to enable optional inclusion of the Management Based MDT PLMN List IE in the NG: UE CONTEXT MODIFICATION REQUEST message in Rel-17.
Our aim during the coming meeting is to clarify and resolve any remaining expressed concerns and turn this WA into specification text.

One concern that has been raised during the last meeting was regarding CT4 specifications and whether AMF gets updated on user consent updates. 
We believe that the following extracts can shed light on this:
[bookmark: _Hlk94892245][bookmark: _Hlk94887106][bookmark: _Hlk94891311]In particular, TS29.503 and TS23.502 make it clear that the MDT user consent (MdtUserConsent attribute) is part of the AccessAndMobilitySubscriptionData (TS 29.503) and that AMF gets notified on user consent update by a Data change notification (TS 23.502 [cl 4.5.1.]). TS23.502 goes further in providing indicative examples of actions that the AMF can take based on the changed subscriber data were update of the UE context in RAN is included [-    updating UE context stored at RAN to modify the UE-Slice-MBR corresponding to an S-NSSAI.]  

See attached spec extracts for details:

Start of Excerpt from TS23.502 [cl4.5.1]:

[bookmark: _Toc20204018][bookmark: _Toc27894704][bookmark: _Toc36191771][bookmark: _Toc45192857][bookmark: _Toc47592489][bookmark: _Toc51834570][bookmark: _Toc91153591]4.5.1      Subscriber Data Update Notification to AMF
Whenever the user profile is changed for a user in the UDM/UDR, and the changes affect the user profile in the AMF, the UDM shall notify these changes to the affected AMF by the means of invoking Nudm_SDM_Notification service operation. Then the AMF adds or modifies the user profile.
The Nudm_SDM_Notification service operation specified in clause 5.2.3.3 is used by the UDM to update subscriber data stored in the AMF.
The AMF takes appropriate action according to the changed subscriber data as follows, e.g.:
- 	initiating an AMF initiated Deregistration procedure if the updated subscription data indicates the UE is not allowed to roam in this network; and
- 	updating UE context stored at AN to modify the UE-AMBR.
- 	updating UE context stored at RAN to modify the UE-Slice-MBR corresponding to an S-NSSAI.
- 	initiating UE Configuration Update procedure as defined in clause 4.2.4.2.
- 	initiating UE Parameters Update via UDM Control Plane Procedure as defined in clause 4.20.
End of Excerpt from TS23.502 [cl4.5.1]:

Start of Excerpt from TS29.503 [cl5.2.2.5.2]:

[bookmark: _Toc11338372][bookmark: _Toc27584977][bookmark: _Toc36456920][bookmark: _Toc45027799][bookmark: _Toc45028634][bookmark: _Toc67681389][bookmark: _Toc90561780]5.2.2.5.2              Data Change Notification To NF
Figure 5.2.2.5.2-1 shows a scenario where the UDM notifies the NF service consumer (that has subscribed to receive such notification) about subscription data change (see also 3GPP TS 23.502 [3] clause 4.5.1 or 3GPP TS 23.502 [3] clause 4.5.2) or shared data change. The request contains the callbackReference URI as previously received in the SdmSubscription (see clause 6.1.6.2.3).
[image: ]
Figure 5.2.2.5.2-1: Subscription Data Change Notification
End of Excerpt from TS29.503 [cl5.2.2.5.2]:

[bookmark: _Toc11338582][bookmark: _Toc27585234][bookmark: _Toc36457200][bookmark: _Toc45028094][bookmark: _Toc45028929][bookmark: _Toc67681688][bookmark: _Toc90562117]Start of Excerpt from TS29.503[cl 6.1.6.2.4]
6.1.6.2.4              Type: AccessAndMobilitySubscriptionData
Table 6.1.6.2.4-1: Definition of type AccessAndMobilitySubscriptionData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability
	 

	supportedFeatures
	SupportedFeatures
	O
	0..1
	See clause 6.1.8
	
	 

	gpsis
	array(Gpsi)
	O
	0..N
	List of Generic Public Subscription Identifier; see 3GPP TS 29.571 [7]
	
	 

	internalGroupIds
	array(GroupId)
	O
	1..N
	List of internal group identifier; see 3GPP TS 23.501 [2] clause 5.9.7
	
	 

	sharedVnGroupDataIds
	map(SharedDataId)
	O
	1..N
	A map of identifiers of shared 5G VN group data (list of key-value pairs whereGroupId serves as key; see clause 6.1.6.1).
This attribute is only applicable to the Nudm interface and shall not be included over the Nudr interface.
	
	 

	hssGroupId
	NfGroupId
	O
	0..1
	Identity of the HSS group associated with the subscription, which may be used by the UDM in discovering the HSS; see 3GPP TS 29.510 [19].
This attribute may be included if the coreNetworkTypeRestrictions does not indicate a value of "EPC".
This attribute is only applicable to the Nudr interface and shall not be included over the Nudm interface.
	
	 

	subscribedUeAmbr
	AmbrRm
	O
	0..1
	
	
	 

	nssai
	Nssai
	O
	0..1
	Network Slice Selection Assistance Information
	
	 

	ratRestrictions
	array(RatType)
	O
	0..N
	List of RAT Types that are restricted in 5GC and EPC; see 3GPP TS 29.571 [7] (NOTE 2)
Contains unique items
	
	 

	forbiddenAreas
	array(Area)
	O
	0..N
	List of forbidden areas in 5GS
	
	 

	serviceAreaRestriction
	ServiceAreaRestriction
	O
	0..1
	Subscribed Service Area Restriction
	
	 

	coreNetworkTypeRestrictions
	array(CoreNetworkType)
	O
	0..N
	List of Core Network Types that are restricted.
The use of the value "5GC" is deprecated on Nudm and shall be discarded by the receiving AMF.
	
	 

	rfspIndex
	RfspIndexRm
	O
	0..1
	Index to RAT/Frequency Selection Priority;
	
	 

	subsRegTimer
	DurationSecRm
	O
	0..1
	Subscribed periodic registration timer; (see clause 5.20 of 3GPP TS 23.501 [2], clause 4.15.3.2.3b and 4.15.6.3a of 3GPP TS 23.502 [3] and 3GPP TS 29.571 [7])
	
	 

	ueUsageType
	UeUsageType
	O
	0..1
	
	
	 

	mpsPriority
	MpsPriorityIndicator
	O
	0..1
	
	
	 

	mcsPriority
	McsPriorityIndicator
	O
	0..1
	
	
	 

	activeTime
	DurationSecRm
	O
	0..1
	subscribed active time for PSM UEs (see clause 5.20 of 3GPP TS 23.501 [2] and clause 4.15.3.2.3b and 4.15.6.3a of 3GPP TS 23.502 [3]).
	
	 

	sorInfo
	SorInfo
	O
	0..1
	On Nudm, this IE shall be present if the UDM shall send the information for Steering of Roaming during registration or the subscription data update to the UE. The UDM may detect the need to send sorInfo by retrieving context information from the UDR.
(NOTE 4)
	
	 

	sorInfoExpectInd
	Boolean
	C
	0..1
	Contains the indication on whether or not the UE is expecting to receive SoR information at initial registration.
-      When set to true; it indicates that the UE is expecting to receive SoR information at initial registration in a VPLMN, i.e. the UDM shall send SoR information to the AMF on Nudm even when nothing was received from UDR or SOR-AF. In case the UDM was not able to obtain SoR information, SoR information sent on Nudm shall contain the indication that "no change" is needed.
-      When set to false: it indicates that the UE is not expecting to receive SoR information at initial registration, i.e. the UDM shall send SoR information to the AMF based on operator policy.

This attribute may be present on Nudr interface and shall be absent on UDM interface.

The UDM shall ignore this attribute if the UE is not roaming out of its HPLMN.
	
	 

	sorafRetrieval
	boolean
	C
	0..1
	Contains the indication on whether or not SoR information shall be retrieved from the SOR-AF.
-      When set to true: it indicates that the UDM shall retrieve SoR information from the SOR-AF.
-      When set to false or absent: it indicates that the retrieval of SorInfo from the SOR-AF is not required.

This attribute may be present on Nudr interface and shall be absent on Nudm interface.

The UDM shall ignore this attribute if it is received in Nudr but the UE is not roaming out of its HPLMN.
	
	 

	sorUpdateIndicatorList
	array(SorUpdateIndicator)
	C
	1..N
	When present, it contains the list of SoR Update Indicators;
-      It shall indicate that the AMF shall retrieve SoR information when the UE performs Registration with NAS Registration Type "Initial Registration" if the value "INITIAL_REGISTRATION" is included;
-      And/or it shall indicate that the AMF shall retrieve SoR information when the UE performs Registration with NAS Registration Type "Emergency Registration" if the value "EMERGENCY_REGISTRATION" is included.

When absent on Nudm interface, it indicates that the AMF is not requested to retrieve SoR information when the UE performs Registration with either NAS Registration Type "Initial Registration" or NAS Registration Type "Emergency Registration".

The UDM shall ignore this attribute if the UE is not roaming out of its HPLMN.
	
	 

	upuInfo
	UpuInfo
	O
	0..1
	This IE shall be present if the UDM shall send the information for UE Parameters Update after the UE has been successfully authenticated and registered to the 5G system.
	
	 

	routingIndicator
	string
	O
	0..1
	This IE may be sent in Nudm_SDM notification as defined in 3GPP TS 23.502 Clause 4.20.2, if UE Parameter Update was sent for Routing Indicator Update, but without requesting the UE to re-register.
	
	 

	micoAllowed
	MicoAllowed
	O
	0..1
	Indicates whether the UE subscription allows MICO mode.
	
	 

	sharedAmDataIds
	array(SharedDataId)
	O
	0..N
	Identifier of shared Access And Mobility Subscription data
	SharedData
	 

	odbPacketServices
	OdbPacketServices
	O
	0..1
	Operator Determined Barring for Packet Oriented Services (NOTE 3).
	
	 

	subscribedDnnList
	array(Dnn)
	O
	0..N
	List of the subscribed DNNs for the UE (including optionally the Wildcard DNN). Used to determine the list of LADN available to the UE as defined in clause 5.6.5 of TS 23.501 [2].
When present, this IE shall contain the Network Identifier only.
	
	 

	serviceGapTime
	DurationSec
	O
	0..1
	Used to set the Service Gap timer for Service Gap Control (see TS 23.501 [2] clause 5.26.16 and TS 23.502 [3] clause 4.2.2.2.2).
	
	 

	mdtUserConsent
	MdtUserConsent
	O
	0..1
	When present, this IE shall indicate whether the user has given his consent for MDT activation or not (see clause 4.9 of 3GPP TS 32.422 [48]).
When absent, "CONSENT_NOT_GIVEN" is the default value.
	
	 

	mdtConfiguration
	MdtConfiguration
	C
	0..1
	This IE shall be present if the MDT task is activated.
When present, this IE shall contain MDT configuration data for UE (see clause 4.1.2.17 of 3GPP TS 32.422 [48]).
	
	 

	traceData
	TraceData
	O
	0..1
	Trace requirements about the UE, only sent to AMF in the HPLMN or one of its equivalent PLMN(s)
	
	 

	cagData
	CagData
	O
	0..1
	Closed Access Group Data.
Shall be absent if both
- no CAG is subscribed for the serving PLMN and
- an acknowledgement from the UE is not pending.
	CAGFeature
	 

	stnSr
	StnSr
	O
	0..1
	This IE shall be present if the UE is subscribed to 5G SRVCC.
When present, it indicates the STN-SR (Session Transfer Number for SRVCC) of the UE.
	
	 

	cMsisdn
	CMsisdn
	O
	0..1
	This IE shall be present if the UE is subscribed to 5G SRVCC.
When present, it indicates the C-MSISDN (Correlation MSISDN) of the UE.
	
	 

	nbIoTUePriority
	NbIoTUePriority
	O
	0..1
	Indicates NB IoT UE priority which is used by the NG-RAN to prioritise resource allocation between UEs accessing via NB-IoT(see clause 5.31.17 of 3GPP TS 23.501 [2]).
	
	 

	nssaiInclusionAllowed
	boolean
	O
	0..1
	Indicates that the UE is allowed to include NSSAI in the RRC connection establishment in clear text for 3GPP access, as specified in clause 5.15.9 of 3GPP TS 23.501 [2] and clause 4.2.2.2.2 of 3GPP TS 23.502 [3].

true: indicates that NSSAI can be included in RRC connection establishment by the UE.

false or absent: indicates that NSSAI cannot be included.
	
	 

	rgWirelineCharacteristics
	RgWirelineCharacteristics
	O
	0..1
	Indicates the RG Level Wireline Access Characteristics as specified in 3GPP TS 23.316 [37].
	
	 

	ecRestrictionDataWb
	EcRestrictionDataWb
	O
	0..1
	Indicates Enhanced Coverage Restriction Data for WB-N1 mode.
If absent, indicates Enhanced Coverage is not restricted for WB-N1 mode.
	
	 

	ecRestrictionDataNb
	boolean
	O
	0..1
	If present, this IE shall indicate whether Enhanced Coverage for NB-N1 mode is restricted or not.

true: Enhanced Coverage for NB-N1 mode is restricted.
false or absent: Enhanced Coverage for NB-N1 mode is allowed.
	
	 

	expectedUeBehaviourList
	ExpectedUeBehaviourData
	O
	0..1
	Indicates Expected UE Behaviour parameters associated with AMF(see clause 5.20 of 3GPP TS 23.501 [2] and clause  4.15.6.3 of 3GPP TS 23.502 [3]).
This attribute is only applicable to the Nudm interface and shall not be included over the Nudr interface.
	
	 

	primaryRatRestrictions
	array(RatType)
	O
	0..N
	List of RAT Types that are restricted for use as primary RAT in 5GC and EPC; see 3GPP TS 29.571 [7] (NOTE 2)
Contains unique items
	
	 

	secondaryRatRestrictions
	array(RatType)
	O
	0..N
	List of RAT Types that are restricted for use as secondary RAT in 5GC and EPC; see 3GPP TS 29.571 [7] (NOTE 2)
Contains unique items
	
	 

	edrxParametersList
	array(EdrxParameters)
	O
	1..N
	List of subscribed the extended idle mode DRX parameters (see clause 5.31.7.2.1 of 3GPP TS 23.501 [2]).
	
	 

	ptwParametersList
	array(PtwParameters)
	O
	1..N
	List of subscribed the Paging Time Window parameters (see clause 5.31.7.2.1 of 3GPP TS 23.501 [2]).
	
	 

	iabOperationAllowed
	boolean
	O
	0..1
	Indicates that the UE is allowed for IAB operation as specified in 3GPP TS 23.501 [2].

true: indicates that the UE is allowed for IAB operation.

false or absent: indicates that the UE is not allowed for IAB operation.
	
	 

	adjacentPlmnRestrictions
	map(PlmnRestriction)
	O
	1..N
	A map (list of key-value pairs where PlmnId converted to string serves as key; see 3GPP TS 29.571 [7]) of PlmnRestrictions for adjacent PLMNs
	
	 

	wirelineForbiddenAreas
	array(WirelineArea)
	O
	0..N
	List of forbidden areas for 5G-BRG/5G-CRG/FN-CRG
	
	 

	wirelineServiceAreaRestriction
	WirelineServiceAreaRestriction
	O
	0..1
	Subscribed Service Area Restriction for 5G-BRG/5G-CRG/FN-CRG
	
	 

	 
	pcfSelectionAssistanceInfos
	array(PcfSelectionAssistanceInfo)
	C
	1..N
	List of combination of DNN and S-NSSAI that indicates that the same PCF needs to be selected by the AMF. (NOTE 5)
	
	 

	 
	aerialUeSubInfo
	AerialUeSubscriptionInfo
	O
	0..1
	This IE shall contain the subscribed Aerial UE Subscription Information when present.
	

	NOTE 1:   AccessAndMobilitySubscriptionData can be UE-individual data or shared data. 
UE-individual data take precedence over shared data unless treatment instructions associated to the shared data indicate otherwise. 
E.g.: When an attribute of type array is present but empty within UE-Individual data and present (with any cardinality) in shared data and no treatment instructions are applicable, the empty array takes precedence. Similarly, when a nullable attribute is present with value null within the individual data and present (with any value) in shared data and no treatment instructions are applicable, the null value takes precedence (i.e. for the concerned UE the attribute is considered absent).
NOTE 2:   If the primaryRatRestrictions and secondaryRatRestrictions attributes are supported by the sender, the sender shall include the list of RAT Types that are restricted, if any, in the ratRestrictions attribute, shall include the list of RAT Types that are restricted for use as primary RAT, if any, in the primaryRatRestrictions attribute and shall include the list of RAT Types that are restricted for use as secondary RAT, if any, in the secondaryRatRestrictions attribute. If the primaryRatRestrictions and secondaryRatRestrictions attributes are supported by the receiver, the receiver shall use the data in the primaryRatRestrictions attribute, if received, as the list of RAT Types that are restricted for use as primary RAT, and shall use the data in the secondaryRatRestrictions attribute, if received, as the list of RAT Types that are restricted for use as secondary RAT, otherwise the receiver shall use the data in the ratRestrictions attribute, if received, as the list of RAT Types that are restricted.
If the secondaryRatRestictions attribute is included in the subscription profile, the content may be sent to MME during inter RAT handover from NR SA to EN-DC, for the purpose of adequate SGW selection at MME based on subscription profile, and to avoid allocating unnecessary resources for secondary RAT at EPC if it is restricted.
NOTE 3:   The AMF shall take responsibility to perform PDU session related actions subject to change of OdbPacketService, e.g. release existing PDU session.
NOTE 4:   The UDM shall ignore the content of sorInfo received on Nudr if "sorafRetrieval" is set to true.
NOTE 5:   If multiple PDU sessions to one DNN and S-NSSAI are established in EPS, the AMF shall select the same PCF by configuration or by using existing method, e.g. same PCF selection in usage monitoring.
	
	 

	
	
	
	
	
	
	
	
	
	
	
	
	
	



[bookmark: _Toc45028178][bookmark: _Toc45029013][bookmark: _Toc67681774][bookmark: _Toc90562213]6.1.6.3.15            Enumeration: MdtUserConsent
Table 6.1.6.3.15-1: Enumeration MdtUserConsent
	Enumeration value
	Description

	"CONSENT_NOT_GIVEN"
	It shall indicate the user has given his consent for MDT activation.

	"CONSENT_GIVEN"
	It shall indicate the user hasn't given his consent for MDT activation.



End of Excerpt from TS29.503[cl 6.1.6.2.4]

Summarizing, we can see from the extracts above that TS29.503 make it clear that the MDT user consent (MdtUserConsent attribute) is part of the AccessAndMobilitySubscriptionData (TS 29.503) and that AMF gets notified on user consent update by a Data change notification (TS 23.502 [cl 4.5.1.]). TS23.502 goes further in providing indicative examples of actions that the AMF can take based on the changed subscriber data were update of the UE context in RAN is included [-    updating UE context stored at RAN to modify the UE-Slice-MBR corresponding to an S-NSSAI.]  

Observation 1: AMF gets notified on MDT user consent updates by the UDM
Since AMF gets notified on MDT user consent updates by the UDM it can initiate UE context modification similarly to the other cases involving changed subscriber data as described in TS23.502
Observation 2: AMF can initiate NG: UE Context Modification based on changed subscriber data

Furthermore, we would like to clarify a sentence from TS32.422 (cl 4.9.2) that has been misinterpreted. The specific clause is describing the user consent handling in MDT for NG-RAN in the case of management based MDT
“If the user consent information is updated while a UE context is already set up in the gNB, the changed user consent should be taken into account in the next call/session setup.”
This sentence has been misinterpreted but it is quite clear within the context of the TS32.422 specification. This mainly states that there is no need to stop an ongoing MDT session (when the user consent is revoked) but that the updated user consent would need to be taken into account when a new MDT session is activated by the Management System. The receiving RAN would need to select the relevant UEs based on the available user consent. 
If an update of the User Consent by means of the NG: UE Context Modification message is not used, then the UE selection for MDT will be based on stale user consent information. In some regions such as Europe and the North America, operating against the user consent constitutes a breach of the law.
The existing specification as indicated by the above sentence does not put any strict timely requirements on the signalling associated with updates on user consent, but on the other hand it does put requirements on updating the associated stored information on user consent. 
Conclusion 1: Not updating the user consent information from CN to NG-RAN may imply activation of MDT against the current user consent status. This constitutes a breach of the law in some regions
As per recent RAN3 agreements, user consent can be signalled as part of:
a) HANDOVER REQUEST 
b) PATH SWITCH ACKNOWLEDGE 
c) INITIAL CONTEXT SETUP REQUEST
The first two procedures are associated with cases related to handover scenarios. If the user consent changes while the UE does not move to any other RAN node, these procedures cannot be used for user consent updating. 
The last one is mainly associated with the initial context setup, making it unfeasible for user consent updates happening after the initial context setup has been completed. 
One very relevant use case where the user consent updating via the procedures above would totally fail is when a UE not performing mobility is toggled between RRC_CONNECTED and RRC_INACTIVE modes. For this UE user consent updating will never occur, unless it is signalled via NG: UE Context Modification.
Conclusion 2: Signalling User consent Updates only at NG: HANDOVER REQUEST and NG: INITIAL CONTEXT SETUP REQUEST does not allow for user consent updating in all cases and it may create legal problems of unauthorised data collection

[bookmark: _Hlk84686675]Hence, we believe that the current user consent signalling is incomplete, and it would be necessary to enable signalling of the Management Based MDT PLMN List IE as an optional IE in the NG: UE CONTEXT MODIFICATION REQUEST message as this would enable efficient communication of the associated user consent updates from CN to RAN.
We need to stress that this additional capability is introduced in order to assist the already existing capability of propagating user consent over the Xn interface. 
Signalling of user consent information in the NG: UE CONTEXT MODIFICATION REQUEST enables to replace stale user consent information with up-to-date ones. This is in line with the behavior stated in the above TS 32.422 extract: “If the user consent information is updated while a UE context is already set up in the gNB, the changed user consent should be taken into account in the next call/session setup.”. Namely, if user consent is not updated by the CN via NG: UE CONTEXT MODIFICATION REQUEST, it is not possible for the RAN to take it into account in the next “call/session setup”.

The following is therefore proposed:
Proposal 1: It is proposed to enable optional inclusion of the Management Based MDT PLMN List IE in the NG: UE CONTEXT MODIFICATION REQUEST message in Rel-17 (and correspondingly turn current WA to specification text as proposed by the TP attached to as appendix below)

3	Conclusion
In this contribution the following observations and proposals were derived:
Observation 1: AMF gets notified on MDT user updates by the UDM
Observation 2: AMF can initiate UE context modification based on changed subscriber data

Proposal 1: It is proposed to enable optional inclusion of the Management Based MDT PLMN List IE in the NG: UE CONTEXT MODIFICATION REQUEST message in Rel-17 (and correspondingly turn current WA to specification text as proposed by the TP attached as appendix below)

A TP mirroring the proposals above are presented in the Annex below.
TP for MDT BL CR for TS38.413

<<<<<<<<<<<<<<<<<<<< Start of Changes >>>>>>>>>>>>>>>>>>>>


[bookmark: _Toc20954868][bookmark: _Toc29503305][bookmark: _Toc29503889][bookmark: _Toc29504473][bookmark: _Toc36552919][bookmark: _Toc36554646][bookmark: _Toc45651899][bookmark: _Toc45658331][bookmark: _Toc45720151][bookmark: _Toc45798031][bookmark: _Toc45897420][bookmark: _Toc51745620][bookmark: _Toc64445884][bookmark: _Toc73981754][bookmark: _Toc81304338]8.3.4.2	Successful Operation

Figure 8.3.4.2-1: UE context modification: successful operation
Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the NG-RAN node shall
-	if supported, store the received IAB Authorization information in the UE context.
If the Security Key IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall store it and perform AS key re-keying according to TS 33.501 [13].
If the UE Security Capabilities IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall store them and take them into use together with the received keys according to TS 33.501 [13].
If the Index to RAT/Frequency Selection Priority IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, use it as defined in TS 23.501 [9].
If the RAN Paging Priority IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.
If the UE Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall
-	replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context;
-	use the received UE Aggregate Maximum Bit Rate for all Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].
If the Core Network Assistance Information for RRC INACTIVE IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, replace the previously provided Core Network Assistance Information for RRC INACTIVE and use it for the RRC_INACTIVE state decision and RNA configuration for the UE and RAN paging if any for a UE in RRC_INACTIVE state, as specified in TS 38.300 [8]. If the MICO All PLMN IE is included in the Core Network Assistance Information for RRC INACTIVE IE the NG-RAN node shall, if supported, consider that the registration area for the UE is the full PLMN and ignore the TAI List for RRC Inactive IE.
If the CN Assisted RAN Parameters Tuning IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node may use it as described in TS 23.501 [9].
If the RRC Inactive Transition Report Request IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and report to the AMF the User Location Information IE and the RRC State IE in the UE CONTEXT MODIFICATION RESPONSE message.
If the RRC Inactive Transition Report Request IE is included in the UE CONTEXT MODIFICATION REQUEST message and set to "cancel report", the NG-RAN node shall, if supported, stop reporting to the AMF the RRC state of the UE.
The NG-RAN node shall report, in the UE CONTEXT MODIFICATION RESPONSE message to the AMF, the successful update of the UE context.
If the Emergency Fallback Indicator IE is included in the UE CONTEXT MODIFICATION REQUEST message, it indicates that the concerned UE context is subject to emergency service fallback as described in TS 23.501 [9] and the NG-RAN node may, if supported, take the appropriate mobility actions taking into account the Emergency Service Target CN IE if provided.
If the New AMF UE NGAP ID IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall use the received value for future signalling with the AMF.
If the New GUAMI IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall replace the previously stored GUAMI as specified in TS 23.501 [9].
If the SRVCC Operation Possible IE is included in UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, store the content of the received SRVCC Operation Possible IE in the UE context and use it as defined in TS 23.216 [31].
If the NR V2X Services Authorized IE is contained in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, update its V2X services authorization information for the UE accordingly. If the NR V2X Services Authorized IE includes one or more IEs set to "not authorized", the NG-RAN node shall, if supported, initiate actions to ensure that the UE is no longer accessing the relevant service(s).
If the LTE V2X Services Authorized IE is contained in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, update its V2X services authorization information for the UE accordingly. If the LTE V2X Services Authorized IE includes one or more IEs set to "not authorized", the NG-RAN node shall, if supported, initiate actions to ensure that the UE is no longer accessing the relevant service(s).
If the NR UE Sidelink Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported:
-	replace the previously provided NR UE Sidelink Aggregate Maximum Bit Rate, if available in the UE context, with the received value; 
· use the received value for the concerned UE’s sidelink communication in network scheduled mode for NR V2X services.
If the LTE UE Sidelink Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported:
-	replace the previously provided LTE UE Sidelink Aggregate Maximum Bit Rate, if available in the UE context, with the received value; 
-	use the received value for the concerned UE’s sidelink communication in network scheduled mode for LTE V2X services.
If the PC5 QoS Parameters IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, use it as defined in TS 23.287 [33].
If the UE CONTEXT MODIFICATION REQUEST message contains the UE Radio Capability ID IE, the NG-RAN node shall, if supported, use it as specified in TS 23.501 [9] and TS 23.502 [10].
If the Management Based MDT PLMN List IE is contained in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, use it to allow subsequent selection of the UE for management based MDT defined in TS 32.422 [11].

Interactions with RRC Inactive Transition Report procedure:
If the RRC Inactive Transition Report Request IE is included in the UE CONTEXT MODIFICATION REQUEST message and set to "single RRC connected state report", the NG-RAN node shall, if supported and if the UE is in RRC_INACTIVE state, send one subsequent RRC INACTIVE TRANSITION REPORT message to the AMF when the RRC state transitions to RRC_CONNECTED state.
If the RRC Inactive Transition Report Request IE is included in the UE CONTEXT MODIFICATION REQUEST message and set to "subsequent state transition report", the NG-RAN node shall, if supported, send the RRC INACTIVE TRANSITION REPORT message to the AMF to report the RRC state of the UE when the UE enters or leaves RRC_INACTIVE state.
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9.2.2.7	UE CONTEXT MODIFICATION REQUEST
This message is sent by the AMF to provide UE Context information changes to the NG-RAN node.
Direction: AMF  NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	RAN Paging Priority
	O 
	
	9.3.3.15
	
	YES
	ignore

	Security Key
	O
	
	9.3.1.87
	
	YES
	reject

	Index to RAT/Frequency Selection Priority
	O
	
	9.3.1.61
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.3.1.58
	
	YES
	ignore

	UE Security Capabilities
	O
	
	9.3.1.86
	
	YES
	reject

	Core Network Assistance Information for RRC INACTIVE
	O
	
	9.3.1.15
	
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.26
	
	YES
	reject

	New AMF UE NGAP ID
	O
	
	AMF UE NGAP ID
9.3.3.1
	
	YES
	reject

	RRC Inactive Transition Report Request
	O
	
	9.3.1.91
	
	YES
	ignore

	New GUAMI
	O
	
	GUAMI
9.3.3.3
	
	YES
	reject

	CN Assisted RAN Parameters Tuning
	O
	
	9.3.1.119
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.3.1.128
	
	YES
	ignore

	IAB Authorized
	O
	
	9.3.1.129
	
	YES
	ignore

	NR V2X Services Authorized
	O
	
	9.3.1.146
	
	YES
	ignore

	LTE V2X Services Authorized
	O
	
	9.3.1.147
	
	YES
	ignore

	NR UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.3.1.148
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	LTE UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.3.1.149
	This IE applies only if the UE is authorized for LTE V2X services.
	YES
	ignore

	PC5 QoS Parameters
	O
	
	9.3.1.150
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	UE Radio Capability ID
	O
	
	9.3.1.142
	
	YES
	reject

	RG Level Wireline Access Characteristics
	O
	
	OCTET STRING
	Specified in TS 23. 316 [34]. Indicates the wireline access technology specific QoS information corresponding to a specific wireline access subscription.
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	MDT PLMN List
9.3.1.168
	
	YES
	ignore
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-- ASN1START
-- **************************************************************
--
-- PDU definitions for NGAP.
--
-- **************************************************************

-- TEXT OMITTED –


-- **************************************************************
--
-- UE CONTEXT MODIFICATION REQUEST
--
-- **************************************************************

UEContextModificationRequest ::= SEQUENCE {
	protocolIEs		ProtocolIE-Container		{ {UEContextModificationRequestIEs} },
	...
}

UEContextModificationRequestIEs NGAP-PROTOCOL-IES ::= {
	{ ID id-AMF-UE-NGAP-ID							CRITICALITY reject	TYPE AMF-UE-NGAP-ID									PRESENCE mandatory	}|
	{ ID id-RAN-UE-NGAP-ID							CRITICALITY reject	TYPE RAN-UE-NGAP-ID									PRESENCE mandatory	}|
	{ ID id-RANPagingPriority						CRITICALITY ignore	TYPE RANPagingPriority								PRESENCE optional		}|
	{ ID id-SecurityKey								CRITICALITY reject	TYPE SecurityKey									PRESENCE optional		}|
	{ ID id-IndexToRFSP								CRITICALITY ignore	TYPE IndexToRFSP									PRESENCE optional		}|
	{ ID id-UEAggregateMaximumBitRate				CRITICALITY ignore	TYPE UEAggregateMaximumBitRate					PRESENCE optional		}|
	{ ID id-UESecurityCapabilities					CRITICALITY reject	TYPE UESecurityCapabilities						PRESENCE optional		}|
	{ ID id-CoreNetworkAssistanceInformationForInactive		CRITICALITY ignore	TYPE CoreNetworkAssistanceInformationForInactive		PRESENCE optional		}|
	{ ID id-EmergencyFallbackIndicator				CRITICALITY reject	TYPE EmergencyFallbackIndicator					PRESENCE optional		}|
	{ ID id-NewAMF-UE-NGAP-ID						CRITICALITY reject	TYPE AMF-UE-NGAP-ID									PRESENCE optional		}|
	{ ID id-RRCInactiveTransitionReportRequest		CRITICALITY ignore	TYPE RRCInactiveTransitionReportRequest		PRESENCE optional		}|
	{ ID id-NewGUAMI								CRITICALITY reject	TYPE GUAMI											PRESENCE optional		}|
	{ ID id-CNAssistedRANTuning						CRITICALITY ignore	TYPE CNAssistedRANTuning							PRESENCE optional		}|
	{ ID id-SRVCCOperationPossible					CRITICALITY ignore	TYPE SRVCCOperationPossible						PRESENCE optional		}|
	{ ID id-IAB-Authorized							CRITICALITY ignore	TYPE IAB-Authorized									PRESENCE optional		}|
	{ ID id-NRV2XServicesAuthorized					CRITICALITY ignore	TYPE NRV2XServicesAuthorized						PRESENCE optional		}|
	{ ID id-LTEV2XServicesAuthorized				CRITICALITY ignore	TYPE LTEV2XServicesAuthorized					PRESENCE optional		}|
	{ ID id-NRUESidelinkAggregateMaximumBitrate		CRITICALITY ignore	TYPE NRUESidelinkAggregateMaximumBitrate		PRESENCE optional		}|
	{ ID id-LTEUESidelinkAggregateMaximumBitrate	CRITICALITY ignore	TYPE LTEUESidelinkAggregateMaximumBitrate	PRESENCE optional		}|
	{ ID id-PC5QoSParameters						CRITICALITY ignore	TYPE PC5QoSParameters								PRESENCE optional 	}|
	{ ID id-UERadioCapabilityID						CRITICALITY reject	TYPE UERadioCapabilityID							PRESENCE optional		}|
	{ ID id-RGLevelWirelineAccessCharacteristics	CRITICALITY ignore	TYPE RGLevelWirelineAccessCharacteristics	PRESENCE optional		}|
	{ ID id-ManagementBasedMDTPLMNList				CRITICALITY ignore	TYPE MDTPLMNList							PRESENCE optional		},
	...
}
<<<<<<<<<<<<<<<<<<<< End of Changes >>>>>>>>>>>>>>>>>
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