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1. Introduction
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]In the last meeting, RAN3 reached many agreements on the configuration and reporting of QoE measurement with the following FFS:
· FFS on whether UE CONTEXT MODIFICATION FAILURE message shall be initiated to AMF, to indicate QMC (de)activation failure due to an interaction with a handover procedure.
· FFS: For RAN visible QoE metric reporting, there is no need to include slice ID. 
Also there are some FFSs in the BL CR of 38.413.
In this contribution, we will further discuss these remaining issues.
2. Discussion
In the last meeting, RAN3 discussed how to deal with the UE CONTEXT MODIFICATION REQUEST message with QMC Activation IE during the ongoing handover case.
In our understanding, RAN3 has discussed the case that the UE context update cannot be performed successfully during the ongoing handover in R15&R16. RAN3 has agreed that the NG-RAN can send the UE CONTEXT MODIFICATION FAILURE message to the AMF. In our understanding, for the ongoing handover case, all the update or configuration in the UE CONTEXT MODIFICATION REQUEST message cannot be performed successfully. Therefore we don’t need any enhancements for the QMC Activation. The AMF can know the modification is failed, and then send the modification to the target node after the handover.
	

Figure 8.3.4.3-1: UE context modification: unsuccessful operation
In case the UE context update cannot be performed successfully, the NG-RAN node shall respond with the UE CONTEXT MODIFICATION FAILURE message to the AMF with an appropriate cause value in the Cause IE. 



Proposal 1: Reuse the existing procedure to indicate QMC (de)activation failure due to an interaction with a handover procedure. No enhancement is needed. 
RAN3 also discussed the slice information for the RAN visible QoE reporting. In the last meeting, RAN3 has agreed to include the PDU session ID in the RAN visible QoE measurement report. Therefore the NG-RAN can know the Slice ID of the RAN visible QoE metrics based on the mapping between the PDU session ID and slice ID. It is not needed to introduce the slice ID in the RAN visible QoE reporting. 
Some companies argue that the PDU session ID is not a good choice for per-slice RAN visible QoE collection because the slice ID associated with the PDU session may change. In our understanding, the motivation of per-slice RAN visible QoE is to optimize the RAN radio configuration or scheduling of data of this specific service. The NG-RAN does not care about the exact value of the slice ID in the per-slice RAN visible QoE and only care which RAN radio configuration this RAN visible QoE is corresponding to. Also in fact, we think the PDU session ID is more suitable than the slice ID to be used to identify which RAN visible configuration this RAN visible QoE is corresponding to because the slice ID of one specific PDU session may change. If we use the slice ID, the RAN need to decide whether the reported slice ID is the new one or old one based on the time of reporting. It will increase the complexity of the RAN.
Proposal 2: No need to introduce the Slice ID in the RAN visible QoE measurement report because the PDU session ID is enough.
In the BL CR of 38.143, there are still some FFSs. In the rest of this paper, we will discuss these FFSes.
According to the LS [1] from RAN2, RAN2 think the max number of QoE configurations is 16. Therefore we think the max number of QoE configuration in NG/Xn is also 16.
	RAN2 has discussed the configuration and reporting of QoE measurements in NR. In NR, the UE may be configured with multiple QoE measurement configurations using a list (0..15) where each QoE configuration is identified using measConfigAppLayerId identifier. When configuring a new QoE measurement, the network sends measConfigAppLayerId together with a corresponding QoE configuration container and service type. 



Proposal 3:  The Maximum no. of UE application layer measurement is 16.
According to the LS [2] from RAN2, the max size of the QoE configuration container is 8000 bytes. Therefore RAN3 can specify the size of Octet string of the configuration container according to the agreements of RAN2.
	RAN2 has discussed the maximum sizes of the QoE configuration and report container and made the following agreements:
· The maximum size of one QoE configuration container is 8000 bytes and will be specified in ASN.1 as the maximum size of the OCTET STRING carrying the QoE configuration container.



Proposal 4:  The max size of the OCTET STRING carrying the QoE configuration container is 8000 bytes.
RAN2 also has agreed to introduce the QMC capability for each service type. In the BL CR of 38.413, the size of bit string of the supported service type of QMC capability is still FFS. According to the WID of R18 QoE, R18 QoE will introduce the QoE measurements for AR, MR, MBS and other service types. Therefore we think the size of bit string of the supported service type can be 8.
	Offline agreements [031]
[031] Introduce QoE UE capability parameters for each service type i.e., streaming, MTSI and VR.




Proposal 5:  The size of bit string of the supported service type in QoE measurement is 8
The corresponding draft TP to 38.413 could be seen in [3].
[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]3. Conclusion
Based on the discussion in this paper, we have the following observations and proposal.
Proposal 1: Reuse the existing procedure to indicate QMC (de)activation failure due to an interaction with a handover procedure. No enhancement is needed. 
Proposal 2: No need to introduce the Slice ID in the RAN visible QoE measurement report because the PDU session ID is enough.
Proposal 3:  The Maximum no. of UE application layer measurement is 16.
Proposal 4:  The max size of the OCTET STRING carrying the QoE configuration container is 8000 bytes.
Proposal 5:  The size of bit string of the supported service type in QoE measurement is 8
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