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1. Introduction
UPIP has been discussed at last meeting with following left issues:
	How source eNB knows target eNB capability to support UPIP at S1 and X2 handover;
How MeNB knows SgNB capability to support UPIP
How CU-CP knows CU-UP capability to support UPIP
How (e.g. at intra MME handover to non supporting eNB, or PDN connection establishment using NAS signalling via non -supporting eNB) MME knows whether eNB supports UPIP.
Whether to add the “UPIP policy in use” to the source to target transparent container in the S1 interface HANDOVER REQUIRED and HANDOVER REQUEST messages
(Dependent upon SA3 and SA2 response) whether and how to do the Notification of “UPIP in use” in RAN 3’s interfaces
Whether any updates are needed to the parts of TS 36.300 or TS 37.340 that are regarded as being under “RAN 3 responsibility”?


 
In current specification, for RAN node aware target ‘s capability to support UPIP at S1/X2 can be supported via OAM.
Proposal 1: RAN node aware target ‘s capability to support UPIP at S1/X2 can be supported via OAM.
Since the update TS 36.300 and TS 37.340 belong to the RAN2 scope , the PCR in RAN3 is not needed.
In addition, TP for TS 38.401 is still missing and need to be supported. 
Proposal 2:To capture TP for TS 38.401.
This contribution also provides TP for TS 36.413 and TS 36.423 based on BLCR.
2. TP for TS 38.401
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[bookmark: _Toc88651139][bookmark: _Toc51763492][bookmark: _Toc73980443][bookmark: _Toc45104730][bookmark: _Toc29391466][bookmark: _Toc45883213][bookmark: _Toc13919104][bookmark: _Toc52266306][bookmark: _Toc64445084][bookmark: _Toc36560497]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 38.300: "NR; Overall description; Stage-2".
--unchanged part
[26]	3GPP TS 38.472: "NG-RAN; F1 signalling transport".
[X]	3GPP TS 33.401: "Security architecture".
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7.X	Support for User Plane Integrity Protection support for EPC connected architectures with EN-DC capable UE
The eNB-UP supports the user plane integrity protection functionality as specified in TS 33.401 [x].

	End of Change




3. TP for TS 36.413
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8.3.1	Initial Context Setup
8.3.1.1	General
The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including E-RAB context, the Security Key, Handover Restriction List, UE Radio capability and UE Security Capabilities etc. The procedure uses UE-associated signalling.
8.3.1.2	Successful Operation

[bookmark: _MON_1244465139][bookmark: _MON_1241945306]
Figure 8.3.1.2-1: Initial Context Setup procedure. Successful operation.

*** skip unchanged text ***
In case of the establishment of an E-RAB the EPC must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the MME. If no UE-associated logical S1-connection exists, the UE-associated logical S1-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.
The INITIAL CONTEXT SETUP REQUEST message shall contain within the E-RAB to be Setup List IE the information required by the eNB to build the new E-RAB configuration consisting of at least one additional E-RAB. 
The E-RAB to be Setup Item IE may contain:
-	the NAS-PDU IE,
-	the Correlation ID IE in case of LIPA operation,
-	the SIPTO Correlation ID IE in case of SIPTO@LN operation,
-	the Bearer Type IE.
-	the Security Indication IE
*** skip unchanged text ***
If the Correlation ID IE is included in the INITIAL CONTEXT SETUP REQUEST message towards the eNB with L-GW function for LIPA operation, then the eNB shall use this information for LIPA operation for the concerned E-RAB.
If the SIPTO Correlation ID IE is included in the INITIAL CONTEXT SETUP REQUEST message towards the eNB with L-GW function for SIPTO@LN operation, then the eNB shall use this information for SIPTO@LN operation for the concerned E-RAB.
If the Bearer Type IE is included in the INITIAL CONTEXT SETUP REQUEST message and is set to "non IP", then the eNB shall not perform IP header compression for the concerned E-RAB.
If the Ethernet Type IE is included in the INITIAL CONTEXT SETUP REQUEST message and is set to "True", then the eNB shall, if supported, take this into account to perform header compression appropriately for the concerned E-RAB.
For each E-RAB for which the Security Indication IE is included in the E-RAB To Be Setup Item IEs IE of the INITIAL CONTEXT SETUP REQUEST message:
· if the Integrity Protection Indication IE is set to "required", then the eNB shall, if supported by the eNB and the UE, perform user plane integrity protection for the concerned E-RAB as specified in TS 33.401 [15], and otherwise it shall reject the establishment of the concerned E-RAB with an appropriate cause value. 
· if the Integrity Protection Indication IE is set to "preferred", then the eNB should, if supported by the eNB and the UE, perform user plane integrity protection for the concerned E-RAB as specified in TS 33.401 [15], and it shall notify the MME whether it performed the user plane integrity protection by including the Integrity Protection Result IE in the Security Result IE of the INITIAL CONTEXT SETUP RESPONSE message.
-	if the Integrity Protection Indication IE is set to "not needed", then the eNB shall not perform user plane integrity protection for the concerned E-RAB.

Editor’s Note: The inclusion of Security Result in the INITIAL CONTEXT SETUP RESPONSE message is FFS.
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8.4.2	Handover Resource Allocation
8.4.2.1	General
The purpose of the Handover Resource Allocation procedure is to reserve resources at the target eNB for the handover of a UE.
8.4.2.2	Successful Operation


Figure 8.4.2.2-1: Handover resource allocation: successful operation

*** skip unchanged text ***

If the UE Radio Capability ID IE is included in the HANDOVER REQUEST message, the eNB shall, if supported, use it as defined in TS 23.401 [11].
[bookmark: _Hlk34125072]If the DAPS Request Information IE is included for an E-RAB in the Source eNB to Target eNB Transparent Container IE within the HANDOVER REQUEST message, the target eNB shall consider that the request concerns a DAPS Handover for that E-RAB, as described in TS 36.300 [14]. The target eNB shall include the DAPS Response information List IE in the Target eNB to Source eNB Transparent Container IE within the HANDOVER REQUEST ACKNOWLEDGE message, containing the DAPS Response Information IE for each E-RAB requested to be configured with DAPS Handover.
[bookmark: _Toc36551341][bookmark: _Toc51762491][bookmark: _Toc64381543][bookmark: _Toc45831538][bookmark: _Toc20953427][bookmark: _Toc29390604]If the IMS voice EPS fallback from 5G IE is included in the Source eNB to Target eNB Transparent Container IE within the HANDOVER REQUEST message, the target eNB shall, if supported, store the information in the UE context and consider that the UE is handed over from NG-RAN to E-UTRAN due to an IMS voice fallback.


For each E-RAB for which the Security Indication IE is included in the E-RAB To Be Setup Item IEs IE of the HANDOVER REQUEST message:
· if the Integrity Protection Indication IE is set to "required", then the eNB shall, if supported by the eNB and the UE, perform user plane integrity protection for the concerned E-RAB as specified in TS 33.401 [15], and otherwise it shall reject the establishment of the concerned E-RAB with an appropriate cause value. 
· if the Integrity Protection Indication IE is set to "preferred", then the eNB should, if supported by the eNB and the UE, perform user plane integrity protection for the concerned E-RAB as specified in TS 33.401 [15], and it shall notify the MME whether it performed the user plane integrity protection by including the Integrity Protection Result IE in the Security Result IE of the HANDOVER REQUEST ACKNOWLEDGE message.
-	if the Integrity Protection Indication IE is set to "not needed", then the eNB shall not perform user plane integrity protection for the concerned E-RAB.

Editor’s Note: The inclusion of Security Result in the HANDOVER REQUEST ACKNOWLEDGE message is FFS.
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This message is sent by the MME and is used to request the eNB to assign resources on Uu and S1 for one or several E-RABs.
Direction: MME  eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	reject

	E-RAB to be Setup List
	
	1
	
	
	YES
	reject

	>E-RAB To Be Setup Item IEs
	
	1 ..  <maxnoof E-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters 
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>Transport Layer Address 
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	EPC TEID.
	-
	

	>>NAS-PDU
	M
	
	9.2.3.5
	
	-
	

	>>Correlation ID
	O
	
	9.2.1.80
	
	YES
	ignore

	>>SIPTO Correlation ID
	O
	
	Correlation ID
9.2.1.80
	
	YES
	ignore

	>>Bearer Type
	O
	
	9.2.1.116
	
	YES
	reject

	>>Ethernet Type
	O
	
	9.2.1.147
	
	YES
	ignore

	>>Security Indication
	O
	
	9.2.1.xx1
	
	YES
	ignore
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This message is sent by the MME to request the setup of a UE context.
Direction: MME  eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RAB to Be Setup List
	
	1
	
	
	YES
	reject

	>E-RAB to Be Setup Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	
	-
	

	>>NAS-PDU
	O
	
	9.2.3.5
	
	-
	

	>>Correlation ID
	O
	
	9.2.1.80
	
	YES
	ignore

	>>SIPTO Correlation ID
	O
	
	Correlation ID
9.2.1.80
	
	YES
	ignore

	>>Bearer Type
	O
	
	9.2.1.116
	
	YES
	reject

	>>Ethernet Type
	O
	
	9.2.1.147
	
	YES
	ignore

	>>Security Indication
	O
	
	9.2.1.xx1
	
	YES
	ignore

	[bookmark: _Hlk93948177]UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Security Key
	M
	
	9.2.1.41
	The KeNB is provided after the key-generation in the MME, see TS 33.401 [15].
	YES
	reject

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.1.22

	
	YES
	ignore

	UE Radio Capability
	O
	
	9.2.1.27
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	ignore

	CS Fallback Indicator
	O
	
	9.2.3.21
	
	YES
	reject

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	Registered LAI
	O
	
	9.2.3.1
	
	YES
	ignore

	GUMMEI
	O
	
	9.2.3.9
	This IE indicates the MME serving the UE.
	YES
	ignore

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME.
	YES
	ignore

	Management Based MDT Allowed
	O
	
	9.2.1.83
	
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	MDT PLMN List
9.2.1.89
	
	YES
	ignore

	Additional CS Fallback Indicator
	C-ifCSFBhighpriority
	
	9.2.3.37
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.3.38
	
	YES
	ignore

	Expected UE Behaviour
	O
	
	9.2.1.96
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.1.99
	
	YES
	ignore

	UE User Plane CIoT Support Indicator
	O
	
	9.2.1.113
	
	YES
	ignore

	V2X Services Authorized
	O
	
	9.2.1.120
	
	YES
	ignore

	UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.1.122
	This IE applies only if the UE is authorized for V2X services.
	YES
	ignore

	Enhanced Coverage Restricted
	O
	
	9.2.1.123
	
	YES
	ignore

	NR UE Security Capabilities
	O
	
	9.2.1.127
	
	YES
	ignore

	CE-mode-B Restricted
	O
	
	9.2.1.129
	
	YES
	ignore

	Aerial UE subscription information
	O
	
	9.2.1.136
	
	YES
	ignore

	Pending Data Indication
	O
	
	9.2.3.55
	
	YES
	ignore

	Subscription Based UE Differentiation Information
	O
	
	9.2.1.140
	
	YES
	ignore

	Additional RRM Policy Index
	O
	
	9.2.1.39a
	
	YES
	ignore

	IAB Authorized
	O
	
	9.2.1.146
	
	YES
	ignore

	NR V2X Services Authorized
	O
	
	9.2.1.148
	
	YES
	ignore

	NR UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.1.149
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	PC5 QoS Parameters
	O
	
	9.2.1.150
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	UE Radio Capability ID
	O
	
	9.2.1.153
	
	YES
	reject
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This message is sent by the MME to the target eNB to request the preparation of resources.
Direction: MME  eNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	Handover Type
	M
	
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RABs To Be Setup List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Setup Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	To deliver UL PDUs.
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>Data Forwarding Not Possible
	O
	
	9.2.1.76
	
	YES
	ignore

	>>Bearer Type
	O
	
	9.2.1.116
	
	YES
	reject

	>>Ethernet Type
	O
	
	9.2.1.147
	
	YES
	ignore

	>>Security Indication
	O
	
	9.2.1.xx1
	
	YES
	ignore

	Source to Target Transparent Container
	M
	
	9.2.1.56
	
	YES
	reject

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Handover Restriction List
	O
	
	9.2.1.22
	
	YES
	ignore

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Request Type
	O
	
	9.2.1.34
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	Security Context
	M
	
	9.2.1.26
	
	YES
	reject

	NAS Security Parameters to E-UTRAN
	C-iffromUTRANGERAN
	
	9.2.3.31
	The eNB shall use this IE as specified in TS 33.401 [15].
	YES
	reject

	CSG Id
	O
	
	9.2.1.62
	
	YES
	reject

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	GUMMEI
	O
	
	9.2.3.9
	This IE indicates the MME serving the UE.
	YES
	ignore

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME.
	YES
	ignore

	Management Based MDT Allowed
	O
	
	9.2.1.83
	
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	MDT PLMN List
9.2.1.89
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.3.38
	
	YES
	ignore

	Expected UE Behaviour
	O
	
	9.2.1.96
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.1.99
	
	YES
	ignore

	UE User Plane CIoT Support Indicator
	O
	
	9.2.1.113
	
	YES
	ignore

	V2X Services Authorized
	O
	
	9.2.1.120
	
	YES
	ignore

	UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.1.122
	This IE applies only if the UE is authorized for V2X services.
	YES
	ignore

	Enhanced Coverage Restricted
	O
	
	9.2.1.123
	
	YES
	ignore

	NR UE Security Capabilities
	O
	
	9.2.1.127
	
	YES
	ignore

	CE-mode-B Restricted
	O
	
	9.2.1.129
	
	YES
	ignore

	Aerial UE subscription information
	O
	
	9.2.1.136
	
	YES
	ignore

	Pending Data Indication
	O
	
	9.2.3.55
	
	YES
	ignore

	Subscription Based UE Differentiation Information
	O
	
	9.2.1.140
	
	YES
	ignore

	Additional RRM Policy Index
	O
	
	9.2.1.39a
	
	YES
	ignore

	IAB Authorized
	O
	
	9.2.1.146
	
	YES
	reject

	NR V2X Services Authorized
	O
	
	9.2.1.148
	
	YES
	ignore

	NR UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.1.149
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	PC5 QoS Parameters
	O
	
	9.2.1.150
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	UE Radio Capability ID
	O
	
	9.2.1.153
	
	YES
	reject
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9.1.5.8	PATH SWITCH REQUEST
This message is sent by the eNB to request the MME to switch DL GTP tunnel termination point(s) from one end-point to another.
Direction: eNB  MME.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-RAB To Be Switched in Downlink List
	
	1
	
	
	YES
	reject

	>E-RABs Switched in Downlink Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	To deliver DL PDUs.
	-
	

	>>User Plane Security Information
	O
	
	9.2.1.xx3
(FFS)
	
	-
	ignore

	Source MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	E-UTRAN CGI
	M
	
	9.2.1.38
	
	YES
	ignore

	TAI
	M
	
	9.2.3.16
	
	YES
	ignore

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	ignore

	CSG Id
	O
	
	9.2.1.62
	
	YES
	ignore

	Cell Access Mode
	O
	
	9.2.1.74
	
	YES
	ignore

	Source MME GUMMEI
	O
	
	9.2.3.9
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	Tunnel Information for BBF
	O
	
	Tunnel Information 9.2.2.3
	Indicating HeNB’s Local IP Address assigned by the broadband access provider, UDP port Number.
	YES
	ignore

	LHN ID
	O
	
	9.2.1.92
	
	YES
	ignore

	RRC Resume Cause
	O
	
	RRC Establishment Cause
9.2.1.3a
	
	YES
	ignore

	NR UE Security Capabilities
	O
	
	9.2.1.127
	
	YES
	ignore

	PSCell Information
	O
	
	9.2.1.141
	
	YES
	ignore
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This message is sent by the MME to inform the eNB that the path switch has been successfully completed in the EPC.
Direction: MME  eNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	ignore

	E-RAB To Be Switched in Uplink List
	
	0..1
	
	
	YES
	ignore

	>E-RABs Switched in Uplink Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	
	-
	

	>>Security Indication
	O
	
	9.2.1.xx1
	
	YES
	ignore

	E-RAB To Be Released List
	O
	
	E-RAB List 
9.2.1.36
	A value for E-RAB ID shall only be present once in E-RAB To Be Switched in Uplink List IE and E-RAB to Be Released List IE.
	YES
	ignore

	Security Context
	M
	
	9.2.1.26
	One pair of {NCC, NH} is provided.
	YES
	reject

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME.
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.1.99
	
	YES
	ignore

	UE User Plane CIoT Support Indicator
	O
	
	9.2.1.113
	
	YES
	ignore

	V2X Services Authorized
	O
	
	9.2.1.120
	
	YES
	ignore

	UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.1.122
	This IE applies only if the UE is authorized for V2X services.
	YES
	ignore

	Enhanced Coverage Restricted
	O
	
	9.2.1.123
	
	YES
	ignore

	NR UE Security Capabilities
	O
	
	9.2.1.127
	
	YES
	ignore

	CE-mode-B Restricted
	O
	
	9.2.1.129
	
	YES
	ignore

	Aerial UE subscription information
	O
	
	9.2.1.136
	
	YES
	ignore

	Pending Data Indication
	O
	
	9.2.3.55
	
	YES
	ignore

	Subscription Based UE Differentiation Information
	O
	
	9.2.1.140
	
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.1.22
	
	YES
	ignore

	Additional RRM Policy Index
	O
	
	9.2.1.39a
	
	YES
	ignore

	NR V2X Services Authorized
	O
	
	9.2.1.148
	
	YES
	ignore

	NR UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.1.149
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	PC5 QoS Parameters
	O
	
	9.2.1.150
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	UE Radio Capability ID
	O
	
	9.2.1.153
	
	YES
	reject
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9.2.1.xx1	Security Indication
This IE contains the user plane integrity protection indication which indicates the requirements on UP integrity protection for corresponding E-RABs.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	
	

	Integrity Protection Indication
	M
	
	ENUMERATED (required, preferred, not needed, …)

	Indicates whether UP integrity protection shall apply, should apply or shall not apply for the concerned E-RAB.
	-
	




	End of Change




4. TP for TS 36.423

	Start Change
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This procedure is used to establish necessary resources in an eNB for an incoming handover. If the procedure concerns a conditional handover, parallel transactions are allowed. Possible parallel requests are identified by the target cell ID when the source UE AP IDs are the same.
The procedure uses UE-associated signalling.
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[bookmark: _MON_1267523125]
Figure 8.2.1.2-1: Handover Preparation, successful operation
<Unchanged Text Omitted>
If the IMS Voice EPS Fallback from 5G IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information in the UE context and consider that the UE was previously handed over from NG-RAN to E-UTRAN due to an IMS voice fallback.
For each E-RAB for which the Security Indication IE is included in the E-RAB To Be Setup Item IEs IE of the HANDOVER REQUEST message, and the EIA7 bit in the Integrity Protection Algorithms IE contained in UE Security Capabilities IE is set to '1': 
-	if the Integrity Protection Indication IE is set to "required", the eNB shall, if supported, perform user plane integrity protection for the concerned E-RAB as specified in TS 33.401 [18].
-	if the Integrity Protection Indication IE is set to "preferred", the eNB should perform user plane integrity protection for the concerned E-RAB as specified in TS 33.401 [18].
-	if the Integrity Protection Indication IE is set to "not needed", the eNB shall not perform user plane integrity protection for the concerned E-RAB. 


	Next Change
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Figure 8.7.4.2-1: SgNB Addition Preparation, successful operation
<Unchanged Text Omitted>
For each requested E-RAB configured as MN-terminated split bearer/SCG bearer, if the QoS Mapping Information IE is contained in the GTP Tunnel Endpoint IE in the SGNB ADDITION REQUEST ACKNOWLEDGE message, the MeNB shall, if supported, use it to set DSCP and/or flow label fields for the downlink IP packets which are transmitted from MeNB to en-gNB through the GTP tunnels indicated by the GTP Tunnel Endpoint IE.
If the Source NG-RAN Node ID IE is included in the SGNB ADDITION REQUEST message, the en-gNB shall, if supported, use it to decide the direct data forwarding path availability with the indicated source NG-RAN node, and if the direct data forwarding path is available, include the Direct Forwarding Path Availability IE in the SGNB ADDITION REQUEST ACKNOWLEDGE message.
If the UE Integrity Protection Capability Indication IE set to “supported” is included in the SGNB ADDITION REQUEST message, for each E-RAB for which the Security Indication IE is included in the E-RABs To Be Added Item IE of the SGNB ADDITION REQUEST message: 
-	if the Integrity Protection Indication IE is set to "required", the en-gNB shall, if supported, perform user plane integrity protection for the concerned E-RAB as specified in TS 33.401 [18].
-	if the Integrity Protection Indication IE is set to "preferred", the en-gNB should perform user plane integrity protection for the concerned E-RAB as specified in TS 33.401 [18], and it shall notify the MeNB whether it performed the user plane integrity protection by including the Integrity Protection result IE in the Security Result IE of the SGNB ADDITION REQUEST ACKNOWLEDGE message. 
-	if the Integrity Protection Indication IE is set to "not needed", the en-gNB shall not perform user plane integrity protection for the concerned E-RAB.
Editor’s Note: How to indicate the UE integrity protection capability to the en-gNB and the related procedural text are FFS. 
Editor’s Note: Whether the en-gNB reports the security result to the MeNB is FFS.

	Next Change



[bookmark: _Toc88650390][bookmark: _Toc66283512][bookmark: _Toc29906305][bookmark: _Toc64381937][bookmark: _Toc56527970][bookmark: _Toc73979666][bookmark: _Toc45104023][bookmark: _Toc29902301][bookmark: _Toc67910888][bookmark: _Toc45227519][bookmark: _Toc45891333][bookmark: _Toc36550295][bookmark: _Toc20954297][bookmark: _Toc51763971]8.7.6.2	Successful Operation


Figure 8.7.6.2-1: MeNB initiated SgNB Modification Preparation, successful operation
The MeNB initiates the procedure by sending the SGNB MODIFICATION REQUEST message to the en-gNB. When the MeNB sends the SGNB MODIFICATION REQUEST message, it shall start the timer TDCprep.
The SGNB MODIFICATION REQUEST message may contain:
-	within the UE Context Information IE (if the modification of the UE context at the en-gNB is requested);
-	E-RABs to be added within the E-RABs To Be Added Item IE;
-	E-RABs to be modified within the E-RABs To Be Modified Item IE;
-	E-RABs to be released within the E-RABs To Be Released Item IE;
-	the SgNB UE Aggregate Maximum Bit Rate IE;
-	the MeNB to SgNB Container IE;
-	UE Integrity Protection Capability Indication IE;
-	the SCG Configuration Query IE;
-	the MeNB Resource Coordination Information IE;
-	the Requested split SRBs IE;
-	the Requested split SRBs release IE;
-	the Requested fast MCG recovery via SRB3 IE;
-	the Requested fast MCG recovery via SRB3 Release IE.

<Unchanged Text Omitted>
If the Lower Layer presence status change IE set to "suspend lower layers" is included in the SGNB MODIFICATION REQUEST message, the en-gNB shall act as specified in TS 37.340 [32].
If the Lower Layer presence status change IE set to "resume lower layers" is included in the SGNB MODIFICATION REQUEST message, the en-gNB shall act as specified in TS 37.340 [32].
If the SGNB MODIFICATION REQUEST message contains the IAB Node Indication IE, the en-gNB shall, if supported, consider that the request is for an IAB node.
If the UE Integrity Protection Capability Indication IE set to “supported” is stored in the UE context, or the UE Integrity Protection Capability Indication IE set to “supported” is included in the SGNB MODIFICATION REQUEST message, for each E-RAB for which the Security Indication IE is included in the E-RABs To Be Added Item IE of the SGNB MODIFICATION REQUEST message: 
-	if the Integrity Protection Indication IE is set to "required", the en-gNB shall, if supported, perform user plane integrity protection for the concerned E-RAB as specified in TS 33.401 [18].
-	if the Integrity Protection Indication IE is set to "preferred", the en-gNB should perform user plane integrity protection for the concerned E-RAB as specified in TS 33.401 [18], and it shall notify the MeNB whether it performed the user plane integrity protection by including the Integrity Protection result IE in the Security Result IE of the SGNB MODIFICATION REQUEST ACKNOWLEDGE message. 
-	if the Integrity Protection Indication IE is set to "not needed", the en-gNB shall not perform user plane integrity protection for the concerned E-RAB.
Editor’s Note: How to indicate the UE integrity protection capability to the en-gNB and the related procedural text are FFS. 
Editor’s Note: Whether the en-gNB reports the security result to the MeNB is FFS.
For each requested E-RAB configured as MN-terminated split bearer/SCG bearer, if the QoS Mapping Information IE is contained in the GTP Tunnel Endpoint IE in the SGNB MODIFICATION REQUEST ACKNOWLEDGE message, the MeNB shall, if supported, use it to set DSCP and/or flow label fields for the downlink IP packets which are transmitted from MeNB to SgNB through the GTP tunnels indicated by the GTP Tunnel Endpoint IE.

	Next Change
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This message is sent by the MeNB to the en-gNB to request the preparation of resources for EN-DC operation for a specific UE
Direction: MeNB  en-gNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the MeNB
	YES
	reject

	NR UE Security Capabilities
	M
	
	9.2.107
	
	YES
	reject

	SgNB Security Key
	M
	
	9.2.101
	The S-KgNB which is provided by the MeNB, see TS 33.401 [18].
	YES
	reject

	SgNB UE Aggregate Maximum Bit Rate
	M
	
	UE Aggregate Maximum Bit Rate
9.2.12
	The UE Aggregate Maximum Bit Rate is split into MeNB UE Aggregate Maximum Bit Rate and SgNB UE Aggregate Maximum Bit Rate which are enforced by MeNB and en-gNB respectively.
	YES
	reject

	Selected PLMN
	O
	
	PLMN Identity
9.2.4
	The selected PLMN of the SCG in the en-gNB.
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.3
	
	YES
	ignore

	E-RABs To Be Added List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Added Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>DRB ID
	M
	
	9.2.122
	
	–
	

	>>EN-DC Resource Configuration
	M
	
	EN-DC Resource Configuration
9.2.108
	Indicates the PDCP and Lower Layer MCG/SCG configuration.
	–
	

	>>CHOICE Resource Configuration
	M
	
	
	
	
	

	>>>PDCP present in SN 
	
	
	
	This choice tag is used if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to the value "present".
	
	

	>>>>Full E-RAB Level QoS Parameters
	M
	
	E-RAB Level QoS Parameters 9.2.9
	Includes the E-RAB level QoS parameters as received on S1-MME.
	–
	

	>>>>Maximum MCG admittable E-RAB Level QoS Parameters
	C-ifMCGandSCGpresent_GBR
	
	GBR QoS Information 9.2.10
	Includes the GBR QoS Information admittable by the MCG.
	–
	

	>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	

	>>>>MeNB DL GTP Tunnel Endpoint at MCG
	C-ifMCGpresent
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2-U transport bearer at MCG. For delivery of DL PDCP PDUs.
	–
	

	>>>>S1 UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1-U transport bearer. For delivery of UL PDUs from the en-gNB.
	–
	

	>>>>RLC Mode
	O
	
	RLC Mode
9.2.119
	Indicates the RLC mode at the MeNB for PDCP transfer to en-gNB.
	YES
	ignore

	>>>>Bearer Type
	O
	
	9.2.92
	
	YES
	ignore

	>>>>Ethernet Type
	O
	
	9.2.157
	
	YES
	ignore

	>>>>Security Indication
	O
	
	9.2.x1
	
	YES
	[FFS]

	>>>>Security Result [FFS]
	O
	
	9.2.x2
	Indicates security activation status in MeNB.
	YES
	ignore

	>>>PDCP not present in SN
	
	
	
	This choice tag is used if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to the value "not present".
	
	

	>>>>Requested SCG E-RAB Level QoS Parameters
	M
	
	E-RAB Level QoS Parameters 9.2.9
	Includes E-RAB level QoS parameters requested to be provided by the SCG.
	–
	

	>>>>MeNB UL GTP Tunnel Endpoint at PDCP
	M
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2-U transport bearer. For delivery of UL PDCP PDUs.
	–
	

	>>>>Secondary MeNB UL GTP Tunnel Endpoint at PDCP
	O
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2-U transport bearer. For delivery of UL PDCP PDUs in case of PDCP duplication.
	–
	

	>>>>RLC Mode
	M
	
	RLC Mode
9.2.119
	Indicates the RLC mode to be used in the assisting node.
	–
	

	>>>>UL Configuration
	C-ifMCGandSCGpresent
	
	9.2.118
	Information about UL usage in the en-gNB.
	–
	

	>>>>UL PDCP SN Length
	O
	
	PDCP SN Length
9.2.133
	Indicates the PDCP SN length of the bearer for the UL.
	YES
	ignore

	>>>>DL PDCP SN Length 
	O
	
	PDCP SN Length
9.2.133
	Indicates the PDCP SN length of the bearer for the DL.
	YES
	ignore

	>>>>Duplication activation
	O
	
	9.2.137
	Indicated the initial staus of PDCP duplication.
	YES
	ignore

	MeNB to SgNB Container
	M
	
	OCTET STRING
	Includes the CG-ConfigInfo message as defined in TS 38.331 [31].
	YES
	reject

	SgNB UE X2AP ID
	O
	
	en-gNB UE X2AP ID
9.2.100
	Allocated at the en-gNB.
	YES
	reject

	Expected UE Behaviour
	O
	
	9.2.70
	
	YES
	ignore

	MeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the MeNB.
	YES
	reject

	Requested split SRBs
	O
	
	ENUMERATED (srb1, srb2, srb1&2, ...)
	Indicates that resources for Split SRB are requested.
	YES
	reject

	MeNB Resource Coordination Information
	O
	
	9.2.116
	Information used to coordinate resources utilisation between MeNB and en-gNB.
	YES
	ignore

	SGNB Addition Trigger Indication
	O
	
	ENUMERATED (SN change, inter-eNB HO, intra-eNB HO, ...)
	This IE indicates the trigger for SGNB Addition procedure.
	YES
	reject

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.25
	
	YES
	ignore

	MeNB Cell ID
	M
	
	ECGI
9.2.14
	Indicates the cell ID for PCell in MeNB.
	YES
	reject

	Desired Activity Notification Level
	O
	
	9.2.141
	
	YES
	ignore

	Trace Activation
	O
	
	9.2.2
	
	YES
	ignore

	Location Information at SgNB reporting
	O
	
	ENUMERATED (pscell, ...)
	Indicates that the user’s location information is to be provided.
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.69
	
	YES
	ignore

	Additional RRM Policy Index
	O
	
	9.2.25a
	
	YES
	ignore

	Requested Fast MCG recovery via SRB3
	O
	
	ENUMERATED (true, ...)
	Indicates that the resources for fast MCG recovery via SRB3 are requested.
	YES
	ignore

	UE Context Reference at Source NG-RAN
	O
	
	RAN UE NGAP ID 9.2.152
	
	YES
	ignore

	Management Based MDT Allowed
	O
	
	9.2.59
	
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	MDT PLMN List
9.2.64
	
	YES
	ignore

	UE Radio Capability ID
	O
	
	9.2.171
	
	YES
	reject

	IAB Node Indication
	O
	
	ENUMERATED (true, ...)
	
	YES
	reject

	Source NG-RAN Node ID
	O
	
	Global RAN Node ID
9.2.176
	
	YES
	Ignore

	UE Integrity Protection Capability Indication [FFS]
	O
	
	ENUMERATED (supported, …)
	
	YES
	ignore




	Next Change
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This message is sent by the MeNB to the en-gNB to request the preparation to modify en-gNB resources for a specific UE, to query for the current SCG configuration, or to provide the S-RLF-related information to the en-gNB.
Direction: MeNB  en-gNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the MeNB.
	YES
	reject

	SgNB UE X2AP ID
	M
	
	en-gNB UE X2AP ID
9.2.100
	Allocated at the en-gNB.
	YES
	reject

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	Selected PLMN
	O
	
	PLMN Identity
9.2.4
	The selected PLMN of the SCG in the en-gNB.
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.3
	
	YES
	ignore

	SCG Configuration Query 
	O
	
	9.2.103
	
	YES
	ignore

	UE Context Information
	
	0..1
	
	
	YES
	reject

	>NR UE Security Capabilities
	O
	
	9.2.107
	
	–
	

	>SgNB Security Key
	O
	
	9.2.101
	
	–
	

	>SgNB UE Aggregate Maximum Bit Rate
	O
	
	UE Aggregate Maximum Bit Rate
9.2.12
	
	–
	

	>Lower Layer presence status change
	O
	
	9.2.145
	
	–
	

	>E-RABs To Be Added List
	
	0..1
	
	
	–
	

	>>E-RABs To Be Added Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>DRB ID
	M
	
	9.2.122
	
	–
	

	>>>EN-DC Resource Configuration
	M
	
	EN-DC Resource Configuration
9.2.108
	Indicates the PDCP and Lower Layer MCG/SCG configuration.
	–
	

	>>>CHOICE Resource Configuration
	M
	
	
	
	
	

	>>>>PDCP present in SN
	
	
	
	This choice tag is used if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to the value "present".
	–
	

	>>>>>Full E-RAB Level QoS Parameters
	M
	
	E-RAB Level QoS Parameters 9.2.9
	Includes E-RAB level QoS parameters as received on S1-MME.
	–
	

	>>>>>Maximum MCG admittable E-RAB Level QoS Parameters
	C-ifMCGandSCGpresent_GBR
	
	GBR QoS Information 9.2.10
	Includes the GBR QoS Information admittable by the MCG.
	–
	

	>>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	

	>>>>>MeNB DL GTP Tunnel Endpoint at MCG
	C-ifMCGpresent
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2-U transport bearer at MCG. For delivery of DL PDCP PDUs.
	–
	

	>>>>>S1 UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1-U transport bearer. For delivery of UL PDUs from the en-gNB.
	–
	

	>>>>>RLC Mode
	O
	
	RLC Mode
9.2.119
	Indicates the RLC mode at the MeNB for PDCP transfer to en-gNB.
	YES
	ignore

	>>>>>Bearer Type
	O
	
	9.2.92
	
	YES
	ignore

	>>>>>Ethernet Type
	O
	
	9.2.157
	
	YES
	ignore

	>>>>>Security Indication
	O
	
	9.2.x1
	
	YES
	[FFS]

	>>>>>Security Result [FFS]
	O
	
	9.2.x2
	Indicates security activation status in MeNB.
	YES
	ignore

	>>>>PDCP not present in SN
	
	
	
	This choice tag is used if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to the value "present".
	
	

	>>>>>Requested SCG E-RAB Level QoS Parameters
	M
	
	E-RAB Level QoS Parameters 9.2.9
	Includes necessary E-RAB level QoS parameters requested to be provided by the SCG.
	–
	

	>>>>>MeNB UL GTP Tunnel Endpoint at PDCP
	M
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2-U transport bearer. For delivery of UL PDCP PDUs.
	–
	

	>>>>>Secondary MeNB UL GTP Tunnel Endpoint at PDCP
	O
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2-U transport bearer. For delivery of UL PDCP PDUs in case of PDCP duplication.
	–
	

	>>>>>RLC Mode
	M
	
	RLC Mode
9.2.119
	Indicates the RLC mode to be used in the assisting node.
	–
	

	>>>>>UL Configuration
	C-ifMCGandSCGpresent
	
	9.2.118
	Information about UL usage in the en-gNB.
	–
	

	>>>>>UL PDCP SN Length
	O
	
	PDCP SN Length
9.2.133
	Indicates the PDCP SN length of the bearer for the UL.
	YES
	ignore

	>>>>>DL PDCP SN Length
	O
	
	PDCP SN Length
9.2.133
	Indicates the PDCP SN length of the bearer for the DL.
	YES
	ignore

	>>>>>Duplication activation
	O
	
	9.2.137
	Indicated the initial staus of PDCP duplication.
	YES
	ignore

	>E-RABs To Be Modified List
	
	0..1
	
	
	–
	

	>>E-RABs To Be Modified Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>EN-DC Resource Configuration
	M
	
	EN-DC Resource Configuration
9.2.108
	Indicates the PDCP and Lower Layer MCG/SCG configuration.
	–
	

	>>>CHOICE Resource Configuration
	M
	
	
	
	
	

	>>>>PDCP present in SN
	
	
	
	This choice tag is used if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to the value "present".
	
	

	>>>>>Full E-RAB Level QoS Parameters
	O
	
	E-RAB Level QoS Parameters 9.2.9
	Includes E-RAB level QoS parameters to be modified as received on S1-MME
	–
	

	>>>>>Maximum MCG admittable E-RAB Level QoS Parameters
	O
	
	GBR QoS Information 9.2.10
	Includes the GBR QoS information admittable by the MCG
	–
	

	>>>>>MeNB GTP Tunnel Endpoint at MCG
	O
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2-U transport bearer at MCG. For delivery of DL PDCP PDUs.
	–
	

	>>>>>S1 UL GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1-U transport bearer. For delivery of UL PDUs from the en-gNB.
	–
	

	>>>>>RLC Status
	O
	
	9.2.131
	Indicates the RLC has been re-established..
	
	

	>>>>PDCP not present in SN
	
	
	
	This choice tag is used if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to the value "not present".
	
	

	>>>>>Requested SCG E-RAB Level QoS Parameters
	O
	
	E-RAB Level QoS Parameters 9.2.9
	Includes E-RAB level QoS parameters requested to be provided by the SCG.
	–
	

	>>>>>MeNB UL GTP Tunnel Endpoint at PDCP
	O
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2-U transport bearer. For delivery of UL PDCP PDUs.
	–
	

	>>>>>UL Configuration
	O
	
	9.2.118
	Information about UL usage in the en-gNB.
	–
	

	>>>>>UL PDCP SN Length
	O
	
	PDCP SN Length
9.2.133
	Shall be ignored by the en-gNB if received.
	YES
	ignore

	>>>>>DL PDCP SN Length
	O
	
	PDCP SN Length
9.2.133
	Shall be ignored by the en-gNB if received.
	YES
	ignore

	>>>>>Secondary MeNB UL GTP Tunnel Endpoint at PDCP
	O
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2-U transport bearer. For delivery of UL PDCP PDUs in case of PDCP duplication.
	YES
	ignore

	>E-RABs To Be Released List
	
	0..1
	
	
	–
	

	>>E-RABs To Be Released Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>EN-DC Resource Configuration
	M
	
	EN-DC Resource Configuration
9.2.108
	Indicates the PDCP and Lower Layer MCG/SCG configuration.
	–
	

	>>>CHOICE Resource Configuration
	M
	
	
	
	
	

	>>>>PDCP present in SN
	
	
	
	This choice tag is used if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to the value "present".
	
	

	>>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	

	>>>>>UL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer. used for forwarding of UL PDUs
	–
	

	>>>>PDCP not present in SN
	
	
	
	This choice tag is used if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to the value "not present".
	
	

	>Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.25
	
	YES
	ignore

	>Additional RRM Policy Index
	O
	
	9.2.25a
	
	YES
	ignore

	>UE Integrity Protection Capability Indication [FFS]
	O
	
	ENUMERATED (supported, …)
	
	YES
	ignore

	MeNB to SgNB Container
	O
	
	OCTET STRING
	Includes the CG-ConfigInfo message as defined in TS 38.331 [31].
	YES
	reject

	MeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the MeNB
	YES
	reject

	MeNB Resource Coordination Information
	O
	
	9.2.116
	Information used to coordinate resources utilisation between MeNB and en-gNB.
	YES
	ignore

	Requested split SRBs
	O
	
	ENUMERATED (srb1, srb2, srb1&2, ...)
	Indicates that resources for Split SRB are requested.
	YES
	ignore

	Requested split SRBs release
	O
	
	ENUMERATED (srb1, srb2, srb1&2, ...)
	Indicates that resources for Split SRB are requested to be released.
	YES
	ignore

	Desired Activity Notification Level
	O
	
	9.2.141
	
	YES
	ignore

	Location Information at SgNB reporting
	O
	
	ENUMERATED (pscell, ...)
	Indicates that the user’s location information is to be provided.
	YES
	ignore

	MeNB Cell ID
	O
	
	ECGI
9.2.14
	Indicates the cell ID for PCell in MeNB.
	YES
	ignore

	Requested Fast MCG recovery via SRB3
	O
	
	ENUMERATED (true, ...)
	Indicates that the resources for fast MCG recovery via SRB3 are requested.
	YES
	ignore

	Requested Fast MCG recovery via SRB3 Release
	O
	
	ENUMERATED (true, ...)
	Indicates that the resources for fast MCG recovery via SRB3 are requested to be released.
	YES
	ignore

	SN triggered 
	O
	
	ENUMERATED (True, ...)
	
	YES
	ignore

	IAB Node Indication
	O
	
	ENUMERATED (true, ...)
	
	YES
	reject




	Next Change


9.2.aa	UE Integrity Protection Capability Indication
The IE defines UE capability to support user plane integrity protection with EPS.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	UE Integrity Protection Capability Indication
	M
	
	ENUMERATED (supported, …)
	Indicates that the UE supports user plane integrity protection capability according to EIA7 bit in EPS UE Security Capabilities.




	End of Change
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