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1. Introduction
During RAN-94e the latest progress on Flexible gNB-ID were analysed. An email discussion was carried out and summarised in RP-213630.
The conclusion of the email discussion is the following:
Issues can be brought up in the corresponding WGs on their own merits and the decision will be made by the group.

Therefore, the following can be concluded:
Conclusion1: Discussions on Flexible gNB-ID can be re-opened in RAN3 and RAN3 shall resolve the issues brought up at RAN-94e 
In the following sections we summarise the discussion brought up at RAN-94e.
2. Summary of Discussions at RAN-94e
At RAN-94e, the following was explained.
2.1 Technical Background
In NG-RAN the functionality of flexible gNB-ID length is supported. 
NG-RAN node IDs are contained in NG-RAN cell IDs (CGIs), i.e. 
-	in case of E-UTRA cells, an ng-eNB ID represents the (18/20/21) main significant bits (MSBs) of any of (28bits long) E-UTRA Cell IDs the ng-eNB serves
-	in case of NR cells, a gNB ID represents the (22..32) MSBs of any of the (36bits long) NR Cell IDs the gNB serves as shown below (from TS38.413)
This is for example visible in TS38.413, which defines the gNB-ID as follows:
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This IE is used to globally identify a gNB (see TS 38.300 [8]).
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	BIT STRING (SIZE(22..32))
	Equal to the leftmost bits of the NR Cell Identity IE contained in the NR CGI IE of each cell served by the gNB.



A flexible NG-RAN Node ID length allows an operator to freely add and mix different types of NG-RAN Nodes within the network. For example, an operator can mix large macro-coverage NG-RAN Nodes with small hot-spot-coverage NG-RAN Nodes. The flexible NG-RAN Node-ID length allows for deployment of large numbers of NG-RAN Nodes. 
Typical use cases where Flexible gNB-IDs provide great advantages are those where the capacity of NG-RAN nodes in terms of served cells needs to be extended or where a network needs to be densified by means of introducing new NG-RAN nodes.
In such cases the gNB-ID of a given NG-RAN node can be shortened (if more cells need to be supported) or the newly introduced NG-RAN nodes can be assigned un-used gNB-IDs within the full range of flexible gNB-ID values.
Of course, in order to exploit the flexible gNB-ID feature, an operator should be able to assign new gNB-IDs to an NG-RAN node without any constraint and without the need of any dedicated and complex infrastructure.
Without the support of flexible gNB-IDs, network expansions in a number of use cases are simply not possible.
Conclusion 2: Unconstrained use of Flexible gNB-IDs eases the process of network expansions. The lack of such feature makes network expansions either very costly or even impossible in some use cases. 

2.2 History of Flexible gNB-ID discussions in RAN3
At RAN3-110e, RAN3 agreed the following:
Confirm that exploiting the use of flexible gNB-ID lengths within the same network is beneficial to address the cases of ANR, RAN sharing, gNB-ID exhaustion
Confirm that a solution should be specified to allow acquisition of gNB-IDs as part of ANR

This resulted in the agreement of an LS to RAN2 (see R3-207226), where RAN3 asked for the feasibility of a solution where the gNB-ID length is broadcast as part of the SIBs and where the UE can report such length to its serving NG-RAN.
With such solution the serving NG-RAN can disambiguate the identity of neighbouring NG-RAN nodes and establish Xn connections with them.
RAN2 replied to the LS from RAN3 in R2-2102449, where RAN2 confirmed that a solution based on broadcasting of the gNB-ID length is feasible.
As a consequence, RAN3 agreed the following at RAN3-112e:
A solution based on inclusion of the gNB-ID length in the system information block is technically feasible and it addresses the identified issues of cases of ANR, RAN sharing, gNB-ID exhaustion; other solutions are not precluded; we should further work on the details
The above agreement implied that network based solutions might be explored and endorsed, with the understanding that solutions based on gNB-ID length broadcasting would also be supported. The technical reasons for this are described below.
Conclusion 3: The agreements in RAN3 allowed for the endorsement of network-based solutions as a complement to solutions based on broadcast of gNB-ID length 

At RAN3-113e a network based solution was endorsed in R3-214403 and R3-214404. 
On the basis of such endorsements, proposals in RAN2 to support a solution based on broadcast of the gNB-ID length were opposed with the claim that a network based solution is sufficient (see outcomes of discussions on R2-2110847). This breaks the previous agreements taken by RAN3, where the group converged on “not precluding” network-based solutions but at the same time where the agreement was that a solution based on gNB-ID broadcasting is feasible and it solves all the use cases of relevance and for that it should be supported.
The minutes from RAN2-116e concerning the Flexible gNB-ID discussion are reported below:
R2-2110847    On broadcasting gNB ID length in system information block and associated CGI reporting (reply to RAN3 LS R3-212966)                       Ericsson, Verizon Wireless, Bell Mobility, Telus Mobility     discussion
-     Chair: The proponents asked to have this agreed in RAN2.
-     QC think R3 endorsed a network solution and then there is a network based solution, think we should want for R3 solution. Huawei agrees and think R3 has resolved this issue. SS, Nokia, vivo CATT agree with QC.
-     Verizon think the R3 network solution has some limitations e.g. doesn't cover network sharing.
· Not agreed
As it can be seen from RAN2 meeting minutes, there is a wrong understanding in RAN2 about network-based solutions. Companies have misinterpreted this solution as one that can resolve all use cases, while this is not the case. The problem was pointed out by a number of companies in RAN2, and that very same point is described in more details below.
Conclusion 4: Endorsement of a network based solution for gNB-ID disambiguation shall not imply rejection of solutions based on broadcasting of gNB-ID length.

2.2 Technical analysis
The solution endorsed in R3-214403 and R3-214404 can be summarised as follows:
· A gNB receives an unknown CGI from a UE via ANR measurements 
· To discover the IP address to use for setup of the Xn with the newly discovered NG-RAN node, the gNB signals the received CGI to the connected AMF 
· The AMF tries to disambiguate the gNB-ID from the left-most bits of the received CGI and, if successful, it forwards the Xn transport network address discovery message to the neighbour NG-RAN node. If the process is successful an Xn can be established.

Firstly, the solution above is totally relying on AMF functionalities that are out of RAN3 scope. The solution above has not been validated by any WG in charge of AMF and CN functionalities (e.g. SA2).

In R3-214403 the solution in question is described as follows:
The NG-RAN node may determine the gNB ID length of the candidate gNB based on e.g. OAM configuration. If the NG-RAN node is not able to make this determination, it may include the NR cell identifier in the UPLINK RAN CONFIGURATION TRANSFER message to the AMF to enable target identification by the AMF, when supported by the AMF. The AMF may, if supported, try to match the N leftmost bits of the NR cell identifier with an NG-RAN node ID it connects to, decreasing N starting with a value 32 and identify the target NG-RAN node ID as the first successful match.
The solution is clearly describing a function to be carried out at the AMF, while it is well known that AMF functionalities are not in the remit of RAN3 work.
In R3-221031 the following is stated:
[bookmark: OLE_LINK34][bookmark: OLE_LINK35]The endorsed network solution in R3-214403 and R3-214404 does not need to be validated by CN WGs. The reason is that it works on the top of existing Xn TNL address discovery function.  Adding new IEs into existing SON configuration transfer which is defined as a container on the interface between AMFs does not need further confirmation from CN WGs.
However, the above is incorrect because any function that relies on nodes outside RAN3´s Terms of Remit shall be checked by other WGs. It is obvious that RAN3 cannot confirm that the required functionality demanded by the AMF can or cannot be supported, hence the involvement of WGs such as SA2 and CT4 is needed.

Conclusion 5: The solutions in R3-214403 and R3-214404 cannot be agreed because they have not been validated by the WG of competence for AMF and CN functionalities

Further, the solutions in R3-214403 and R3-214404 do not address all the use cases that RAN3 has agreed to be in need of a solutions. Below is a list of use cases that remains unaddressed with the solutions endorsed in R3-214403 and R3-214404.

RAN sharing 
In a typical RAN sharing scenario each operator uses its own CN infrastructure. A shared NG-RAN node is connected to different AMFs (from different sharing operators) and such AMFs are typically not connected between each other.
The solution in R3-214403 and R3-214404 implies the need of a cross operators infrastructure to work. The latter is highly questionable and unrealistic to assume. 
In R3-221031 the following was quoted:
gNB 1
gNB 2
AMFs from operator 1
AMFs from operator 2
Shared RAN
UE
Xn TNL address 
Discovery

Figure 1: RAN sharing scenario in R3-220441
[bookmark: OLE_LINK37][bookmark: OLE_LINK38]The Xn TNL address discovery function is triggered when a new unknown NR CGI is reported by UE ANR function. The purpose is to obtain the Xn TNL addresses of the neighbor node which hosts the NR cells of the unknown NR CGI. The endorsed solution in R3-214403 and R3-214404 is used to solve the gNB ID ambiguity issue in the unknown NR CGI. So that the Xn TNL address discovery function can be routed to the correct AMF and target gNB.
[bookmark: OLE_LINK41][bookmark: OLE_LINK42]The RAN sharing scenario presented in R3-220441 is shown in Figure 1. As illustrated in Figure 1, the network solution can work well through either the AMFs from operator 1 or the AMFs from operator 2 without any extra cross operators infrastructure. Furthermore, this also works regardless of whether the cell IDs are set jointly or independently by the sharing operators.
It needs to be pointed out that operators sharing a RAN infrastructure do not necessarily coordinate their gNB-ID structures and allocation. In the figure above, the AMF from Operator 1 receives the NR CGI of gNB2, which is managed by Operator 2. Given that the gNB-ID embedded in the NR CGI of gNB2 is unknown to operator 1, it is unclear how the AMF of operator 1 will be able to disambiguate the needed gNB-ID of gNB2.
Therefore, the solution in R3-214403 seems to require inter operator coordination for GNB-ID deployment and for that it is not feasible for a RAN sharing scenario.

ANR between NG RAN nodes connected to different AMFs
In this case the solution in R3-214403 and R3-214404 requires an infrastructure external to the AMF in order to disambiguate the NG-RAN node ID. 
This is because a single AMF does not have visibility over all the NG-RAN nodes in the network and therefore it does not know their gNB-IDs. If a UE discovers a cell of an NG-RAN node not connected to the serving AMF, the NG-RAN node ID cannot be disambiguated by that AMF.

R3-221031 mentions the following with respect to this use case:
The message routing across AMFs is a legacy function of Xn TNL address discovery procedure which is implemented by the target TAI in the lookup message.
However, TAI based routing is a solution that works within a single PLMN. If different AMFs belong to different PLMNs such solution dos not work anymore.
Unconstrained assignment of gNB-IDs
As explained above, the flexible gNB-ID feature should allow for unconstrained assignment of gNB-IDs. Disambiguation at the AMF needs to rely on rules to how gNB-IDs are assigned. This is evident by the assumptions RAN3 had to make in order to justify that the solution in R3-214403 and R3-214404 is feasible. Such assumptions are reported below:
If one node is reserved as gNB ID, then all its children as cell IDs belongs to this node except if a child node is reserved for a new gNB ID.
The above means that an operator is not free to assign any gNB-ID to a node, but instead it has to follow a complex scheme of Parent-Child relation, which may not match with the operator usage of gNB-IDs.
In this respect R3-221031 mentions the following:
[bookmark: OLE_LINK47][bookmark: OLE_LINK48]It is sufficient to standardize a solution satisfying all practical scenarios on flexible gNB ID assignment. As studied in the past, fully flexible gNB Id assignment like borrowing gNB Ids from a child gNB node will cause extra and complex OAM efforts. 
The observation above seems not to consider the fact that gNB-IDs of different lengths are meant to be used in mixed deployments. Namely there can be deployments where, in the same geographical area, there are gNBs using short gNB-IDs (e.g. macro nodes in need to support more cells) and gNBs using long gNB-IDs (e.g. pico nodes in need to support less cells). A simple example is shown below:
	
	gNB-ID
	Served CGI

	Macro gNB1
	(22 bits) 1100010101100110110111
	CGI 1 = 110001010110011011011110000101011001

	Pico gNB2
	(24 bits) 11000101011001101101111000
	CGI 2 = 110001010110011011011110000101011000



As it can be seen, CGI 1 and CGI 2 differ for only 1 bit (the last one). It is therefore difficult if not impossible to disambiguate form these CGIs the correct gNB-ID unless the gNB-ID length is known.

Conclusion 6: the solution in R3-214403 and R3-214404 alone cannot address all the use cases RAN3 has agreed to be in need of a solution, which are “ANR, RAN sharing, gNB-ID exhaustion”. This solution should be revised and endorsed together with a broadcast-based solution.

3. Conclusion
In this contributions it has been explained that RAN3 converged on agreeing that a solution for disambiguation of the gNB-ID based on broadcast of the gNB-ID length, is feasible and beneficial to address the reference scenarios of ANR, RAN sharing, gNB-ID exhaustion.
RAN3 agreed to continue discussions on network based solutions with the understanding that a network based solution may be endorsed as a complement to a broadcast based solution.
The paper explained that recent endorsement of a network based solution in RAN3 has been interpreted as a reason not to agree to broadcast based solutions. 
The network-based solution endorsed by RAN3 has not been validated by other WGs responsible for the functionalities on which the solution is based and it does not fulfil all the use cases RAN3 has identified as reference.
The contribution also took into account the latest comments on this topic and provided replies to them.
Accordingly, the following conclusions were captured:
Conclusion1: Discussions on Flexible gNB-ID can be re-opened in RAN3 and RAN3 shall resolve the issues brought up at RAN-94e 
Conclusion 2: Unconstrained use of Flexible gNB-IDs eases the process of network expansions. The lack of such feature makes network expansions either very costly or even impossible in some use cases. 
Conclusion 3: The agreements in RAN3 allowed for the endorsement of network-based solutions as a complement to solutions based on broadcast of gNB-ID length 
Conclusion 4: Endorsement of a network based solution for gNB-ID disambiguation shall not imply rejection of solutions based on broadcasting of gNB-ID length.
Conclusion 5: The solutions in R3-214403 and R3-214404 cannot be agreed because they have not been validated by the WG of competence for AMF and CN functionalities
Conclusion 6: the solution in R3-214403 and R3-214404 alone cannot address all the use cases RAN3 has agreed to be in need of a solution, which are “ANR, RAN sharing, gNB-ID exhaustion”. This solution should be revised and endorsed together with a broadcast-based solution.
On the basis of the above the following is proposed:
Proposal 1: It is proposed to continue discussions on a network based solution for Flexible gNB-IDs in RAN3 and to acknowledge its limitations with respect to the reference scenarios. 
Proposal 2: It is proposed to send an LS to RAN2 and to ask RAN2 to develop a broadcast based solution for the disambiguation of the gNB-ID from a CGI reported by the UE
A draft LS to RAN2 is available in R3-22xxxx



