	
[bookmark: _Hlk19003833]3GPP TSG-RAN WG3 Meeting #115-e	R3-222040
Online Meeting, 21st  February – 3rd March 2022

Agenda Item:	30.4
Source:	Ericsson
Title: 	Further discussion on UPIP EPC
Document for:	discussion
1	Background
At the last RAN3 meeting, we had endorsed a set of BL CRs for UPIP EPC.
There are FFS in the BL CR, this paper is to propose  a way forwarding to resolve the FFSs so the WID can be closed accordingly.
2	Discussion
[bookmark: _Hlk95448153]2.1 criticality of the Security Indication IE 
The assigned Criticality for this IE in most of the cases in S1AP  are set to reject, which in our view is correct, because UPIP is important to be supported when it is requested, and for the receiver who does not understand the IE or does not support the IE, it should reject the procedure.
In X2AP, it is FFS, and we propose to use Assigned Criticality “reject”. 
Proposal 1: In X2AP BL CR, use Assigned Criticality “reject” for the Security Indication IE
In E1AP BL CR, the Assigned Criticality is set to ignore, which we think should be corrected.
Proposal 2: In E1AP BL CR, use Assigned Criticality “reject” for the Security Indication IE

2.2	Relation to “TEI 17 “Support exchange of protocol support at target RAN node for NG handover”
[bookmark: _Hlk95447925]There is an FFS in “Editor’s Note: criticality of the Security Indication IE is related to how the target side support is derived.” This discussion is related to the other discussion in TEI 17 “Support exchange of protocol support at target RAN node for NG handover”.
In our view, the discussion we have had on handover with supporting/non supporting nodes” should taken into the agreements coming out from that topic.
Proposal 3: The Support exchange of protocol support at target RAN node for NG handover solution should be used in UPIP.

2.3	FFS related to “Security Result IE”
The security Result IE is for the case when UPIP policy is set to “preferred”, to indicate to MME if the UPIP is performed or not.
[bookmark: _Hlk95448450]It is proposed to remove this IE for now, if no progress can be made, so that we can have a set of CRs without FFS.
Proposal 4: It is proposed to remove Security Result IE for now, in the cases that the use is unclear.

2.4	 Some Corrections to the BL CRs
In S1AP R3-221448,
	UP integrity protection not possible
	The PDU session E-RAB cannot be accepted according to the required user plane integrity protection policy.




9.2.1.xx1	Security Indication
This IE contains the user plane integrity protection indication which indicates the requirements on UP integrity protection for corresponding E-RABs.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Integrity Protection Indication
	M
	
	ENUMERATED (required, preferred, not needed, …)

	Indicates whether UP integrity protection shall apply, should apply or shall not apply for the concerned E-RAB.
	-
	



The last two columns should be removed.

Proposal 5: RAN3 to check the corrections proposed above to the BL CRs.
3	Proposals
Proposal 1: In X2AP BL CR, use Assigned Criticality “reject” for the Security Indication IE
Proposal 2: In E1AP BL CR, use Assigned Criticality “reject” for the Security Indication IE
Proposal 3: The Support exchange of protocol support at target RAN node for NG handover solution should be used in UPIP.
Proposal 4: It is proposed to remove Security Result IE for now, in the cases that the use is unclear.
Proposal 5: RAN3 to check the corrections proposed above to the BL CRs.

