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1. Introduction
This contribution provides TP for UPIP_SEC_LTE-RAN BLCR for TS 36.413, for the following proposal. 
- Over S1, add the security (UPIP) results in the E-RAB MODIFICATION INDICATION message.  

2. Annex – TP for BLCR TS 36.413 on top of R3-221607
8.2.4
E-RAB Modification Indication

8.2.4.1
General

The purpose of the E-RAB Modification Indication procedure is to enable the eNB to request modifications of already established E-RABs for a given UE. The procedure uses UE-associated signalling.

8.2.4.2
Successful Operation
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Figure 8.2.4.2-1: E-RAB Modification Indication procedure. Successful operation.

The eNB initiates the procedure by sending an E-RAB MODIFICATION INDICATION message to the MME.

The Transport Layer Address IE and DL GTP TEID IE included in the E-RAB To Be Modified Item IEs IE in the E-RAB MODIFICATION INDICATON message shall be considered by the MME as the new DL address of the E-RABs. The Transport Layer Address IE and DL GTP TEID IE included in the E-RAB Not To Be Modified Item IEs IE in the E-RAB MODIFICATION INDICATION message shall be considered by the MME as the E-RABs with unchanged DL address

If the Secondary RAT Usage Report List IE is included in the E-RAB MODIFICATION INDICATION message, the MME shall handle this information as specified in TS 23.401 [11].
The E-RAB MODIFICATION CONFIRM message shall contain the result for all the E-RABs that were requested to be modified according to the E-RAB To Be Modified Item IEs IE of the E-RAB MODIFICATION INDICATION message as follows:

-
A list of E-RABs which are successfully modified shall be included in the E-RAB Modify List IE.

-
A list of E-RABs which failed to be modified, if any, shall be included in the E-RAB Failed to Modify List IE.

-
A list of E-RABs which are to be released, if any, shall be included in the E-RAB To Be Released List IE.
If the E-RAB Failed to Modify List IE is received in the E-RAB MODIFICATION CONFIRM message, the eNB shall either

-
release all corresponding E-UTRA and E-UTRAN resources for the concerned E-RAB or

-
keep the previous transport information before sending the E-RAB MODIFICATION INDICATION message unchanged for the concerned E-RAB.
If the E-RAB To Be Released List IE is received in the E-RAB MODIFICATION CONFIRM message, the eNB shall release all corresponding E-UTRA and E-UTRAN resources for the concerned E-RAB.

If the CSG Membership Info IE is included in the E-RAB MODIFICATION INDICATION message, the MME shall use the information for CSG membership verification as specified in TS 36.300 [14] and provide the result of the membership verification in the CSG Membership Status IE contained in the E-RAB MODIFICATION CONFIRM message.

If PLMN Identity IE is received in the CSG Membership Info IE in the E-RAB MODIFICATION INDICATION message, the MME shall use it for CSG membership verification as specified in TS 36.300 [14].

When the MME reports unsuccessful modification of an E-RAB, the cause value should be precise enough to enable the eNB to know the reason for an unsuccessful modification.

If the Tunnel Information for BBF IE is received in the E-RAB MODIFICATION INDICATION message, the MME shall, if supported, use it in the core network as specified in TS 23.139 [37].
If the User Location Information IE is included in the E-RAB MODIFICATION INDICATION message, the MME shall handle this information as specified in TS 23.401 [11].

If the the Integrity Protection Result IE is included in the Security Result IE in the E-RAB to Be Modified Item IE in the E-RAB MODIFICATION INDICATION message, it shall be considered by the MME as the new security status of the E-RAB.
<Unchanged Text Omitted>

9.1.3.8
E-RAB MODIFICATION INDICATION

This message is sent by the eNB and is used to request the MME to apply the indicated modification for one or several E-RABs.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-RAB to be Modified List
	
	1
	
	
	YES
	reject

	>E-RAB to Be Modified Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>DL GTP TEID
	M
	
	GTP-TEID

9.2.2.2
	
	-
	

	>>Security Result
	O
	
	9.2.1.xx2
	
	YES
	ignore

	E-RAB not to be Modified List
	
	0..1
	
	
	YES
	reject

	>E-RAB not to Be Modified Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>DL GTP TEID
	M
	
	GTP-TEID

9.2.2.2
	
	-
	

	CSG Membership Info
	
	0..1
	
	
	YES
	reject

	>CSG Membership Status
	M
	
	9.2.1.73
	
	-
	

	>CSG Id
	M
	
	9.2.1.62
	
	-
	

	>Cell Access Mode 
	O
	
	9.2.1.74
	
	-
	

	>PLMN Identity
	O
	
	9.2.3.8
	
	-
	

	Tunnel Information for BBF
	O
	
	Tunnel Information 9.2.2.3
	Indicating HeNB’s Local IP Address assigned by the broadband access provider, UDP port Number.
	YES
	ignore

	Secondary RAT Usage Report List
	O
	
	9.2.1.124
	
	Yes
	ignore

	User Location Information
	O
	
	9.2.1.93
	
	Yes
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256.


<Unchanged Text Omitted>

>>> NEXT CHANGE <<<
9.2.1.7
Source eNB to Target eNB Transparent Container

The Source eNB to target eNB Transparent Container IE is an information element that is produced by the source eNB and is transmitted to the target eNB. For inter-system handovers to E-UTRAN, the IE is transmitted from the external handover source to the target eNB.

This IE is transparent to the EPC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	RRC Container
	M
	
	OCTET STRING
	Includes the RRC Handover Preparation Information message as defined in subclause 10.2.2 of TS 36.331 [16].
	-
	

	E-RABs Information List
	
	0..1
	
	
	-
	

	>E-RABs Information Item
	
	1 .. <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>DL Forwarding
	O
	
	9.2.3.14
	
	-
	

	
	
	
	
	
	
	

	>>DAPS Request Information
	O
	
	9.2.1.155
	
	YES
	ignore

	>>Security Indication
	O
	
	9.2.1.xx1
	
	YES
	ignore

	Target Cell ID
	M
	
	E-UTRAN CGI

9.2.1.38
	
	-
	

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	-
	

	UE History Information
	M
	
	9.2.1.42
	
	-
	

	Mobility Information
	O
	
	BIT STRING (SIZE (32))
	Information related to the handover; the external handover source provides it in order to enable later analysis of the conditions that led to a wrong HO.
	YES
	ignore

	UE History Information from the UE
	O
	
	OCTET STRING
	VisitedCellInfoList contained in the UEInformationResponse message (TS 36.331 [16])
	YES
	ignore

	IMS voice EPS fallback from 5G
	O
	
	ENUMERATED (true, …)
	
	YES
	ignore

	Additional RRM Policy Index
	O
	
	9.2.1.39a
	
	YES
	ignore

	UE Context Reference at Source
	O
	
	9.2.1.144
	
	YES
	ignore

	Inter-system measurement Configuration
	O
	
	9.2.1.151
	
	YES
	ignore

	Source Node ID
	O
	
	9.2.1.152
	
	YES
	ignore

	Emergency Indicator
	O
	
	ENUMERATED (true, …)
	Indicates an emergency EPS voice fallback
	YES
	ignore



>>> NEXT CHANGE <<<
-- **************************************************************

--

-- E-RAB MODIFICATION INDICATION ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- E-RAB Modification Indication

--

-- **************************************************************

E-RABModificationIndication ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { E-RABModificationIndicationIEs} },


...

}

E-RABModificationIndicationIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID






CRITICALITY reject
TYPE MME-UE-S1AP-ID





PRESENCE mandatory}|


{ ID id-eNB-UE-S1AP-ID






CRITICALITY reject
TYPE ENB-UE-S1AP-ID





PRESENCE mandatory}|


{ ID id-E-RABToBeModifiedListBearerModInd

CRITICALITY reject
TYPE E-RABToBeModifiedListBearerModInd

PRESENCE mandatory}|


{ ID id-E-RABNotToBeModifiedListBearerModInd
CRITICALITY reject
TYPE E-RABNotToBeModifiedListBearerModInd
PRESENCE optional}|


{ ID id-CSGMembershipInfo





CRITICALITY reject
TYPE CSGMembershipInfo




PRESENCE optional}|

-- Extension for Release 11 to support BBAI -- 


{ ID id-Tunnel-Information-for-BBF



CRITICALITY ignore
TYPE TunnelInformation




PRESENCE optional}|


{ ID id-SecondaryRATDataUsageReportList


CRITICALITY ignore
TYPE SecondaryRATDataUsageReportList

PRESENCE optional }|

{ ID id-UserLocationInformation




CRITICALITY ignore
TYPE UserLocationInformation


PRESENCE optional },


...

}

E-RABToBeModifiedListBearerModInd ::= E-RAB-IE-ContainerList { {E-RABToBeModifiedItemBearerModIndIEs} }

E-RABToBeModifiedItemBearerModIndIEs S1AP-PROTOCOL-IES ::= {


{ ID id-E-RABToBeModifiedItemBearerModInd

CRITICALITY reject
TYPE E-RABToBeModifiedItemBearerModInd

PRESENCE mandatory},


...

}

E-RABToBeModifiedItemBearerModInd ::= SEQUENCE {


e-RAB-ID





E-RAB-ID,


transportLayerAddress


TransportLayerAddress,


dL-GTP-TEID





GTP-TEID,


iE-Extensions




ProtocolExtensionContainer { { E-RABToBeModifiedItemBearerModInd-ExtIEs} }


OPTIONAL,


...

}

E-RABToBeModifiedItemBearerModInd-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


{ ID id-SecurityResult
CRITICALITY ignore

EXTENSION SecurityResult

PRESENCE optional},


...

}
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