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1 Introduction

In the incoming LS [1], RAN2 provides an update on UE providing its location information for IoT NTN.
Detailed location cannot be sent by the UE over AS, because for NB-IoT UEs AS security cannot be assumed to be supported. RAN2 had assumed that at least coarse location could be sent by the UE without AS security, but SA3 has recently stated that “allowing the UE to send unprotected location information will expose the UE to more risks than not sending it” [2], recommending to define a solution that avoids sending unprotected location information to the gNB. RAN2 is now asking RAN3 on any potential consequences of not receiving such information in early phases of UE network attach, and on possible implications on the UE providing it over NAS instead.
This contribution provides some observations and a proposal for reply.
2 Discussion
2.1 UE-Provided Location in Early Phases of Network Attach

The location information provided by the UE is used by the RAN node, together with other information, as input for the NNSF for selecting the appropriate MME at UE attach (Sec. 5.9.2 of [3] and the endorsed BL CRs [4]
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[5]). Because of this, the lack of UE-provided location at network attach may have an impact on NNSF. However, UE location is not the only information used by NNSF, as eNB implementations may use additional information. For this reason, the eNB should still be able to select the appropriate MME in most cases.

Observation 1: The UE-provided location is not the only piece of information used to drive NNSF, so the eNB should be able to select the appropriate MME in most cases.
If we limit ourselves to what is currently standardized, probably the most obvious piece of information that drives NNSF is the cell serving the UE at network attach. The more that serving cell “approximates” the UE location, the more accurate the MME selection will be if based on serving cell information. In other words, MME selection will be more accurate for smaller cell sizes.
Observation 2: If we limit ourselves to serving cell information, MME selection will be more accurate for smaller cell sizes.

In any network, cell size is decided by the network operator depending on foreseen traffic, signal strength and interference levels, among others. In NTN scenarios it might be possible, at least in theory, to deploy much larger cells than in terrestrial scenarios: in this situation, there might be cases (e.g. close to country borders, presence of significant overlap between adjacent cells) where MME selection may not be unique based on the same serving cell information. But also in this case, eNB implementation may mitigate this issue through e.g. UE fingerprinting, tracking, or other means.
Observation 3: In NTN scenarios, if very large cells are deployed, there might be cases (e.g. close to country borders, presence of significant overlap between adjacent cells) where MME selection may not be unique based on the same serving cell information.
In case of wrong MME selection (i.e. an MME is selected which cannot serve the particular UE), a UE context release will be triggered immediately by the MME, from which the eNB can understand that the MME choice was not correct. Upon subsequent attempts to attach to the network by the same UE, the eNB will be able to avoid selecting the previous MME and select the appropriate one. Notice that this information is also useful for other UEs attempting to connect from the same physical location: the eNB will receive the request from the same cell with similar signal characteristics, and over time it will be able to further refine its MME selection. In other words, in these conditions the risk for a dropped connection is present only for the first UE and significantly decreases over time as other UEs are served and the eNB learns from the situation.

Observation 4: Wrong MME selection will lead to a dropped connection, but the eNB can understand the reason and select the appropriate MME, refining its selection criteria; the risk for a dropped connection is present only for the first UE and significantly decreases over time as other UEs are served from the same location.
For the reasons above, we believe there is no significant negative impact on the lack of location information in early phases of UE network attach.
Proposal 1: There is no significant negative impact on the lack of location information in early phases of UE network attach.

2.2 UE Providing ULI to MME over NAS

RAN2 has also discussed the possibility for the UE to provide its location to the MME via NAS (which is assumed to be protected) as an alternative. In this case, we need to observe that once the MME has been selected, UE location information is not needed by RAN any more: if the MME cannot serve the UE it will trigger UE context release toward the RAN. In any case, whether and how the MME might use that additional information, and the feasibility in Rel-17, are outside RAN responsibility.
Observation 5: Once the MME (right or wrong) has been selected, UE location information is not needed by RAN anymore: a UE context release, resulting in reselection, will be triggered by the MME if needed.

Observation 6: Whether and how the MME might use UE-provided location information signaled over NAS, and its feasibility in Rel-17, are outside RAN3 responsibility.
Proposal 2: Reply to RAN2 and SA2 according to the above; agree the reply LS [6].
Conclusions and Proposals
Our proposals are summarized below.
Observation 1: The UE-provided location is not the only piece of information used to drive NNSF, so the eNB should be able to select the appropriate MME in most cases.
Observation 2: If we limit ourselves to serving cell information, MME selection will be more accurate for smaller cell sizes.

Observation 3: In NTN scenarios, if very large cells are deployed, there might be cases (e.g. close to country borders, presence of significant overlap between adjacent cells) where MME selection may not be unique based on the same serving cell information.

Observation 4: Wrong MME selection will lead to a dropped connection, but the eNB can understand the reason and select the appropriate MME, refining its selection criteria; the risk for a dropped connection is present only for the first UE and significantly decreases over time as other UEs are served from the same location.
Proposal 1: There is no significant negative impact on the lack of location information in early phases of UE network attach.

Observation 5: Once the MME (right or wrong) has been selected, UE location information is not needed by RAN anymore: a UE context release, resulting in reselection, will be triggered by the MME if needed.

Observation 6: Whether and how the MME might use UE-provided location information signaled over NAS, and its feasibility in Rel-17, are outside RAN3 responsibility.
Proposal 2: Reply to RAN2 and SA2 according to the above; agree the reply LS [6].
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