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1. Introduction

During release 16, the topic of RACS capability detection was discussed and solved for the cases of context setup (AMF-RAN) and Xn handover (RAN-RAN). It was also discussed for the cases of S1 and NG handover, but the issue was never analyzed in detail.

RAN3 received an LS from SA2 [1] which raises the topic, and an initial discussion took place in RAN3#112-e. After discussion in RAN3#113-e, where various solutions were proposed, it was decided to address the topic as part of rel-17. In RAN3#114-e the topic was very close to convergence based on the proposal in [3].
This document further considers this topic and proposes a way forward. It is a resubmission of [3] with some changes to account for the learnings from RAN3#115.
2. Discussion
2.1 Background

At RAN#112-e, and LS from SA2 [1] was opened which asks the following question:
ACTION: 
In order to align SA 2 and RAN 3 specifications, can RAN 3 please explain how at S1/NG handover, the source RAN node can detect that the target RAN node does not support RACS?  
The problem scenario is as follows: in NG/S1 handover, the source node is not aware of the target’s support of RACS. Therefore, the source node could decide to (i) send the full radio capabilities, or (ii) send a limited set of capabilities to reduce transport load, or (iii) send an empty container. As discussed in [2], none of these options are satisfactory. In addition, although OAM was obviously a possibility, it seems strange that the system relies on OAM for N2/NGAP handover, and not for Xn, particularly as the probability of multi-vendor scenario is higher in the former case.
At RAN3#112-e, a solution was proposed [2] in which a handshake is executed via the transparent containers, and this enables the source to learn of the RACS feature support by the target (or in fact more broadly, support at the target, which is also dependent on the target CN node).
A general discussion was triggered related to how mutual detection works with NG/S1 handovers, and as a result the following was captured as conclusions of the associated email discussion:
	open a new AI 8.3 topic for the August 2021 meeting starting from the following: (text to be included in RAN3#113-e agenda):

-
aim at deciding whether non-Xn-connected NG-RAN nodes eligible for CN based mobility require NGAP protocol function(s) to exchange NG-RAN node support information

-
if NGAP protocol functions to exchange NG-RAN node support information for non-Xn-connected NG-RAN nodes are agreeable, aim at a general solution, precluding e.g. per-feature cause values or per-feature support indicators.

-
part of the discussions should cover information exchanged via transparent handover containers, e.g. review of failure handling along assigned criticality.

-
decide whether EPS shall be part of the potential protocol discussion

-
decide the Release for the potential protocol solutions


During RAN3#113-e, it was decided to continue this topic in rel-17, and to inform SA2 accordingly. In addition, there was a general clean-up of criticality in the transparent containers used in mobility. The following conclusions were captured in the chair’s notes:
	Add an explicit TEI17 Agenda Item for next meeting, e.g., “Support exchange of protocol support at target RAN node for NG handover” with below subtext:

Two approaches have been discussed: (1) explicit capability exchange, (2) making use of (potentially aggregated) criticality diagnostics information at the target RAN node. Further solutions not precluded.


Then at RAN3#114-e, there seemed to be a possibility of agreeing working assumptions, but this was not achieved at the last minute. The following was captured in the chair’s notes:
	Topic to be continued, taking the inputs and discussion in this meeting as a starting point. The following points are recommended to be considered:

Further analysis of the approaches (other approaches or refinements not precluded)

Determine which RACS scenarios to cover e.g. only remote RAN support, or remote far-end (including CN and RAN)

Continue to aim for a general solution, if possible, for RACS and other future use cases

The possibility of solution combinations should not be discarded


2.2 Possible solutions and their evaluation
Criticality-based solution(s): there are two versions of this, where both use criticality diagnostics towards the source but in a different way:

1. Add enhanced criticality diagnostics reporting to the target-to-source failure container, based on the NGAP IEs (i.e. HANDOVER REQUEST). In this version, a non-understood IE at NGAP level would be reflected in the legacy criticality diagnostics back to the AMF, but also in the container that is passed back to the source RAN. In addition, such diagnostics could be stored, and used for later reporting.
2. Add IEs related to the feature to be detected in the source-to-target transparent container, with criticality “reject”, and enable criticality diagnostics reporting in the reply transparent container (presumably failure).
Observation 1: There seem to be at least two variants of the criticality proposals: one where the criticality reporting in the failure container is referred to the NGAP IEs, and one where it is referred to the IEs in the source-to-target container.

Both seem feasible and could probably be used as generic solutions for many scenarios. However they should be evaluated also regarding what is needed for the RACS feature, as that is the main reason why we are discussing this. For the RACS case we can make the following observations:

· Both versions rely partly or wholly on handover failure, and also signalling using the target-to-source failure container. Since such container does not exist in S1, these will not work either with pre-rel17 MMEs, or pre-rel17 E-UTRAN, or inter-system handover to E-UTRAN.

· The first version applies to the scenario where the target CN node supports RACS, but not the RAN, but in any case, will not work if the target CN does not support RACS. If the CN has identified already that the RAN does not support RACS, and therefore will not use RACS towards it, it relies on usage of memory to send diagnostics for a previous procedure instance (on demand).

· The second version requires anyway to send either the UE Radio Capability ID to the target in the transparent container or some other IE that is effectively a sort of capability or RACS operation indicator.
· The second version applies also to the scenario where the target RAN does not support RACS but does not apply to the case where the target RAN does support RACS, but the CN does not support or is not sending the information for any reason.
The table below tries to provide a summary of whether the source can detect non-support of RACS at the target system in various scenarios:

	RAN support for RACS
	CN support for RACS
	V1 (based on NGAP IEs)
	V2 (based on Transparent Container IEs)

	NO
	NO
	No detection possible
	Detection possible only if both CN and RAN support failure container (i.e. not in case of pre-rel17 MMEs, or pre-rel17 E-UTRAN, or inter-system handover to E-UTRAN)

	NO
	YES
	Detection possible in some scenarios; for failure same as V2; else relies on memory and sending criticality diagnostics for previous procedure.
	Detection possible only if both CN and RAN support failure container (as above)

	YES
	NO
	No detection possible
	No detection possible


It can be seen that both solutions have limitations if the far-end CN is not operating the feature, regardless of whether the RAN could in principle do so. 

In the scenarios where the CN supports and is operating the feature, V1 works in some scenarios at the cost of requiring the target node to store criticality diagnostics for later use. It will also not work for legacy nodes. V2 on the other hand depends fully on support of the failure container, and inclusion of criticality diagnostics, which would be a rel-17 feature. Hence it seems that an apparently simple approach for far-end support detection can become quite complex, at least for RACS, and still not cover all scenarios.
Observation 2: Both solutions based on criticality are possible but seem to fail in a number of scenarios. Whether such scenarios are important, or can be mitigated, could be discussed.
Signalling solution: at RAN3#114-e, a simple signalling solution was proposed [3] which simply requires the target to include (in the target-to-source transparent container) an indication to confirm that it has received the RACS ID from the CN and can retrieve the capabilities based on this. Note that this is not a support indicator.
	RAN support for RACS
	CN support for RACS
	Signalling-based solution

	NO
	NO
	Detection possible (no reply); any protocol version

	NO
	YES
	Detection possible (no reply); any protocol version

	YES
	NO
	Detection possible (no reply), any protocol version


What is clear from the above is that this solution is far more robust for the RACS case.

Observation 3: A signalling-based solution (requiring a positive indication from the target) seems to work in all scenarios. We note that this is not the same as a support indicator as it is linked to the reception of RACS information from the target CN.
2.3 Proposed way forward
If we consider the signalling solution and analyse why it is robust, an obvious observation is that it relies on positive feedback from the target side. Thus the source side can assume that all cases without such positive feedback are not fully functional in RACS terms, and this covers many sub-cases which criticality approaches may or may not trap.

Observation 4: The key advantage of the signalling solution comes from its use of a positive indication from the far-end.

This also works well from implementation point of view: for a new neighbour, the source can initially assume legacy behaviour (full capabilities or a subset), and then correct and reduce if a positive indication is received.

Observation 5: Implementations may assume legacy behaviour to start with, until a positive indication is received from the far-end neighbour, at which point the source may assume the use of RACS.

On the other hand, the use of criticality may be useful for many other use cases and should probably be enhanced according to one or even both of the versions proposed (as the IEs are different).
Observation 6: Criticality may be useful for a number of non-RACS use cases, and either or both of the solutions proposed could be implemented.

Overall therefore a successful way forward could consist of the following
· Adopt a minimal signalling solution with a single IE in response message only, targeted at RACS only
· Adopt one or both criticality solutions for further future proofing of the N2/S1 mobility scenarios (beyond RACS)

Hence this is the main proposal of this document:

Proposal 1: Enhance signalling in N2/S1 mobility scenarios as follows:

· Adopt a minimal signalling solution with a single IE in response message only, targeted at RACS only

· Adopt one or both criticality solutions for further future proofing of the N2/S1 mobility scenarios (beyond RACS); both solutions would allow the source to be aware of issues with IEs in both the container as well as the signalling from the AMF/MME (it can be discussed further if this has value).

CRs to support the signalling functionality are provided in [4,5]; if above is agreed, they would need to be merged or agreed together with others.

Proposal 2: Agree the CRs in [4,5] that introduce a RACS related IE in the response message (if above is agreed, they can be merged with other CRs).

3. Conclusions
The following observations are made in this document:
Observation 1: There seem to be at least two variants of the criticality proposals: one where the criticality reporting in the failure container is referred to the NGAP IEs, and one where it is referred to the IEs in the source-to-target container.

Observation 2: Both solutions based on criticality are possible but seem to fail in a number of scenarios. Whether such scenarios are important, or can be mitigated, could be discussed.

Observation 3: A signalling-based solution (requiring a positive indication from the target) seems to work in all scenarios. We note that this is not the same as a support indicator as it is linked to the reception of RACS information from the target CN.

Observation 4: The key advantage of the signalling solution comes from its use of a positive indication from the far-end.
Observation 5: Implementations may assume legacy behaviour to start with, until a positive indication is received from the far-end neighbour, at which point the source may assume the use of RACS.

Observation 6: Criticality may be useful for a number of non-RACS use cases, and either or both of the solutions proposed could be implemented (and they may co-exist).
Resulting in the following proposals:
Proposal 1: Enhance signalling in N2/S1 mobility scenarios as follows:

· Adopt a minimal signalling solution with a single IE in response message only, targeted at RACS only

· Adopt one or both criticality solutions for further future proofing of the N2/S1 mobility scenarios (beyond RACS); both solutions would allow the source to be aware of issues with IEs in both the container as well as the signalling from the AMF/MME (it can be discussed further if this has value).

Proposal 2: Agree the CRs in [4,5] that introduce a RACS related IE in the response message (if above is agreed, they can be merged with other CRs).
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