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1. Introduction

This contribution presents the endorsed CRs and explains the history and changes proposed.

2. Discussion
2.1 Background

At RAN3#114-e, this topic was discussed following an LS from SA3 [1], and CRs were endorsed as follows

· Stage 2 CRs for TS36.300, 38.300 and 37.340 [2, 3, 4]

· Stage 3 CRs for TS38.413, 36.413, 38.423 and 36.423 [5, 6, 7, 8]

At the end of RAN3#114, a concern was expressed that the Xn/X2 CRs did not ensure that the full bitmap (16-bit) was passed to peer nodes, and this was captured in the chair’s notes as follows

	RAN3 agrees to implement required changes to ensure lossless handling of UE security capabilities in rel17 as requested by SA3, in both EPS and 5GS. 

The topic of UP Integrity Protection in EPS is not discussed in this meeting, relevant documents are considered for information and can be noted.
Whether and how to ensure propagation of the full bitmap (16 bits) in RAN?


Following this at RAN3#114bis-e there was some discussion on this aspect and also on the new SA3 requirement to add the EPS Security Capabilities to the PATH SWITCH REQUEST message. As a result, the endorsed S1AP CR was revised and endorsed in [9] with two main changes:
· The addition of EPS Security Capabilities to the PATH SWITCH REQUEST

· A modification to the text for the IE which states that “the eNBs store and send the complete bitmaps without modification or truncation”

The latter modification is needed not just for the intra-RAN handling, but also for sending the capabilities to the MME.

Finally there was also offline discussion of equivalent changes (handling of complete bitmaps) for other stage 3 specifications, but these were not endorsed as there were no input documents. However the drafts were available in the respective folder.

2.2 Set of CRs for approval at RAN3#115

With the above, the following set of CRs is presented for final approval at RAN3#115:

	Specification
	Document number
	Revision of 
	Comment

	36.300
	R3-221625 [10]
	R3-216056 [2]
	No change from endorsed version at RAN3#114

	38.300
	R3-221626 [11]
	R3-216057 [3]
	No change from endorsed version at RAN3#114

	37.340
	R3-221630 [12]
	R3-216095 [4]
	No change from endorsed version at RAN3#114

	38.413
	R3-221621 [13]
	R3-216047 [5]
	Changed from endorsed version at RAN3#114 (**)

	36.413
	R3-221622 [14]
	R3-221278 [9]
	No change from endorsed version at RAN3#114bis

	38.423
	R3-221623 [15]
	R3-216049 [7]
	Changed from endorsed version at RAN3#114 (**)

	36.423
	R3-221623 [16]
	R3-216050 [8]
	Changed from endorsed version at RAN3#114 (**)


The changes marked (**) are those already discussed in RAN3#114bis but not implemented as discussed above, and they consist of adding some text to the IE explanation, aligning with the endorsed version of S1AP [9]. In addition, for Xn, since the bitmap is shifted, this is explicitly stated in a note (i.e., need to do a 1-bit shift between NGAP and XnAP on the 16-bit bitmap) so that the retention of the “complete bitmap” is possible.
Finally, RAN3 should send an LS to SA3 to close the matter, see draft in [17].
Proposal: Agree CRs [10-16] and send LS to SA3 (draft in [17]).
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