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1. Introduction
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]This topic was progressed well in last meeting. And the following agreements and open issues were minute:
Per Qos flow level source IP address is transferred for ACL enhancement.
The gNB-CU-UP signals the source IP address to be used for data forwarding to the CU-CP.
The ACL enhancement for indirect data forwarding for NG/S1 handover is pursued in Rel-17. The agreement will be revisited after the reply LS from SA2 is received.
Support of per PDU session/Per DRB level source IP address transfer or both of them needs further clarification given that per Qos flow level is agreed.
There is no Qos framework impact. Double check with SA2 is not needed. 
Scenario is down prioritized according to operator’s requirement. May revisit after SA2 reply LS is received plus stage 2 clarification. 
To introduce query functionality in the S-NODE MODIFICATION REQUEST procedure.
[bookmark: OLE_LINK103]ACL in SA to/from EN-DC/MR-DC? Scenarios are acknowledged. To be continued in next meeting.
Based on above agreements, a set of CRs for NGAP, S1AP, F1AP and W1AP were agreed. The CRs for X2, Xn and E1 were postponed due to the first open issue.
This contribution continues the discussion on the remaining issues for the ACL enhancement.
2. Discussion 
2.1 Source IP address transfer over Xn/X2/E1
For MR-DC with handover related use cases, there are two options for the source MN to obtain the source SN’s IP addresses for ACL.
· Option 1: Introducing a query function in MN-initiated SN modification request message.
· [bookmark: OLE_LINK77][bookmark: OLE_LINK78]Option 2: Carrying the source SN’s IP address in SN addition request acknowledge message.
The main concern to option 1 is that it may delay the handover preparation procedure with a roundtrip Xn/X2 latency. While option 2 needs the source SN to reserve the IP address for data forwarding for future possible MN handover or SN change.  In cases that no subsequent MN mobility or SN change happens, the IP reservation at SN seems less efficient.
The E1 interface for CP UP separation case has the similar situation. The current proposal of last meeting in [1] is to carry the UP IP address in Bearer Context Setup Response message (option 2). While in Xn and X2 CRs in [2] and [3], query based solution (option 1) is proposed.
[bookmark: OLE_LINK126][bookmark: OLE_LINK127][bookmark: OLE_LINK84]Proposal 1: Carrying the source SN’s IP address in SN addition request acknowledge message on X2 and Xn interface (option 2).
2.2 New MR-DC handover scenarios for ACL
The second open issue is how to support ACL enhancement in some new scenarios observed at last meeting.
ACL in SA to/from EN-DC/MR-DC? Scenarios are acknowledged. To be continued in next meeting.
[bookmark: OLE_LINK104][bookmark: OLE_LINK105]In order to evaluate all the MR-DC related handover scenarios, the scenario table in Annex B in TS 37.340 are taken as reference.
Table B-1: Supported MR-DC handover scenarios.
	                 To (column)

HO from (row)
	E-UTRA with EPC
	E-UTRA with 5GC
	NR
	GERAN or UTRAN
	EN-DC
	NGEN-DC
	NE-DC
	NR-DC

	E-UTRA with EPC
	YES
	YES
	YES
	YES
	YES
	NO
	NO
	NO

	[bookmark: OLE_LINK114][bookmark: OLE_LINK115]E-UTRA with 5GC
	YES
	YES
	YES
	NO
	NO
	YES
	NO
	NO

	NR
	YES
	YES
	YES
	NOTE 1
	YES
	NO
	YES
	YES

	GERAN or UTRAN
	YES
	NO
	NO
	YES
	NO
	NO
	NO
	NO

	EN-DC
	YES
	YES
	YES
	YES
	YES
	NO
	NO
	NO

	NGEN-DC
	YES
	YES
	YES
	NO
	NO
	YES
	NO
	NO

	NE-DC
	YES
	YES
	YES
	NOTE 1
	NO
	NO
	YES
	NO

	NR-DC
	YES
	YES
	YES
	NOTE 1
	NO
	NO
	NO
	YES



[bookmark: OLE_LINK106][bookmark: OLE_LINK107]Table B-1 in Annex B in TS 37.340 as quoted above lists all the scenarios for MR-DC handover supported by our specifications.
Comparing the agreed scenarios in last few meetings to the scenarios in Table B-1, the following scenarios that needs further evaluation are identified:
Type 1: Inter-system MR-DC handover
This type includes scenarios highlighted in yellow in Table B-1.
· Case 1: NREN-DC
· Case 2: EN-DCE-UTRA with 5GC/NR
· Case 3: NGEN-DC/NE-DC/NR-DCE-UTRA with EPC
Type 2: Intra-system NG based MR-DC handover/Intra-system S1 based EN-DC handover
This type includes scenarios highlighted in purple in Table B-1. 
· Case 4: S1 based EN-DCE-UTRA with EPC 
· Case 5: S1 based EN-DCEN-DC
· [bookmark: OLE_LINK112][bookmark: OLE_LINK113]Case 6: NG based NGEN-DCE-UTRA with 5GC/NR
· Case 7: NG based NE-DCE-UTRA with 5GC/NR
· Case 8: NG based NR-DCE-UTRA with 5GC/NR
· Case 9: NG based E-UTRA with 5GCNGEN-DC
· Case 10: NG based NRNE-DC/NR-DC
The reason to further evaluate those scenarios above mentioned is that the current agreed dynamic ACL enhancement solution relies on an assumption that two neighbor nodes will exchange their user plane IP addresses for ACL by legacy TNL address discovery function. Such assumption only applies to Xn/X2 based handover and MR-DC handover related scenarios. For S1-based/NG-based and inter-system handover/MR-DC handover, the two neighbor nodes cannot rely on any legacy function to exchange their user plan IP addresses for ACL. That’s also the original motivation to transfer both source MN and source SN’ IP addresses in those cases identified above.
Technically, for use cases where standalone mode handover to MR-DC/EN-DC mode by S1-based/NG-based handover, there is no need to transfer two IP addresses to the target side. Only source node’s IP address is sufficient. It is up to target MN to decide whether to further transfer the source node’s IP address to target SN or not according to the termination point of bearers.  It applies to case 1, case 9 and case 10. The agreed CRs for S1 and NG at last meeting can cover those cases as well.
[bookmark: OLE_LINK116][bookmark: OLE_LINK117]While for case 2 ~ case 8, both source MN and source SN’s IP addresses seems need to be transferred to the target side during handover. Since both SN terminated bearers and MN terminated bearers at source side may be subjected to data forwarding during handover.
The following options are foreseen for case 2 ~ case 8:
· Option 1: 2 IP addresses including both source MN and source SN are transferred.
· Option 2: 1 IP address (only source MN) is transferred. This requires that the source SN needs to forward the data for SN terminated bearers to source MN firstly, and the source MN further forwards to target side.
Souce SN
Souce MN
Target side
Option 1:
Source 
SN’s IP
Source MN 
and SN’s IP
Forwarded data 
for SN terminated bearers


Forwarded data 
for MN  terminated bearers


Source SN
Source MN
Target side
Option 2:
Source MN’s IP
Forwarded data
Forwarded data 
for SN terminated bearers

Either option 1 or option 2 was already supported by the agreed NG CR and S1 CR at last meeting. Below table is quoted from the agreed NGAP CR. It shows that the source TNL address is added under PDU Session Resource Information List IE. There is no any differentiation between MN terminated bearers and SN terminated bearers of the source side in NGAP handover message. Therefore, the new added Source Transport Layer Address IE can already represent either source MN’s IP or source SN’s IP.

	[bookmark: OLE_LINK33][bookmark: OLE_LINK35][bookmark: _Toc20955193][bookmark: _Toc29503642][bookmark: _Toc29504226][bookmark: _Toc29504810][bookmark: _Toc36553256][bookmark: _Toc36554983][bookmark: _Toc45652294][bookmark: _Toc45658726][bookmark: _Toc45720546][bookmark: _Toc45798426][bookmark: _Toc45897815][bookmark: _Toc51746019][bookmark: _Toc64446283][bookmark: OLE_LINK3][bookmark: OLE_LINK4]9.3.1.29	Source NG-RAN Node to Target NG-RAN Node Transparent Container
This IE is produced by the source NG-RAN node and is transmitted to the target NG-RAN node. For inter-system handovers to 5G, the IE is transmitted from the external handover source to the target NG-RAN node.
This IE is transparent to the 5GC.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	RRC Container
	M
	
	OCTET STRING
	Includes the RRC HandoverPreparationInformation message as defined in TS 38.331 [18] if the target is a gNB.
Includes the RRC HandoverPreparationInformation message as defined in TS 36.331 [21] if the target is an ng-eNB.
	-
	

	[bookmark: OLE_LINK122][bookmark: OLE_LINK123]PDU Session Resource Information List
	
	0..1
	
	For intra-system handovers in NG-RAN.
	-
	

	>PDU Session Resource Information Item
	
	1..<maxnoofPDUSessions>
	
	
	-
	

	>>PDU Session ID
	M
	
	9.3.1.50
	
	-
	

	>>QoS Flow Information List
	
	1
	
	
	-
	

	>>>QoS Flow Information Item
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>>>QoS Flow Identifier
	M
	
	9.3.1.51
	
	-
	

	>>>>DL Forwarding
	O
	
	9.3.1.33
	
	-
	

	>>>>UL Forwarding
	O
	
	9.3.1.118
	
	YES
	reject

	[bookmark: OLE_LINK124][bookmark: OLE_LINK125][bookmark: OLE_LINK401][bookmark: OLE_LINK402]>>>>Source Transport Layer Address
	O
	
	Transport Layer Address
9.3.2.4
	Identifies the TNL address used by the sending node for direct data forwarding
towards the target NG-RAN node
	YES
	ignore

	>>DRBs to QoS Flows Mapping List
	O
	
	[bookmark: OLE_LINK38][bookmark: OLE_LINK39]9.3.1.34
	
	-
	

	E-RAB Information List
	
	0..1
	
	For inter-system handovers to 5G.
	-
	

	>E-RAB Information Item
	
	1..<maxnoofE-RABs>
	
	
	-
	

	>>E-RAB ID
	M
	
	9.3.2.3
	
	-
	

	>>DL Forwarding
	O
	
	9.3.1.33
	
	-
	

	Target Cell ID
	M
	
	NG-RAN CGI
9.3.1.73
	
	-
	

	Index to RAT/Frequency Selection Priority
	O
	
	9.3.1.61
	
	-
	

	UE History Information
	M
	
	9.3.1.95
	
	-
	

	[bookmark: OLE_LINK19][bookmark: OLE_LINK20]SgNB UE X2AP ID
	O
	
	9.3.1.127
	Allocated at the Source en-gNB
	-
	

	UE History Information from UE
	O
	
	9.3.1.166
	
	YES
	ignore






[bookmark: OLE_LINK128][bookmark: OLE_LINK129]Observation 1: The agreed NG CR and S1 CR at last meeting already supports to transfer both source MN and source SN’s IP addresses to the target side during handover in case 2 ~ case 8.
Proposal 2: No further specification change is foreseen for all NG-based and S1-based EN-DC/MR-DC handover scenarios.
[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]3. Conclusion
[bookmark: _Toc423020280]Proposal 1: Carrying the source SN’s IP address in SN addition request acknowledge message on X2 and Xn interface (option 2).
Observation 1: The agreed NG CR and S1 CR at last meeting already supports to transfer both source MN and source SN’s IP addresses to the target side during handover in case 2 ~ case 8.
Proposal 2: No further specification change is foreseen for all NG-based and S1-based EN-DC/MR-DC handover scenarios.
Proposal 3: Agree on the CRs for X2, Xn and E1 in [4] ~ [6]. 
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