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Introduction
In this paper we explain how the already agreed mechanisms can be reused to enable the avoidance of descendant node reconfiguration. A TP for IAB BL CR for TS 38.401 is presented in the Annex. 
The reuse of inter-donor-DU tunnels for avoiding descendant node reconfiguration
With respect to the avoidance of IP address reconfiguration of descendant nodes, the following was agreed at the RAN3#114-e meeting:
RAN3 to discuss avoidance of descendant node reconfiguration (e.g., an IP tunnel between Donor-DUs) after the baseline solution for inter-donor migration (that implies reconfiguring of descendant nodes) has been settled.  
Moreover, the following was also agreed at RAN3#114-e:
For IP address reconfiguration of descendent nodes, if needed:
· An Xn procedure between F1-terminating and non-F1-terminating CUs is used, and the F1-terminating CU adds, replaces or releases the IP addresses on the descendent node via RRC.
· The same Xn procedure is also used for the transfer of the descendent node’s QoS info/L2 info.
· The same Xn procedure is used for partial migration, inter-donor redundancy and RLF recovery.
· As the baseline, the reconfiguration of the descendent node occurs after the establishment of the target path. FFS on further details. 
We note that the mechanisms agreed for inter-donor routing, i.e., signalling for inter-donor traffic migration and the establishment of inter-donor-DU tunnel, can be reused for carrying both DL and UL traffic in inter-donor routing, enabling the descendant nodes to keep using their old IP addresses even during inter-donor traffic offloading. This is discussed in more detail below. 
The key aspects of avoiding IP address reconfigurations are:
1. Tunnelling of DL and UL packets between donor-DUs.
· Given that the inter-donor-DU tunnel configuration is up to implementation, nothing prevents the tunnels to be reused for bidirectional traffic, e.g., to enable avoidance of IP address reconfiguration of descendant nodes.
· Additional impact: None - RAN3 agreed that tunnel setup is by implementation.
2. Allowing the descendant nodes to keep using their IP addresses after traffic offloading.
· To enable this, the step in the baseline where descendant nodes are assigned new IP addresses via RRC is optional.
· Additional impact: None.
3. Configuring the donor-DU1 with the list of destination IP addresses to be tunnelled towards donor-DU2 and configuring the donor-DU2 with the list of IP addresses exempt from filtering.
· RAN3 already agreed: Target donor-DU determines the UL packet to be re-routed, by comparing IP prefixes and/or a list of IP address(es) configured by donor-CU, and the source address field of the UL IP packet. 
· The above agreed XnAP and F1AP  signalling can be also used to inform donor-DU1 about which DL packets it should forward into the tunnel and which DL packets should be exempt from discarding at donor-DU2. To enable the avoidance of descendant reconfiguration, an indication in XnAP and F1AP to indicate whether the IP prefixes/addresses are source or destination addresses, which corresponds to UL and DL traffic, respectively. Note that the F1-Terminating Topology BH Information IE from the IAB BL CR for TS 38.423 already contains the DL TNL Address IE, meaning that the flag is needed only on F1AP.
· Additional impact: Minor - an F1AP flag indicating whether the IP address is a source or destination address.
4. Configuring the donor-DU2 to derive BAP headers based on the (old) IP addresses of descendant nodes.
· To enable this, CU2 configures donor-DU2 how to derive the BAP headers for each “traffic” based on the IP addresses (from CU1 domain).
· Additional impact: None - Rel-16 signalling can be reused (CU2 receives the DL IP addresses in the already agreed DL TNL Address IE).
5. Configuring the boundary node for BAP header rewriting.
· Additional impact: None - Rel-17 will anyway support this for inter-donor traffic offloading.
Handling of UL traffic can reuse the agreed approach for UL inter-donor re-routing.

Conclusion: The only additional specification impact for enabling the avoidance of descendant node IP address reconfiguration is an indication to the donor-DU of whether an IP address/prefix subject to tunnelling/exempt from IP address filtering is a source or a destination address/prefix.
Based on the above, we propose the following:
Proposal 1: To avoid IP address reconfiguration of descendant nodes during inter-donor transport migration, a set of parallel tunnels for inter-donor routing of DL and UL traffic is established between the Donor-DU1 and the Donor-DU2.
Proposal 2: In F1AP an XnAP signalling for indicating a list of IP prefixes/addresses subject to tunnelling to donor-DU, it is also signalled whether the IP address/prefix is a source or a destination address/prefix.
Proposal 2 is reflected in the TP for IAB BL CR for TS 38.473, presented in R3-221685.
A stage-2 description of the above is reflected in a TP for IAB BL CR for TS 38.401, presented in the Annex.
Proposal 3: Agree the TP for IAB BL CR for TS 38.401, presented in the Annex.
Conclusion
This paper discusses the avoidance of descendant node reconfiguration. The following is concluded and proposed:
Conclusion: The only additional specification impact for enabling the avoidance of descendant node IP address reconfiguration is an indication to the donor-DU of whether an IP address/prefix subject to tunnelling/exempt from IP address filtering is a source or a destination address/prefix.
Proposal 1: To avoid IP address reconfiguration of descendant nodes during inter-donor transport migration, a set of parallel tunnels for inter-donor routing of DL and UL traffic is established between the Donor-DU1 and the Donor-DU2.
Proposal 2: In F1AP an XnAP signalling for indicating a list of IP prefixes/addresses subject to tunnelling to donor-DU, it is also signalled whether the IP address/prefix is a source or a destination address/prefix.
Proposal 3: Agree the TP for IAB BL CR for TS 38.401, presented in the Annex.
Annex: TP for IAB BL CR for TS 38.401

-------------------------------------------Start of changes-------------------------------------------

8.x1.y	IAB Inter-donor-DU routing
When an IAB-donor-DU is configured with the information to support inter-donor-DU routing, the IAB-donor-DU may identify a re-routed UL IP packet based on the source IP address field of the UL packet, and forward the re-routed UL IP packet to the peer IAB-donor-DU via a tunnel. IAB-donor-CU configures the IAB-donor-DU with a list of source and destination TNL addresses and/or prefixes that are exempt from TNL address filtering.   
In the intra-donor-CU scenario for UL inter-donor-DU rerouting, the IAB-donor-DU and its peer IAB-donor-DU are controlled by the same IAB-donor-CU. In the inter-donor-CU case, the IAB-donor-DU and its peer IAB-donor-DU are controlled by different IAB-donor-CUs.
Editor’s Note: it is FFS on the tunnel type.
During inter-donor traffic offloading, including partial migration, inter-donor topology redundancy, and inter-donor RLF recovery, the descendants of the boundary/migrating IAB-node may retain the TNL addresses and/or prefixes assigned by the F1-terminating donor. In this case, the offloaded UL and DL traffic pertaining to the boundary IAB-node, its descendant nodes and their served UEs is routed between the two donors through one or more tunnels established between the two donor-DUs.

-------------------------------------------End of changes-------------------------------------------
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