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Introduction
This contribution analyses the technical detail on information to be exchanged over Xn interface to support inter-Donor topology redundancy. 
Discussion
RAN3 agreed on detailed information to be passed between CU1 and CU2 for the transfer of traffic of the boundary node and the descendent node. Open questions on content of Xn signaling:
-	1st issue: What does QoS info contain (1) for non-UP traffic and (2) for each bundle of F1-U tunnels?
-	2nd issue: DL CU1->CU2: Does the list of DL IP addresses included with the QoS info also include a traffic type (F1-U, F1-C, non-F1, all traffic)?
-	3rd issue: DL/UL CU1->CU2: Why is the egress BAP routing ID, egress BH RLC CH needed? The Rapporteur believes that it is needed to avoid 1:N mapping. So we should agree on it. Any other reasons?
-	4th issue: DL/UL CU2->CU1: Is inclusion of the prior-hop/next-hop BAP address needed? The Rapporteur believes this needs to be included to specify the BH link of the ingress/egress BH RLC CH ID contained in the same message. So we should agree on it. Any other reasons?

For the 1st issue, the QoS info need to indicate the traffic type
· For UP-traffic, the QoS information for one/more F1-U tunnel, which share the same QoS. 
· For non-UP traffic, the traffic type of the non-UP traffic, e. g. UE-associated F1AP signaling, non-UE-associated F1AP signaling, etc.
Proposal 1: The QoS information includes the QoS for UP traffic, and traffic type for non-UP traffic. 

For the 2nd issue on DL IP address, this is related when the IP address(es) is assigned by CU2. We may need to decide whether the IP address assignment is performed before exchanging QoS info, or at the same procedure for exchanging QoS information. Two options:
· Option 1: CU1 get new IP address(es) via the 1st XnAP procedure, then CU1 provide the QoS information to CU2 via the 2nd XnAP procedure.
In case the traffic offload is not accepted in CU2 (i.e. the 2nd XnAP procedure is failed), CU1 need to return the IP address to CU2. Alternatively, the reply from CU2 in the 2nd XnAP procedure informs CU1 that previously assigned IP address need to be released. 

· Option 2: CU1 provide the QoS information and old IP address info, the CU2 reply with the new IP address to replace the old IP address.
In this option, the new IP address is only assigned by CU2 if CU2 can accept the traffic offload. 
Proposal 2-1: RAN3 decide whether the IP address assignment, and QoS information exchange are performed in the same XnAP procedure, or separate XnAP procedure. 
In case Option 1 is selected, CU1 need to include the “new” DL IP address with the QoS info.  
In case Option 2 is selected, CU1 need to include the “old” DL IP address with the QoS Info, CU2 reply with the 1:1 mapped new IP address. 
Proposal 2-2: CU1 -> CU2 include the DL IP address. FFS whether the DL IP address is the “new” IP address in case the new IP address is assigned before exchanging QoS info, or the “old” IP address in case the new IP address is assigned in the same XnAP procedure for exchanging QoS info. 

For the 3rd issue on egress BAP routing ID/BH RLC CH from CU1 to CU2, the purpose is to avoid the 1:N mapping. CU2 and the node(s) in CU2’s topology does not need to know the specific egress Routing ID / BH RLC CH ID for an offloaded traffic in the boundary node. For example, in the DL direction, CU2 only need to know that certain traffics will be mapped to different BH RLC CH in the boundary node, so CU2 will not map those traffic in the same BH RLC CH towards the boundary node. So the 1:N issue may be solved by a proper structure for the offloaded traffic in the CU1->CU2 request. The CU1->CU2 request includes a list of {Traffic ID, QoS for one/more F1-U tunnels}:
· Traffic ID, which is to identify a group of traffic that are mapped to same BH RLC CH in the boundary node. Different traffic ID means the traffic are mapped to different BH RLC CH.
· QoS for one/more F1-U tunnels sharing the same BH RLC CH. 
For example, CU1 indicates DL F1-U tunnel #1 and #2 are mapped to one BH RLC CH, and tunnel #3 is mapped to another BH RLC CH. With this information, CU2 will not configure the mapping to map tunnel #3 to the same BH RLC CH used for tunnel#1 and #2.
Proposal 3: the 1:N issue may be solved by the proper structure of the traffic information. It is proposed that CU1 -> CU2 includes a list of {Traffic ID, QoS for one/more F1-U tunnels}.

For the 4th issue, the prior-hop BAP address and next-hop BAP address is required in CU1. But is unclear whether they need to be transferred from CU2 to CU1. The BAP address is only unique within the topology of one donor. In case of inter-CU migration or topology redundancy, the 2 parent nodes of the boundary IAB may have the same BAP address. It is not possible to use the prior-hop BAP address or next-hop BAP address to identify a specific pre-hop node or next-hop node. In case the topology information is used to identify the node there maybe no need to exchange the prior-hop BAP address or next-hop BAP address over Xn. 
[bookmark: _Ref61525170]Proposal 4: RAN3 discuss how to identify the prior-hop node or next-hop node in topology redundancy. 

Conclusion
In this contribution, we have the issues on information exchanged over Xn to support traffic offload. Our proposal are: 
Proposal 1: The QoS information includes the QoS for UP traffic, and traffic type for non-UP traffic. 
Proposal 2-1: RAN3 decide whether the IP address assignment, and QoS information exchange are performed in the same XnAP procedure, or separate XnAP procedure. 
Proposal 2-2: CU1 -> CU2 include the DL IP address. FFS whether the DL IP address is the “new” IP address in case the new IP address is assigned before exchanging QoS info, or the “old” IP address in case the new IP address is assigned in the same XnAP procedure for exchanging QoS info. 
Proposal 3: the 1:N issue may be solved by the proper structure of the traffic information. It is proposed that CU1 -> CU2 includes a list of {Traffic ID, QoS for one/more F1-U tunnels}.
Proposal 4: RAN3 discuss how to identify the prior-hop node or next-hop node in topology redundancy. 
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