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1	Overall description
[bookmark: _Hlk69931360][bookmark: _Hlk69931230]RAN3 thank SA3 for their LS(S3-213272/R3-214714) on User Plane Integrity Protection for eUTRA connected to EPC. 
RAN3 has modified the related specifications to ensure that all of eNB and ng-RAN node from release 17 onwords will copy the complete UE security capabilities to the target node.
And RAN3 has also agreed to introduce UE Security Capabilities IE in the PATH SWITCH REQUEST ACKNOWLEDGE message of S1AP to ensure that all of eNB and ng-RAN node from release 17 onwords can obtain the complete UE security capabilities upon path switch.
2	Actions
To SA3
ACTION: 	3GPP TSG RAN WG3 would like SA3 to take the above feedback into account.
3	Dates of next TSG RAN WG3 meetings
RAN3#115-e	            21 February – 03 March 2022		   online
RAN3#116-e	            16 – 27 May 2022			   online
