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Introduction
Based on the LS from SA3[1], RAN2 has agreed the related CRs to ensure that from release 17 onwards, all of MME, eNB, AMF and ng-RAN node will copy the complete UE security capabilities.
In this contribution, we will discuss the leftover of this issue and give our proposals. 
Discussion
[bookmark: OLE_LINK1]Based on the current specification, as a mandatory IE in HANDOVER REQUEST or RETRIEVE UE CONTEXT RESPONSE, the UE Security Capabilities IE can always be delivered to the target eNB or NG-RAN node before path switch, so there is not UE Security Capabilities IE in PATH SWITCH REQUEST ACKNOWLEDGE message of S1AP[2].
Observation 1: There is not UE Security Capabilities IE in PATH SWITCH REQUEST ACKNOWLEDGE message of S1AP. 
Based on the agreeed CRs in RAN3#114e meeting for the UE security capabilities, the eNB and ng-RAN node from release 17 onwards will always copy the complete UE security capabilities to the target Node. But if the source eNB or NG-RAN node is release 16 or before, the UE security capabilities to the target Node maybe incomplete, although the UE Security Capabilities IE can always be delivered to the target eNB or NG-RAN node by X2AP/XnAP message. 
Observation 2: Although the UE Security Capabilities IE can always be delivered to the target eNB or NG-RAN node over X2AP/XnAP, it maybe incomplete if the source eNB or NG-RAN node is release 16 or before. 
To ensure that the the target eNB or NG-RAN node of release 17 onwards can always obtain the complete UE security capabilities, it should be possible that MME provide the complete UE security capabilities during path switch.
Proposal 1: Introduce UE Security Capabilities IE in the PATH SWITCH REQUEST ACKNOWLEDGE message of S1AP.
There are 2 LS[1][3] from SA3 for UPIP, the first one[1] is for lossless handling of UE security capabilities, and RAN3 has agreed some related CRs based on the LS to ensure that all of eNB and ng-RAN node from release 17 onwords will copy the complete UE security capabilities to the target node; And since the proposal 1 is helpful to ensure that all of eNB and ng-RAN node from release 17 onwords can obtain the complete UE security capabilities, it is also necessary indicate it to SA3 in the reply LS. The following information can be included in the reply LS for the first LS[1]:
	RAN3 thank SA3 for their LS (R3-214714_S3-213272). 
RAN3 has modified the related specifications to ensure that all of eNB and ng-RAN node from release 17 onwords will copy the complete UE security capabilities to the target node.
And RAN3 has also agreed to introduce UE Security Capabilities IE in the PATH SWITCH REQUEST ACKNOWLEDGE message of S1AP to ensure that all of eNB and ng-RAN node from release 17 onwords can obtain the complete UE security capabilities upon path switch.


Proposal 2: RAN3 reply the first LS[1] with the information above.
For the second LS[3], it is for integrity protection for user plane in EPS and belong to new WID with code UPIP_SEC_LTE-RAN-Core. Therefore we propose:
Proposal 3: The second LS[3] can be handled in the WID UPIP_SEC_LTE-RAN-Core.
Based on the Proposal 1, we provide the draft CR[4] for reference.
Based on the Proposal 2, we provide the draft Reply LS[5] for reference. 
Conclusions
In this contribution, we make the following observations and proposals:
Observation 1: There is not UE Security Capabilities IE in PATH SWITCH REQUEST ACKNOWLEDGE message of S1AP. 
Observation 2: Although the UE Security Capabilities IE can always be delivered to the target eNB or NG-RAN node over X2AP/XnAP, it maybe incomplete if the source eNB or NG-RAN node is release 16 or before.
Proposal 1: Introduce UE Security Capabilities IE in the PATH SWITCH REQUEST ACKNOWLEDGE message of S1AP.
Proposal 2: RAN3 reply the first LS[1] with the following information:
	RAN3 thank SA3 for their LS (R3-214714_S3-213272). 
RAN3 has modified the related specifications to ensure that all of eNB and ng-RAN node from release 17 onwords will copy the complete UE security capabilities to the target node.
And RAN3 has also agreed to introduce UE Security Capabilities IE in the PATH SWITCH REQUEST ACKNOWLEDGE message of S1AP to ensure that all of eNB and ng-RAN node from release 17 onwords can obtain the complete UE security capabilities upon path switch.



Proposal 3: The second LS[3] can be handled in the WID UPIP_SEC_LTE-RAN-Core.
Based on the Proposal 1, we provide the draft CR[4] for reference.
Based on the Proposal 2, we provide the draft Reply LS[5] for reference. 
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