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1st CHANGE

[bookmark: _Toc20955493][bookmark: _Toc29460919][bookmark: _Toc29505651][bookmark: _Toc36556176][bookmark: _Toc45881615][bookmark: _Toc51852249][bookmark: _Toc56620200][bookmark: _Toc64447840][bookmark: _Toc74152615][bookmark: _Toc88656040][bookmark: _Toc88657099]8.3.1	Bearer Context Setup
[bookmark: _Toc20955494][bookmark: _Toc29460920][bookmark: _Toc29505652][bookmark: _Toc36556177][bookmark: _Toc45881616][bookmark: _Toc51852250][bookmark: _Toc56620201][bookmark: _Toc64447841][bookmark: _Toc74152616][bookmark: _Toc88656041][bookmark: _Toc88657100]8.3.1.1	General
The purpose of the Bearer Context Setup procedure is to allow the gNB-CU-CP to establish a bearer context in the gNB-CU-UP. The procedure uses UE-associated signalling.
[bookmark: _Toc20955495][bookmark: _Toc29460921][bookmark: _Toc29505653][bookmark: _Toc36556178][bookmark: _Toc45881617][bookmark: _Toc51852251][bookmark: _Toc56620202][bookmark: _Toc64447842][bookmark: _Toc74152617][bookmark: _Toc88656042][bookmark: _Toc88657101]8.3.1.2	Successful Operation


Figure 8.3.1.2-1: Bearer Context Setup procedure: Successful Operation.
The gNB-CU-CP initiates the procedure by sending the BEARER CONTEXT SETUP REQUEST message to the gNB-CU-UP. If the gNB-CU-UP succeeds to establish the requested resources, it replies to the gNB-CU-CP with the BEARER CONTEXT SETUP RESPONSE message.
The gNB-CU-UP shall report to the gNB-CU-CP, in the BEARER CONTEXT SETUP RESPONSE message, the result for all the requested resources in the following way:
For E-UTRAN:
-	A list of DRBs which are successfully established shall be included in the DRB Setup List IE;
-	A list of DRBs which failed to be established shall be included in the DRB Failed List IE;
For NG-RAN:
-	A list of PDU Session Resources which are successfully established shall be included in the PDU Session Resource Setup List IE;
-	A list of PDU Session Resources which failed to be established shall be included in the PDU Session Resource Failed List IE;
-	For each established PDU Session Resource, a list of DRBs which are successfully established shall be included in the DRB Setup List IE;
-	For each established PDU Session Resource, a list of DRBs which failed to be established shall be included in the DRB Failed List IE;
-	For each established DRB, a list of QoS Flows which are successfully established shall be included in the Flow Setup List IE;
-	For each established DRB, a list of QoS Flows which failed to be established shall be included in the Flow Failed List IE;
When the gNB-CU-UP reports the unsuccessful establishment of a PDU Session Resource, DRB or QoS Flow the cause value should be precise enough to enable the gNB-CU-CP to know the reason for the unsuccessful establishment.
If the Existing Allocated NG DL UP Transport Layer Information IE is contained in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP may re-use the indicated resources already allocated for this bearer context. If the gNB-CU-UP decides to re-use the indicated resources, it shall include the NG DL UP Unchanged IE in the BEARER CONTEXT SETUP RESPONSE message.

<Unchanged Text Omitted>
For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Setup List IE of the BEARER CONTEXT SETUP REQUEST message, and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "preferred", then the gNB-CU-UP should, if supported, perform user plane integrity protection or ciphering, respectively, for the concerned PDU session and shall notify whether it performed the user plane integrity protection or ciphering by including the Integrity Protection Result IE or Confidentiality Protection Result IE, respectively, in the PDU Session Resource Setup List IE of the BEARER CONTEXT SETUP RESPONSE message.
For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Setup List IE of the BEARER CONTEXT SETUP REQUEST message, and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "required", then the gNB-CU-UP shall perform user plane integrity protection or ciphering, respectively, for the concerned PDU Session. If the gNB-CU-UP cannot perform the user plane integrity protection or ciphering, it shall reject the setup of the PDU Session Resources with an appropriate cause value. 
For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Setup List IE of the BEARER CONTEXT SETUP REQUEST message: 
-	if the Integrity Protection Indication IE is set to "not needed", then the gNB-CU-UP shall not perform user plane integrity protection for the concerned PDU session; 
-	if the Confidentiality Protection Indication IE is set to "not needed", then the gNB-CU-UP shall not perform user plane ciphering for the concerned PDU session.
For E-UTRAN: 
· For each DRB for which the Security Indication IE is included in the DRB To Setup List IE of the BEARER CONTEXT SETUP REQUEST message, and the Integrity Protection Indication IE is set to "required", the eNB-CU-UP shall, if supported, perform user plane integrity protection for the concerned DRB. If the gNB-CU-UP cannot perform the user plane integrity protection it shall reject the setup of the DRB with an appropriate cause value. 
· For each DRB for which the Security Indication IE is included in the DRB To Setup List IE of the BEARER CONTEXT SETUP REQUEST message, and the Integrity Protection Indication IE is set to "preferred", the eNB-CU-UP should, if supported, perform user plane integrity protection, for the concerned DRB, and notify whether it performed the user plane integrity protection including the Integrity Protection Result IE in the DRB Setup List IE of the BEARER CONTEXT SETUP RESPONSE message
· For each DRB for which the Security Indication IE is included in the DRB To Setup List IE of the BEARER CONTEXT SETUP REQUEST message, and the Integrity Protection Indication IE is set to " not needed ", the eNB-CU-UP shall not perform user plane integrity protection for the concerned DRB;

<Unchanged Text Omitted>

[bookmark: _Toc20955498][bookmark: _Toc29460924][bookmark: _Toc29505656][bookmark: _Toc36556181][bookmark: _Toc45881620][bookmark: _Toc51852254][bookmark: _Toc56620205][bookmark: _Toc64447845][bookmark: _Toc74152620][bookmark: _Toc88656045][bookmark: _Toc88657104]8.3.2	Bearer Context Modification (gNB-CU-CP initiated) 
[bookmark: _Toc20955499][bookmark: _Toc29460925][bookmark: _Toc29505657][bookmark: _Toc36556182][bookmark: _Toc45881621][bookmark: _Toc51852255][bookmark: _Toc56620206][bookmark: _Toc64447846][bookmark: _Toc74152621][bookmark: _Toc88656046][bookmark: _Toc88657105]8.3.2.1	General
The purpose of the Bearer Context Modification procedure is to allow the gNB-CU-CP to modify a bearer context in the gNB-CU-UP. The procedure uses UE-associated signalling.
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Figure 8.3.2.2-1: Bearer Context Modification procedure: Successful Operation.
The gNB-CU-CP initiates the procedure by sending the BEARER CONTEXT MODIFICATION REQUEST message to the gNB-CU-UP. If the gNB-CU-UP succeeds to modify the bearer context, it replies to the gNB-CU-CP with the BEARER CONTEXT MODIFICATION RESPONSE message.
The gNB-CU-UP shall report to the gNB-CU-CP, in the BEARER CONTEXT MODIFICATION RESPONSE message, the result for all the requested resources in the following way:
For E-UTRAN:
-	A list of DRBs which are successfully established shall be included in the DRB Setup List IE;
-	A list of DRBs which failed to be established shall be included in the DRB Failed List IE;
-	A list of DRBs which are successfully modified shall be included in the DRB Modified List IE;
-	A list of DRBs which failed to be modified shall be included in the DRB Failed To Modify List IE;
For NG-RAN:
[bookmark: _Hlk513630551]-	A list of PDU Session Resources which are successfully established shall be included in the PDU Session Resource Setup List IE;
-	A list of PDU Session Resources which failed to be established shall be included in the PDU Session Resource Failed List IE;
-	A list of PDU Session Resources which are successfully modified shall be included in the PDU Session Resource Modified List IE;
-	A list of PDU Session Resources which failed to be modified shall be included in the PDU Session Resource Failed To Modify List IE;
[bookmark: _Hlk527454371]-	For each successfully established or modified PDU Session Resource, a list of DRBs which are successfully established shall be included in the DRB Setup List IE;
-	For each successfully established or modified PDU Session Resource, a list of DRBs which failed to be established shall be included in the DRB Failed List IE;
-	For each successfully modified PDU Session Resource, a list of DRBs which are successfully modified shall be included in the DRB Modified List IE;
-	For each successfully modified PDU Session Resource, a list of DRBs which failed to be modified shall be included in the DRB Failed To Modify List IE;
-	For each successfully established or modified DRB, a list of QoS Flows which are successfully established shall be included in the Flow Setup List IE;
-	For each successfully established or modified DRB, a list of QoS Flows which failed to be established shall be included in the Flow Failed List IE;
When the gNB-CU-UP reports the unsuccessful establishment of a PDU Session Resource, DRB or QoS Flow the cause value should be precise enough to enable the gNB-CU-CP to know the reason for the unsuccessful establishment.
If the Security Information IE is contained in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall update the corresponding information. 
<Unchanged Text Omitted>
For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Setup List IE of the BEARER CONTEXT MODIFICATION REQUEST message, and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "preferred", then the gNB-CU-UP should, if supported, perform user plane integrity protection or ciphering, respectively, for the concerned PDU session and shall notify whether it performed the user plane integrity protection or ciphering by including the Integrity Protection Result IE or Confidentiality Protection Result IE, respectively, in the PDU Session Resource Setup List IE of the BEARER CONTEXT MODIFICATION RESPONSE message.
For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Setup List IE of the BEARER CONTEXT MODIFICATION REQUEST message, and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "required", then the gNB-CU-UP shall perform user plane integrity protection or ciphering, respectively, for the concerned PDU Session. If the gNB-CU-UP cannot perform the user plane integrity protection or ciphering, it shall reject the setup of the PDU Session Resources with an appropriate cause value. 
For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Setup List of the BEARER CONTEXT MODIFICATION REQUEST message: 
-	if the Integrity Protection Indication IE is set to "not needed", then the gNB-CU-UP shall not perform user plane integrity protection for the concerned PDU session; 
-	if the Confidentiality Protection Indication IE is set to "not needed", then the gNB-CU-UP shall not perform user plane ciphering for the concerned PDU session.
<Unchanged Text Omitted>
For E-UTRAN: 
· For each DRB for which the Security Indication IE is included in the DRB To Setup List IE of the BEARER CONTEXT SETUP REQUEST message, and the Integrity Protection Indication IE is set to "required", the eNB-CU-UP shall, if supported, perform user plane integrity protection for the concerned DRB. If the gNB-CU-UP cannot perform the user plane integrity protection it shall reject the setup of the DRB with an appropriate cause value. 
· For each DRB for which the Security Indication IE is included in the DRB To Setup List IE of the BEARER CONTEXT SETUP REQUEST message, and the Integrity Protection Indication IE is set to "preferred", the eNB-CU-UP should, if supported, perform user plane integrity protection, for the concerned DRB, and notify whether it performed the user plane integrity protection including the Integrity Protection Result IE in the DRB Setup List IE of the BEARER CONTEXT SETUP RESPONSE message
· For each DRB for which the Security Indication IE is included in the DRB To Setup List IE of the BEARER CONTEXT SETUP REQUEST message, and the Integrity Protection Indication IE is set to " not needed ", the eNB-CU-UP shall not perform user plane integrity protection for the concerned DRB;

<Unchanged Text Omitted>




[bookmark: _Toc20955604][bookmark: _Toc29461042][bookmark: _Toc29505774][bookmark: _Toc36556299][bookmark: _Toc45881763][bookmark: _Toc51852402][bookmark: _Toc56620353][bookmark: _Toc64447993][bookmark: _Toc74152768][bookmark: _Toc81380609]9.3.1.23	Security Indication
This IE contains the user plane integrity protection indication and confidentiality protection indication which indicates the requirements on UP integrity protection and ciphering for corresponding PDU Session Resources, respectively.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Integrity Protection Indication
	M
	
	ENUMERATED (required, preferred, not needed, …)

	Indicates whether UP integrity protection shall apply, should apply or shall not apply for the concerned PDU Session Resource for the gNB/ng-eNB CP-UP separation, or for the concerned E-RAB for the eNB CP-UP separation.

	Confidentiality Protection Indication
	M
	
	ENUMERATED (required, preferred, not needed, …)
	Indicates whether UP ciphering shall apply, should apply or shall not apply for the concerned PDU Session Resource.
NOTE: This IE is not applicable to eNB CP-UP separation.

	Maximum Integrity Protected Data Rate
	C-ifIntegrityProtectionrequiredorpreferred
	
	9.3.1.57
	If present, this is the value received from the CN for the overall UE capability. This IE is ignored when enforcing the maximum IP data rate.
NOTE: This IE is not applicable to eNB CP-UP separation.



	Condition
	Explanation

	ifIntegrityProtectionrequiredorpreferred
	This IE shall be present if the Integrity Protection Indication IE within the Security Indication IE is set to “required” or “preferred”.




[bookmark: _Toc20953424][bookmark: _Toc29390601][bookmark: _Toc36551338][bookmark: _Toc45831535][bookmark: _Toc51762488][bookmark: _Toc64381540][bookmark: _Toc73964058][bookmark: _Toc81228687]<Unchanged Text Omitted>


[bookmark: _Toc20955612][bookmark: _Toc29461050][bookmark: _Toc29505782][bookmark: _Toc36556307][bookmark: _Toc45881771][bookmark: _Toc51852410][bookmark: _Toc56620361][bookmark: _Toc56620697]9.3.1.31	Security Algorithm
This IE defines the type of ciphering algorithm and/or integrity protection used for the DRBs.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Ciphering Algorithm
	M
	
	ENUMERATED (NEA0, 128-NEA1, 128-NEA2, 128-NEA3)
	As defined in TS 33.501 [13] for NG-RAN or TS 33.401 [x4] for E-UTRAN where the corresponding enumerated value is EEA0, 128-EEA1, 128-EEA2, 128-EEA3.

	Integrity Protection Algorithm 
	O
	
	ENUMERATED (NIA0, 128-NIA1, 128-NIA2, 128-NIA3)
	As defined in TS 33.501 [13] for NG-RAN for NG-RAN or TS 33.401 [x4] for E-UTRAN where the corresponding enumerated value is EEA0, 128-EEA1, 128-EEA2, 128-EEA3.



[bookmark: _Toc20955613][bookmark: _Toc29461051][bookmark: _Toc29505783][bookmark: _Toc36556308][bookmark: _Toc45881772][bookmark: _Toc51852411][bookmark: _Toc56620362][bookmark: _Toc56620698][bookmark: _Hlk512875178]9.3.1.32	User Plane Security Keys
This IE contains the ciphering and/or integrity protection keys generated by the gNB-CU-CP.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Encryption Key
	M
	
	OCTET STRING
	As defined in TS 33.501 [13] for gNB or ng-eNB CP-UP separation, or in TS 33.401 [x4] for eNB CP-UP separation.

	Integrity Protection Key
	O
	
	OCTET STRING
	As defined in TS 33.501 [13] for NG-RAN or TS 33.401 [x4] for eNB CP-UP separation.




<Unchanged Text Omitted>


[bookmark: _Toc20955633][bookmark: _Toc29461071][bookmark: _Toc29505803][bookmark: _Toc36556328][bookmark: _Toc45881792][bookmark: _Toc51852431][bookmark: _Toc56620382][bookmark: _Toc64448022][bookmark: _Toc74152797][bookmark: _Toc81380638]9.3.1.52	Security Result
This IE indicates whether the security policy indicated as "preferred" in the Security Indication IE is performed or not.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Integrity Protection Result
	M
	
	ENUMERATED (performed, not performed, …)
	Indicates whether UP integrity protection is performed or not for the concerned PDU Session Resource for the gNB/ng-eNB CP-UP separation, or for the eNB CP-UP separation.

	Confidentiality Protection Result
	M
	
	ENUMERATED (performed, not performed, …)
	Indicates whether UP ciphering is performed or not for the concerned PDU Session Resource.
NOTE: This IE is not applicable to eNB CP-UP separation.




<Unchanged Text Omitted>

[bookmark: _Toc20955656][bookmark: _Toc29461099][bookmark: _Toc29505831][bookmark: _Toc36556356][bookmark: _Toc45881843][bookmark: _Toc51852484][bookmark: _Toc56620435][bookmark: _Toc64448075][bookmark: _Toc74152851][bookmark: _Toc88656277][bookmark: _Toc88657336]9.3.3.1	DRB To Setup List E-UTRAN
This IE contains DRB related information used at Bearer Context Setup Request in E-UTRAN
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	DRB To Setup Item E-UTRAN 
	
	1..<maxnoofDRBs>
	
	
	-
	-

	>DRB ID 
	M
	
	9.3.1.16
	
	-
	-

	>PDCP Configuration 
	M
	
	9.3.1.38
	

	-
	-

	>E-UTRAN QoS
	M
	
	9.3.1.17
	
	-
	-

	>S1 UL UP Transport Layer Information 
	M
	
	UP Transport Layer Information
9.3.2.1
	
	-
	-

	>Data Forwarding Information Request
	O
	
	9.3.2.5
	Requesting forwarding info from the target gNB-CU-UP.
	-
	-

	>Cell Group Information
	M
	
	9.3.1.11
	
	-
	-

	>DL UP Parameters
	O
	
	UP Parameters 
9.3.1.13
	
	-
	-

	>DRB Inactivity Timer
	O
	
	Inactivity Timer 
9.3.1.54
	Included if the Activity Notification Level is set to DRB.
	-
	-

	>Existing Allocated S1 DL UP Transport Layer Information
	O
	
	UP Transport Layer Information
9.3.2.1
	This IE is not used in this version of the specification.
	-
	-

	>Security Indication 
	O
	
	9.3.1.23
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofDRBs
	Maximum no. of DRBs for a UE. Value is 32.




<Unchanged Text Omitted>
[bookmark: _Toc20955658][bookmark: _Toc29461101][bookmark: _Toc29505833][bookmark: _Toc36556358][bookmark: _Toc45881845][bookmark: _Toc51852486][bookmark: _Toc56620437][bookmark: _Toc64448077][bookmark: _Toc74152853][bookmark: _Toc88656279][bookmark: _Toc88657338]9.3.3.3	DRB Setup List E-UTRAN
This IE contains setup DRB related information at Bearer Context Setup Response in E-UTRAN
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	DRB Setup Item E-UTRAN
	
	1..<maxnoofDRBs>
	
	
	-
	-

	>DRB ID 
	M
	
	9.3.1.16
	
	-
	-

	>S1 DL UP Transport Layer Information 
	M
	
	UP Transport Layer Information 
9.3.2.1
	
	-
	-

	>Data Forwarding Information Response
	O
	
	Data Forwarding Information
9.3.2.6
	Providing forwarding info from the target gNB-CU-UP.
	-
	-

	>UL UP Parameters
	M
	
	UP Parameters 
9.3.1.13
	
	-
	-

	>S1 DL UP Unchanged
	O
	
	ENUMERATED (True, …)
	This IE is not used in this version of the specification.
	-
	-

	>Security Result
	O
	
	9.3.1.52
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofDRBs
	Maximum no. of DRBs for a UE. Value is 32.



<Unchanged Text Omitted>

[bookmark: _Toc20955662][bookmark: _Toc29461105][bookmark: _Toc29505837][bookmark: _Toc36556362][bookmark: _Toc45881849][bookmark: _Toc51852490][bookmark: _Toc56620441][bookmark: _Toc64448081][bookmark: _Toc74152857][bookmark: _Toc88656283][bookmark: _Toc88657342]9.3.3.7	DRB To Setup Modification List E-UTRAN
This IE contains DRB to setup related information used at Bearer Context Modification Request in E-UTRAN
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	DRB To Setup Modification Item E-UTRAN
	
	1..<maxnoofDRBs>
	
	
	-
	-

	>DRB ID 
	M
	
	9.3.1.16
	
	-
	-

	>PDCP Configuration 
	M
	
	9.3.1.38
	
	-
	-

	>E-UTRAN QoS
	M
	
	9.3.1.17
	
	-
	-

	>S1 UL UP Transport Layer Information
	M
	
	UP Transport Layer Information
9.3.2.1
	
	-
	-

	>Data Forwarding Information Request
	O
	
	9.3.2.5
	Requesting forwarding info from the target gNB-CU-UP.
	-
	-

	>Cell Group Information
	M
	
	9.3.1.11
	
	-
	-

	>DL UP Parameters
	O
	
	UP Parameters
9.3.1.13
	
	-
	-

	>DRB Inactivity Timer
	O
	
	Inactivity Timer 
9.3.1.54
	Included if the Activity Notification Level is set to DRB.
	-
	-

	>Security Indication 
	O
	
	9.3.1.23
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofDRBs
	Maximum no. of DRBs for a UE. Value is 32.




<Unchanged Text Omitted>
[bookmark: _Toc20955668][bookmark: _Toc29461111][bookmark: _Toc29505843][bookmark: _Toc36556368][bookmark: _Toc45881855][bookmark: _Toc51852496][bookmark: _Toc56620447][bookmark: _Toc64448087][bookmark: _Toc74152863][bookmark: _Toc88656289][bookmark: _Toc88657348]9.3.3.13	DRB Setup Modification List E-UTRAN
This IE contains setup DRB related information at Bearer Context Modification Response in E-UTRAN
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	DRB Setup Modification Item E-UTRAN
	
	1..<maxnoofDRBs>
	
	
	-
	-

	>DRB ID 
	M
	
	9.3.1.16
	
	-
	-

	>S1 DL UP Transport Layer Information 
	M
	
	UP Transport Layer Information 
9.3.2.1
	
	-
	-

	>Data Forwarding Information Response
	O
	
	9.3.2.6
	Provides forwarding information from the target gNB-CU-UP.
	-
	-

	>UL UP Parameters
	M
	
	UP Parameters 
9.3.1.13
	
	-
	-

	>Security Result
	O
	
	9.3.1.52
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofDRBs
	Maximum no. of DRBs for a UE. Value is 32.




<Unchanged Text Omitted>





	

[bookmark: _Toc20955684][bookmark: _Toc29461127][bookmark: _Toc29505859][bookmark: _Toc36556384][bookmark: _Toc45881871][bookmark: _Toc51852512][bookmark: _Toc56620463][bookmark: _Toc64448105][bookmark: _Toc74152881][bookmark: _Toc88656307][bookmark: _Toc88657366]9.4.5	Information Element Definitions
-- ASN1START
-- **************************************************************
--
-- Information Element Definitions
--
-- **************************************************************
<Unchanged Text Omitted>
	id-ignoreMappingRuleIndication,
	id-EarlyDataForwardingIndicator,
	id-QoSFlowsDRBRemapping,
	id-SecurityIndication,
	id-SecurityResult,

	maxnoofQoSParaSets,
	maxnoofErrors,


<Unchanged Text Omitted>
DRB-Setup-List-EUTRAN	::= SEQUENCE (SIZE(1.. maxnoofDRBs)) OF DRB-Setup-Item-EUTRAN

DRB-Setup-Item-EUTRAN	::=	SEQUENCE {
	dRB-ID									DRB-ID,
	s1-DL-UP-TNL-Information				UP-TNL-Information,
	data-Forwarding-Information-Response	Data-Forwarding-Information		OPTIONAL,
	uL-UP-Transport-Parameters				UP-Parameters,
	s1-DL-UP-Unchanged						ENUMERATED {true, ...}		OPTIONAL,
	iE-Extensions							ProtocolExtensionContainer { { DRB-Setup-Item-EUTRAN-ExtIEs } }	OPTIONAL,
	...
}

DRB-Setup-Item-EUTRAN-ExtIEs		E1AP-PROTOCOL-EXTENSION ::= {
	{ID id-SecurityResult			CRITICALITY ignore	EXTENSION SecurityResult			PRESENCE optional},
	...
}

DRB-Setup-Mod-List-EUTRAN	::= SEQUENCE (SIZE(1.. maxnoofDRBs)) OF DRB-Setup-Mod-Item-EUTRAN

DRB-Setup-Mod-Item-EUTRAN	::=	SEQUENCE {
	dRB-ID									DRB-ID,
	s1-DL-UP-TNL-Information				UP-TNL-Information,
	data-Forwarding-Information-Response	Data-Forwarding-Information		OPTIONAL,
	uL-UP-Transport-Parameters				UP-Parameters,
	iE-Extensions							ProtocolExtensionContainer { { DRB-Setup-Mod-Item-EUTRAN-ExtIEs } }	OPTIONAL,
	...
}

DRB-Setup-Mod-Item-EUTRAN-ExtIEs		E1AP-PROTOCOL-EXTENSION ::= {
	{ID id-SecurityResult			CRITICALITY ignore	EXTENSION SecurityResult			PRESENCE optional},
	...
}

<Unchanged Text Omitted>
DRB-To-Setup-List-EUTRAN	::= SEQUENCE (SIZE(1.. maxnoofDRBs)) OF DRB-To-Setup-Item-EUTRAN

DRB-To-Setup-Item-EUTRAN	::=	SEQUENCE {
	dRB-ID									DRB-ID,
	pDCP-Configuration						PDCP-Configuration,
	eUTRAN-QoS								EUTRAN-QoS,
	s1-UL-UP-TNL-Information				UP-TNL-Information,
	data-Forwarding-Information-Request		Data-Forwarding-Information-Request		OPTIONAL,
	cell-Group-Information					Cell-Group-Information,
	dL-UP-Parameters						UP-Parameters							OPTIONAL,
	dRB-Inactivity-Timer					Inactivity-Timer						OPTIONAL,
	existing-Allocated-S1-DL-UP-TNL-Info	UP-TNL-Information						OPTIONAL,
	iE-Extensions							ProtocolExtensionContainer { { DRB-To-Setup-Item-EUTRAN-ExtIEs } }	OPTIONAL,
	...
}

DRB-To-Setup-Item-EUTRAN-ExtIEs		E1AP-PROTOCOL-EXTENSION ::= {
	{ID id-SecurityIndication			CRITICALITY ignore	EXTENSION SecurityIndication			PRESENCE optional},
	...
}

DRB-To-Setup-Mod-List-EUTRAN	::= SEQUENCE (SIZE(1.. maxnoofDRBs)) OF DRB-To-Setup-Mod-Item-EUTRAN

DRB-To-Setup-Mod-Item-EUTRAN	::=	SEQUENCE {
	dRB-ID										DRB-ID,
	pDCP-Configuration							PDCP-Configuration,
	eUTRAN-QoS									EUTRAN-QoS,
	s1-UL-UP-TNL-Information					UP-TNL-Information,
	data-Forwarding-Information-Request			Data-Forwarding-Information-Request		OPTIONAL,
	cell-Group-Information						Cell-Group-Information,
	dL-UP-Parameters							UP-Parameters							OPTIONAL,
	dRB-Inactivity-Timer						Inactivity-Timer						OPTIONAL,
	iE-Extensions								ProtocolExtensionContainer { { DRB-To-Setup-Mod-Item-EUTRAN-ExtIEs } }	OPTIONAL,
	...
}

DRB-To-Setup-Mod-Item-EUTRAN-ExtIEs		E1AP-PROTOCOL-EXTENSION ::= {
	{ID id-SecurityIndication			CRITICALITY ignore	EXTENSION SecurityIndication			PRESENCE optional},
	...
}

<Unchanged Text Omitted>
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-- ASN1START
-- **************************************************************
--
-- Constant definitions
--
-- **************************************************************


<Unchanged Text Omitted>
id-EarlyDataForwardingIndicator									ProtocolIE-ID ::= 140
id-QoSFlowsDRBRemapping											ProtocolIE-ID ::= 141
id-SecurityIndication											ProtocolIE-ID ::= aaa
id-SecurityResult												ProtocolIE-ID ::= bbb
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