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1	Introduction
[bookmark: _Ref178064866]This paper discusses about an unspecified feedback message from NG-RAN node to AMF in AS rekeying during Xn handover in rel-15. The corresponding analysis and way forwards are provided.
2	Discussion
For As rekeying during Xn handover, TS 33.501 specifies as following that if AMF send a new security context indicator and newly computed security context in NGAP PATH SWITCH REQUEST ACK message, and the NG-RAN node shall perform an intra NG-RAN node handover immediately and send appropriate response to the AMF. While there is no corresponding response message could be found in TS 38.413. This issue was discussed in both SA3 and RAN3 before in [1][2][3][4], the latest situation is SA3 responded to RAN3 that SA3 does not reach an agreement in [4].
Observation1: In TS 33.501, AMF could use NGAP PATH SWITCH REQUEST ACK message for triggering security key update, and the NG-RAN node should perform an intra NG-RAN node handover immediately and send appropriate response to the AMF.
As an operator, we are confused how to implement this rel-15 function given there is no stage3 message specified yet. Based on SA3 discussion (99e meeting) as shown below, some companies think RAN3 could take the decision to specify the corresponding message. 
Observation2: The issue above was discussed in SA3 and RAN3 for a long time in [1][2][3][4], there is no stage3 message specified for the corresponding feedback to the AMF. Operator is confused how to implement this function.
Observation3: Based on SA3’s discussion, companies think this issue can be decided by RAN3. There are no obstacles for RAN3 to specify the corresponding message.
Proposal1: RAN3 to take the decision to specify the stage3 message of “appropriate response to the AMF” in AS rekeying during Xn handover. 
Regarding how to specify the feedback to the AMF, we think reuse UE context modification procedure is the easiest way forward to go. The corresponding CR is prepared in [5][6].
Proposal2: Reuse UE context modification procedure for the “appropriate response to the AMF” in AS rekeying during Xn handover. 
If P1 cannot be agreed in RAN3, we think RAN3 need to send an LS to RAN plenary that request RAN plenary to consult with SA plenary to provide guideline for this issue.
Proposal3: If P1 is not agreeable, RAN3 sends an LS to RAN plenary that request RAN plenary to consult with SA plenary to provide guideline for this issue.
---------------------------------------------------Start of Excerpt from 33.501 6.9.2.3.2------------------------------------------------
If the AMF had activated a new 5G NAS security context with a new KAMF, different from the 5G NAS security context on which the currently active 5G AS security context is based, but has not yet successfully performed a UE Context Modification procedure, the sent NGAP PATH SWITCH REQUEST ACKNOWLEDGE message shall in addition contain a NSCI (New Security Context Indicator). The AMF shall in this case derive a new initial KgNB from the new KAMF and the uplink NAS COUNT in the most recent NAS Security Mode Complete message as specified in Annex A.9. The AMF shall associate the derived new initial KgNB with a new NCC value equal to zero. Then, the AMF shall use {the derived new initial KgNB, the new NCC value initialized to zero} pair as the newly computed {NH, NCC} pair to be sent in the NGAP PATH SWITCH REQUEST ACKNOWLEDGE message. The gNB/ng-eNB shall in this case set the value of keySetChangeIndicator field to true in further handovers. The gNB/ng-eNB should in this case perform an intra-gNB-CU/intra-ng-eNB handover immediately and send appropriate response to the AMF. 
-------------------------------------------------------End of Excerpt----------------------------------------------------------------------
---------------------------------------------------Start of Excerpt from SA3 99e chair notes-------------------------------------------
S3-201078 Discussion on AS rekeying failure during Xn-Handover
[Ericsson] comments response already exists
[Huawei] comments
[Ericsson] replies no need to differentiate with UE context modification procedure
[CATT] comments that clarification still needed to avoid interoperability issues
[Ericsson] comments
[Huawei] comments as on 1078
[Ericsson] replies as on 1078
[Nokia] agrees with Ericsson to keep changes minimal
[CATT] provides r1
[Ericsson] fine
[Huawei] comments stage 3 work is not done yet how can we introduce this change then
[Ericsson] agrees that this is missing but proposes to leav it to RAN3 to take decision
[Huawei] proposes to note
[Ericsson] comments
[Huawei] comments as on 1078
[Ericsson] replies as on 1078
[CATT] provides r1
[Ericsson] fine
[Huawei] comments stage 3 work is not doen yet how can we introduce this change then
[Ericsson] provides reference
[Huawei] proposes to note
-------------------------------------------------------End of Excerpt----------------------------------------------------------------------

3. Conclusion
[bookmark: _GoBack]Based on the discussion in the previous sections, we made the following proposals: 
Observation1: In TS 33.501, AMF could use NGAP PATH SWITCH REQUEST ACK message for triggering security key update, and the NG-RAN node should perform an intra NG-RAN node handover immediately and send appropriate response to the AMF.
Observation2: The issue above was discussed in SA3 and RAN3 for a long time in [1][2][3][4], there is no stage3 message specified for the corresponding feedback to the AMF. Operator is confused how to implement this function.
Observation3: Based on SA3’s discussion, companies think this issue can be decided by RAN3. There are no obstacles for RAN3 to specify the corresponding message.
Proposal1: RAN3 to take the decision to specify the stage3 message of “appropriate response to the AMF” in AS rekeying during Xn handover. 
Proposal2: Reuse UE context modification procedure for the “appropriate response to the AMF” in AS rekeying during Xn handover. 
Proposal3: If P1 is not agreeable, RAN3 sends an LS to RAN plenary that request RAN plenary to consult with SA plenary to provide guideline for this issue.
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