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1 Introduction

This is the Sod for the following CB:

CB: # 9_DynamicACL
- The source IP address used for data forwarding traffic is signalled from the node sending forwarded data to the target node on a per Qos flow basis? The gNB-CU-UP signals the source IP address to be used for data forwarding to the CU-CP?

- For mobility from SA to EN-DC, it is proposed to include the IP address of both source NG-RAN node and itself in the SgNB Addition Request message to enable direct data forwarding from source NG-RAN node to target SgNB? For mobility from SA to MR-DC, it is proposed to include the IP address of both source NG-RAN node and itself in the S-NG-RAN node Addition Request message to enable direct data forwarding from source NG-RAN node to target S-NG-RAN node?

- Clarify use cases for multiple source IP addresses per GTP-U tunnel in reply LS to CT4, or alternatively go for a less granular approach than source IP address definition per QoS flow?

- Add the ACL related IP addresses into the XnAP:NG-RAN node Configuration Update procedure and X2AP eNB Configuration Update procedure?
- The ACL enhancement for indirect data forwarding for NG/S1 handover is pursued in Rel-17 pending reply from SA2? 
- Capture agreements and open issues, reply LS to CT4?
(HW - moderator)

Summary of offline disc R3-221001
2 For the Chairman’s Notes

Propose the following:

Per Qos flow level source IP address is transferred for ACL enhancement.

The gNB-CU-UP signals the source IP address to be used for data forwarding to the CU-CP.

The ACL enhancement for indirect data forwarding for NG/S1 handover is pursued in Rel-17. The agreement will be revisited after the reply LS from SA2 is received.

R3-220177, agreed.
R3-220178, agreed.

R3-220179, agreed.

R3-220301, agreed.

R3-220302, agreed.

R3-220303, agreed.

R3-220304, agreed.

LS to CT4 in R3-220437, rev in R3-221371, agreed.

2nd round：
Propose for agreement：

Further support of per PDU session/Per DRB level source IP address transfer?

Conclusion 1: support of per PDU session/Per DRB level source IP address transfer or both of them needs further clarification given that per Qos flow level is agreed.

Checking with SA2 on Qos framework impact?

Conclusion 2: There is no Qos framework impact. Double check with SA2 is not needed. 

Support of Iu-u/N3 tunnel case?
Conclusion 3: Scenario is down prioritized according to operator’s requirement. May revisit after SA2 reply LS is received plus stage 2 clarification. 

XnAP CR flavor:
Conclusion 4:  To introduce query functionality in the S-NODE MODIFICATION REQUEST procedure.
ACL in SA to/from EN-DC/MR-DC?  
Conclusion 5: Scenarios are acknowledged. To be continued in next meeting.

Summary for the second round discussion:

Further support of per PDU session/Per DRB level source IP address transfer?
4 companies think that per Qos flow IP address is sufficient. 1 company thinks that both per PDU session and per DRB level source IP address transfer are needed. 1 company prefers both per PDU session and per DRB level but accept per Qos flow level, 1 company wants to check this with SA2.

Conclusion 1: support of per PDU session/Per DRB level source IP address transfer or both of them needs further clarified given that per Qos flow level is agreed.
Checking with SA2 on Qos framework impact?
4 companies including 2 operators think that it has no impact on the Qos framework and no need to double check with SA2 considering the previous LS was sent SA2 already. 

1 company thinks that double check with SA2 on Qos framework is needed. 1 company thinks that it’s beneficial. 1 company is ok.
Considering the majority view and the operator’s requirement, moderator would like to conclude that:

Conclusion 2: There is no Qos framework impact. Double check with SA2 is not needed. 
ACL in SA to/from EN-DC/MR-DC?  
All companies agree to further study these scenarios in next meeting.
Conclusion 3: Scenarios are acknowledged. To be continued in next meeting.
Support of Iu-u/N3 tunnel case?
Conclusion 4: Scenario is down prioritized according to operator’s requirement. May revisit after SA2 reply LS is received plus stage 2 clarification. 
Comments on the reply LS to CT4 (R3-220437):

Majority view is to send the reply LS at this meeting.  Already covered in the first round agreements.
XnAP CR flavor:
2 companies prefer addition ack message. 4 companies prefer to reuse the modification procedure.
Conclusion 5:  To introduce query functionality in the S-NODE MODIFICATION REQUEST procedure
Second Round Discussion

Further support of per PDU session/Per DRB level source IP address transfer? 

Please provide your companies view here.
	Company
	Comment/Reason

	Nokia
	Yes, support of both per PDU session and per DRB level source IP address transfer is needed. This will enable dynamic ACL for all deployments known today. A solution where the RAN nodes/entities each time have to check source IP address per QoS flow brings unnecessary complexity. In practice such solution might be seen as mandating ACL check per QoS flow.
We hear the argument that source IP address per QoS flow is a future proof solution that can handle both single and multiple source IP addresses for PDU session tunnels and DRB forwarding tunnels. However, CT4's reply (in R3-220088) relative to multiple source IP addresses is limited to a consideration based on GTP-U principles, and doesn't take into account the use case of IP domain segregation based on QoS requirements suggested by proponents in tdoc submitted to this meeting. IP domain segregation based on QoS requirements is a new solution which needs analysis from SA2 (in charge of the QoS framework).

	CATT
	We have a preference on PDU session level and DRB level.To move forwarding,we could accept Qos flow level.However,as indicated by Nokia,maybe involvement of SA2 on this issue is beneficial.

	Ericsson
	We do not see the need to involve SA2 to enable per QoS Flow source IP address granularity. Such technical layout is possible as confirmed by C4. With that any implementation that wants to make use of such feature should be able to do it already without the need for any WG blessing. 

Once per QoS Flow source IP address granularity is supported as in the CRs submitted at this meeting, per PDU Session and per DRB granularity is also supported. 

We do not see why a source RAN needs to check the source IP per quos flow if only a single source  IP is selected per PDU Session. The source RAN can simply set the source IP as the same IP for all QoS Flows. 

	Huawei
	I don’t understand the point from Nokia above. Better to further clarify a bit.

	Deutsche Telekom
	We share Ericsson’s view.

We don’t see the need for SA2 analysis as there is no change of the QoS framework. More clarification needed why this should be the case.

	ZTE
	We are fine to send LS to SA2 and ask SA2’s feedback on per PDU/DRB level IP addresses. Further discussion on this part can be checked based on SA2’s answer.


ACL in SA to/from EN-DC/MR-DC?  

	Company
	Comment/Reason

	Nokia
	Yes, these scenarios require further consideration. However because we believe that current proposal of (single) source IP address per QoS flow will bring unnecessary complexity, the situation becomes even worse with two source IP addresses per QoS flow… 

Anyway, we believe that the final scope of dynamic ACL needs to be further checked and also documented in stage 2 at next meeting (see below).

	CATT
	Yes.the scenario should be considered since they would happen frequently in the real deployment.For solutions,we could further discuss and try to have a simple one.

	Ericsson
	We are fine with considering these scenarios, but we do not want to stall progress achieved so far with the CRs submitted at this meeting. Hence we propose that the CRs for this meeting are approved and that the scenarios are noted as to be addressed at the next meeting.

	Huawei
	Yes, those scenarios can be further studied in next meeting on top of the per Qos flow IP address solution. 

	Deutsche Telekom
	Yes, we are fine to further study this topic. Due to lack of time we prefer to discuss it in next meeting.

	ZTE
	We share the similar view with Nokia. These scenarios need further consideration and may be discussed in the future.


Support of Iu-u/N3 tunnel case? 
	Company
	Comment/Reason

	Nokia
	RAN3 has made some assumptions on CN deployments, and these assumptions were sent at last meeting in LS to SA2.  According to RAN3’s assumptions, static ACL is sufficient for the normal Iu-u/N3 tunnel because the setup of these tunnels would not create more than a reasonable configuration burden for the operator. To be confirmed by SA2.
So at this stage the RAN3 agreements for dynamic ACL cover a limited set of scenarios (direct data forwarding only). The final scope of dynamic ACL can be agreed at next meeting based on reply from SA2. This scope should in our view be documented in stage 2 (e.g. TS 38.300 (for HO), TS 37.340 (MR-DC), TS 38.401 (split architecture)), identifying the scenarios that are supported by dynamic ACL (no configuration required) and static ACL (configuration required). Some other scenarios, e.g. ACL for MN terminated SCG bearers and SN terminated MCG bearers may also need clarification.

	Ericsson
	It was our proposal to address indirect data forwarding scenarios. The operators involved in this discussion have confirmed at the last meeting that indirect data forwarding is of lower priority than the direct data forwarding scenairos, see comments from DT (the only operator involved) in the last meeting´s SoD in R3-215827, where DT said regarding the Iu-u/N3 use case that “The mentioned scenario can be down-prioritized in current discussion.”.

We are fine to take a decision on indirect data forwarding at the next meeting but we should not stall progress on the direct data forwarding discussions at this meeting, so we propose to agree to the solutions for scenarios already presented many times.

In terms of Stage 2 descriptions, we have so far used the ACL definition in TS36.413. Perhaps a similar description could be added to TS38.300, to have a more complete stage 2. We think however this is not a stopping point to progress at this meeting.


	Huawei
	Agree with Ericsson’s comments



	Deutsche Telekom
	We support Ericsson’s statements.

	ZTE
	We can check this part after SA2 replies.


Comments on the reply LS to CT4 (R3-220437):
	Company
	Comment/Reason

	Nokia
	In the reply LS is proposed: “The use cases this solution is addressing concern the use of dedicated IP domains/addresses per QoS class, which is a possible option especially in cloud based RAN deployments.”
SA2 is in charge of QoS framework, not RAN3. And forwarding packets by different IP domains creates a problem today due to end marker packet issue. So any standards change to support IP domain segregation based on QoS would require SA2 involvement. This goes beyond a simple correction. 

We therefore need to confirm the proposed use case of IP domain segregation based on QoS requirement before we can send such answer to CT4 (and before we can agree the CRs).

	CATT
	Maybe we could LS to both CT4 and SA2 and pending to SA2 reply

	Ericsson
	We do not see at all the connection between the inclusion of a marker end point and the use of different source IP addresses. These two aspects reside at different protocol level. Source IP is decided by the underlaying TNL domain. End Markers are added at higher layers, hence we do not see the dependincies. 

As commented by CATT, we can (and have already) added SA2 in the LS, so if this issue is of concern SA2 can reply to RAN3.

	Huawei
	We don’t see the impact on the End marker function with the per Qos flow source IP addresses. Note that the LS was sent to SA2 as well. 


	Deutsche Telekom
	SA2 is also addressed by the Reply LS. If there is any issue with the proposed changes (note that we don’t see at the moment any dependencies to the end marker topic raised by Nokia), they will react with a feedback to RAN3.

	ZTE
	We are fine to send LS to both CT4 and SA2(not cc SA2). 


XnAP CR: Q1: Add IP address in SN ADDITION REQUEST ACKNOWLEDGE message? Q2: And with that no need to introduce query functionality in the S-NODE MODIFICATION REQUEST ACKNOWLEDGE message? 
	Company
	Comment/Reason

	Nokia
	Q1: Yes. The MN node has to be immediately aware of the new source IP address to be signalled in case of subsequent handover, in order to avoid modification of legacy signalling flow (sending of HO Request is time critical). Q2: Yes, on our side we don’t see need for the query function if Q1 is supported.

	CATT
	For EN-DC,it seems reasonable to know the source IP address during SN addition procedure.However,one problem for this solution is that the SN has to reserve this IP address even no data forwarding is needed for the E-RAB.

For MR-DC,the situation is different.MN anyway needs to query whether data forwarding is needed for SN terminated bearer,it could get the IP address at the same time.

	Ericsson
	We have a preference for th query based solution because a query can be issued only for traffic for which data forwarding is going to be carried out. 

	Huawei
	Although either option is workable, we don’t see any extra benefits to add the IP address in addition ack message. 

The drawback of such solution is that in most case, there is likely no subsequent handover or SN change.

	Deutsche Telekom
	Agree that both solutions are feasible, but our preference is still on the query-based solutions as proposed in corresponding CRs.

	ZTE
	Q1: Yes.
Q2:We do not think query functionality is necessary.


3 Discussion

3.1 Per Qos flow level source IP address transfer

During the discussion at 114-e meeting, it was questioned on whether multiple source IP addresses can be used within the same DL forwarding GTP-U tunnel from standard perspective. A LS was sent to CT4 for confirmation. The reply LS from CT4 in [2] clearly confirms that:

As per the above GTP-U principles, DL forwarding traffic contained within a GTP-U DL forwarding tunnel could be transmitted by more than one source IP address. 

In [12], it is proposed to clarify the use case of multiple source IP address in a GTP-U tunnel as a reply to the CT4’s LS.

In [3], the use case for that is clarified as below:
Another scenario we explore is QoS based address domain assignment. In cloud-based deployments, multiple IP addresses could be in use for traffic exchange between two RAN nodes and the source IP address could be selected on a per QoS flow basis (e.g., based on 5QI). This would enable instances of RAN functions handling traffic for a specific QoS class to use specific IP addresses. Again, to support such deployments the source address of data forwarding traffic should be signaled on a per Qos flow basis. An ACL function that is deployed on a per QoS class or group of QoS classes, would benefit from learning the source IP addresses for traffic associated to the relevant QoS class, rather than learning about source IP addresses of traffic that the ACL function will not handle.

Observation 2: In order to allow dedicated IP domains/addresses per QoS class, higher source IP granularity (e.g. source IP per Qos flow) is needed to inform the ACL function associated to the QoS class about relevant source addresses.
With above clarification, the moderator would like to propose to agree on the per Qos flow source IP address transfer and the set of CRs in [4] ~ [10].

Proposal 1: Per Qos flow level source IP address is transferred for ACL enhancement, and the set of CRs in [4] ~ [10] are agreed.

Please provide your companies view here.
	Company
	Do you agree on proposal 1? (Yes or No)
	Comment/Reason

	Nokia
	No
	We expect upcoming SA2 will provide reply to RAN3's request for confirmation on UP GW deployment. This confirmation is needed to ensure the mentioned CRs provide a complete solution. 

In addition to the issue discussed under 3.2, by further check of the CRs, some aspects don't seem covered by the proposed normative text (maybe some stage 2 is needed). Also, we can't find corresponding clarification in discussion papers submitted to this or earlier meetings. So we have the following questions on the CRs:

F1AP/W1AP CRs: we believe that inclusion of the source IP address is not needed when PDCP terminates in same node? So the source IP address is only intended sent in case of split bearer with PDCP termination in different node? (might be best to cover this aspect in stage 2?)

XnAP CR: Currently procedural text is missing for S-NODE MODIFICATION REQUEST ACKNOWLEDGE message. But wouldn't it be better to transfer back the new IP address in the SN ADDITION REQ ACK message? Illustrated here:
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Also, need to ensure coexistence with the indirect data forwarding case, for which there will be no dynamic ACL in Rel-16.

	CATT
	
	Although we think DRB level IP address is good enough, to make progress, we could accept to introduce QoS flow level IP address for ACL. 

	Ericsson
	Yes
	It has been explained extensively why per QoS flow IP address granularity is beneficial. It has been also confirmed by CT4 that multiple source IP addresses can be used for traffic within a GTP-U data forwarding tunnel, which justifies the per-QoS-Flow granularity.

We do not think there is any dependency between the question asked and the reply SA2 will send to RAN3 on indirect data forwarding, hence we believe the two discussions are independent and we can agree to a solution for the direct data forwarding cases addressed here. 

With regards to Nokia´s questions:

F1AP/W1AP CRs: we believe that inclusion of the source IP address is not needed when PDCP terminates in same node? So the source IP address is only intended sent in case of split bearer with PDCP termination in different node? (might be best to cover this aspect in stage 2?)

Answer: the answer to this question depends on the level of security an operator wants to pursue. It is easily imaginable that the gNB-CU is deployed on a centralised platform while gNB-DUs are deployed on site. In this case it seems plausible that the source IP of a source gNB-DU is forwarded to a target gNB-DU within the same gNB, namely an operator may desire ACL to be enabled per site.

XnAP CR: Currently procedural text is missing for S-NODE MODIFICATION REQUEST ACKNOWLEDGE message. But wouldn't it be better to transfer back the new IP address in the SN ADDITION REQ ACK message?

Answer: we are open to this solution too. To us this is equivalent to the solution proposed I the CRs.

	Deutsche Telekom
	Yes
	Based on feedback from CT4 it is clear that the per-QoS flow scenario for ACL IP address handling is feasible. Due to the benefits raised already at the last RAN3 meeting by the proponents we fully support to go that way.

	ZTE
	No
	We share the similar view with Nokia.

	Huawei
	Yes
	First of all, SA2 reply LS has no dependency to the set of CRs.

For the question to F1AP/W1AP CRs, the split bearer case in intra-CU, inter-DU scenario, I also agree that it depends on the security level of operators. And the current F1AP CR already supports to transfer the gNB-CU UP addresses to the secondary DU in the same gNB, isn’t ?

For split bearer where PDCP terminated in the other node,  if it is normal SN node addition in MR-DC while SN side is CU DU split, I don’t see any issue here.

Because the current CRs and the agreed scenarios have an assumption that no dynamic ACL is needed between two nodes with X2/Xn interface setup. Because the legacy TNL address discovery procedure applies.

The dynamic ACL is needed only when the source node of data forwarding has no direct interface to the target node of data forwarding. 

I think that clarifies when static ACL is applied and when dynamic ACL shall be used. 

	Samsung
	
	We can accept this based on reply LS from CT4.


Furthermore, in [3], it is stated that at the source side, the gNB-CU-UP needs to signal the source IP address to be used for data forwarding to the gNB-CU-CP, so that it can be forwarded to the target node.

Proposal 2: The gNB-CU-UP signals the source IP address to be used for data forwarding to the CU-CP.

	Company
	Do you agree on above proposal? 

(Yes or no)
	Comment/Reason

	Nokia
	Yes
	We assume this information will be transferred in the BEARER CONTEXT SETUP RESP message (in all scenarios, including UE initial access).

	CATT
	Yes
	

	Ericsson
	Yes
	

	Deutsche Telekom
	Yes
	

	ZTE
	Yes
	

	Huawei
	Yes
	

	Samsung
	Yes
	


3.2 Per PDU session/Per DRB level source IP address transfer

In [12], it is proposed to support per PDU session level and per DRB level source IP address transfer given that per Qos flow level is supported.
Proposal 3: For assessment of required granularity of the source IP address signalling in support of dynamic ACL for direct data forwarding, RAN3 is kindly requested to include: 1) per PDU session granularity, and 2) per DRB granularity

Please provide your companies view here.

	Company
	Do you agree on above proposal? 

(Yes or no)
	Comment/Reason

	Nokia
	Yes
	(our proposal). We believe the per DRB granularity is needed and requires specific signalling.

	CATT
	Yes
	

	Ericsson
	No
	This is not needed if per QoS Flow granularity is adopted. If traffic for all QoS flows share the same source IP, then the same source IP can be reported for each QoS Flow, achieving the same result as a per PDU Session or per DRB granularity.

	Deutsche Telekom
	No
	We prefer the dynamic ACL scenario with higher granularity on per Qos flow level (see feedback on Proposal 1 in Question 3.1).

	ZTE
	Yes
	

	Huawei
	No
	

	Samsung
	Yes
	


3.3 Dynamic ACL for indirect data forwarding
For this issue, the reply LS in [1] from CT4 provides negative answer.

CT4 thanks RAN3 for their LS on ACL support for Indirect Data Forwarding. 

CT4 would like to point out that the solution described in the LS to support ACL functionality for indirect data forwarding would require new functionalities in EPC and 5GC (MME, SGW-C, SGW-U, SMF, UPF) and protocol extensions to several CN interfaces (S11, Sxa, N4, S1AP and NGAP at least), e.g. to support retrieving the source IP address of the forwarding SGW-U or UPF and signal it to the target RAN.

CT4 would not expect new functionalities to be defined in Rel-16 (frozen).

Based on that, [3] and [12] propose not support it in Rel-16, and [3] further propose to continue in Rel-17:

Proposal 4: The ACL enhancement for indirect data forwarding for NG/S1 handover is pursued in Rel-17. The agreement will be revisited after the reply LS from SA2 is received.

Please provided your views here.

	Company
	Do you agree with above proposal? (Yes/No)
	Comment/Reason

	Nokia
	Yes
	Follow the reason provided by CT4.

	CATT
	Yes
	

	Ericsson
	Yes
	Let´s revisit this statement when SA2 will send their reply LS on this subject 

	Deutsche Telekom
	Yes
	

	ZTE
	Yes
	

	Huawei
	Yes
	

	Samsung
	Yes
	


3.4 ACL in SA to/from EN-DC/MR-DC
In [11], the following proposals are made for ACL in SA to/from EN-DC/MR-DC:
Proposal 1:For mobility from SA to EN-DC, it is proposed to include the IP address of both source NG-RAN node and itself in the SgNB Addition Request message to enable direct data forwarding from source NG-RAN node to target SgNB.
Proposal 2:For mobility from SA to MR-DC, it is proposed to include the IP address of both source NG-RAN node and itself in the S-NG-RAN node Addition Request message to enable direct data forwarding from source NG-RAN node to target S-NG-RAN node.
Please provided your views here.

	Company
	Do you agree with above proposals? (Yes/No)
	Comment/Reason

	Nokia
	No
	We believe adding two IP addresses will be really cumbersome, and if that is needed it would be better that we reduce the scope of this Rel-16 “correction” (which finally has dependencies on other Rel-16 corrections). However also wondering whether there are simpler solutions, e.g. if we consider that the IP addresses of the local (target) MN are already known by the SN, so no need to include these addresses for dynamic ACL. Then only the distant IP addresses (of the source) need to be included. 

Such way forward might depend on how to interpret an earlier agreement that dynamic ACL is supported in SN addition request, i.e. whether it applies to the case of normal SN addition (i.e. the bearer is already set up at the MN).

	CATT
	Yes
	Maybe other option as proposed by Nokia is also feasible. Anyway, we think at least the scenario is valid and solution on this scenario should be discussed.

	Ericsson
	Prefer No
	Just like we are delaying other use cases, e.g. indirect data forwarding, due to their complexity and lower relevance, we would prefer not to handle this case as a correction and to focus on the most relevant use cases instead.

	Deutsche Telekom
	No
	We share Ericsson’s view.

	ZTE
	No
	We share the similar view with Nokia.

	Huawei
	FFS
	Not sure two IP addresses is needed or not in this case. But OK to further study in next phase. Because it somewhat relates to the AI 9.3.1

	Samsung
	FFS
	We also need to check more by considering the conclusion in CB#8.


3.5 ACL related IP address transfer in NG-RAN node/eNB configuration update

In [13], it is proposed:

Proposal 1: It is proposed for RAN3 to add the ACL related IP addresses into the XnAP:NG-RAN node Configuration Update procedure and X2AP eNB Configuration Update procedure. 
Please provided your views here.

	Company
	Do you agree with above proposals? (Yes/No)
	Comment/Reason

	Nokia
	No
	In our understanding this proposal doesn't seem to address the discussed granularities for IP address signalling.

	Ericsson
	No
	We believe that with the solutions in [4] ~ [10] are sufficient to cover all the identified use cases

	Deutsche Telekom
	No
	We share Ericsson’s view.

	ZTE
	Yes
	This modification is used to solve the potential ACL issue before SN change occurs. We think it is valuable to solve the potential ACL issue before it occurs during indirect data forwarding in SN change.

	Huawei
	No
	Don’t see the need of these proposals.

	Samsung
	No
	


3.6 Reply LS to CT4
In [2], CT4 asked for the further clarification on the use case of multiple source IP address in a GTP-U tunnel. A draft reply is provided in [R3-220437]

Please provided your views on the draft reply LS here.

	Company
	Do you agree with the draft reply LS? (Yes/No)
	Comments

	Nokia
	No / needs more discussion
	Need to remove mentioning of CRs from the LS (not currently agreeable for several reasons as discussed above).

Concerning "use of dedicated IP domains/addresses per QoS class, which is a possible option especially in cloud based RAN deployments": Can it be assumed that these dedicated IP domains coordinate sending of end marker (indicating end of data forwarding)? The LS reply to CT4 should clarify any such assumptions from RAN3 side on coordination (or absence of need for coordination) between the mentioned IP domains.

	Ericsson 
	Yes
	Obviously the draft LS is presented under the assumption that RAN3 can finally agree to some CRs. The list of CRs can be updated with the CRs finally agreed.

All CT4 is asking is the following:

“CT4 however would like to ask RAN3 to clarify what are the intended use cases for such a scenario.”

Namely, CT4 is not asking for the assumption made on coordination etc. also because RAN3 did not discuss those aspects at all.
What RAN3 discussed in terms of use cases is what expressed in the LS in [2]. If there are other aspects that RAN3 has discussed on use cases, which justify the proposed solutions on ACL, we would be happy to add it in the reply LS.

	Deutsche Telekom
	Yes
	A reply to CT4 can be given at least on the intended use case(s) as requested by CT4.

Inclusion of CRs is certainly dependent on status of agreements achieved during the meeting.

In case of remaining open issues the reply LS can also be delayed until the next meeting.

	ZTE
	
	We prefer to send a reply LS to CT4.

 The content can be discussed after RAN3 has made agreements on the ACL issue in this meeting.

	Huawei
	Yes
	Reply LS is needed.

	Samsung
	
	Ok to send Reply LS.


4 Conclusion, Recommendations [if needed]

If needed
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