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# 1. Introduction

This contribution provides TP for TS 38.413 to include the UE-slice-MBR parameter, based on the conclusion of **CB: # RANSlicing3\_UESliceMBR**

# 2. TP for TS 38.413 on top of R3-220032

|  |
| --- |
| **Change Begins** |

### 8.2.1 PDU Session Resource Setup

#### 8.2.1.1 General

The purpose of the PDU Session Resource Setup procedure is to assign resources on Uu and NG-U for one or several PDU sessions and the corresponding QoS flows, and to setup corresponding DRBs for a given UE. The procedure uses UE-associated signalling.

#### 8.2.1.2 Successful Operation



Figure 8.2.1.2-1: PDU session resource setup: successful operation

The AMF initiates the procedure by sending a PDU SESSION RESOURCE SETUP REQUEST message to the NG-RAN node.

**<Unchanged Text Omitted>**

The *UE Aggregate Maximum Bit Rate* IE should be sent to the NG-RAN node if the AMF has not sent it previously. If it is included in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for all Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].

If the *UE Slice Maximum Bit Rate List* IE is included in PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall, if supported, store the UE Slice Maximum Bit Rate List in the UE context, and use it for each S-NSSAI for the concerned UE as specified in TS 23.501 [9].

**<Unchanged Text Omitted>**

### 8.3.1 Initial Context Setup

#### 8.3.1.1 General

The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE context at the NG-RAN node, when required, including PDU session context, the Security Key, Mobility Restriction List, UE Radio Capability and UE Security Capabilities, etc. The AMF may initiate the Initial Context Setup procedure if a UE-associated logical NG-connection exists for the UE or if the AMF has received the *RAN UE NGAP ID* IE in an INITIAL UE MESSAGE message or if the NG-RAN node has already initiated a UE-associated logical NG-connection by sending an INITIAL UE MESSAGE message via another NG interface instance. The procedure uses UE-associated signalling.

For signalling only connections and if the *UE Context Request* IE is not received in the Initial UE Message, the AMF may be configured to trigger the procedure for all NAS procedures or on a per NAS procedure basis depending on operator’s configuration.

#### 8.3.1.2 Successful Operation



Figure 8.3.1.2-1: Initial context setup: successful operation

In case of the establishment of a PDU session the 5GC shall be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the AMF. If no UE-associated logical NG-connection exists, the UE-associated logical NG-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.

The INITIAL CONTEXT SETUP REQUEST message shall contain the *Index to RAT/Frequency Selection Priority* IE, if available in the AMF.

**<Unchanged Text Omitted>**

If the INITIAL CONTEXT SETUP REQUEST message contains the *UE Radio Capability ID* IE, the NG-RAN node shall, if supported, use it as specified in TS 23.501 [9] and TS 23.502 [10].

For each PDU session, if the *PDU Session Expected UE Activity Behaviour* IE is included in the INTIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, handle this information as specified in TS 23.501 [9].

If the *Target NSSAI Information* IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node may use this information for redirection as specified in TS 23.501 [9].

If the *UE Slice Maximum Bit Rate List* IE is included in INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store the received UE Slice Maximum Bit Rate List in the UE context, and use it for each S-NSSAI for the concerned UE as specified in TS 23.501 [9].

**<Unchanged Text Omitted>**

### 8.3.4 UE Context Modification

#### 8.3.4.1 General

The purpose of the UE Context Modification procedure is to partly modify the established UE context. The procedure uses UE-associated signalling.

#### 8.3.4.2 Successful Operation



Figure 8.3.4.2-1: UE context modification: successful operation

Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the NG-RAN node shall

- if supported, store the received IAB Authorization information in the UE context.

If the *Security Key* IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall store it and perform AS key re-keying according to TS 33.501 [13].

If the *UE Security Capabilities* IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall store them and take them into use together with the received keys according to TS 33.501 [13].

If the *Index to RAT/Frequency Selection Priority* IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, use it as defined in TS 23.501 [9].

If the *RAN Paging Priority* IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node may use it to determine a priority for paging the UE in RRC\_INACTIVE state.

If the *UE Aggregate Maximum Bit Rate* IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall

- replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context;

- use the received UE Aggregate Maximum Bit Rate for all Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].

**<Unchanged Text Omitted>**

If the *PC5 QoS Parameters* IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, use it as defined in TS 23.287 [33].

If the UE CONTEXT MODIFICATION REQUEST message contains the *UE Radio Capability ID* IE, the NG-RAN node shall, if supported, use it as specified in TS 23.501 [9] and TS 23.502 [10].

If the *UE Slice Maximum Bit Rate List* IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported,

- store and replace the previously provided UE Slice Maximum Bit Rate List, if any, by the received UE Slice Maximum Bit Rate List in the UE context;

- use the received UE Slice Maximum Bit Rate List for each S-NSSAI for the concerned UE as specified in TS 23.501 [9].

**<Unchanged Text Omitted>**

### 8.4.2 Handover Resource Allocation

#### 8.4.2.1 General

The purpose of the Handover Resource Allocation procedure is to reserve resources at the target NG-RAN node for the handover of a UE. The procedure uses UE-associated signalling.

#### 8.4.2.2 Successful Operation



Figure 8.4.2.2-1: Handover resource allocation: successful operation

The AMF initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node.

If the *Masked IMEISV* IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

Upon receipt of the HANDOVER REQUEST message the target NG-RAN node shall

- attempt to execute the requested PDU session configuration and associated security;

- store the received UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for all Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9];

- store the received Mobility Restriction List in the UE context;

- store the received UE Security Capabilities in the UE context;

- store the received Security Context in the UE context and take it into use as defined in TS 33.501 [13].

- if supported, store the received UE Slice Maximum Bit Rate List in the UE context and use the received UE Slice Maximum Bit Rate List for each S-NSSAI for the concerned UE as specified in TS 23.501 [9];

 **<Unchanged Text Omitted>**

#### 9.2.1.1 PDU SESSION RESOURCE SETUP REQUEST

This message is sent by the AMF and is used to request the NG-RAN node to assign resources on Uu and NG-U for one or several PDU session resources.

Direction: AMF → NG-RAN node

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| IE/Group Name | Presence | Range | IE type and reference | Semantics description | Criticality | Assigned Criticality |
| Message Type | M |  | 9.3.1.1 |  | YES | reject |
| AMF UE NGAP ID | M |  | 9.3.3.1 |  | YES | reject |
| RAN UE NGAP ID | M |  | 9.3.3.2 |  | YES | reject |
| RAN Paging Priority | O  |  | 9.3.3.15 |  | YES | ignore |
| NAS-PDU | O |  | 9.3.3.4 |  | YES | reject |
| **PDU Session Resource Setup Request List** |  | *1* |  |  | YES | reject |
| **>PDU Session Resource Setup Request Item** |  | *1..<maxnoofPDUSessions>* |  |  | - |  |
| >>PDU Session ID | M |  | 9.3.1.50 |  | - |  |
| >>PDU Session NAS-PDU | O |  | NAS-PDU9.3.3.4 |  | - |  |
| >>S-NSSAI  | M |  | 9.3.1.24 |  | - |  |
| >>PDU Session Resource Setup Request Transfer | M |  | OCTET STRING | Containing the *PDU Session Resource Setup Request Transfer* IE specified in subclause 9.3.4.1. | - |  |
| >>PDU Session Expected UE Activity Behaviour | O |  | Expected UE Activity Behaviour9.3.1.94 | Expected UE Activity Behaviour for the PDU Session. | YES | ignore |
| UE Aggregate Maximum Bit Rate | O |  | 9.3.1.58 |  | YES | ignore |
| UE Slice Maximum Bit Rate List | O |  | 9.3.1.yyy |  | YES | ignore |

|  |  |
| --- | --- |
| Range bound | Explanation |
| maxnoofPDUSessions | Maximum no. of PDU sessions allowed towards one UE. Value is 256. |

**<Unchanged Text Omitted>**

#### 9.2.2.1 INITIAL CONTEXT SETUP REQUEST

This message is sent by the AMF to request the setup of a UE context.

Direction: AMF → NG-RAN node

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| IE/Group Name | Presence | Range | IE type and reference | Semantics description | Criticality | Assigned Criticality |
| Message Type | M |  | 9.3.1.1 |  | YES | reject |
| AMF UE NGAP ID | M |  | 9.3.3.1 |  | YES | reject |
| RAN UE NGAP ID | M |  | 9.3.3.2 |  | YES | reject |
| Old AMF | O |  | AMF Name9.3.3.21 |  | YES | reject |
| UE Aggregate Maximum Bit Rate | C-ifPDUsessionResourceSetup |  | 9.3.1.58 |  | YES | reject |
| Core Network Assistance Information for RRC INACTIVE | O |  | 9.3.1.15 |  | YES | ignore |
| GUAMI | M |  | 9.3.3.3 |  | YES | reject |
| **PDU Session Resource Setup Request List** |  | *0..1* |  |  | YES | reject |
| **>PDU Session Resource Setup Request Item** |  | *1..<maxnoofPDUSessions>* |  |  | - |  |
| >>PDU Session ID | M |  | 9.3.1.50 |  | - |  |
| >>PDU Session NAS-PDU | O |  | NAS-PDU9.3.3.4 |  | - |  |
| >>S-NSSAI  | M |  | 9.3.1.24 |  | - |  |
| >>PDU Session Resource Setup Request Transfer | M |  | OCTET STRING | Containing the *PDU Session Resource Setup Request Transfer* IE specified in subclause 9.3.4.1. | - |  |
| >>PDU Session Expected UE Activity Behaviour | O |  | Expected UE Activity Behaviour9.3.1.94 | Expected UE Activity Behaviour for the PDU Session. | YES | ignore |
| Allowed NSSAI | M |  | 9.3.1.31 | Indicates the S-NSSAIs permitted by the network | YES | reject |
| UE Security Capabilities | M |  | 9.3.1.86 |  | YES | reject |
| Security Key | M |  | 9.3.1.87 |  | YES | reject |
| Trace Activation | O |  | 9.3.1.14 |  | YES | ignore |
| Mobility Restriction List | O |  | 9.3.1.85 |  | YES | ignore |
| UE Radio Capability | O |  | 9.3.1.74 |  | YES | ignore |
| Index to RAT/Frequency Selection Priority | O |  | 9.3.1.61 |  | YES | ignore |
| Masked IMEISV | O |  | 9.3.1.54 |  | YES | ignore |
| NAS-PDU | O |  | 9.3.3.4 |  | YES | ignore |
| Emergency Fallback Indicator | O |  | 9.3.1.26 |  | YES | reject |
| RRC Inactive Transition Report Request | O |  | 9.3.1.91 |  | YES | ignore |
| UE Radio Capability for Paging | O |  | 9.3.1.68 |  | YES | ignore |
| Redirection for Voice EPS Fallback  | O |  | 9.3.1.116 |  | YES | ignore |
| Location Reporting Request Type | O |  | 9.3.1.65 |  | YES | ignore |
| CN Assisted RAN Parameters Tuning | O |  | 9.3.1.119 |  | YES | ignore |
| SRVCC Operation Possible | O |  | 9.3.1.128 |  | YES | ignore |
| IAB Authorized | O |  | 9.3.1.129 |  | YES | ignore |
| Enhanced Coverage Restriction | O |  | 9.3.1.140 |  | YES | ignore |
| Extended Connected Time | O |  | 9.3.3.31 |  | YES | ignore |
| UE Differentiation Information | O |  | 9.3.1.144 |  | YES | ignore |
| NR V2X Services Authorized | O |  | 9.3.1.146 |  | YES | ignore |
| LTE V2X Services Authorized | O |  | 9.3.1.147 |  | YES | ignore |
| NR UE Sidelink Aggregate Maximum Bit Rate | O |  | 9.3.1.148 | This IE applies only if the UE is authorized for NR V2X services. | YES | ignore |
| LTE UE Sidelink Aggregate Maximum Bit Rate | O |  | 9.3.1.149 | This IE applies only if the UE is authorized for LTE V2X services. | YES | ignore |
| PC5 QoS Parameters | O |  | 9.3.1.150 | This IE applies only if the UE is authorized for NR V2X services. | YES | ignore |
| CE-mode-B Restricted | O |  | 9.3.1.155 |  | YES | ignore |
| UE User Plane CIoT Support Indicator | O |  | 9.3.1.160 |  | YES | ignore |
| RG Level Wireline Access Characteristics | O |  | OCTET STRING | Specified in TS 23.316 [34]. Indicates the wireline access technology specific QoS information corresponding to a specific wireline access subscription. | YES | ignore |
| Management Based MDT PLMN List | O |  | MDT PLMN List9.3.1.168 |  | YES | ignore |
| UE Radio Capability ID | O |  | 9.3.1.142 |  | YES | reject |
| Target NSSAI Information | O |  | 9.3.1.aaa |  | YES | Ignore |
| UE Slice Maximum Bit Rate List | O |  | 9.3.1.yyy |  | YES | ignore |

|  |  |
| --- | --- |
| Range bound | Explanation |
| maxnoofPDUSessions | Maximum no. of PDU sessions allowed towards one UE. Value is 256. |

|  |  |
| --- | --- |
| Condition | Explanation |
| ifPDUsessionResourceSetup | This IE shall be present if the *PDU Session Resource Setup List* IE is present. |

**<Unchanged Text Omitted>**

#### 9.2.2.7 UE CONTEXT MODIFICATION REQUEST

This message is sent by the AMF to provide UE Context information changes to the NG-RAN node.

Direction: AMF → NG-RAN node

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| IE/Group Name | Presence | Range | IE type and reference | Semantics description | Criticality | Assigned Criticality |
| Message Type | M |  | 9.3.1.1 |  | YES | reject |
| AMF UE NGAP ID | M |  | 9.3.3.1 |  | YES | reject |
| RAN UE NGAP ID | M |  | 9.3.3.2 |  | YES | reject |
| RAN Paging Priority | O  |  | 9.3.3.15 |  | YES | ignore |
| Security Key | O |  | 9.3.1.87 |  | YES | reject |
| Index to RAT/Frequency Selection Priority | O |  | 9.3.1.61 |  | YES | ignore |
| UE Aggregate Maximum Bit Rate | O |  | 9.3.1.58 |  | YES | ignore |
| UE Security Capabilities | O |  | 9.3.1.86 |  | YES | reject |
| Core Network Assistance Information for RRC INACTIVE | O |  | 9.3.1.15 |  | YES | ignore |
| Emergency Fallback Indicator | O |  | 9.3.1.26 |  | YES | reject |
| New AMF UE NGAP ID | O |  | AMF UE NGAP ID9.3.3.1 |  | YES | reject |
| RRC Inactive Transition Report Request | O |  | 9.3.1.91 |  | YES | ignore |
| New GUAMI | O |  | GUAMI9.3.3.3 |  | YES | reject |
| CN Assisted RAN Parameters Tuning | O |  | 9.3.1.119 |  | YES | ignore |
| SRVCC Operation Possible | O |  | 9.3.1.128 |  | YES | ignore |
| IAB Authorized | O |  | 9.3.1.129 |  | YES | ignore |
| NR V2X Services Authorized | O |  | 9.3.1.146 |  | YES | ignore |
| LTE V2X Services Authorized | O |  | 9.3.1.147 |  | YES | ignore |
| NR UE Sidelink Aggregate Maximum Bit Rate | O |  | 9.3.1.148 | This IE applies only if the UE is authorized for NR V2X services. | YES | ignore |
| LTE UE Sidelink Aggregate Maximum Bit Rate | O |  | 9.3.1.149 | This IE applies only if the UE is authorized for LTE V2X services. | YES | ignore |
| PC5 QoS Parameters | O |  | 9.3.1.150 | This IE applies only if the UE is authorized for NR V2X services. | YES | ignore |
| UE Radio Capability ID | O |  | 9.3.1.142 |  | YES | reject |
| RG Level Wireline Access Characteristics | O |  | OCTET STRING | Specified in TS 23. 316 [34]. Indicates the wireline access technology specific QoS information corresponding to a specific wireline access subscription. | YES | ignore |
| UE Slice Maximum Bit Rate List | O |  | 9.3.1.yyy |  | YES | ignore |

**<Unchanged Text Omitted>**

#### 9.2.3.4 HANDOVER REQUEST

This message is sent by the AMF to the target NG-RAN node to request the preparation of resources.

Direction: AMF → NG-RAN node.

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| IE/Group Name | Presence | Range | IE type and reference | Semantics description | Criticality | Assigned Criticality |
| Message Type | M |  | 9.3.1.1 |  | YES | reject |
| AMF UE NGAP ID | M |  | 9.3.3.1 |  | YES | reject |
| Handover Type | M |  | 9.3.1.22 |  | YES | reject |
| Cause | M |  | 9.3.1.2 |  | YES | ignore |
| UE Aggregate Maximum Bit Rate | M |  | 9.3.1.58 |  | YES | reject |
| Core Network Assistance Information for RRC INACTIVE | O |  | 9.3.1.15 |  | YES | ignore |
| UE Security Capabilities  | M |  | 9.3.1.86 |  | YES | reject |
| Security Context | M |  | 9.3.1.88 |  | YES | reject |
| New Security Context Indicator | O |  | 9.3.1.55 |  | YES | reject |
| NASC | O |  | NAS-PDU9.3.3.4 | Refers to either the “Intra N1 mode NAS transparent container” or the “S1 mode to N1 mode NAS transparent container”, the details of the IE definition and the encoding arespecified in TS 24.501 [26]. | YES | reject |
| **PDU Session Resource Setup List** |  | *1* |  |  | YES | reject |
| **>PDU Session Resource Setup Item** |  | *1..<maxnoofPDUSessions>* |  |  | - |  |
| >>PDU Session ID  | M |  | 9.3.1.50 |  | - |  |
| >>S-NSSAI | M |  | 9.3.1.24 |  | - |  |
| >>Handover Request Transfer | M |  | OCTET STRING | Containing the *PDU Session Resource Setup Request Transfer* IE specified in subclause 9.3.4.1. | - |  |
| >>PDU Session Expected UE Activity Behaviour | O |  | Expected UE Activity Behaviour9.3.1.94 | Expected UE Activity Behaviour for the PDU Session. | YES | ignore |
| Allowed NSSAI | M |  | 9.3.1.31 | Indicates the S-NSSAIs permitted by the network. | YES | reject |
| Trace Activation | O |  | 9.3.1.14 |  | YES | ignore |
| Masked IMEISV | O |  | 9.3.1.54 |  | YES | ignore |
| Source to Target Transparent Container | M |  | 9.3.1.20 |  | YES | reject |
| Mobility Restriction List | O |  | 9.3.1.85 |  | YES | ignore |
| Location Reporting Request Type | O |  | 9.3.1.65 |  | YES | ignore |
| RRC Inactive Transition Report Request | O |  | 9.3.1.91 |  | YES | ignore |
| GUAMI | M |  | 9.3.3.3 |  | YES | reject |
| Redirection for Voice EPS Fallback  | O |  | 9.3.1.116 |  | YES | ignore |
| CN Assisted RAN Parameters Tuning | O |  | 9.3.1.119 |  | YES | ignore |
| SRVCC Operation Possible | O |  | 9.3.1.128 |  | YES | ignore |
| IAB Authorized | O |  | 9.3.1.129 |  | YES | reject |
| Enhanced Coverage Restriction | O |  | 9.3.1.140 |  | YES | ignore |
| UE Differentiation Information | O |  | 9.3.1.144 |  | YES | ignore |
| NR V2X Services Authorized | O |  | 9.3.1.146 |  | YES | ignore |
| LTE V2X Services Authorized | O |  | 9.3.1.147 |  | YES | ignore |
| NR UE Sidelink Aggregate Maximum Bit Rate | O |  | 9.3.1.148 | This IE applies only if the UE is authorized for NR V2X services. | YES | ignore |
| LTE UE Sidelink Aggregate Maximum Bit Rate | O |  | 9.3.1.149 | This IE applies only if the UE is authorized for LTE V2X services. | YES | ignore |
| PC5 QoS Parameters | O |  | 9.3.1.150 | This IE applies only if the UE is authorized for NR V2X services. | YES | ignore |
| CE-mode-B Restricted | O |  | 9.3.1.155 |  | YES | ignore |
| UE User Plane CIoT Support Indicator | O |  | 9.3.1.160 |  | YES | ignore |
| Management Based MDT PLMN List | O |  | MDT PLMN List9.3.1.168 |  | YES | ignore |
| UE Radio Capability ID | O |  | 9.3.1.142 |  | YES | reject |
| Extended Connected Time | O |  | 9.3.3.31 |  | YES | ignore |
| UE Slice Maximum Bit Rate List | O |  | 9.3.1.yyy |  | YES | ignore |

|  |  |
| --- | --- |
| Range bound | Explanation |
| maxnoofPDUSessions | Maximum no. of PDU sessions allowed towards one UE. Value is 256. |

**<Unchanged Text Omitted>**

#### 9.3.1.yyy UE Slice Maximum Bit Rate List

This IE contains the UE Slice Maximum Bit Rate List as specified in TS 23.501 [9].

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| IE/Group Name | Presence | Range | IE type and reference | Semantics description |
| **UE Slice Maximum Bit Rate Item** |  | *1..<maxnoof* *AllowedS-NSSAIs>* |  | Applicable across all GBR and Non-GBR QoS flows. |
| >S-NSSAI | M |  | 9.3.1.24 |  |
| >UE Slice Maximum Bit Rate Downlink | M |  | Bit Rate9.3.1.4 | This IE indicates the downlink UE-Slice-MBR as specified in TS 23.501 [9]. |
| >UE Slice Maximum Bit Rate Uplink | M |  | Bit Rate9.3.1.4 | This IE indicates the uplink UE-Slice-MBR as specified in TS 23.501 [9]. |

|  |  |
| --- | --- |
| Range bound | Explanation |
| maxnoofAllowedS-NSSAIs | Maximum no. of allowed S-NSSAI. Value is 8. |

**<Unchanged Text Omitted>**

###

### 9.4.4 PDU Definitions

-- ASN1START

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

--

-- PDU definitions for NGAP.

--

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

**<Unchanged Text Omitted>**

UERadioCapabilityID,

UERetentionInformation,

UESecurityCapabilities,

UESliceMaximumBitRateList,

**<Unchanged Text Omitted>**

id-UERadioCapabilityID,

 id-UERadioCapability-EUTRA-Format,

 id-UERetentionInformation,

id-UESecurityCapabilities,

id-UESliceMaximumBitRateList,

**<Unchanged Text Omitted>**

-- PDU SESSION RESOURCE SETUP REQUEST

--

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

PDUSessionResourceSetupRequest ::= SEQUENCE {

 protocolIEs ProtocolIE-Container { {PDUSessionResourceSetupRequestIEs} },

 ...

}

PDUSessionResourceSetupRequestIEs NGAP-PROTOCOL-IES ::= {

 { ID id-AMF-UE-NGAP-ID CRITICALITY reject TYPE AMF-UE-NGAP-ID PRESENCE mandatory }|

 { ID id-RAN-UE-NGAP-ID CRITICALITY reject TYPE RAN-UE-NGAP-ID PRESENCE mandatory }|

 { ID id-RANPagingPriority CRITICALITY ignore TYPE RANPagingPriority PRESENCE optional }|

 { ID id-NAS-PDU CRITICALITY reject TYPE NAS-PDU PRESENCE optional }|

 { ID id-PDUSessionResourceSetupListSUReq CRITICALITY reject TYPE PDUSessionResourceSetupListSUReq PRESENCE mandatory }|

 { ID id-UEAggregateMaximumBitRate CRITICALITY ignore TYPE UEAggregateMaximumBitRate PRESENCE optional }|

 { ID id-UESliceMaximumBitRateList CRITICALITY ignore TYPE UESliceMaximumBitRateList PRESENCE optional },

 ...

}

**<Unchanged Text Omitted>**

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

--

-- INITIAL CONTEXT SETUP REQUEST

--

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

InitialContextSetupRequest ::= SEQUENCE {

 protocolIEs ProtocolIE-Container { {InitialContextSetupRequestIEs} },

 ...

}

InitialContextSetupRequestIEs NGAP-PROTOCOL-IES ::= {

 { ID id-AMF-UE-NGAP-ID CRITICALITY reject TYPE AMF-UE-NGAP-ID PRESENCE mandatory }|

 { ID id-RAN-UE-NGAP-ID CRITICALITY reject TYPE RAN-UE-NGAP-ID PRESENCE mandatory }|

 { ID id-OldAMF CRITICALITY reject TYPE AMFName PRESENCE optional }|

 { ID id-UEAggregateMaximumBitRate CRITICALITY reject TYPE UEAggregateMaximumBitRate PRESENCE conditional }|

 { ID id-CoreNetworkAssistanceInformationForInactive CRITICALITY ignore TYPE CoreNetworkAssistanceInformationForInactive PRESENCE optional }|

 { ID id-GUAMI CRITICALITY reject TYPE GUAMI PRESENCE mandatory }|

 { ID id-PDUSessionResourceSetupListCxtReq CRITICALITY reject TYPE PDUSessionResourceSetupListCxtReq PRESENCE optional }|

 { ID id-AllowedNSSAI CRITICALITY reject TYPE AllowedNSSAI PRESENCE mandatory }|

 { ID id-UESecurityCapabilities CRITICALITY reject TYPE UESecurityCapabilities PRESENCE mandatory }|

 { ID id-SecurityKey CRITICALITY reject TYPE SecurityKey PRESENCE mandatory }|

 { ID id-TraceActivation CRITICALITY ignore TYPE TraceActivation PRESENCE optional }|

 { ID id-MobilityRestrictionList CRITICALITY ignore TYPE MobilityRestrictionList PRESENCE optional }|

 { ID id-UERadioCapability CRITICALITY ignore TYPE UERadioCapability PRESENCE optional }|

 { ID id-IndexToRFSP CRITICALITY ignore TYPE IndexToRFSP PRESENCE optional }|

 { ID id-MaskedIMEISV CRITICALITY ignore TYPE MaskedIMEISV PRESENCE optional }|

 { ID id-NAS-PDU CRITICALITY ignore TYPE NAS-PDU PRESENCE optional }|

 { ID id-EmergencyFallbackIndicator CRITICALITY reject TYPE EmergencyFallbackIndicator PRESENCE optional }|

 { ID id-RRCInactiveTransitionReportRequest CRITICALITY ignore TYPE RRCInactiveTransitionReportRequest PRESENCE optional }|

 { ID id-UERadioCapabilityForPaging CRITICALITY ignore TYPE UERadioCapabilityForPaging PRESENCE optional }|

 { ID id-RedirectionVoiceFallback CRITICALITY ignore TYPE RedirectionVoiceFallback PRESENCE optional }|

 { ID id-LocationReportingRequestType CRITICALITY ignore TYPE LocationReportingRequestType PRESENCE optional }|

 { ID id-CNAssistedRANTuning CRITICALITY ignore TYPE CNAssistedRANTuning PRESENCE optional }|

 { ID id-SRVCCOperationPossible CRITICALITY ignore TYPE SRVCCOperationPossible PRESENCE optional }|

 { ID id-IAB-Authorized CRITICALITY ignore TYPE IAB-Authorized PRESENCE optional }|

 { ID id-Enhanced-CoverageRestriction CRITICALITY ignore TYPE Enhanced-CoverageRestriction PRESENCE optional }|

 { ID id-Extended-ConnectedTime CRITICALITY ignore TYPE Extended-ConnectedTime PRESENCE optional }|

 { ID id-UE-DifferentiationInfo CRITICALITY ignore TYPE UE-DifferentiationInfo PRESENCE optional }|

{ ID id-NRV2XServicesAuthorized CRITICALITY ignore TYPE NRV2XServicesAuthorized PRESENCE optional }|

{ ID id-LTEV2XServicesAuthorized CRITICALITY ignore TYPE LTEV2XServicesAuthorized PRESENCE optional }|

{ ID id-NRUESidelinkAggregateMaximumBitrate CRITICALITY ignore TYPE NRUESidelinkAggregateMaximumBitrate PRESENCE optional }|

{ ID id-LTEUESidelinkAggregateMaximumBitrate CRITICALITY ignore TYPE LTEUESidelinkAggregateMaximumBitrate PRESENCE optional }|

 { ID id-PC5QoSParameters CRITICALITY ignore TYPE PC5QoSParameters PRESENCE optional }|

 { ID id-CEmodeBrestricted CRITICALITY ignore TYPE CEmodeBrestricted PRESENCE optional }|

 { ID id-UE-UP-CIoT-Support CRITICALITY ignore TYPE UE-UP-CIoT-Support PRESENCE optional }|

 { ID id-RGLevelWirelineAccessCharacteristics CRITICALITY ignore TYPE RGLevelWirelineAccessCharacteristics PRESENCE optional }|

 { ID id-ManagementBasedMDTPLMNList CRITICALITY ignore TYPE MDTPLMNList PRESENCE optional }|

 { ID id-UERadioCapabilityID CRITICALITY reject TYPE UERadioCapabilityID PRESENCE optional }|

 { ID id-TargetNSSAIInformation CRITICALITY ignore TYPE TargetNSSAIInformation PRESENCE optional }|

 { ID id-UESliceMaximumBitRateList CRITICALITY ignore TYPE UESliceMaximumBitRateList PRESENCE optional },

 ...

}

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

--

**<Unchanged Text Omitted>**

-- UE CONTEXT MODIFICATION REQUEST

--

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

UEContextModificationRequest ::= SEQUENCE {

 protocolIEs ProtocolIE-Container { {UEContextModificationRequestIEs} },

 ...

}

UEContextModificationRequestIEs NGAP-PROTOCOL-IES ::= {

 { ID id-AMF-UE-NGAP-ID CRITICALITY reject TYPE AMF-UE-NGAP-ID PRESENCE mandatory }|

 { ID id-RAN-UE-NGAP-ID CRITICALITY reject TYPE RAN-UE-NGAP-ID PRESENCE mandatory }|

 { ID id-RANPagingPriority CRITICALITY ignore TYPE RANPagingPriority PRESENCE optional }|

 { ID id-SecurityKey CRITICALITY reject TYPE SecurityKey PRESENCE optional }|

 { ID id-IndexToRFSP CRITICALITY ignore TYPE IndexToRFSP PRESENCE optional }|

 { ID id-UEAggregateMaximumBitRate CRITICALITY ignore TYPE UEAggregateMaximumBitRate PRESENCE optional }|

 { ID id-UESecurityCapabilities CRITICALITY reject TYPE UESecurityCapabilities PRESENCE optional }|

 { ID id-CoreNetworkAssistanceInformationForInactive CRITICALITY ignore TYPE CoreNetworkAssistanceInformationForInactive PRESENCE optional }|

 { ID id-EmergencyFallbackIndicator CRITICALITY reject TYPE EmergencyFallbackIndicator PRESENCE optional }|

 { ID id-NewAMF-UE-NGAP-ID CRITICALITY reject TYPE AMF-UE-NGAP-ID PRESENCE optional }|

 { ID id-RRCInactiveTransitionReportRequest CRITICALITY ignore TYPE RRCInactiveTransitionReportRequest PRESENCE optional }|

 { ID id-NewGUAMI CRITICALITY reject TYPE GUAMI PRESENCE optional }|

 { ID id-CNAssistedRANTuning CRITICALITY ignore TYPE CNAssistedRANTuning PRESENCE optional }|

 { ID id-SRVCCOperationPossible CRITICALITY ignore TYPE SRVCCOperationPossible PRESENCE optional }|

 { ID id-IAB-Authorized CRITICALITY ignore TYPE IAB-Authorized PRESENCE optional }|

 { ID id-NRV2XServicesAuthorized CRITICALITY ignore TYPE NRV2XServicesAuthorized PRESENCE optional }|

 { ID id-LTEV2XServicesAuthorized CRITICALITY ignore TYPE LTEV2XServicesAuthorized PRESENCE optional }|

 { ID id-NRUESidelinkAggregateMaximumBitrate CRITICALITY ignore TYPE NRUESidelinkAggregateMaximumBitrate PRESENCE optional }|

 { ID id-LTEUESidelinkAggregateMaximumBitrate CRITICALITY ignore TYPE LTEUESidelinkAggregateMaximumBitrate PRESENCE optional }|

 { ID id-PC5QoSParameters CRITICALITY ignore TYPE PC5QoSParameters PRESENCE optional }|

 { ID id-UERadioCapabilityID CRITICALITY reject TYPE UERadioCapabilityID PRESENCE optional }|

 { ID id-RGLevelWirelineAccessCharacteristics CRITICALITY ignore TYPE RGLevelWirelineAccessCharacteristics PRESENCE optional }|

 { ID id-UESliceMaximumBitRateList CRITICALITY ignore TYPE UESliceMaximumBitRateList PRESENCE optional },

 ...

}

**<Unchanged Text Omitted>**

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

--

-- HANDOVER REQUEST

--

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

HandoverRequest ::= SEQUENCE {

 protocolIEs ProtocolIE-Container { {HandoverRequestIEs} },

 ...

}

HandoverRequestIEs NGAP-PROTOCOL-IES ::= {

 { ID id-AMF-UE-NGAP-ID CRITICALITY reject TYPE AMF-UE-NGAP-ID PRESENCE mandatory }|

 { ID id-HandoverType CRITICALITY reject TYPE HandoverType PRESENCE mandatory }|

 { ID id-Cause CRITICALITY ignore TYPE Cause PRESENCE mandatory }|

 { ID id-UEAggregateMaximumBitRate CRITICALITY reject TYPE UEAggregateMaximumBitRate PRESENCE mandatory }|

 { ID id-CoreNetworkAssistanceInformationForInactive CRITICALITY ignore TYPE CoreNetworkAssistanceInformationForInactive PRESENCE optional }|

 { ID id-UESecurityCapabilities CRITICALITY reject TYPE UESecurityCapabilities PRESENCE mandatory }|

 { ID id-SecurityContext CRITICALITY reject TYPE SecurityContext PRESENCE mandatory }|

 { ID id-NewSecurityContextInd CRITICALITY reject TYPE NewSecurityContextInd PRESENCE optional }|

 { ID id-NASC CRITICALITY reject TYPE NAS-PDU PRESENCE optional }|

 { ID id-PDUSessionResourceSetupListHOReq CRITICALITY reject TYPE PDUSessionResourceSetupListHOReq PRESENCE mandatory }|

 { ID id-AllowedNSSAI CRITICALITY reject TYPE AllowedNSSAI PRESENCE mandatory }|

 { ID id-TraceActivation CRITICALITY ignore TYPE TraceActivation PRESENCE optional }|

 { ID id-MaskedIMEISV CRITICALITY ignore TYPE MaskedIMEISV PRESENCE optional }|

 { ID id-SourceToTarget-TransparentContainer CRITICALITY reject TYPE SourceToTarget-TransparentContainer PRESENCE mandatory }|

 { ID id-MobilityRestrictionList CRITICALITY ignore TYPE MobilityRestrictionList PRESENCE optional }|

 { ID id-LocationReportingRequestType CRITICALITY ignore TYPE LocationReportingRequestType PRESENCE optional }|

 { ID id-RRCInactiveTransitionReportRequest CRITICALITY ignore TYPE RRCInactiveTransitionReportRequest PRESENCE optional }|

 { ID id-GUAMI CRITICALITY reject TYPE GUAMI PRESENCE mandatory }|

 { ID id-RedirectionVoiceFallback CRITICALITY ignore TYPE RedirectionVoiceFallback PRESENCE optional }|

 { ID id-CNAssistedRANTuning CRITICALITY ignore TYPE CNAssistedRANTuning PRESENCE optional }|

 { ID id-SRVCCOperationPossible CRITICALITY ignore TYPE SRVCCOperationPossible PRESENCE optional }|

 { ID id-IAB-Authorized CRITICALITY reject TYPE IAB-Authorized PRESENCE optional }|

 { ID id-Enhanced-CoverageRestriction CRITICALITY ignore TYPE Enhanced-CoverageRestriction PRESENCE optional }|

 { ID id-UE-DifferentiationInfo CRITICALITY ignore TYPE UE-DifferentiationInfo PRESENCE optional }|

 { ID id-NRV2XServicesAuthorized CRITICALITY ignore TYPE NRV2XServicesAuthorized PRESENCE optional }|

 { ID id-LTEV2XServicesAuthorized CRITICALITY ignore TYPE LTEV2XServicesAuthorized PRESENCE optional }|

 { ID id-NRUESidelinkAggregateMaximumBitrate CRITICALITY ignore TYPE NRUESidelinkAggregateMaximumBitrate PRESENCE optional }|

 { ID id-LTEUESidelinkAggregateMaximumBitrate CRITICALITY ignore TYPE LTEUESidelinkAggregateMaximumBitrate PRESENCE optional }|

 { ID id-PC5QoSParameters CRITICALITY ignore TYPE PC5QoSParameters PRESENCE optional }|

 { ID id-CEmodeBrestricted CRITICALITY ignore TYPE CEmodeBrestricted PRESENCE optional }|

 { ID id-UE-UP-CIoT-Support CRITICALITY ignore TYPE UE-UP-CIoT-Support PRESENCE optional }|

 { ID id-ManagementBasedMDTPLMNList CRITICALITY ignore TYPE MDTPLMNList PRESENCE optional }|

 { ID id-UERadioCapabilityID CRITICALITY reject TYPE UERadioCapabilityID PRESENCE optional }|

 { ID id-Extended-ConnectedTime CRITICALITY ignore TYPE Extended-ConnectedTime PRESENCE optional }|

 { ID id-UESliceMaximumBitRateList CRITICALITY ignore TYPE UESliceMaximumBitRateList PRESENCE optional },

 ...

}

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

--

**<Unchanged Text Omitted>**

### 9.4.5 Information Element Definitions

-- ASN1START

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

--

-- Information Element Definitions

--

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

**<Unchanged Text Omitted>**

UESecurityCapabilities ::= SEQUENCE {

 nRencryptionAlgorithms NRencryptionAlgorithms,

 nRintegrityProtectionAlgorithms NRintegrityProtectionAlgorithms,

 eUTRAencryptionAlgorithms EUTRAencryptionAlgorithms,

 eUTRAintegrityProtectionAlgorithms EUTRAintegrityProtectionAlgorithms,

 iE-Extensions ProtocolExtensionContainer { {UESecurityCapabilities-ExtIEs} } OPTIONAL,

 ...

}

UESecurityCapabilities-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {

 ...

}

UESliceMaximumBitRateList ::= SEQUENCE (SIZE(1..maxnoofAllowedS-NSSAIs)) OF UESliceMaximumBitRateItem

UESliceMaximumBitRateItem ::= SEQUENCE {

 s-NSSAI S-NSSAI,

 uESliceMaximumBitRateDL BitRate,

 uESliceMaximumBitRateUL BitRate,

 iE-Extensions ProtocolExtensionContainer { { UESliceMaximumBitRateItem-ExtIEs} } OPTIONAL,

 ...

}

UESliceMaximumBitRateItem-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {

 ...

}

**<Unchanged Text Omitted>**

### 9.4.7 Constant Definitions

**<Unchanged Text Omitted>**

 id-QosFlowFailedToSetupList ProtocolIE-ID ::= 283

 id-UESliceMaximumBitRateList ProtocolIE-ID ::= xxx

|  |
| --- |
| **Change Ends** |