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1 Introduction

CB: # RedCap2_UECapability
- Check LS from RAN2

- Down select the solution for RedCap UE support capabilities exchange

- Capture agreements and provide TPs if agreeable

- LS reply to RAN2?

(Qualcomm - moderator)

Summary of offline disc R3-221029
2 For the Chairman’s Notes
For coordination of RedCap access/mobility restrictions:

· OAM is not precluded (may be sufficient in some deployments)
· Support the exchange of RedCap access configuration via Xn Setup/Configuration Update (solution 2) 

Support sending RedCap access configuration over F1AP

For mobility between nodes without Xn, assume OAM, but allow to revisit next meeting also taking into account RACS discussion if applicable)
Agree following TPs:

R3-221375 for XnAP (rev of R3-220280)

R3-221376 for F1AP (rev of R3-220300)

R3-221377 for 38.470 (rev of R3-220891)

LS reply to RAN2 to be sent as R3-221382 (revision of R3-220299)

Not agreed topics; proponents to check feedback:

· E1 impact (RedCap indication)

· Mobility restrictions for RedCap

· Changes in TS 37.340 (RedCap non-support for MR-DC)
Not discussed and to be continued: cause values.
3 Discussion
Introduction: general aspects

The documents submitted and chair’s guidance are mainly in the area of how to handle RedCap mobility, so we should focus on that topic. The moderator has tried to include some other proposals, and section 3.9 lists topics that may be considered in a second round.

Regarding solutions, we note that we are guided to down select the options on the table. As reference, we also note that four scenarios had been highlighted at the last meeting i.e., based on target gNB:

A. Legacy gNB (Pre Rel-17)

B. New gNB (Rel-17) permanently barring RedCap UE

C. New gNB (Rel-17) where RedCap UEs are temporarily barred, e.g., for 1Rx or 2Rx RedCap UE; How frequent the barring would happen depends on RAN2 reply

D. New gNB (Rel-17) allowing RedCap UE

Finally, it is suggested to use the following terminology for the solutions:
· Solution 1: OAM

· Solution 2: Cell configuration exchange

· Solution 3: Handover-time signalling (this has also been mentioned as solution 2bis)

3.1 LS from RAN2 [1]
The text from [1] is transcribed below:

	1. RAN3’s first question: Can RAN2 confirm that RedCap UEs should not attempt to camp/access in legacy cells or be handed over to such cells; if so, can RAN2 please explain how access control will work for legacy gNBs. This is related to one option considered in RAN3, where it is assumed that the broadcast in supporting cells would be designed to indicate support (or access allowed), and the presence (or contents) of such broadcast would be indicated at Xn level by the possible introduction of new information elements, rather than a barring indication as mentioned in the LS. 
RAN2 can confirm that RedCap UEs should not attempt to camp/access in legacy cells or be handed over to such cells. Support for RedCap UEs in a cell is signalled by RedCap-specific indicators, e.g., RedCap-specific intraFreqReselection indicator (IFRI), in system information broadcast. Absence of RedCap-specific indicators would indicate that the cell does not support RedCap UEs.

2. RAN3’s second question: Can RAN2 confirm whether a legacy gNB can detect via the (RedCap) UE Radio Capabilities (e.g. at Handover preparation) that it cannot configure or serve the RedCap UE? This is related to another option considered by RAN3 in which a Rel-17 gNB can perceive, e.g., the support or barring by a neighbour gNB cell of RedCap UE via the handover preparation failure with signalling a proper cause value at XnAP level.
RAN2 can confirm it is not possible for a legacy gNB to identify a RedCap UE via RedCap UE radio capabilities.  A legacy target gNB does not understand e.g. new values or fields introduced in the radio capability signalling for RedCap UEs and cannot signal new cause values


From the first question, RAN2 confirms that it expects consistency between access and mobility. It also explains that in the SIB, the support for RedCap is signalled by the presence of a RedCap specific indicator (IFRI). This can also be confirmed from the current RAN2 running CR.

On the second question, RAN2 confirms that a legacy node cannot identify a RedCap UE from its capabilities, nor act in any specific way (e.g. via cause values).

From this the moderator would like to highlight these three points:

· Access and mobility restrictions should be consistent for RedCap UEs

· Behaviour of legacy nodes is not fully deterministic, hence handover to these nodes should not be triggered

· Access restriction / permission  for RedCap UEs is provided in SIB1
Q1: Please provide any additional comments or issues on the reply LS:

	Company
	Comment

	Ericsson
	We thank the moderator for highlighting the above three points, which make sense. 

In light of this, we suggest that the title of the sub-item on the agenda is renamed, as it is in fact inaccurate and misleading:

"11.2. Support for RedCap Capability Exchange" ( " 11.2 Support of RedCap UE cell access and mobility restriction"

	Qualcomm
	Fully agree that the title of 11.2 should be changed

	
	

	
	

	
	

	
	


	Moderator’s summary: Will request chair to make this change


3.2 Solution analysis: solution 1 (OAM)
OAM configuration is discussed in several papers and is proposed in [4,5].

In [4], it is argued that OAM can work for static configuration, and that it can also work for semi-static (e.g. barring changes) since these cannot be too frequent. It is also argued that even for frequent changes, the source could behave based on load information from the target. [4] also proposes not to discuss the handover to a legacy node.
In [5], it is stated that scenario A can only be solved by OAM setting, same for scenarios B and D, and then for the temporarily barred scenario, cause values may be used.

On the other hand, [6] argues that solution 1 is not appropriate for any scenario where SIB1 IEs are not static (e.g. either RedCap Access is not permanently enabled, or some ReCaps UEs are temporarily barred). The arguments given are:
· Any configuration change needs to be propagated in all neighbour gNBs via OAM, which defeats the objective of ANR.

· The configuration may take some time to propagate, which may even be longer than the actual time that barring is in operation in the SIB1.

· Multi-vendor operation is not guaranteed
Based on the above analysis, the operator would like to ask companies whether they think solution 1 is appropriate / not appropriate, and to provide any additional arguments.
Q2: Please state if you consider solution 1 to be appropriate / not appropriate, and provide any additional arguments, if needed:

	Company
	Comment

	Nokia
	Yes, solution1 is appropriate for changes which are not too frequent. We disagree with the three bullets from the moderator:
For 1/ ANR is for Automatic Neighbour Relationship: in this case the relations are well established, it is just a matter of how to implement in some gNBs a decision of barring which is taken from the operator, therefore O&M is not a problem.

2/ there is no need of “urgency” the set the barring: the load situation of the cell is not going to change from 0 to 100 in a few tens of milliseconds and we expect that barring duration will be hopefully larger than that, otherwise we should not talk of “infrequent changes”.

3/ the O&M of the operator configures all RAN nodes regardless of the vendor, we don’t see the multi-vendor issue here? 

	Huawei
	Solution 1 is not appropriate. We can assume the temporarily barred scenario exist and hence we don’t think solution 1 is a good choice for scenario C. We agree the arguments in [6] as also shown by the moderator.

	Radisys
	Solution 1 is not appropriate. Because -

1. OAM solution across neighboring gNBs are not intervendor compatible

2. OAM solution defeats the purpose of ANR. 

3. Any changes to the RedCap configuration in one node, needs to be manually propagated via OAM to all neighboring nodes, which is not recommended. When ANR can automate this, we think manual OAM configuration is unnecessary.

	CATT
	Agree with Nokia. OAM can be used for infrequency changes. OAM is usually used to configure capability and it works well. 
For scenario C and D, even if the bar information can be changed due to overload, source CU will not handover a (RedCap) UE to an overload target 17 gNB until the target R17 gNB back to the normal load level. Because gNB knows neighbours’ load information based on Resource Status Reporting procedure (MLB). It means that the bar information of target R17 gNB is not changed from source CU perspective.

Based on this, we think OAM is enough for four scenarios.

	Ericsson
	The OAM solution is not suitable because it is difficult for an operator to accept a full manual configuration of the neighbourhood relationship based on OAM. Nokia's solution will have the negative effect of increasing the burden of configuration via OAM for operators, which must not be accepted.

In contrast, solution 2 reduces the OAM effort and facilitates operator deployments.

	Qualcomm
	This is a sort of fallback, but not really appropriate. For any change of barring, OAM propagation times are implementation dependent and for that reason OAM configuration should be generally reserved for static aspects. Tying this to MLB (as CATT suggests) would mean that MLB becomes mandatory for RedCap, plus the link between cell load (in its various forms) and ReCap barring would not be known (no real way for source to guess). Hence this really cannot work.

	ZTE
	Solution 1 is not appropriate. OAM solution will only work if the redcap barring settings of the cell rarely change. 

	Samsung
	Solution 1 is not appropriate. OAM solution cannot bring flexibility for operators, as we think the barring setting may be updated frequently to some extent based on the load situation.

	vivo
	Solution1 is not appropriate. OAM can be used for infrequent changes, it can not handle the  temporarily barred scenario, i.e. scenario C. In addition, OAM involves a lot of manual effort.

OAM + MLB (as CATT suggests)  can not work well either. There are two cellbarring bits for RedCap. One for 1RX RedCap, the other for 2RX RedCap. One gNB could not deduce how many and which cellbarring bit are set in neighboring gNB based on the existing Resource Status Reporting procedure, especially in intervendor case.

	CMCC
	Solution 1 is not appropriate. As the previous companies emphasized, OAM only works well for infrequent cell change for barring setting. Additionally, any cell barring change propagating to all neighbor gNBs will cause severe delay.

	NEC
	Solution 1 (OAM) is ok. 
We are proposing to have a cause value to indicate that the RedCap UE is temporary not allowed, but if company even see this cause value is not needed, we are ok not to have it, because all are set by OAM.

	Deutsche Telekom
	From DT’s perspective, solution 1 based on QAM is sufficient as we expect a static scenario with respect to RedCap UE handling. In case of resource problems in a cell, there is also the possibility to downgrade the resource assignment to RedCap UEs based on knowledge of their capability, i.e., barring is not the only tool that is useful in such overload situation.

Nevertheless, if other operators see the need for handling of dynamic scenarios, we are open for signaling based solutions. 

	BT
	We are not fully convinced that a dynamic solution is needed, and we tend to agree with DT that we expect a static configuration. In this case an OAM solution would be suitable.

However, Solution 1 is not suitable where we are supporting scenario C and the configuration of supporting Redcap devices is dynamically changing, this would put too much burden on the operator.


	Moderator’s summary: Eight companies believe OAM solution is not appropriate or cannot cover all scenarios. Five companies believe it is appropriate for all/some scenarios.

A possible way forward here is to state that OAM is not precluded for static scenarios or those with very infrequent configuration changes.


3.3 Solution analysis: solution 2 (cell configuration exchange)
This approach is proposed in [6]. In addition, there are several associated proposals as follows:

· Ref [8] provides an associated F1 TP

· Ref [10] provides an associated TP for 38.470

· Ref [7] provides an associated LS (Note: whether to send an LS etc can be treated separately)
Ref [6] provides a TP for the Xn exchange for this proposal, which adds an IE to the Served Cell Information NR IE (RedCap Broadcast Information IE). The contents of this IE reflect the SIB1 RedCap related content.
Ref [6] states that “it supports all scenarios in the same package, without any need for multiple new cause values, multiple trial-and-error attempts, redundant IEs, or dependency on OAM configuration propagation times.”

On the other hand, this solution is for Xn only. Ref [6] acknowledges this but proposes to wait for the conclusion of the parallel discussion on RACS before deciding on what to do, if anything, for NGAP handover.

In terms of arguments against this approach:

· [3] argues that it would lead to excessive updates as barring changes could be frequent, however proponents of the OAM solution argue that barring changes are infrequent [4]; [6] notes that barring changes also impact idle Ues due to need to read SIB, so they cannot be too frequent.

· [3] also notes as above that it does not apply for nodes without Xn connection between them.

Based on the above analysis, the moderator would like to ask companies whether they think solution 2 is appropriate / not appropriate, and to provide any additional arguments.

Q3: Please state if you consider solution 2 to be appropriate / not appropriate, and provide any additional arguments, if needed:

	Company
	Comment

	Nokia
	Solution 2 is not appropriate. As explained in [3] either the changes are infrequent and O&M solution is good enough, or the changes are very frequent and solution 2 brings significant increase of Xn signaling which solution 3 doesn’t have. Therefore solution 2 is the worst in both scenarios. Also it doesn’t work when there is no Xn: please note that RACS issue is totally different problem as was commented already.  We note that the other solutions 1 and 3 instead work even in the absence of Xn interface.

	Huawei
	Solution 2 is appropriate. In fact, what we assume is the change according to barring will happen but not that frequently. It is neither static nor change too frequently.

	Radisys
	Solution 2 is appropriate. Because – 

1. it is intervendor compatible

2. avoids manual efforts and errors and automates the configuration propagation via ANR

3. in the absence of Xn, Soln 1 and 2 behave the same. If OAM provides the neighbour information Xn will be setup and configuration exchange happens. If no Xn and no OAM information on the neighbour, then Ng HO is common for both the solutions 1 & 2. 

4. exchange of Redcap capability is similar to exchange of any cell configuration over Xn. If the load created by exchange of cell configuration over Xn is acceptable, then so is Redcap capability exchange. 

	CATT
	The scenario is not clear yet i.e., whether the bar information can be changed frequently. 
And please see our comments in Q1. Even if the bar information can be changed due to overload, source CU will not handover a (RedCap) UE to an overload target 17 gNB until the target R17 gNB back to the normal load level.
(Frequent) exchange of bar information does not meaningful.

	Ericsson
	There is a confusion on Nokia’s side regarding the RACS aspect; it is about waiting for the progress of the TEI17 topic and NG-AP changes, if any, to avoid conflicting discussions.
We will not repeat the arguments of Huawei and Radisys, with whom we 100% agree with. On CATT’s comment, the barring is also related to cell camping and not only for mobility as explained by the moderator in 3.1

In both cases, if we have no signalling solution in place, we can have a (source) gNB ordering 
edcap UE to do unnecessary measurements on frequency, or for handover where target gNB does not support serving 
edcap. It causes unnecessary Measurement Gap and RRC signaling.

Nokia’s solution ignores this problem. 



	Qualcomm
	This is the obvious and clean solution.

Like Huawei we expect that bar changes are not frequent, because anyway this would negatively impact idle mode behaviour. As also explained, this does not mean that OAM is desirable (though for sure OAM can be a fallback).

	ZTE
	Solution 2 is appropriate. We agree with Radisys that if the load created by exchange of cell configuration over Xn is acceptable, then so is Redcap capability exchange.

Furthermore, We think that there is low priority for the NG based handover for RedCap Ues.

	Samsung
	Solution 2 is appropriate. We agree with HW, Radisys, E///, QC and ZTE.

	Vivo
	Solution 2 is appropriate. Solution2 can handle  changes of cell barring status, and involves little manual effort.

	CMCC
	Solution 2 is appropriate. It supports all the scenarios summarized in last meeting. Do not repeat advantages of the solution 2 mentioned above, same view with HW, Radisys, E///…

	NEC
	Solution 2 is not needed if we have already solution1 on hand.

	Deutsche Telekom
	If other operators see really the need for handling of dynamic changes in RedCap UE barring, solution 2 seems to be appropriate. Nevertheless, the case of NG HO in case of missing Xn connection should be covered.  
Otherwise, solution 1 is still our preference, as we expect a rather static scenario.

	BT
	We agree solution 2 would be suitable where handling a dynamic configuration of the cell barring status for Redcap device and avoids manual intervention.


	Moderator’s summary: Eight companies think the solution is appropriate and enable changes without manual intervention.

Five companies have various degrees of concern e.g.

· some companies think this is suitable if needed for certain types of deployment scenarios, or that OAM is fine

· some companies note that NGAP is not covered

· some companies think that the solution is not suitable for static scenarios, or for highly dynamic scenarios due to excessive signalling (however proponents counter that the typical scenario is neither static nor highly dynamic)


3.4 Solution analysis: solution 3 (Handover-time signalling)

This solution had previously been sketched but without all details, and a TP is detailed in [3]. As proposed at this meeting, it relies on an exchange at handover preparation for both Xn and NGAP handover where:
· The request message includes a RedCap indication with criticality “reject”
· The response message includes a list of non-RedCap cells

Ref [3] points out that this has a reduced signalling load compared to solution 2 and also can work for NGAP handover.

As the details of the message are new, there is no detailed discussion in other documents, though [6] thinks that it will not support barring, and also not handle legacy nodes.

Looking at the details of [3], the moderator can make the following observations:

· The approach will work for legacy nodes (scenario A) due to the use of the criticality in forward signalling – it is assumed that a node will find the support of the neighbour from a first try and then keep this configuration.
· For non-legacy nodes, the approach may need further clarification since it is not clear how criticality works for a supporting node with a bar on a particular RedCap UE type, or how the source understands that e.g. 1RX only is barred, or how the source understands the difference between a supporting node where all RedCap is temporarily barred in a particular cell, and a non-supporting node

· The NGAP signalling / use of criticality assumes a certain functionality which seems not available today, and would anyway depend on the RACS discussion

Based on the above analysis, the operator would like to ask companies whether they think solution 3 is appropriate / not appropriate, and to provide any additional arguments.

Q4: Please state if you consider solution 3 to be appropriate / not appropriate, and provide any additional arguments, if needed:

	Company
	Comment

	Nokia
	Whether a node is legacy/non supporting or is a supporting node is a static configuration which can also be set by O&M i.e. solution 3 is complementary to solution 1. In such case O&M can avoid the criticality. Therefore solution 3 can also work without the criticality.
In solution 3 whenever there is handover the node reports its changes with regards to Redcap support of the cells: it is open whether this is for full redcap barring, or only 2 Rx branch, etc..both are possible.
NGAP is natively supported by solution 3 using the same mechanism, regardless of RACS feature. RACS issue and discussion is orthogonal and not relevant here.

Solution 3 doesn’t lead to additional Xn signaling and works also when no Xn interface is available, this is why it is better than solution 2.

	Huawei
	In our view, Solution 3 seems not very efficient. When handover is rejected with the list of non-supported redcap cells, how we know when the target node is available again if this refers to a temporarily barring case?

	Radisys
	1. Solution 3 increases the HO preparation time, if the Redcap support of a particular target is not known prior to HO Request. 

2. RedCap UE can be identified from UE capability. Hence additional IE Redcap UE Indication in HO Request is not needed

3. This approach will not work for legacy node as legacy node will not be able to read the new Redcap Indication IE or the Redcap Indication in UE Capability

Hence Solution 3 is not preferred.

	CATT
	Same as pervious comments, we support OAM.

The bar information of a list redcap support’s cell include in Xn HO Failure and Xn HO Acknowledge message is not real time. For example, when second handover is triggered, the neighbor cell’s bar information is changed compared with the bar information received during the first handover. It will lead to the second handover fails.

	Ericsson
	Agree with the comments above. Source gNB will trigger multiple Handover attempts to target gNB that are rejected if 
edcap is not allowed. It causes extra load on the system and is not signalling-friendly. This solution should be ruled out. 

	Qualcomm
	Solution 3 seems functionally equivalent to solution 2 but with the following differences:

· The cell configuration is provided at handover preparation instead, so there is a trial-and-error process

· Particularly for barring actions, we assume further information would be needed than that given in the TP (equivalent to solution 2)

· Due to the trial and error process, the source must always try handover to a supporting cell regardless of whether the current status is barred or not

The only real advantage is possible use in NGAP. But we are really not sure that criticality handling can be used out of the box in NGAP as criticality reporting is subject of discussion in RACS. And for sure there is no criticality diagnostics IE in the failure container today, so how can it work with legacy?

	ZTE
	Solution 3 is not appropriate.

In solution 3 the node only can report its changes with regards to Redcap support of the cells when the handover happened. But if the redcap barring configuration has changed before handover, then the handover failure may occur.

	Samsung
	Solution 3 is not appropriate.

Agree with comments above that solution 3 seems functionally equivalent to solution 2, but solution 3 is obvious less efficient than solution 2.

	Vivo
	Solution3 is not efficient.  This solution may cause a lot of handover failure since source cell is not informed timely when the target cell is barred. And this solution will also delay handover since source cell is not informed timely when the target cell becomes available, which may cause RLF in source cell.

	CMCC
	Solution 3 is not appropriate. The main issue for this solution is source gNB does not know when the target cell turns to supporting Redcap and it will try multiple times for the handover.

	NEC
	Solution 3 is not appropriate and not needed if we have solution 1 on hand. 

	Deutsche Telekom
	Compared to solution 2 we see more drawbacks with solution 3.

Nevertheless, our preference is still on solution 1 if there is no dedicated demand by other operators on support of dynamic scenarios. 

	BT
	Solution 3 is not appropriate as it will cause a high signaling load from handover failures and does not provide an indication to the source gNB when the target cell supports Redcap devices again.


	Moderator’s summary: Twelve companies think the solution is not appropriate, and the proponent company supports it.

The proponent has provided some additional clarifications, specifically for the barring case. We can check online if this has changed any opinion.


3.5 Way forward on mobility handling: initial views
At this point, the moderator would like to collect initial views on how to move forward, also since the initial online discussion is quite early in the meeting.

Q5: Please provide any comments on how we may move forward in this topic e.g. solution or solutions to be adopted.
	Company
	Comment

	Nokia
	As commented above, either the changes are infrequent and solution 1 should be selected, or the changes are expected to be frequent and solution 3 brings less signaling than solution 2. 
We therefore propose to eliminate solution 2 in a first step and continue with solutions 1 and/or 3.

	Huawei
	As we believe the scenario is neither fully static nor change too frequently, we think solution 2 has clear advantage and should be adopted as a starting point.

	Radisys
	Based on the above arguments we prefer to proceed with Solution 2 as Solution 1 and 2 has drawbacks as stated above. 

	CATT
	For solution 2, exchange of bar information can avoid handover failure but it does not always meaningful. 

For solution 3(2bis), it cannot avoid handover failure effectively.

As we comments in the Q1, OAM can work well for static bar information or even the bar information changes. But we are ok to further discuss it. 

We suggest agreeing OAM first, because it will always work for static bar information. And further discuss whether to support solution 2 and solution 3.

	Ericsson
	Solution 2, as it aligns with RAN2 agreement and LS.
OAM solution increases the burden to operators.

For the many reasons mentioned above, solution 3 (2bis) must be ruled out

	Qualcomm
	Our view is that solution 2 has clear advantages over the others and should be supported. 

We also prefer to rule out solution 3.OAM is never precluded, and may come into play in NGAP. 

	ZTE
	This issue has been discussed for three meetings. We suggest RAN3 to adopt solution2, and approve the corresponding TPs.  

	Samsung
	Solution 2 should be adopted and the TP in R3-220280[6] can be a good start.

	vivo
	We prefer solution2.
And OAM can be used as a fallback solution in case solution 2 is not deployed.

	CMCC
	Solution 2 is preferable. We hope to reach the consensus to adopt solution 2 in this meeting. 

	NEC
	Solution 1 is a default solution that should be selected. Whether to have other solutions e.g. very dynamically change of the barring, then can consider, however this is not the case as the switching of barring/not barring of RedCap UE, is not to be happened frequently.

	Deutsche Telekom
	We see solution 1 as our preference as we expect a static scenario with respect to RedCap barring.

If there is a distinct demand from other operators for a solution to cover a dynamic scenario, we are fine to additionally discuss solution 2 as a basis for a signaling based approach. 

	BT
	Where we are supporting scenario C and the configuration of barring Redcap devices is dynamically changing then solution 2 should be further progress.
However, we are not fully convinced that a dynamic solution is needed and OAM Solution 1 would be suitable for a static case.


	Moderator’s summary: Similarly to other discussions, there seems to be a majority to adopt solution 2, but most of those preferring solution 1 seem open to adopt a signalling solution, while at least some of those supporting solution 2 appear fine to consider solution as a fallback / not precluded.


3.6 F1 impact

There are also proposals in [8,10] to provide the RedCap SIB1 contents from the gNB-DU to the gNB-CU. Although this is linked to solution 2, the moderator understands that this could anyway be needed if we assume the RedCap configuration is performed at the gNB-DU (as the gNB-CU would need this information for intra-gNB HO at least).

Therefore, the moderator would like to ask companies for their views on this proposal.

Q6: Do you support signalling of RedCap access parameters over F1? Please provide any reasoning or comments.
	Company
	Comment

	Nokia
	Related to previous questions. Not needed if solution 1, needed for solutions 2/3.

	Huawei
	Yes 

	Radisys
	Yes it is needed for Intra gNB HO, as cell related parameters are DU OAM parameters and CU needs to be aware.

	CATT
	CU can receive it via OAM. We are ok to further discuss it.

	Ericsson
	Agree since the SIB1 where the IFRI indicator is present is encoded at DU. As moderator pointed out, it is needed for intra-gNB-DU mobility at least.

	Qualcomm
	Yes, we think this would be needed even for solution 1 , if we assume configuration is done at DU (why else send cell configuration to CU if we fully relied on OAM sync?).

	ZTE
	Yes

	Samsung 
	Yes

	vivo
	Yes, assume cellbar for RedCap is configured by DU according to the cell load at least.

	CMCC
	Yes

	NEC
	This is not needed if we have already solution1 on hand.

	Deutsche Telekom
	Not needed for solution 1 but it should be considered for solutions 2 and 3.

	BT
	Required only for solution 2 & 3. 


	Moderator’s summary:  As with other questions, eight companies support the F1 change (because they support solution 2), while others note that it should be considered for solutions 2 and 3. One company thinks it might be needed regardless.


3.7 E1 impact

Ref [9] proposes to add a RedCap Support Indicator in gNB-CU-UP E1 Setup, gNB-CU-CP E1 Setup and gNB-CU-UP Configuration Update procedures. The justification is that a particular CU-UP may or may not support RedCap.
This is a new proposal, and it seems reasonable to check companies’ views, however we should maybe focus on making sure there is a common understanding of the proposal.

Q7: Regarding the proposal to add the RedCap Support Indicator in gNB-CU-UP E1 Setup, gNB-CU-CP E1 Setup and gNB-CU-UP Configuration Update procedures – please provide any question for clarification or comments, or initial view.
	Company
	Comment

	Nokia
	Don’t see the need at this stage?

	Huawei
	Yes, this is also needed. We found currently the CU-UP may report its supported PLMN/NID/Slice/QoS information,etc for E1 UE bearer context management. Then in regards to Redcap, there it is a possible scenario that some CU-Ups support Redcap RAT type, while others not.  Without this knowledge at the CU-CP, there is a risk that the CU-CP selects a CU-UP that doesn’t support RedCap RAT type for Redcap UE bearer context establishment.

	Radisys
	Is there any specific Bearer related functionality which is impacted for a RedCap UE, other than reduced Bearer support? We are not able to understand why CU-UP needs to declare its support for RedCap UE.

	CATT
	Agree with Radisys. 

	Ericsson
	There is a confusion on the RAT aspect: RedCap is similar to LTE-M, it is a new UE type. It is not related to TA/cell. 
On the other hand, since RedCap is restricted from MR-DC operation in Rel-17, can a change to TS 37.340 be looked up? Would Huawei be interested in taking this lead?

	Qualcomm
	At this point, we are not seeing the need, the key point is whether there would be CU-Ups that do not support RedCap. We would like to understand why this would be the case.

	ZTE
	Seems not needed. We are not sure whether RedCap Ues requires special UP support or not. It shall be discussed by RAN2 firstly?

	Samsung
	We’re not sure the need, we assume the UP will not be a restriction for the access of RedCap UE.

	Vivo
	We see no need to enhance E1 interface. We wonder why there is CU-UP which does not support RedCap.

	CMCC
	Maybe it is not needed. If there is a strong demand for the enhancement via E1, the clarification for the scenario of CU-UP supporting Redcap RAT type is needed.

	NEC
	For the moment, not yet see use case in E1 for UP to specifically handling the RedCap UE.

	Deutsche Telekom
	We don’t see currently the need for such indicator.

	BT
	We do not currently see the requirement at this stage.


	Moderator’s summary: There is clearly no consensus, and a large majority sees either no need or does not understand the motivation.


3.8 Mobility restrictions

Ref [2] proposes to add NR-RedCap to Primary RAT restriction in the Mobility Restriction Indication over Xn interface. 

The moderator assumes that such a proposal means that a UE with such a restriction would not be handed towards a RedCap capable cell. The moderator understands that there is currently no SA2 requirement for this restriction.

This is a new proposal, and it seems reasonable to check companies’ views, however we should maybe focus on making sure there is a common understanding of the proposal.

Q7: Regarding the proposal to add NR-RedCap to Primary RAT restriction in the Mobility Restriction Indication over Xn interface - please provide any question for clarification or comments, or initial view.
	Company
	Comment

	Nokia
	Don’t fully understand the proposal given that mobility restrictions are addressed through solutions 1/2/3.

	Huawei
	Seems not needed

	Radisys
	Reference provided in [2] indicates SA2 has added “NR RedCap not allowed as primary access.” in TS 23.501 via CR S2-2107757. 

Based on the UE subscription and operator reservations of a RedCap capable cell, UE may not be allowed to be handed over to a RedCap capable cell. 

We think this restriction is needed for RedCap UE reserved cells.

	CATT
	Solution 1-3 are aim to avoid that a Redcap UE accesses a normal cell or a UE accesses a Redcap cell. 

	Ericsson
	RedCap is not a RAT/cell concept. It is a new type of UE like LTE-M is in E-UTRA. The text from SA2 seems related to policy control and charging from CN.

	Qualcomm
	Mobility restrictions are typically connected to some kind of subscription parameter, and also to whether a UE can access a certain cell (based on the cell’s TA, RAT etc). Since the target cell is not RedCap specific, there seems to be no requirement for this at the moment.

Regarding Radisys’s mention of SA2 specifications, we assume this works at access, i.e., RAN indicates RedCap in Initial UE Message, and AMF can reject etc. This is not related to the cell (unlike say CAG) since by definition the cell allows such access, but if the CN check fails, there is no mobility.

	ZTE
	Seems not needed. Since NR cell can provide service for redcap UEs and non-redcap UEs simultaneously, we are not sure why we need to restrict the UE to be handed over to a RedCap capable cell.

	Samsung 
	Don’t see the need.

	vivo
	Seems not needed. Since there is no RedCap specific cell, it is strange to prohibit a UE from being handed toward a RedCap capable cell.

	CMCC
	Seems not needed.

	Deutsche Telekom
	We currently don’t see the need for that proposal due to reasons mentioned by e.g. Ericsson and QC.


	Moderator’s summary: There is clearly no consensus, and a large majority sees either no need or does not understand the motivation.


3.9 Other issues (NOT a question - just collecting other proposals)
In this round the moderator is aware of leaving out some proposals which may be taken later or in other CBs i.e.
· A proposal in [2,11] to add indicators towards the CN – the moderator will check which CB will take care of this

· A proposal in [2] to add cause values – the moderator recommends analyzing this after general mobility handling is resolved

· Sending an LS out  [7] - similarly the moderator recommends analyzing this after general mobility handling is resolved

Please feel free to add any issues or aspects missing from the above.
	Company
	Comment

	Radisys
	As mentioned in proposal [2] redcap indicators are needed in Ng HO Req Ack and Path Switch Req to indicate AMF on RedCap UE access. SA2 has included these indicators in 23.501. The TP provided in [2] needs to be considered in the respective specification. 

Regardless of the capability exchange solution being shortlisted, we think cause values indicated in proposal [2] are needed to understand the Ng and Xn HO failures. 

	Qualcomm
	Can confirm that the issue highlighted in yellow is being covered in CB3, so we will skip it.

	vivo
	Since a RedCap UE is not allowed to camp on a legacy cell or a cell is temporarily barred for RedCap. Xn /NG paging message targeted to RedCap UE should not be sent to  legacy cell or a cell is temporarily barred for RedCap.  Otherwise, the paging message will be sent in cells with no RedCap camping, leads to resource waste and false alarm of normal UE. 

Besides mobility handling , the capability exchange solution is also helpful to avoid unnecessary paging singalling on Xn/NG/Uu interface and should be considered.

	Nokia
	There is a misunderstanding on how solution 3 works where companies have reported fears for handover failure…but there is none.
The idea of solution 3 is that there is no “urgency” to block incoming handover of a redcap UE toward a cell that has just barred redcap UEs temporarily. This request from RAN2 is just an additional help to fight congestion.

This means the following scenario:

Cell 1 and cell 2 are neighbours.

Redcap Turn off scenario

Cell 2 decides to bar redcap UEs.

Cell 1 decides to handover a redcap UE or any UE towards cell 2. The handover is successful, also for the redcap UE. The cell 2 provides in HO Request acknowledge the updated information that cell 2 is now barred. Based on this cell 1 will now refrain from handing over redcap UEs to cell 2 until next update. 

 

Redcap turn on scenario

Cell 2 decides to unbar redcap UEs.

Cell 1 decides to handover to cell 2 a Non- redcap UE. The handover is successful and cell 2 provides in HO Request acknowledge the updated information that cell 2 is now unbarred. Based on this cell 1 will no longer refrain from handing over redcap UEs to cell 2 until next update. 

I hope this helps understand that solution 3 has no handover failure and avoid any extra Xn signalling due to piggyback.

The only drawback is that after cell 2 gets barred redcap, if the first incoming handover is related to a Redcap UE then it is still accepted. We don’t see any problem with that (one redcap UE will not increase the congestion). 

Hope this clarification helps to at least make a fair evaluation of the solution 2 vs solution 3.

Ps: of course the above solution works also for barring 1xbranch or 2 Rx branches Redcap.




4  Discussion – Round 2

4.1 Solution analysis

Solution 3 is further described by Nokia in answers to 3.9, please check this.

Q8: Taking into account the clarification provided by Nokia, do you support adoption of solution 3? Please provide any additional comments or questions i.e. have you changed your view on overall preference.

	Company
	Yes/No
	Comment

	Qualcomm
	No
	We understand the intention of solution 3 as presented now, but in general we think that we should minimize usage of UE-associated messages to transport cell configuration, and in this case, we have a simple alternative. Also we don’t think the trade-off of “number of messages” vs “delay in propagation in Xn” vs using “UE-associated signalling” justifies going in this direction; we can keep it simple using setup/update.

	Radisys
	No
	What happens when cell 2 has unbarred RedCap UE and no HO request has sent from cell 1 to cell 2 and cell 1 wants to handover a RedCap UE? Since cell 2 unbarring a RedCap UE is not communicated to cell1, cell1 will try to handover Redcap UE to the next possible target, which is not desirable. 
Also as QC stated, we prefer to keep cell related and UE related information in Interface and UE associated messages respectively.

	Huawei
	No
	We agree QC and Radisys.

	ZTE
	No
	Agree with Qualcomm and Radisys, we still prefer Solution 2.

	Ericsson
	No
	Solution 2 is the usual and simple solution. This is what we have done, for example, in NPN and also in LTE for the barring of BL CE UEs. RedCap should therefore follow the same principle.

For solution 3, please keep in mind that a separate Xn flag "Redcap UE" cannot be realised as a simple additional enumerated IE: a target gNB that supports RedCap can understand by inspecting the UE radio capability information of the UE that the UE is a RedCap UE. Furthermore, a legacy target gNB would simply ignore this IE and assume that it is a normal UE. Therefore, solution 3 is flawed.

	NEC
	Neutral
	Just want to check and confirm we are now trying to discuss and  have only one solution in addition to the OAM way which is by default always there, i.e. not to have multiple signalling solutions.
We understand that the solution 3 works also.
If it really needs to give to the neigbour the temporary RedCap cell barring info, using of non-UE-associated signalling will follow what we have been specifying in our specifications.

	Nokia
	Yes
	Answer to the scenario of Radisys: as long as cell2 is congested it is barring incoming redcap UEs from cell1. This means that for all this time redcap UEs are already possibly sent to peharps ”non-preferred cells”. When cell 2 is “redcap unbarred”, cell 1 does not know it immediately, true, so if the first handover from cell 1 to cell 2 is for a redcap UE it will again be sent to possibly a non-preferred cell, but wasn’t this the case just before as well and wasn’t it felt acceptable? Please note that cell 2 is quickly updated by the first non-redcap UE being handed over not only from cell 1 to cell2 but from any cell of gNB1 to any cell of gNB2, which in fact is statistically very quick.
Answer to Ericsson: don’t see what Ericsson is referring to with this flag. Please consider my last description of solution 3 (and apologies for the lack of clarity of the first version).

	Deutsche Telekom
	No
	We share NEC’s understanding on different solutions except of OAM.
Our preference for a signaling based solution would be a non-UE associated one, i.e., solution 1.

	
	
	

	
	
	

	
	
	

	
	
	


	Moderator’s summary: We have clarified solution 3, but there is no further support for this.



4.2 Check on TPs for solutions 2 and 3

In this round, the moderator would also like to start checking the existing TPs for solutions 2 and 3. Below we ask companies to provide feedback on the TPs for the two solutions.

Q9: For solution 2, the signalling-related stage 3 TPs are [6,8], respectively R3-220280 and R3-220300. Please provide any comments on the TP(s) [drafts are in a sub-folder] 

	Company
	Comment

	Qualcomm
	These look fine to endorse

	Radisys
	Looks good

	Huawei
	Looks fine

	ZTE
	Looks fine

	Ericsson
	Looks great

	Nokia
	They look technically correct.

	Deutsche Telekom
	Looks fine

	
	

	
	

	
	


	Moderator’s summary: No issue detected with the TPs



Q10: For solution 3, the signalling-related TP is [3], i.e., R3-220192. Please provide any comments on the TP. Note the intention is not to discuss solution 3, but just the TP in case we agree solution 3 [draft is in a sub-folder]
	Company
	Comment

	Nokia
	Need some revision to remove the Redcap IE as clairified.

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


	Moderator’s summary: No specific issue detected here (but not a preferred solution)



Q11: Stage 2: there is a proposal for solution 2 [10], i.e., R3-220891. Please provide any comments on the TP. Please also comment if you see need for further stage 2 in other specifications. [draft is in a sub-folder]
	Company
	Comment

	Qualcomm
	Would suggest a more general formulation:
“The F1 setup and gNB-DU Configuration Update functions allow to provide information on RedCap access configuration at the gNB-DU.”

	Radisys
	OK with stage 38.470 TP. 

	Huawei
	Looks good.

	ZTE
	The modification by Qualcomm is acceptable.

	Ericsson
	Agree with the modification from QC

	Nokia
	Agree with the rewording from QC

	Deutsche Telekom
	QC’ proposal looks fine.

	
	

	
	


	Moderator’s summary: Seems ok to agree with revision



Q12: Stage 2: there is a proposal to also add a statement in TS 37.340 e.g.

“MR-DC features described in this specification are not applicable to RedCap UEs”

Please provide your view – do you support this addition?
	Company
	Comment

	Radisys 
	It should be mentioned in stage 2 to make it clear that MRDC is not supported for RedCap. Hence the TP looks reasonable

	Huawei
	Yes. Also we will be happy if other companies figure out a more appropriate way to capture this in TS 37.340.

	ZTE
	OK with the statement in TS 37.340.

	Ericsson
	Ok

	Nokia
	Not sure. Do we need to specify what is “not supported”? for example, do we specify the features that NBIOT UE don’t support in our specifications? Not sure this negative way is a good way forward.

	Deutsche Telekom
	This explicit negative statement is not needed from our perspective (see also Nokia’s example on NB-IoT).

	
	

	
	

	
	


	Moderator’s summary: No immediate consensus, propose to check back next meeting



5 Conclusion, Recommendations [if needed]
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