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1. Introduction
The contribution intends to discuss the following issues during the NG interface management messages. 
· TAI Slice Support List in the NG SETUP REQUEST message;
· TAI Slice Support List in the RAN CONFIGURATION UPDATE message;
2. Discussion
2.1 (extended) TAI Slice Support List in NG Setup Request
In the NG setup request message, the NG-RAN shall provide its supported slice list per PLMN per TAC to the AMF. Then in the NG setup response message, the AMF provides its supported slice list per PLMN as response. 
But it remains unclear in case none of the S-NSSAIs provided by the NG-RAN is supported by the AMF, whether the NG setup could be setup or not? 
Note that as indicated below in section 8.7.1.4 of TS 38.413, when none of the PLMN IDs or RATs are supported, the AMF shall reject the NG setup procedure. 
	8.7.1.4
Abnormal Conditions

If the NG-RAN node initiates the procedure by sending an NG SETUP REQUEST message including the PLMN Identity IEs and none of the PLMNs provided by the NG-RAN node is identified by the AMF, then the AMF shall reject the NG Setup procedure with an appropriate cause value.

If none of the RATs indicated by the NG-RAN node in the NG SETUP REQUEST message is supported by the AMF, then the AMF shall fail the NG Setup procedure with an appropriate cause value.


Then for the (extended) TAI Slice Support List, there are two possible actions by the AMF. 
· Option 1: The AMF rejects the NG setup procedure, with an approximate cause value. 
· Option 2: The AMF responds with the NG setup response, then the NG-RAN could update the slice configuration via the RAN Configuration Update message.
The common understanding in RAN3 is that, the OAM can handle the network slice configuration across the different network nodes. If none of the S-NSSAIs provided by the NG-RAN is supported by the AMF, our thinking is that: 
· Option 1 may have functional backwards compatibility issue, given that no clear procedure texts are provided in the specification.
· The slice concept is introduced at Release-15, but is only applicable into the recent real on-site market when the commercial use cases of network slice becomes clearer. There is a case that the CN may be updated earlier than the NG-RAN does. If this happens, the failure response would lead to potential errors that the NG interface can not be setup. 
· The current specification supports to setup the NG interface when one TAI slice support is supported, while another one is not. Then the RAN can update its not supported TAI list later towards the AMF. Then the same logical can be applicable in case of none of TAI slice support is supported by the AMF at the initial setup.  
Proposal 1: RAN3 discuss the above two options, e.g., whether it allows if none of the (extended) TAI Slice Support List in the NG Setup Request is supported by the AMF, the NG interface can be setup, and the NG-RAN could update its supported slice list via the RAN configuration update. 

In addition, the specification is not clear related to the following partial Slice support scenario. 
· NG setup request:  TAC1:  S-NSSAI#1;  TAC2:  S-NSSAI#2;

· AMF only supports the S-NSSAI#2. 

In this case, we think the NG interface should be successfully setup, rather than the failure setup case. If with any consensus, we can discuss whether/how the CR is generated. 
Proposal 2: In case partial slices provided by the NG-RAN are supported by the AMF, the AMF should respond the NG SETUP RESPONSE message, rather than the NG SETUP FAILURE message. 
Further, the AMF reject of the NG Setup procedure in case of none of the PLMNs identified, could be applicable to the SNPN as well. This should be reflected in section 8.7.1.4 Abnormal Conditions
Proposal 3: For TS 38.413, update the procedure text related to SNPN, i.e. if none of the SNPNs is identified by the AMF, then the AMF shall reject the NG Setup procedure with an appropriate cause value. 
2.2 Update of the (extended) Supported TA List in the RAN CONFIGURATION UPDATE message
As indicated below, the NG-RAN may send the updated Supported TA List to the AMF, then the AMF shall overwrite the whole slice list. 

	If the Supported TA List IE is included in the RAN CONFIGURATION UPDATE message, the AMF shall overwrite the whole list of supported TAs and the corresponding list of supported slices for each TA, and use them for subsequent registration area management of the UE.
If the Configured TAC Indication IE set to "true” is included for a Tracking Area contained in the Supported TA List IE in the RAN CONFIGURATION UPDATE message, the AMF may take it into account to optimise NG-C signalling towards this NG-RAN node.


Below provides a typical example (where the S-NSSAI#2 is removed from TAC1by the NG-RAN node): 
· NG setup request:  TAC1:  S-NSSAI#1, S-NSSAI#2;

· RAN CONFIGURATION UPDATE: TAC1: S-NSSAI#1. 
For the above example, it is ambiguous whether the slice update is applicable to the NG-RAN node only, or to all of NG-RAN nodes connected by the AMF for TAC1. Hence there are two different understandings as follows, for the (extended) TAI Slice Support List supported by TAC1
· Understanding1: applicable to the NG-RAN node only

· Understanding2:  applicable to the whole NG-RAN nodes connected by the AMF. 
When looking at the IEs contained in the NG-RAN configuration update messages below, it is pretty clear that for some IEs only the contexts associated with the NG-RAN node are updated, e.g., Default Paging DRX, TNL addresses, etc. However for the rest of IEs, it remains ambiguous e.g., for the TAI Slice Support List, the PLMN ID/NID etc. 
For understanding 1, this allows the update of the TAI Slice Support List or the PLMN ID/NID is aligned with those IEs associated with the NG-RAN node only. And it can avoid the mass destruction of the whole NG-RAN nodes, when a single NG-RAN just updates its supported slices/PLMN ID/NID. 
For understanding 2, with the update of only one RAN node, there is no need for the rest RAN nodes to trigger the update. But some further thinking is needed. 

· This understanding requires that a single node update is considered as the update of all connected RAN node. This may lead to unexpected behaver involving all the connected RAN nodes (at the TAC granularity). In the above example, the removal of the S-NSSAI#2 at a single NG-RAN node, will be considered as removal for all connected NG-RAN node. This will lead to the mass service interruption at other NG-RAN nodes.  
· Other RAN nodes may also trigger the update procedure, given that it has no idea whether one of node has already updated. Then the AMF can update the information associated with each RAN node. 
· The abnormal cases should be considered, e.g., one RAN node which has not gained the new configuration may trigger unexpected behaviour behaviours towards all RAN nodes connected with the AMF. 
<Excerpt from 9.2.6.1
NG SETUP REQUEST of TS 38.413>

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString

(SIZE(1..150, …))
	
	YES
	ignore

	Supported TA List
	
	0..1
	
	Supported TAs in the NG-RAN node.
	YES
	reject

	>Supported TA Item
	
	1..<maxnoofTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>>Broadcast PLMN List
	
	1
	
	
	-
	

	>>>Broadcast PLMN Item
	
	1..<maxnoofBPLMNs>
	
	
	-
	

	>>>>PLMN Identity
	M
	
	9.3.3.5
	Broadcast PLMN
	-
	

	>>>>TAI Slice Support List
	M
	
	Slice Support List

9.3.1.17
	Supported S-NSSAIs per TAC, per PLMN or per SNPN.
	-
	

	>>>>NPN Support
	O
	
	9.3.3.44
	If the NID IE is included, it identifies a SNPN together with the PLMN Identity IE.
	YES
	reject

	>>>>Extended TAI Slice Support List
	O
	
	Extended Slice Support List

9.3.1.191
	Additional Supported S-NSSAIs per TAC, per PLMN or per SNPN.
	YES
	reject

	>>Configured TAC Indication
	O
	
	9.3.3.50
	
	YES
	ignore

	>>RAT Information
	O
	
	9.3.1.125
	RAT information associated with the TAC of the indicated PLMN(s).
	YES
	reject

	Default Paging DRX
	O
	
	Paging DRX

9.3.1.90
	
	YES
	ignore

	Global RAN Node ID
	O
	
	9.3.1.5
	
	YES
	ignore

	NG-RAN TNL Association to Remove List 
	
	0..1
	
	
	YES
	reject

	>NG-RAN TNL Association to Remove Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>TNL Association Transport Layer Address 
	M
	
	CP Transport Layer Information

9.3.2.6
	Transport layer address of the NG-RAN node.
	-
	

	>>TNL Association Transport Layer Address at AMF
	O
	
	CP Transport Layer Information

9.3.2.6
	Transport layer address of the AMF.
	-
	

	NB-IoT Default Paging DRX
	O
	
	9.3.1.137
	
	YES
	ignore

	Extended RAN Node Name
	O
	
	9.3.1.193
	
	YES
	ignore


Proposal 4: RAN3 discuss the above two understandings, i.e, whether the update of Supported TA List IE is applicable to the NG-RAN node only or all connected NG-RAN nodes. 
3. Conclusion
Based on the discussion in this paper, we propose the following:
Proposal 1: RAN3 discuss the above two options, e.g., whether it allows if none of the (extended) TAI Slice Support List in the NG Setup Request is supported by the AMF, the NG interface can be setup, and the NG-RAN could update its supported slice list via the RAN configuration update. 
Proposal 2: In case partial slices provided by the NG-RAN are supported by the AMF, the AMF should respond the NG SETUP RESPONSE message, rather than the NG SETUP FAILURE message. 
Proposal 3: For TS 38.413, update the procedure text related to SNPN, i.e. if none of the SNPNs is identified by the AMF, then the AMF shall reject the NG Setup procedure with an appropriate cause value. 
Proposal 4: RAN3 discuss the above two understandings, i.e, whether the update of Supported TA List IE is applicable to the NG-RAN node only or all connected NG-RAN nodes. 
The corresponding CR to capture proposal 3 for TS 38.413 is provided in [1].
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