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1	Introduction
We here provide further discussion on some of the open points for MDT enhancements.
2	Discussion
Propagation of MDT user consent during Xn inter-PLMN handover, To be continued.
This discussion point has been open for many meetings, and it is our hope that convergence soon can be found. In the reply LS from SA3, received at RAN3#112-e (S3-211330/R3-211463), SA3 reconfirms that propagation of the m-based user consent comes with the condition that the source NG-RAN node and the target NG-RAN node are managed by the same operator. As per current standard, the m-based user consent (i.e. the Management Based MDT PLMN List IE) will only propagate if the target PLMN is contained in the list, and in that sense the current standard already complies with SA3's requirements. But the current solution comes with the drawback that a UE transiting in RRC connected mode through a PLMN to which user consent has not been given, will not be eligible for m-based MDT if it is handed over to a PLMN to which consent has been given. RAN3#113-e therefore agreed to enable the AMF to provide the m-based user consent in this scenario:
In case propagation of Management Based MDT PLMN List IE at Xn inter-PLMN handover, AMF provide User consent in PATH SWITCH ACK message.
A further question is then whether dynamic user consent updates should be supported, i.e. whether to enhance the NGAP UE CONTEXT MODIFICATION REQUEST message for this purpose. As per today, we believe that when the user updates his/her user consent information, this change is not necessarily propagated from the HSS to the AMF. The safest way to ensure the new user consent information is taken into account by the AMF and the RAN is therefore to deregister/register (user switches off and on the phone, or switches to flight mode and back again). So unless a dynamic user consent update is enabled in the core network, we don't believe it would serve any purpose to work on such functionality for dynamic update on the RAN side. Also, we would expect that user consent changes don't happen frequently, and that the status quo is therefore acceptable.
Based on this, we believe that the agreement from RAN3#113-e corresponds to a suitable Rel-17 enhancement for user consent handling.
Proposal 1: Enhance the PATH SWITCH ACK message for m-based user consent as per earlier RAN3 agreement.
 
Failure indication for cross RAT logged MDT on NGAP to AMF? (FFS)
A specific inter-RAT scenario of failed delivery of logged MDT configuration to the UE, involving RRC_Inactive,  was discussed at RAN3#114-e. The use of NGAP Trace Failure Indication procedure is described as follows in TS 32.422:
If the NG-RAN node is not able to activate the trace session due to ongoing handover of the UE to another NG-RAN node, the NG-RAN node shall inform the AMF with the TRACE FAILURE INDICATION message using NG interface.
The NGAP description is aligned with the above. In this scenario the following NGAP cause may be used:
	NG intra-system handover triggered
	The action is due to a NG intra-system handover that has been triggered.



In current specification, if a logged MDT configuration was received and the UE went to idle before the network could transmit the configuration, the CN is not informed. So we don't see any particular reason to cover the case involving RRC_Inactive.
Proposal 2: Failure indication for cross RAT logged MDT on NGAP to AMF is not needed.
new Cause value “Valid RAT MDT configuration is missing” on XNAP? (FFS)
This open point depends on the one discussed above.
Proposal 3: New Cause value “Valid RAT MDT configuration is missing” on XNAP is not needed.

3	Conclusion
Proposal 1: Enhance the PATH SWITCH ACK message for m-based user consent as per earlier RAN3 agreement.
Proposal 2: Failure indication for cross RAT logged MDT on NGAP to AMF is not needed.
Proposal 3: New Cause value “Valid RAT MDT configuration is missing” on XNAP is not needed.



