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1. Introduction
This paper discusses one particular issue of user location report and mapping in NTN-IoT, which can be quite different to the scope of NR NTN.
2. Discussion
[bookmark: _Toc57376961]In NR NTN, one significant achievement in RAN3 was rely on UE location report for NNSF and the associated mapping of CGI and TAC on fix geographical area. Specifically, before AS security, the initial agreement is UE will only report a coarse location due to privacy issues, and then NG-RAN will deduce the TAI and mapped CGI where the UE is located based on the coarse location. More recently, SA3 sent an LS cc RAN3 indicating that sending a coarse location before AS security is also not suggested [2]:
	[bookmark: _Hlk69931360]SA3 would like to thank RAN2 for their LS on UE location aspects in NTN.
[bookmark: _Hlk69931230]SA3 discussed the assumption of RAN2, and could not agree on specific security issues caused by the UE sending location information to the gNB.
However, SA3 believes that allowing the UE to send unprotected location information will expose the UE to more risks than not sending it. If a permanent/temporary ID (e.g. SUPI/IMSI, 5G GUTI) is sent together with the location information unprotected at initial access, SA3 is of the view that there could be a privacy issue.
SA3 would also like to remind that the UE location information the network is relying on for AMF selection may not be reliable due to a lack of integrity protection.
Therefore SA3 recommends that RAN2 defines a solution that avoids sending unprotected UE location information to the gNB. 



Thus, taking the SA3’s response into account, UE will not report any location, i.e., even the coarse one, before AS security. When AS security is activated, however, the UE is able to obtain accurate location information thanks to GNSS capability. Correspondingly, the NG-RAN is able to map the location into mapped cells which is at a comparable level with terrestrial cell size, and report the mapped CGI as well as the accurate TAI to CN via NG interface.
Observation 1:  Fine location information can only be provided with AS security activation.
We note that for eMTC, AS security and measurement procedures are supported thus NR agreements regarding location report and cell mapping can just be followed.
Nevertheless, it is not the same case for NB-IoT. For NB-IoT, AS security is supported with the user plane solution and is not supported with the control plane solution. Measurement procedures are not supported with any of the solution. The non-support of AS Security for NB-IoT greatly challenges the reuse of NR NTN agreements regarding location report. In align with SA3’s requirement, if no AS security is activated, unprotected location can’t be reported. We note that this issue is also under discussion of RAN2, and no official agreement is achieved yet, but it is highly likely that there will be no location report at all in NB-IoT. 
Proposal 1:  For eMTC, NR agreements regarding location report and cell mapping can be followed
Assuming no location report from NB-IoT UEs using CP CIoT EPS Optimization only to eNB, RAN3 need to question the location report mechanism as well as the mapping mechanism. First, this means eNB may lack of knowledge to (re-)select the correct country, reporting the accurate TAI where the UE is located. The re-selection is also under discussion, because even if NB-IoT is not subject to mobility there are already deployment considering move of NB-IoT device, e.g. rent bike in China. As positioning also require the activation of AS security, this basically means eNB has no way to obtain any fine location information, at any time, which also challenge all CGI mapping concept introduced in NR NTN. The introduction of mapped CGI came from SA2 requirement to avoid massive changes in the side of CN, the mapping between cell IDs and geographical areas was configured in RAN and CN and is ideally used to identify a small area (hopefully comparable to terrestrial cell size) where the UE is located in. In the absence of AS security, hence the absence of any fine location, the eNB has no knowledge of UE location and is not capable to define a mapped E-UTRAN CGI and report it to the CN. We note that lack of fine location report and mapped cell may bring non-negligible influence to the management of registration area, forbidden area, non-allowed area, policy decision, etc, which are in the scope of SA2.  
However, for NB IoT we tend to think, in the context of NB IoT CP a coarse location would be enough for RAN3 to keep the concept of cell mapping, and then allow eNB having the knowledge of (re-)selection. This discussion should occur in RAN2, and decision may be in SA2 and SA3. Thus, this is also worth to be checked by RAN2 to support the coarse location report without AS security for NB-IoT in order to not open a complex discussion in RAN3. This could be added to the LS provided by Ericsson [3]. 
Proposal 2: In the absence of AS security in NB-IoT, coarse location could be reported and the cell mapping concept used to by the network. RAN3 should advice RAN2 and SA2 of the support of this solution.
3. Conclusion
Based on the discussion in this paper, we propose to discuss the following proposal:
Observation 1:  Fine location information can only be provided with AS security activation.
Proposal 1:  For eMTC, NR agreements regarding location report and cell mapping can be followed
Proposal 2: In the absence of AS security in NB-IoT, coarse location could be reported and the cell mapping concept used to by the network. RAN3 should advice RAN2 and SA2 of the support of this solution.
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