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1. Introduction
In the RAN3#114-e meeting [1], it was agreed to continue the discussion about the propagation of MDT user consent during Xn inter-PLMN handover:
Propagation of MDT user consent during Xn inter-PLMN handover, to be continued.
In this discussion, we continue the discussion on this issue.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]2. Discussion
2.1 [bookmark: OLE_LINK11][bookmark: OLE_LINK86][bookmark: OLE_LINK85]Propagation of MDT user consent during Xn inter-PLMN handover
In LTE, the m-MDT user consent information will be propagated to the target node during handover only if the PLMN of target node is included in the Management based MDT PLMN List. While in NR, it is proposed to always transfer the m-MDT user consent information to target in handover to avoid the missing of m-MDT user consent during successive inter-PLMN handovers. With that, the m-MDT can be continued for the UE when it moves back to a PLMN included in the Management based MDT PLMN List.
SA3 confirmed that always transferring the m-MDT user consent information may have security risk, and gave RAN3 the conditions with which the m-MDT user consent information can be transferred to the target in the reply LS [2].
SA3 likes to answer that the source NG-RAN node can be allowed, in case of inter-PLMN Xn handover, to propagate the Management Based MDT PLMN List IE to the target NG-RAN node irrespective of the target PLMN being included or not included in the list, given the following conditions are met:
· The source NG-RAN node and the target NG-RAN node are managed by the same operator.
· MDT is not activated, or is stopped, when the UE is in a PLMN not covered by the consent.
Because it’s not feasible for NG-RAN nodes to determine the first condition above, in RAN3 113-e meeting, the following agreement were made to solve the m-MDT user consent missing issue during successive inter-PLMN handovers.
In case propagation of Management Based MDT PLMN List IE at Xn inter-PLMN handover, AMF provide User consent in PATH SWITCH ACK message.
The corresponding NGAP CR reflecting above agreement is resubmitted in [xx]
While, in RAN3 114-e meeting, two different proposals were proposed from [3].
· Proposal 1: User consent information (Management Based MDT PLMN List IE) is always transferred from source RAN to target RAN, to avoid cases of loss of user consent.
· Proposal 2: When user consent updates, it can be also sent to the NG-RAN node by Path Switch Ack message.
The first proposal seems needed when MDT user consent is lost in Xn inter-PLMN handover, and the AMF also does not support to send the user consent info to the target NG-RAN node in path switch in some cases, e.g., the AMF is a pervious release node.
However, this correction will be applied to Rel-16 which is the first release of MDT feature for NG-RAN. Therefore, the use case that the AMF is an old AMF is not valid. Since Rel-15 neither AMF nor NG-RAN node support MDT.
Furthermore, the first proposal is really the original proposal from RAN3 that triggered the LS to SA3 for security risk confirmation. And SA3 indeed confirmed that there is security concern to always transfer the MDT user consent during Xn Handover.
[bookmark: OLE_LINK126][bookmark: OLE_LINK127]Observation 1: The use case of old AMFs to justify the need of always transferring MDT user consent during Xn handover is invalid. 
Observation 2: Always transferring MDT user consent during Xn handover has security concern from SA3 perspective.
The second proposal is built on that the MDT user consent will be updated during an active session of a UE. However, according to the quotation from TS 34.422 section 4.9.2, it seems that there is no such requirement to update the MDT user consent during handover from AMF.
“If the user consent information is updated while a UE context is already set up in the gNB, the changed user consent should be taken into account in the next call/session setup.”
Observation 3: There is no requirement for the AMF to update the MDT user consent to NG-RAN node during handover.
Based on above analysis, we propose:
Proposal 1: AMF provides the MDT user consent in PATH SWITCH ACK message only when the UE handovers from a PLMN not in the MDT user consent to a PLMN in the MDT user consent.
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Based on the discussion in this paper, we propose the following:
Observation 1: The use case of old AMFs to justify the need of always transferring MDT user consent during Xn handover is invalid. 
Observation 2: Always transferring MDT user consent during Xn handover has security concern from SA3 perspective.
Observation 3: There is no requirement for the AMF to update the MDT user consent to NG-RAN node during handover.
Proposal 1: AMF provides the MDT user consent in PATH SWITCH ACK message only when the UE handovers from a PLMN not in the MDT user consent to a PLMN in the MDT user consent.
It is proposed to agree on the NGAP CR in [4].
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