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1. Introduction
[bookmark: _Toc352077766]RAN3 received an LS from SA [1] regarding “Redcap Indication”. Based on the LS from SA [1], AMF shall consider Redcap UE Indication as new RAT type and apply mobility restrictions accordingly. The LS [1] also states that SA has agreed a CR [2] to specify the IRAT, Xn, Ng Handover behaviour. The CR text added into TS 23.501 via [2] is as shown below – 

	“During handover from E-UTRA to NR, the target NG-RAN (i.e. gNB) provides the NR RedCap indication to AMF in NGAP Path Switch Request message during Xn handover, or NGAP Handover Request Acknowledge message during N2 handover (including intra 5GS N2 handover and EPS to 5GS handover) based on the UE capability information provided by the source RAN to the target RAN as specified in TS 38.300 [27].”



The CR text added into TS 23.501 under Mobility Restriction Clause 5.3.4.1.1 via [4] is as shown below – 

	- NR RedCap not allowed as primary access.



This document discusses the Redcap Indication to AMF for different Handover scenarios based on the SA agreed CR [2] and mobility restriction agreed in CR [4] and corresponding text proposal inputs for Xn and Ng mobility.
2. Redcap Indication via Xn Mobility
The different HO scenarios captured by the moderator and in the chair notes on RAN3#114-e as below – 
A. 	Pre-rel17 target
B. 	Rel-17 target which does not support RedCap access
C. 	Rel-17 target which supports RedCap access, but temporarily bars these (with subcases, e.g. either 1 RX and/or 2 Rx)
D. 	Rel-17 target which supports RedCap access and is not barring these

Scenario A includes both InterRAT and IntraRAT HO pre-rel17. Based on the LS [3] received from RAN2, RAN2 has clearly indicated that support for Redcap will be broadcasted via SIB1. Also, there is an ongoing discussion on Redcap UE related capability exchange over Xn. Hence in an ideal scenario Redcap UE may not be handed over to a Pre-rel17 target. However, in a non-ideal world, if Redcap UE is handed over to a Pre-rel17 target, the Pre-rel17 target may not be able to detect a Redcap UE from UE Capabilities as indicated by the LS [3]. Handover may fail during Handover Preparation phase due to unsupported Bandwidth etc, or during Handover Execution phase.
Scenario B – Since the neighbour RedCap support capabilities are exchanged between gNBs, the source gNB shall be aware of the neighbouring gNBs support for RedCap UE. Hence we do not see this forsee a scenario where source may handover a RedCap UE to a target which does not support Redcap. Even if this happens, the Handover may fail during Handover Preparation phase.
Scenario C- Due to race condition between NG-RAN Configuration Update and Handover message or unsynchronised configuration between two neighbouring gNBs, there is a possibility that Redcap UE is being handed over to a Rel-17 target which temporarily bars both 1Rx and 2Rx. Target should be able to indicate via in Handover Request Failure message the exact cause for the failure.

Proposal 1: Add XN Handover Failure cause value “RedCap UE Barred” for Rel-17 target (which has temporarily barred RedCap UE) to inform source the reason behind Handover failure.

Scenario D – A RedCap UE may be handed over via Xn to a target node supporting Redcap UE. In this case the target node should be able to indicate to AMF regarding RedCap access. This is also indicated in the CR from SA [2]. Indication on RedCap to AMF is also needed incase of anchor re-location for RRC_Inactive to RRC_Connected state transition. In the Path Switch Request message, the target node shall indicate to AMF about the RedCap access
Proposal 2: Add RedCap Indication in the NG Path Switch Request to AMF from target node to indicate Redcap access for both mobility and anchor re-location scenarios.

The source node also informs target node on the mobility restriction including NR-RedCap as Primary RAT restriction if any to the target node during the Handover Preparation Phase.
Proposal 3: Add NR-RedCap to Primary RAT restriction in the Mobility Restriction Indication over Xn interface.
3. Indication via Ng Mobility
For Ng handover also we consider the 4 scenarios considers in Xn mobility above for discussion. 
Scenario A – Scenario A via Ng mobility and Xn mobility is the same. Since a pre-Rel17 node cannot read the Rel-17 IEs, it cannot identify the handover request if for a Redcap UE. Hence the handover may fail during HO preparation phase or HO execution phase. 
Scenario B and Scenario C - In case of Ng mobility, the source node may or may not have information regarding the target node. Hence the Rel-17 target should be able to indicate via Ng Handover Failure message that it does not support RedCap UE in the cause. 

Proposal 4: Add NG Handover Preparation Failure cause value “RedCap UE Not Supported” for Rel-17 target (which does not support RedCap) to inform source the reason behind Handover failure.

Scenario D – A RedCap UE may be handed over via Ng to a target node supporting Redcap UE. In this case the target node should be able to indicate to AMF regarding RedCap UE access. This is also indicated in the CR from SA [2]. In the Handover Request Acknowledge, the target node shall indicate to AMF about the RedCap access
Proposal 5: Add RedCap Indication in the NG Handover Request Acknowledge to AMF from target node to indicate Redcap access
The AMF should be able to inform NG-RAN on NR-RedCap as Primary RAT restriction during mobility or Initial Access.
Proposal 6: Add NR-RedCap to Primary RAT restriction in the Mobility Restriction List over Ng interface.

4. Conclusions
Based on the above discussions on Xn mobility and Ng mobility, the following proposals are made –

Proposal 1: Add XN Handover Failure cause value “RedCap UE Barred” for Rel-17 target (which has temporarily barred RedCap UE) to inform source the reason behind Handover failure.
Proposal 2: Add RedCap Indication in the NG Path Switch Request to AMF from target node to indicate Redcap access for both mobility and anchor re-location scenarios.
Proposal 3: Add NR-RedCap to Primary RAT restriction in the Mobility Restriction Indication over Xn interface.
Proposal 4: Add NG Handover Preparation Failure cause value “RedCap UE Not Supported” for Rel-17 target (which does not support RedCap) to inform source the reason behind Handover failure.
Proposal 5: Add RedCap Indication in the NG Handover Request Acknowledge to AMF from target node to indicate Redcap access
Proposal 6: Add NR-RedCap to Primary RAT restriction in the Mobility Restriction List over Ng interface.
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The purpose of the Cause IE is to indicate the reason for a particular event for the XnAP protocol.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	CHOICE Cause Group
	M
	
	
	

	>Radio Network Layer
	
	
	
	

	>>Radio Network Layer Cause 
	M
	
	ENUMERATED
(
Cell not Available,
Handover Desirable for Radio Reasons,
Handover Target not Allowed,
Invalid AMF Set ID,
No Radio Resources Available in Target Cell,
Partial Handover,
Reduce Load in Serving Cell,
Resource Optimisation Handover,
Time Critical Handover,
TXnRELOCoverall Expiry,
TXnRELOCprep Expiry,
Unknown GUAMI ID,
Unknown Local NG-RAN node UE XnAP ID,
Inconsistent Remote NG-RAN node UE XnAP ID,
Encryption And/Or Integrity Protection Algorithms Not Supported,
Protection Algorithms Not Supported,
Multiple PDU Session ID Instances,
Unknown PDU Session ID,
Unknown QoS Flow ID,
Multiple QoS Flow ID Instances,
Switch Off Ongoing,
Not supported 5QI value,
TXnDCoverall Expiry,
TXnDCprep Expiry,
Action Desirable for Radio Reasons,
Reduce Load,
Resource Optimisation,
Time Critical action,
Target not Allowed,
No Radio Resources Available,
Invalid QoS combination,
Encryption Algorithms Not Supported,
Procedure cancelled,
RRM purpose,
Improve User Bit Rate,
User Inactivity,
Radio Connection With UE Lost,
Failure in the Radio Interface Procedure,
Bearer Option not Supported,
UP integrity protection not possible, UP confidentiality protection not possible,
Resources not available for the slice(s),
UE Maximum integrity protected data rate reason,
CP Integrity Protection Failure,
UP Integrity Protection Failure,
Slice(s) not supported by NG-RAN,
MN Mobility,
SN Mobility,
Count reaches max value,
Unknown Old NG-RAN node UE XnAP ID,
PDCP Overload,
DRB ID not available,
Unspecified,
…,
UE Context ID not known, Non-relocation of context, CHO-CPC resources to be changed,
RSN not available for the UP,
NPN access denied,
Report Characteristics Empty, 
Existing Measurement ID, 
Measurement Temporarily not Available,
Measurement not Supported For The Object,
UE Power Saving,
Not existing NG-RAN node2 Measurement ID, Insufficient UE Capabilities, Normal Release, Redcap UE Barred)
	

	>Transport Layer
	
	
	
	

	>>Transport Layer Cause
	M
	
	ENUMERATED
(Transport Resource Unavailable,
Unspecified,
…)
	

	>Protocol
	
	
	
	

	>>Protocol Cause
	M
	
	ENUMERATED
(Transfer Syntax Error,
Abstract Syntax Error (Reject),
Abstract Syntax Error (Ignore and Notify),
Message not Compatible with Receiver State,
Semantic Error,
Abstract Syntax Error (Falsely Constructed Message), Unspecified, …)
	

	>Misc
	
	
	
	

	>>Miscellaneous Cause
	M
	
	ENUMERATED
(Control Processing Overload,
Hardware Failure,
O&M Intervention,
Not enough User Plane Processing Resources,
Unspecified, …)
	



The meaning of the different cause values is specified in the following table. In general, "“not supported"” cause values indicate that the related capability is missing. On the other hand, "“not available"” cause values indicate that the related capability is present, but insufficient resources were available to perform the requested action.
	Radio Network Layer cause
	Meaning

	Cell not Available
	The concerned cell is not available.

	Handover Desirable for Radio Reasons
	The reason for requesting handover is radio related.

	Handover Target not Allowed
	Handover to the indicated target cell is not allowed for the UE in question.

	Invalid AMF Set ID
	The target NG-RAN node doesn’t belong to the same AMF Set of the source NG-RAN node, i.e. NG handovers should be attempted instead.

	No Radio Resources Available in Target Cell
	The target cell doesn’t have sufficient radio resources available.

	Partial Handover
	Provides a reason for the handover cancellation. The target NG-RAN node did not admit all PDU Sessions included in the HANDOVER REQUEST and the source NG-RAN node estimated service continuity for the UE would be better by not proceeding with handover towards this particular target NG-RAN node.

	Reduce Load in Serving Cell
	Load in serving cell needs to be reduced. When applied to handover preparation, it indicates the handover is triggered due to load balancing.

	Resource Optimisation Handover
	The reason for requesting handover is to improve the load distribution with the neighbour cells.

	Time Critical Handover
	Handover is requested for time critical reason i.e. this cause value is reserved to represent all critical cases where the connection is likely to be dropped if handover is not performed.

	TXnRELOCoverall Expiry
	The reason for the action is expiry of timer TXnRELOCoverall.

	TXnRELOCprep Expiry
	Handover Preparation procedure is cancelled when timer TXnRELOCprep expires.

	Unknown GUAMI ID
	The target NG-RAN node belongs to the same AMF Set of the source NG-RAN node and recognizes the AMF Set ID. However, the GUAMI value is unknown to the target NG-RAN node.

	Unknown Local NG-RAN node UE XnAP ID 
	The action failed because the receiving NG-RAN node does not recognise the local NG-RAN node UE XnAP ID.

	Inconsistent Remote NG-RAN node UE XnAP ID
	The action failed because the receiving NG-RAN node considers that the received remote NG-RAN node UE XnAP ID is inconsistent..

	Encryption And/Or Integrity Protection Algorithms Not Supported
	The target NG-RAN node is unable to support any of the encryption and/or integrity protection algorithms supported by the UE.

	Multiple PDU Session ID Instances
	The action failed because multiple instances of the same PDU Session had been provided to the NG-RAN node.

	Unknown PDU Session ID
	The action failed because the PDU Session ID is unknown in the NG-RAN node.

	Unknown QoS Flow ID
	The action failed because the QoS Flow ID is unknown in the NG-RAN node.

	Multiple QoS Flow ID Instances
	The action failed because multiple instances of the same QoS flow had been provided to the NG-RAN node.

	Switch Off Ongoing
	The reason for the action is an ongoing switch off i.e. the concerned cell will be switched off after offloading and not be available. It aides the receiving NG-RAN node in taking subsequent actions, e.g. selecting the target cell for subsequent handovers. 

	Not supported 5QI value
	The action failed because the requested 5QI is not supported.

	TXnDCoverall Expiry
	The reason for the action is expiry of timer TXnDcoverall.

	TXnDcprep Expiry
	The reason for the action is expiry of timer TXnDcprep

	Action Desirable for Radio Reasons
	The reason for requesting the action is radio related.
In the current version of this specification applicable for Dual Connectivity only.

	Reduce Load
	Load in the cell(group) served by the requesting node needs to be reduced.
In the current version of this specification applicable for Dual Connectivity only.

	Resource Optimisation
	The reason for requesting this action is to improve the load distribution with the neighbour cells.
In the current version of this specification applicable for Dual Connectivity only.

	Time Critical action
	The action is requested for time critical reason i.e. this cause value is reserved to represent all critical cases where radio resources are likely to be dropped if the requested action is not performed.
In the current version of this specification applicable for Dual Connectivity only.

	Target not Allowed
	Requested action towards the indicated target cell is not allowed for the UE in question.
In the current version of this specification applicable for Dual Connectivity only.

	No Radio Resources Available
	The cell(s) in the requested node don’t have sufficient radio resources available.
In the current version of this specification applicable for Dual Connectivity only.

	Invalid QoS combination
	The action was failed because of invalid QoS combination.
In the current version of this specification applicable for Dual Connectivity only.

	Encryption Algorithms Not Supported
	The requested NG-RAN node is unable to support any of the encryption algorithms supported by the UE.
In the current version of this specification applicable for Dual Connectivity only.

	Procedure cancelled
	The sending node cancelled the procedure due to other urgent actions to be performed.
In the current version of this specification applicable for Dual Connectivity only.

	RRM purpose
	The procedure is initiated due to node internal RRM purposes.
In the current version of this specification applicable for Dual Connectivity only.

	Improve User Bit Rate
	The reason for requesting this action is to improve the user bit rate.
In the current version of this specification applicable for Dual Connectivity only.

	User Inactivity
	The action is requested due to user inactivity on all PDU Sessions. The action may be performed on several levels: 
-	on UE Context level, if NG is requested to be released in order to optimise the radio resources; or S-NG-RAN node didn’t see activity on the PDU session recently.
-	on PDU Session Resource or DRB or QoS flow level, e.g. if Activity Notification indicate lack of activity
In the current version of this specification applicable for Dual Connectivity only.

	Radio Connection With UE Lost
	The action is requested due to losing the radio connection to the UE.
In the current version of this specification applicable for Dual Connectivity only.

	Failure in the Radio Interface Procedure
	Radio interface procedure has failed.
In the current version of this specification applicable for Dual Connectivity only.

	Bearer Option not Supported
	The requested bearer option is not supported by the sending node.
In the current version of this specification applicable for Dual Connectivity only.

	UP integrity protection not possible
	The PDU session cannot be accepted according to the required user plane integrity protection policy.

	UP confidentiality protection not possible
	The PDU session cannot be accepted according to the required user plane confidentiality protection policy.

	Resources not available for the slice(s)
	The requested resources are not available for the slice(s).

	UE Maximum integrity protected data rate reason
	The request is not accepted in order to comply with the maximum data rate for integrity protection supported by the UE.

	CP Integrity Protection Failure
	The request is not accepted due to failed control plane integrity protection. 

	UP Integrity Protection Failure
	The procedure is initiated because the SN (hosting node) detected an Integrity Protection failure in the UL PDU coming from the MN. 

	Slice(s) not supported by NG-RAN
	The failure is due to slice(s) not supported by the NG-RAN node.

	MN Mobility
	The procedure is initiated due to relocation of the M-NG-RAN node UE context.

	SN Mobility
	The procedure is initiated due to relocation of the S-NG-RAN node UE context.

	Count reaches max value,
	Indicates the PDCP COUNT for UL or DL reached the max value and the bearer may be released.

	Unknown Old NG-RAN node UE XnAP ID
	The action failed because the Old NG-RAN node UE XnAP ID or the S-NG-RAN node UE XnAP ID is unknown. 

	PDCP Overload
	The procedure is initiated due to PDCP resource limitation.

	DRB ID not available
	The action failed because the M-NG-RAN node is not able to provide additional DRB IDs to the S-NG-RAN node.

	Unspecified
	Sent for radio network layer cause when none of the specified cause values applies.

	UE Context ID not known
	The context retrieval procedure cannot be performed because the UE context cannot be identified.

	Non-relocation of context
	The context retrieval procedure is not performed because the old RAN node has decided not to relocate the UE context.

	CHO-CPC resources to be changed
	The prepared resources for CHO or CPC for a UE are to be changed.

	RSN not available for the UP
	The redundant user plane resources are not available.

	NPN Access denied
	Access denied, or release is required, due to NPN reasons.

	Report Characteristics Empty
	The action failed because there is no measurement object in the report characteristics.

	Existing Measurement ID
	The action failed because the measurement ID is already used.

	Measurement Temporarily not Available
	The NG-RAN node can temporarily not provide the requested measurement object.

	Measurement not Supported For The Object
	At least one of the concerned object(s) does not support the requested measurement.

	Report Characteristics Empty
	The action failed because there is no measurement object in the report characteristics.

	UE Power Saving
	The procedure is initiated to accommodate the preference indicated by UE to release the S-NG-RAN node for UE power saving purpose.

	Not existing NG-RAN node2 Measurement ID
	The action failed because the NG-RAN node2 Measurement ID is not used.

	Insufficient UE Capabilities
	The procedure can’t proceed due to insufficient UE capabilities.

	Normal Release
	The release is due to normal reasons.

	Redcap UE Barred
	The action failed because target NG-RAN node has barred RedCap UE



NEXT CHANGE
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This IE defines roaming or access restrictions for subsequent mobility actions for which the NG-RAN provides information about the target of the mobility action towards the UE, e.g., handover, or for SCG selection during dual connectivity operation or for assigning proper RNAs. If the NG-RAN receives the Mobility Restriction List IE, it shall overwrite previously received restriction information. NG-RAN behaviour upon receiving this IE is specified in TS 23.501 [7].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Serving PLMN
	M
	
	PLMN Identity
9.2.2.4
	
	–
	

	Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	Allowed PLMNs in addition to Serving PLMN.
This list corresponds to the list of "equivalent PLMNs" as defined in TS 24.501 [30].
This list is part of the roaming restriction information. Roaming restrictions apply to PLMNs other than the Serving PLMN and Equivalent PLMNs.
	–
	

	>PLMN Identity
	M
	
	9.2.2.4
	
	–
	

	RAT Restrictions
	
	0..<maxnoofPLMNs>
	
	This IE contains RAT restriction related information as specified in TS 23.501 [7].
	–
	

	>PLMN Identity
	M
	
	9.2.2.4
	
	–
	

	>RAT Restriction Information
	M
	
	BIT STRING {
e-UTRA (0),
nR (1), nR-unlicensed (2), nR-RedCap (3)}
(SIZE(8, …))
	Each position in the bitmap represents a RAT.
If a bit is set to "1", the respective RAT is restricted for the UE.
If a bit is set to "0", the respective RAT is not restricted for the UE. Bits 43-7 are reserved for future use.
	–
	

	>Extended RAT Restriction Information
	O
	
	9.2.3.99
	If this IE is included, the RAT Restriction Information IE is ignored.
	YES
	ignore

	Forbidden Area Information
	
	0..<maxnoofPLMNs>
	
	This IE contains Forbidden Area information as specified in TS 23.501 [7].
	–
	

	>PLMN Identity
	M
	
	9.2.2.4
	
	–
	

	>Forbidden TACs
	
	1..<maxnoofForbiddenTACs>
	
	
	–
	

	>>TAC
	M
	
	9.2.2.5
	The TAC of the forbidden TAI.
	–
	

	Service Area Information
	
	0..<maxnoofPLMNs>
	
	This IE contains Service Area Restriction information as specified in TS 23.501 [7].
	–
	

	>PLMN Identity
	M
	
	9.2.2.4
	
	–
	

	>Allowed TACs
	
	0..<maxnooAllowedAreas>
	
	
	–
	

	>>TAC
	M
	
	9.2.2.5
	The TAC of the allowed TAI.
	–
	

	>Not Allowed TACs
	
	0..<maxnooAllowedAreas>
	
	
	–
	

	>>TAC
	M
	
	9.2.2.5
	The TAC of the not-allowed TAI.
	–
	

	Last E-UTRAN PLMN Identity
	O
	
	9.2.2.4
	Indicates the E-UTRAN PLMN ID from where the UE formerly handed over to 5GS and which is preferred in case of subsequent mobility to EPS.
	YES
	ignore

	Core Network Type Restriction for serving PLMN
	O
	
	ENUMERATED
(EPCForbidden, …)
	Indicates whether the UE is restricted to connect to EPC for the Serving PLMN as specified in TS 23.501 [7].
	YES
	ignore

	Core Network Type Restriction for Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	
	YES
	ignore

	>PLMN Identity
	M
	
	9.2.2.4
	Includes any of the Equivalent PLMNs listed in the Mobility Restriction List IE for which CN Type restriction applies as specified in TS 23.501 [7].
	–
	

	>Core Network Type Restriction
	M
	
	ENUMERATED
(EPCForbidden, 5GCForbidden, …)
	Indicates whether the UE is restricted to connect to EPC or to 5GC for this PLMN.
	–
	

	NPN Mobility Information
	O
	
	9.2.3.119
	
	YES
	reject
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This element provides RAT restrictions as specified in TS 23.501 [7].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Primary RAT Restriction
	M
	
	BIT STRING {
e-UTRA (0),
nR (1), nR-unlicensed (2), nR-RedCap (3)}
(SIZE(8, …))
	Each position in the bitmap represents a Primary RAT.
If a bit is set to "1", the respective RAT is restricted for the UE.
If a bit is set to "0", the respective RAT is not restricted for the UE.
Bits 34-7 reserved for future use. 
The Primary RAT is the RAT used in the access cell, or target cell.

	Secondary RAT Restriction
	M
	
	BIT STRING {
e-UTRA (0),
nR (1), e-UTRA-unlicensed (2), nR-unlicensed (3)}
(SIZE(8, …))
	Each position in the bitmap represents a Secondary RAT.
If a bit is set to "1", the respective RAT is restricted for the UE.
If a bit is set to "0", the respective RAT is not restricted for the UE.
Bits 4-7 reserved for future use.
A Secondary RAT is a RAT, distinct from the UE’s primary RAT, used in any cell serving the UE excluding the PCell.
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Figure 8.4.2.2-1: Handover resource allocation: successful operation
The AMF initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node.

Skip unchanged text

For each PDU session for which the Global RAN Node ID of Secondary NG-RAN Node IE is included in the Handover Request Acknowledge Transfer IE of the HANDOVER REQUEST ACKNOWLEDGE message, the SMF shall, if supported, handle this information as specified in TS 23.501 [9].
If the RedCap Indication IE is included in the HANDOVER REQUEST ACKNOWLEDGE message, the AMF shall, if supported, use it according to TS 23.501 [9].
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Figure 8.4.4.2-1: Path switch request: successful operation
The NG-RAN node initiates the procedure by sending the PATH SWITCH REQUEST message to the AMF. Upon reception of the PATH SWITCH REQUEST message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transparently transfer the Path Switch Request Transfer IE to the SMF associated with the concerned PDU session.
Skip unchanged text

For each PDU session included in the PATH SWITCH REQUEST message, if the Current QoS Parameters Set Index IE is included in the Path Switch Request Transfer IE the SMF shall consider it as the currently fulfilled QoS parameters set among the alternative QoS parameters for the involved QoS flow.
If the RedCap Indication IE is included in the PATH SWITCH REQUEST message, the AMF shall, if supported, use it according to TS 23.501 [9].

NEXT CHANGE
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This message is sent by the target NG-RAN node to inform the AMF about the prepared resources at the target.
Direction: NG-RAN node  AMF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	ignore

	RAN UE NGAP ID
	M
	
	9.3.3.2
	Allocated at the target NG-RAN node.
	YES
	ignore

	PDU Session Resource Admitted List
	
	1
	
	
	YES
	ignore

	>PDU Session Resource Admitted Item
	
	1..<maxnoofPDUSessions>
	
	
	-
	

	>>PDU Session ID 
	M
	
	9.3.1.50
	
	-
	

	>>Handover Request Acknowledge Transfer
	M
	
	OCTET STRING
	Containing the Handover Request Acknowledge Transfer IE specified in subclause 9.3.4.11.
	-
	

	PDU Session Resource Failed to Setup List
	
	0..1
	
	
	YES
	ignore

	>PDU Session Resource Failed to Setup Item
	
	1..<maxnoofPDUSessions>
	
	
	-
	

	>>PDU Session ID
	M
	
	9.3.1.50
	
	-
	

	>>Handover Resource Allocation Unsuccessful Transfer
	M
	
	OCTET STRING
	Containing the Handover Resource Allocation Unsuccessful Transfer IE specified in subclause 9.3.4.19.
	-
	

	Target to Source Transparent Container
	M
	
	9.3.1.21
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore

	NPN Access Information
	O
	
	9.3.3.46
	
	YES
	reject

	RedCap Indication
	O
	
	ENUMERATED (true, …)
	Indicates Reduced Capability UE.
	YES
	ignore



	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions allowed towards one UE. Value is 256.
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This message is sent by the NG-RAN node to inform the AMF of the new serving NG-RAN node and to transfer some NG-U DL tunnel termination point(s) to the SMF via the AMF for one or multiple PDU session resources.
Direction: NG-RAN node  AMF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Source AMF UE NGAP ID
	M
	
	AMF UE NGAP ID
9.3.3.1
	
	YES
	reject

	User Location Information
	M
	
	9.3.1.16
	
	YES
	ignore

	UE Security Capabilities
	M
	
	9.3.1.86
	
	YES
	ignore

	PDU Session Resource to be Switched in Downlink List
	
	1
	
	
	YES
	reject

	>PDU Session Resource to be Switched in Downlink Item
	
	1..<maxnoofPDUSessions> 
	
	
	-
	

	>>PDU Session ID 
	M
	
	9.3.1.50
	
	-
	

	>>Path Switch Request Transfer
	M
	
	OCTET STRING
	Containing the Path Switch Request Transfer IE specified in subclause 9.3.4.8.
	-
	

	PDU Session Resource Failed to Setup List
	
	0..1
	
	
	YES
	ignore

	>PDU Session Resource Failed to Setup Item
	
	1..<maxnoofPDUSessions>
	
	
	-
	

	>>PDU Session ID
	M
	
	9.3.1.50
	
	-
	

	>>Path Switch Request Setup Failed Transfer
	M
	
	OCTET STRING
	Containing the Path Switch Request Setup Failed Transfer IE specified in subclause 9.3.4.15.
	-
	

	RRC Resume Cause
	O
	
	RRC Establishment Cause
9.3.1.111
	
	YES
	ignore

	RedCap Indication
	O
	
	ENUMERATED (true, …)
	Indicates Reduced Capability UE.
	YES
	ignore



	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions allowed towards one UE. Value is 256.
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The purpose of the Cause IE is to indicate the reason for a particular event for the NGAP protocol.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE Cause Group
	M
	
	
	

	>Radio Network Layer
	
	
	
	

	>>Radio Network Layer Cause 
	M
	
	ENUMERATED
(Unspecified,
TXnRELOCOverall expiry,
Successful handover,
Release due to NG-RAN generated reason,
Release due to 5GC generated reason,
Handover cancelled,
Partial handover,
Handover failure in target 5GC/NG-RAN node or target system,
Handover target not allowed,
TNGRELOCoverall expiry,
TNGRELOCprep expiry,
Cell not available,
Unknown target ID,
No radio resources available in target cell,
Unknown local UE NGAP ID,
Inconsistent remote UE NGAP ID,
Handover desirable for radio reasons,
Time critical handover,
Resource optimisation handover,
Reduce load in serving cell,
User inactivity,
Radio connection with UE lost,
Radio resources not available,
Invalid QoS combination,
Failure in the radio interface procedure,
Interaction with other procedure,
Unknown PDU Session ID,
Unknown QoS Flow ID,
Multiple PDU Session ID Instances,
Multiple QoS Flow ID Instances,
Encryption and/or integrity protection algorithms not supported,
NG intra-system handover triggered,
NG inter-system handover triggered,
Xn handover triggered,
Not supported 5QI value,
UE context transfer,
IMS voice EPS fallback or RAT fallback triggered,
UP integrity protection not possible,
UP confidentiality protection not possible,
Slice(s) not supported,
UE in RRC_INACTIVE state not reachable,
Redirection,
Resources not available for the slice(s),
UE maximum integrity protected data rate reason,
Release due to CN-detected mobility,
…, N26 interface not available, Release due to pre-emption, Multiple Location Reporting Reference ID Instances, 
RSN not available for the UP,
NPN access denied,
CAG only access denied, Insufficient UE Capabilities, RedCap UE Not Supported)
	

	>Transport Layer
	
	
	
	

	>>Transport Layer Cause
	M
	
	ENUMERATED
(Transport resource unavailable,
Unspecified,
…)
	

	>NAS
	
	
	
	

	>>NAS Cause
	M
	
	ENUMERATED
(Normal release,
Authentication failure,
Deregister,
Unspecified, 
…)
	

	>Protocol
	
	
	
	

	>>Protocol Cause
	M
	
	ENUMERATED
(Transfer syntax error,
Abstract syntax error (reject),
Abstract syntax error (ignore and notify),
Message not compatible with receiver state,
Semantic error,
Abstract syntax error (falsely constructed message),
Unspecified,
…)
	

	>Miscellaneous
	
	
	
	

	>>Miscellaneous Cause
	M
	
	ENUMERATED
(Control processing overload, 
Not enough user plane processing resources,
Hardware failure,
O&M intervention,
Unknown PLMN or SNPN,
Unspecified, 
…)
	



The meaning of the different cause values is described in the following tables. In general, "“not supported"” cause values indicate that the related capability is missing. On the other hand, "“not available"” cause values indicate that the related capability is present, but insufficient resources were available to perform the requested action.
	Radio Network Layer cause
	Meaning

	Unspecified
	Sent for radio network layer cause when none of the specified cause values applies.

	TXnRELOCOverall expiry
	The timer guarding the handover that takes place over Xn has abnormally expired.

	Successful handover
	Successful handover.

	Release due to NG-RAN generated reason
	Release is initiated due to NG-RAN generated reason.

	Release due to 5GC generated reason
	Release is initiated due to 5GC generated reason.

	Handover cancelled
	The reason for the action is cancellation of Handover.

	Partial handover
	Provides a reason for the handover cancellation. The HANDOVER COMMAND message from AMF contained PDU Session Resource to Release List IE or QoS flow to Release List and the source NG-RAN node estimated service continuity for the UE would be better by not proceeding with handover towards this particular target NG-RAN node.

	Handover failure in target 5GC/ NG-RAN node or target system
	The handover failed due to a failure in target 5GC/NG-RAN node or target system.

	Handover target not allowed
	Handover to the indicated target cell is not allowed for the UE in question.

	TNGRELOCoverall expiry
	The reason for the action is expiry of timer TNGRELOCoverall.

	TNGRELOCprep expiry
	Handover Preparation procedure is cancelled when timer TNGRELOCprep expires.

	Cell not available
	The concerned cell is not available.

	Unknown target ID
	Handover rejected because the target ID is not known to the AMF.

	No radio resources available in target cell
	Load on target cell is too high.

	Unknown local UE NGAP ID
	The action failed because the receiving node does not recognise the local UE NGAP ID.

	Inconsistent remote UE NGAP ID
	The action failed because the receiving node considers that the received remote UE NGAP ID is inconsistent.

	Handover desirable for radio reasons
	The reason for requesting handover is radio related.

	Time critical handover
	Handover is requested for time critical reason i.e., this cause value is reserved to represent all critical cases where the connection is likely to be dropped if handover is not performed.

	Resource optimisation handover
	The reason for requesting handover is to improve the load distribution with the neighbour cells.

	Reduce load in serving cell
	Load on serving cell needs to be reduced. When applied to handover preparation, it indicates the handover is triggered due to load balancing.

	User inactivity
	The action is requested due to user inactivity on all PDU sessions, e.g., NG is requested to be released in order to optimise the radio resources.

	Radio connection with UE lost
	The action is requested due to losing the radio connection to the UE.

	Radio resources not available
	No requested radio resources are available.

	Invalid QoS combination
	The action was failed because of invalid QoS combination.

	Failure in the radio interface procedure
	Radio interface procedure has failed.

	Interaction with other procedure
	The action is due to an ongoing interaction with another procedure.

	Unknown PDU Session ID
	The action failed because the PDU Session ID is unknown in the NG-RAN node.

	Unknown QoS Flow ID
	The action failed because the QoS Flow ID is unknown in the NG-RAN node.

	Multiple PDU Session ID instances
	The action failed because multiple instance of the same PDU Session had been provided to/from the NG-RAN node.

	Multiple QoS Flow ID instances
	The action failed because multiple instances of the same QoS flow had been provided to the NG-RAN node.

	Encryption and/or integrity protection algorithms not supported
	The NG-RAN node is unable to support any of the encryption and/or integrity protection algorithms supported by the UE.

	NG intra-system handover triggered
	The action is due to a NG intra-system handover that has been triggered.

	NG inter-system handover triggered
	The action is due to a NG inter-system handover that has been triggered.

	Xn handover triggered
	The action is due to an Xn handover that has been triggered.

	Not supported 5QI value
	The QoS flow setup failed because the requested 5QI is not supported.

	UE context transfer
	The action is due to a UE resumes from the NG-RAN node different from the one which sent the UE into RRC_INACTIVE state.

	IMS voice EPS fallback or RAT fallback triggered
	The setup of QoS flow is failed due to EPS fallback or RAT fallback for IMS voice using handover or redirection.

	UP integrity protection not possible
	The PDU session cannot be accepted according to the required user plane integrity protection policy.

	UP confidentiality protection not possible
	The PDU session cannot be accepted according to the required user plane confidentiality protection policy.

	Slice(s) not supported
	Slice(s) not supported.

	UE in RRC_INACTIVE state not reachable
	The action is requested due to RAN paging failure.

	Redirection
	The release is requested due to inter-system redirection or intra-system redirection.

	Resources not available for the slice(s)
	The requested resources are not available for the slice(s).

	UE maximum integrity protected data rate reason
	The request is not accepted in order to comply with the maximum data rate for integrity protection supported by the UE.

	Release due to CN-detected mobility
	The context release is requested by the AMF because the UE is already served by another CN node (same or different system), or another NG interface of the same CN node.

	N26 interface not available
	The action failed due to a temporary failure of the N26 interface.

	Release due to pre-emption
	Release is initiated due to pre-emption.

	Multiple Location Reporting Reference ID Instances
	The action failed because multiple areas of interest are set with the same Location Reporting Reference ID.

	RSN not available for the UP
	The redundant user plane resources indicated by RSN are not available.

	NPN access denied
	Access was denied, or release is requested, for NPN reasons.

	CAG only access denied
	Access was denied because the cell is a non-CAG cell and UE is only allowed to access CAG cells.

	Insufficient UE Capabilities
	The procedure can’t proceed due to insufficient UE capabilities.

	RedCap UE Not Supported
	The action failed because target NG-RAN node does not support RedCap UE
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This IE defines roaming or access restrictions for subsequent mobility action for which the NG-RAN provides information about the target of the mobility action towards the UE, e.g., handover, or for SCG selection during dual connectivity operation or for assigning proper RNAs. NG-RAN behaviour upon receiving this IE is specified in TS 23.501 [9].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Serving PLMN
	M
	
	PLMN Identity
9.3.3.5
	
	-
	

	Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	Allowed PLMNs in addition to Serving PLMN.
This list corresponds to the list of "equivalent PLMNs" as defined in TS 24.501 [26].
This list is part of the roaming restriction information. Roaming restrictions apply to PLMNs other than the Serving PLMN and Equivalent PLMNs.
	-
	

	>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	[bookmark: _Hlk515218479]RAT Restrictions
	
	0..<maxnoofEPLMNsPlusOne>
	
	This IE contains RAT restriction related information as specified in TS 23.501 [9].
	-
	

	>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>RAT Restriction Information
	M
	
	BIT STRING {
e-UTRA (0),
nR (1), nR-unlicensed (2), nR-RedCap (3)}
(SIZE(8, …))
	Each position in the bitmap represents a RAT.
If a bit is set to "1", the respective RAT is restricted for the UE.
If a bit is set to "0", the respective RAT is not restricted for the UE.
Bits 43-7 reserved for future use.
	-
	

	>Extended RAT Restriction Information
	O
	
	9.3.1.126
	If this IE is included, the RAT Restriction Information IE is ignored.
	YES
	ignore

	Forbidden Area Information
	
	0..<maxnoofEPLMNsPlusOne>
	
	This IE contains Forbidden Area information as specified in TS 23.501 [9].
	-
	

	>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>Forbidden TACs
	
	1..<maxnoofForbTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	The TAC of the forbidden TAI.
	-
	

	Service Area Information
	
	0..<maxnoofEPLMNsPlusOne>
	
	This IE contains Service Area Restriction information as specified in TS 23.501 [9].
	-
	

	>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>Allowed TACs
	
	0..<maxnoofAllowedAreas>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	The TAC of the allowed TAI.
	-
	

	>Not Allowed TACs
	
	0..<maxnoofAllowedAreas>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	The TAC of the not-allowed TAI.
	-
	

	Last E-UTRAN PLMN Identity
	O
	
	PLMN Identity
9.3.3.5
	Indicates the E-UTRAN PLMN ID from where the UE formerly handed over to 5GS and which is preferred in case of subsequent mobility to EPS.
	YES
	ignore

	Core Network Type Restriction for Serving PLMN
	O
	
	ENUMERATED (EPCForbidden,…)
	Indicates whether the UE is restricted to connect to EPC for the Serving PLMN as specified in TS 23.501 [9].
	YES
	ignore

	Core Network Type Restriction for Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	
	YES
	ignore

	>PLMN Identity
	M
	
	9.3.3.5
	Includes any of the Equivalent PLMNs listed in the Mobility Restriction List IE for which CN Type restriction applies as specified in TS 23.501 [9].
	-
	

	>Core Network Type Restriction
	M
	
	ENUMERATED (EPCForbidden, 5GCForbidden,…)
	Indicates whether the UE is restricted to connect to EPC or to 5GC for this PLMN.
	
	

	NPN Mobility Information
	O
	
	[bookmark: _Hlk44345398]9.3.1.184
	
	YES
	reject
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This IE provides RAT restrictions as specified in TS 23.501 [9].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Primary RAT Restriction
	M
	
	BIT STRING {
e-UTRA (0),
nR (1), nR-unlicensed (2), nR-RedCap (3)}
(SIZE(8, …))
	Each position in the bitmap represents a Primary RAT.
If a bit is set to "1", the respective RAT is restricted for the UE.
If a bit is set to "0", the respective RAT is not restricted for the UE.
Bits 43-7 reserved for future use. 
The Primary RAT is the RAT used in the access cell, or target cell. 

	Secondary RAT Restriction
	M
	
	BIT STRING {
e-UTRA (0),
nR (1), e-UTRA-unlicensed (2), nR-unlicensed (3)}
(SIZE(8, …))
	Each position in the bitmap represents a Secondary RAT.
If a bit is set to "1", the respective RAT is restricted for the UE.
If a bit is set to "0", the respective RAT is not restricted for the UE.
Bits 4-7 reserved for future use.
A Secondary RAT is a RAT, distinct from the UE’s primary RAT, used in any cell serving the UE excluding the PCell.
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