	
[bookmark: _GoBack]3GPP TSG-RAN WG3 #114-e									                                         R3-215726
1-11 November 2021
Online             

	CR-Form-v12.1

	CHANGE REQUEST

	

	
	36.423
	CR
	-
	rev
	-
	Current version:
	16.7.0
	

	

	[bookmark: _Hlt497126619]For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	X
	Core Network
	



	

	Title:	
	UE Security Capabilities clarification

	
	

	Source to WG:
	ZTE

	Source to TSG:
	RAN3

	
	

	Work item code:
	TEI 17 
	
	Date:
	2021-10-17

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	It is not clear whether the UE Security Capabilities IE in X2AP/XnAP is copy-paste from the S1AP/NGAP signalling without modification.  According to the requirement from SA3[R3-214714], SA3 asks RAN3 to modify specifications to ensure that all of MME, eNB, AMF and ng-RAN node copy on the complete UE security capabilities.

	
	

	Summary of change:
	1.  To clarify  that the UE security capabilities in X2AP are copied from the S1AP or NGAP signalling without modification.

	
	

	Consequences if not approved:
	It may be possible that not all the UE Security Capabilities are delivered to the target eNB.

	
	

	Clauses affected:
	8.2.1, 8.3.13, 8.6.1, 8.6.3

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	-



Page 1


Start of the first change
[bookmark: _Toc29902134][bookmark: _Toc67910707][bookmark: _Toc29906138][bookmark: _Toc45103842][bookmark: _Toc45227338][bookmark: _Toc66283331][bookmark: _Toc73979485][bookmark: _Toc36550128][bookmark: _Toc56527789][bookmark: _Toc51763790][bookmark: _Toc45891152][bookmark: _Toc81227991][bookmark: _Toc64381756][bookmark: _Toc20954130][bookmark: _Toc45108085][bookmark: _Toc45901705][bookmark: _Toc64447334][bookmark: _Toc74151523][bookmark: _Toc44497698][bookmark: _Toc56693790][bookmark: _Toc66286828][bookmark: _Toc51850786][bookmark: _Toc29991552][bookmark: _Toc20955349][bookmark: _Toc36555953]8.2.1	Handover Preparation
[bookmark: _Toc20954131][bookmark: _Toc29902135][bookmark: _Toc67910708][bookmark: _Toc64381757][bookmark: _Toc36550129][bookmark: _Toc51763791][bookmark: _Toc81227992][bookmark: _Toc45227339][bookmark: _Toc29906139][bookmark: _Toc73979486][bookmark: _Toc45891153][bookmark: _Toc56527790][bookmark: _Toc45103843][bookmark: _Toc66283332]8.2.1.1	General
This procedure is used to establish necessary resources in an eNB for an incoming handover. If the procedure concerns a conditional handover, parallel transactions are allowed. Possible parallel requests are identified by the target cell ID when the source UE AP IDs are the same.
The procedure uses UE-associated signalling.
[bookmark: _Toc64381758][bookmark: _Toc20954132][bookmark: _Toc36550130][bookmark: _Toc73979487][bookmark: _Toc56527791][bookmark: _Toc51763792][bookmark: _Toc45103844][bookmark: _Toc81227993][bookmark: _Toc66283333][bookmark: _Toc29902136][bookmark: _Toc45227340][bookmark: _Toc29906140][bookmark: _Toc45891154][bookmark: _Toc67910709]8.2.1.2	Successful Operation
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Figure 8.2.1.2-1: Handover Preparation, successful operation
The source eNB initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. When the source eNB sends the HANDOVER REQUEST message, it shall start the timer TRELOCprep.
If the Conditional Handover Information Request IE is contained in the HANDOVER REQUEST message, the target eNB shall consider that the request concerns a conditional handover and shall include the Conditional Handover Information Acknowledge IE in the HANDOVER REQUEST ACKNOWLEDGE message.
If the New eNB UE X2AP ID IE is contained in the Conditional Handover Information Request IE included in the HANDOVER REQUEST message, then the target eNB shall remove the existing prepared conditional HO identified by the New eNB UE X2AP ID IE and the Target Cell ID IE. It is up to the implementation of the target eNB when to remove the HO information.
The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
The source eNB may include in the GUMMEI IE any GUMMEI corresponding to the source MME node.
The source eNB shall copy  the UE security capabilities IE from the S1AP/NGAP signalling and paste it to the UE security capabilities IE in HANDOVER REQUEST message without modification.
[bookmark: _Hlt241620486]If at least one of the requested non-GBR E-RABs is admitted to the cell indicated by the Target Cell ID IE, the target eNB shall reserve necessary resources, and send the HANDOVER REQUEST ACKNOWLEDGE message back to the source eNB. The target eNB shall include the E-RABs for which resources have been prepared at the target cell in the E-RABs Admitted List IE. The target eNB shall include the E-RABs that have not been admitted in the E-RABs Not Admitted List IE with an appropriate cause value.
At reception of the HANDOVER REQUEST message the target eNB shall:
-	prepare the configuration of the AS security relation between the UE and the target eNB by using the information in the UE Security Capabilities IE and the AS Security Information IE in the UE Context Information IE.
For each E-RAB for which the source eNB proposes to do forwarding of downlink data, the source eNB shall include the DL Forwarding IE within the E-RABs To be Setup Item IE of the HANDOVER REQUEST message. The source eNB shall include the DL Forwarding IE if it requests a DAPS handover for that E-RAB. For each E-RAB that it has decided to admit, the target eNB may include the DL GTP Tunnel Endpoint IE within the E-RABs Admitted Item IE of the HANDOVER REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. This GTP tunnel endpoint may be different from the corresponding GTP tunnel endpoint, i.e. the information contained in the Transport Layer address IE and GTP TEID IE in the E-RAB To Be Switched in Downlink List IE of the PATH SWITCH REQUEST message (see TS 36.413 [4]) depending on implementation choice.
For each bearer in the E-RABs Admitted List IE, the target eNB may include the UL GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.
Upon reception of the HANDOVER REQUEST ACKNOWLEDGE message the source eNB shall stop the timer TRELOCprep and terminate the Handover Preparation procedure. If the procedure was initiated for an immediate handover, the source eNB shall start the timer TX2RELOCoverall. The source eNB is then defined to have a Prepared Handover for that X2 UE-associated signalling.
If the Trace Activation IE is included in the HANDOVER REQUEST message then the target eNB shall, if supported, initiate the requested trace function as described in TS 32.422 [6]. In particular, the target eNB shall, if supported:
-	if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [6];
-	if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to "Immediate MDT and Trace" initiate the requested trace session and MDT session as described in TS 32.422 [6];
-	if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to "Immediate MDT Only" initiate the requested MDT session as described in TS 32.422 [6] and the target eNB shall ignore Interfaces To Trace IE, and Trace Depth IE;
-	if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session;
-	if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31];
-	if the Trace Activation IE includes the UE Application layer measurement configuration IE, initiate the requested trace session and QoE Measurement Collection function as described in TS 36.300 [15].
-	if the Trace Activation IE includes the Bluetooth Measurement Configuration IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].
-	if the Trace Activation IE includes the WLAN Measurement Configuration IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].
[bookmark: OLE_LINK44]-	if the Trace Activation IE includes the MDT Configuration NR IE, store and forward the MDT Configuration NR IE to the SgNB, if the target eNB has configured EN-DC for the UE.
If the Management Based MDT Allowed IE only or the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, store the received information in the UE context, and use this information to allow subsequent selection of the UE for management based MDT defined in TS 32.422 [6].
If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target eNB shall, if supported, use it to determine the characteristics of the UE for subsequent handling.
The source eNB shall, if supported and available in the UE context, include the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE in the HANDOVER REQUEST message, except if the source eNB selects a serving PLMN in the target eNB which is not included in the Management Based MDT PLMN List. If the Management Based MDT PLMN List IE is not present, the source eNB shall, if supported, include the Management Based MDT Allowed IE, if this information is available in the UE context, in the HANDOVER REQUEST message, except if the source eNB selects a serving PLMN in the target eNB different from the serving PLMN in the source eNB.
If the Handover Restriction List IE is
-	contained in the HANDOVER REQUEST message, the target eNB shall
-	store the information received in the Handover Restriction List IE in the UE context;
-	use this information to determine a target for the UE during subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE, except when one of the E-RABs has a particular ARP value (TS 23.401 [12]) in which case the information shall not apply;
-	use this information to select a proper SCG during dual connectivity operation.
-	not contained in the HANDOVER REQUEST message, the target eNB shall consider that no roaming and no access restriction apply to the UE.
If the Location Reporting Information IE is included in the HANDOVER REQUEST message then the target eNB should initiate the requested location reporting functionality as defined in TS 36.413 [4].
If the SRVCC Operation Possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the content of such IE in the UE context and use it as defined in TS 23.216 [20].
If the UE Security Capabilities IE included in the HANDOVER REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [18] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [18]), the eNB shall take it into use and ignore the keys received in the AS Security Information IE.
The HANDOVER REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available.
If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information and the target eNB should use the information as defined in TS 36.300 [15].
If the Additional RRM Policy Index IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and the target eNB should use the information as defined in TS 36.300 [15].
Upon reception of UE History Information IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.
Upon reception of the UE History Information from the UE IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store the collected information to be used for future handover preparations.
If the Mobility Information IE is provided in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and use it as defined in TS 36.300 [15]. The target eNB shall, if supported, store the C-RNTI of the source cell received in the HANDOVER REQUEST message.
If the Expected UE Behaviour IE is provided in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and may use it to determine the RRC connection time.
If the ProSe Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to "authorized", the eNB shall, if supported, consider that the UE is authorized for the relevant ProSe service(s).
If the V2X Services Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to "authorized", the eNB shall, if supported, consider that the UE is authorized for the relevant service(s).
If the UE Context Reference at the SeNB IE is contained in the HANDOVER REQUEST message the target eNB may use it as specified in TS 36.300 [15]. In this case, the source eNB may expect the target eNB to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 36.300 [15]. If the UE Context Reference at the WT IE is contained in the HANDOVER REQUEST message, the target eNB may use it as specified in TS 36.300 [15]. In this case, the source eNB may expect the target eNB to include the WT UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message; the source eNB shall use this information as specified in TS 36.300 [15].
If the UE Context Reference at the SgNB IE is contained in the HANDOVER REQUEST message the target eNB may use it as specified in TS 37.340 [32]. In this case, the source eNB may expect the target eNB to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 37.340 [32].
If the Bearer Type IE is included in the HANDOVER REQUEST message and is set to "non IP", then the target eNB shall not perform IP header compression for the concerned E-RAB.
If the Ethernet Type IE is included in the HANDOVER REQUEST message and is set to "True", then the target eNB shall, if supported, take this into account to perform header compression appropriately for the concerned E-RAB.
If the UE Sidelink Aggregate Maximum Bit Rate IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, use it for the concerned UE's sidelink communication in network scheduled mode for V2X services.
If the NR UE Security Capabilities IE is included in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information in the UE context and send it to the respective peer node during subsequent handover preparations and/or EN-DC operations for the UE as defined in TS 33.401 [15].
If the Aerial UE subscription information IE is included in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information in the UE context and use it as defined in TS 36.300 [15].
If the Subscription Based UE Differentiation Information IE is included in the HANDOVER REQUEST message, the eNB shall, if supported, store this information in the UE context for further use according to TS 23.401 [12].
If the DAPS Request Information IE is included for an E-RAB to be setup in the HANDOVER REQUEST message, the target eNB shall consider that the request concerns a DAPS handover for that E-RAB, as described in TS 36.300 [15]. Accordingly, the target eNB shall include the DAPS Response Information IE in the HANDOVER REQUEST ACKNOWLEDGE message.
If the Maximum Number of CHO Preparations IE is included in Conditional Handover Information Acknowledge IE contained in the the HANDOVER REQUEST ACKNOWLEDGE message, then the source eNB should not prepare more candidate target cells for a CHO for the same UE towards the target eNB than the number indicated in the Maximum Number of CHO Preparations IE.
If the Estimated Arrival Probability IE is contained in the Conditional Handover Information Request IE included in the HANDOVER REQUEST message, then the target eNB may use the information to allocate necessary resources for the incoming CHO.
If the EPC Handover Restriction List Container IE is included in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information in the UE context and shall use it as specified in TS 36.300 [15].
If the NR V2X Services Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to "authorized", the eNB shall, if supported, consider that the UE is authorized for the relevant service(s).
If the NR UE Sidelink Aggregate Maximum Bit Rate IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, use it for the concerned UE's sidelink communication in network scheduled mode for NR V2X services.
If the PC5 QoS Parameters IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, use it for the concerned UE’s NR sidelink communication as specified in TS 23.285 [41]. 
If the UE Radio Capability ID IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information in the UE context and use it as specified in TS 23.401 [12].
If the IAB Node Indication IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, consider that the request is for an IAB node.
If the IMS Voice EPS Fallback from 5G IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information in the UE context and consider that the UE was previously handed over from NG-RAN to E-UTRAN due to an IMS voice fallback.
Interaction with SN Status Transfer procedure:
If the UE Context Kept Indicator IE set to "True" and the E-RABs transferred to MeNB IE are included in the HANDOVER REQUEST ACKNOWLEDGE message, then the source eNB shall, if supported, include the uplink/downlink PDCP SN and HFN status received from the SgNB in the SN Status Transfer procedure towards the target eNB, as specified in TS 37.340 [32].
Start of the next change
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The purpose of the Retrieve UE Context procedure is to retrieve the UE context from the eNB where the RRC connection has been suspended (old eNB) and transfer it to the eNB where the RRC Connection has been requested to be resumed (new eNB) or to retrieve the UE context for a UE which attempts to re-establish its RRC connection in an eNB (the new eNB) different from the eNB (the old eNB) where the RRC connection failed, e.g. due to RLF.
The procedure uses UE-associated signalling.
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Figure 8.3.13.2-1: Retrieve UE Context, successful operation
The new eNB initiates the procedure by sending the RETRIEVE UE CONTEXT REQUEST message to the old eNB.
If the old eNB is able to identify the UE context and to successfully verify the UE by means of the Resume ID, the ShortMAC-I, optionally the C-RNTI, the failure cell PCI and the E-UTRAN Cell Identifier of the new cell contained in the RETRIEVE UE CONTEXT REQUEST message, it shall respond with the RETRIEVE UE CONTEXT RESPONSE message. The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
If the C-RNTI IE is present in the RETRIEVE UE CONTEXT REQUEST, the old eNB shall ignore the Resume ID IE.
The old eNB may include in the GUMMEI IE any GUMMEI corresponding to the source MME node.
The old eNB shall copy  the UE security capabilities IE from the S1AP/NGAP signalling and paste it to the UE security capabilities IE in RETRIEVE UE CONTEXT REQUEST  message without modification.
If the PLMN of the new cell is not the Serving PLMN stored in the UE Context the old eNB shall replace the Serving PLMN with the PLMN of the new cell and move the Serving PLMN to the equivalent PLMN list, before propagating the roaming and access restriction information to the new eNB.The new eNB shall act upon reception of the
-	UE Security Capabilities IE,
-	AS Security Information IE,
-	Subscriber Profile ID for RAT/Frequency priority IE,
-	Additional RRM Policy Index IE,
-	Handover Restriction List IE,
-	Location Reporting Information IE,
-	Management Based MDT Allowed IE
-	Management Based MDT PLMN List IE
-	Trace Activation IE,
-	SRVCC Operation Possible IE,
-	Masked IMEISV IE
-	Expected UE Behaviour IE,
-	ProSe Authorized IE,
-	V2X Services Authorized IE,
-	Aerial UE subscription information IE,
-	Subscription Based UE Differentiation Information IE,
-	EPC Handover Restriction List Container IE,
within the RETRIEVE UE CONTEXT RESPONSE message as specified for the target eNB upon reception of the HANDOVER REQUEST message for the Handover Preparation procedure.
If the UE Sidelink Aggregate Maximum Bit Rate IE is contained in the RETRIEVE UE CONTEXT RESPONSE message, the new eNB shall, if supported, use it for the concerned UE’s sidelink communication in network scheduled mode for V2X services.
[bookmark: _Hlk511822262]If the Aerial UE subscription information IE is included in the RETRIEVE UE CONTEXT RESPONSE message, the target eNB shall, if supported, store this information in the UE context and use it as defined in TS 36.300 [15].
For each E-RAB for which the old eNB proposes to do forwarding of downlink data, the old eNB shall include the DL Forwarding IE within the E-RABs To Be Setup Item IE of the RETRIEVE UE CONTEXT RESPONSE message. 
If the Bearer Type IE is included in the RETRIEVE UE CONTEXT RESPONSE message and is set to "non IP", then the new eNB shall not perform IP header compression for the concerned E-RAB.
If the Ethernet Type IE is included in the RETRIEVE UE CONTEXT RESPONSE message and is set to "True", then the new eNB shall, if supported, take this into account to perform header compression appropriately for the concerned E-RAB.
If the NR UE Sidelink Aggregate Maximum Bit Rate IE is contained in the RETRIEVE UE CONTEXT RESPONSE message, the new eNB shall, if supported, use it for the concerned UE’s sidelink communication in network scheduled mode for NR V2X services.
If the NR V2X Services Authorized IE is contained in the RETRIEVE UE CONTEXT RESPONSE message and it contains one or more IEs set to "authorized", the eNB shall, if supported, consider that the UE is authorized for the relevant service(s).
If the PC5 QoS Parameters IE is contained in the RETRIEVE UE CONTEXT RESPONSE message, the target eNB shall, if supported, use it for the concerned UE’s NR sidelink communication as specified in TS 23.285 [41].
If the UE Radio Capability ID IE is contained in the RETRIEVE UE CONTEXT RESPONSE message, the target eNB shall, if supported, store this information in the UE context and use it as specified in TS 23.401 [12].
If the IMS voice EPS fallback from 5G IE is contained in the RETRIEVE UE CONTEXT RESPONSE message, the new eNB shall, if supported, store this information in the UE context and consider that the UE was previously handed over from NG-RAN to E-UTRAN due to an IMS voice fallback.
Start of the next change
8.6.1	SeNB Addition Preparation
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The purpose of the SeNB Addition Preparation procedure is to request the SeNB to allocate resources for dual connectivity operation for a specific UE.
The procedure uses UE-associated signalling.
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Figure 8.6.1.2-1: SeNB Addition Preparation, successful operation
The MeNB initiates the procedure by sending the SENB ADDITION REQUEST message to the SeNB. When the MeNB sends the SENB ADDITION REQUEST message, it shall start the timer TDCprep.
The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
If the SENB ADDITION REQUEST message contains the Serving PLMN IE, the SeNB may use it for RRM purposes.
If the SENB ADDITION REQUEST message contains the Expected UE Behaviour IE, the SeNB shall, if supported, store this information and may use it to optimize resource allocation.
The SeNB shall report to the MeNB, in the SENB ADDITION REQUEST ACKNOWLEDGE message, the result for all the requested E-RABs in the following way:
-	A list of E-RABs which are successfully established shall be included in the E-RABs Admitted To Be Added List IE.
-	A list of E-RABs which failed to be established shall be included in the E-RABs Not Admitted List IE.
NOTE:	The MeNB may trigger the SeNB Addition Preparation procedure in the course of the Inter-MeNB handover without SeNB change procedure as described in 36.300 [15]. The deleted E-RABs are not included in the E-RABs To Be Added List IE in the SENB ADDITION REQUEST message, from MeNB point of view. If the SeNB reports a certain E-RAB to be successfully established, respective SCG resources, from an SeNB point of view, may be actually successfully established or modified or kept; if a certain E-RAB is reported to be failed to be established, respective SCG resources, from an SeNB point of view, may be actually failed to be established or modified or kept.
For each E-RAB configured with the SCG bearer option
-	the SeNB shall choose the ciphering algorithm based on the information in the UE Security Capabilities IE and locally configured priority list of AS encryption algorithms and apply the key indicated in the SeNB Security Key IE as specified in the TS 33.401 [18].
-	the MeNB may propose to apply forwarding of downlink data by including the DL Forwarding IE within the E-RABs To be Added Item IE of the SENB ADDITION REQUEST message. For each E-RAB that it has decided to admit, the SeNB may include the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs Admitted To Be Added Item IE of the SENB ADDITION REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. This GTP tunnel endpoint may be different from the corresponding GTP tunnel endpoint, i.e the information contained in the Transport Layer Address IE and the DL GTP TEID IE in the E-RAB To Be Modified List IE of the E-RAB MODIFICATION INDICATION message (see TS 36.413 [4]) depending on implementation choice.
-	the SeNB may include for each bearer in the E-RABs Admitted To Be Added List IE the UL Forwarding GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.
-	If the Correlation ID IE for the concerned E-RAB is received by the SeNB, the SeNB shall use this information for LIPA operation for the concerned E-RAB.
-	If the SIPTO Correlation ID IE for the concerned E-RAB is received by the SeNB, the SeNB shall use this information for SIPTO@LN operation for the concerned E-RAB.
-	If the Bearer Type IE for the concerned E-RAB is received by the SeNB and is set to "non IP", the SeNB shall, if supported, not perform IP header compression for the concerned E-RAB. 
-	If the Ethernet Type IE for the concerned E-RAB is received by the SeNB and is set to "True", the SeNB shall, if supported, take this into account to perform header compression appropriately for the concerned E-RAB.
If the CSG Membership Status IE is included in the SENB ADDITION REQUEST message, the SeNB shall act as specified in TS 36.300 [15].
If the UE security capabilities IE is included in the SENB ADDITION REQUEST message, it is copied  from the S1AP/NGAP signalling without modification.
Upon reception of the SENB ADDITION REQUEST ACKNOWLEDGE message the MeNB shall stop the timer TDCprep.
If the GW Transport Layer Address IE is received in the SENB ADDITION REQUEST ACKNOWLEDGE message, the MeNB stores this information and use it according to TS 36.300 [15].
If the SIPTO L-GW Transport Layer Address IE is received in the SENB ADDITION REQUEST ACKNOWLEDGE message, the MeNB stores this information and use it according to TS 36.300 [15].
If the SeNB UE X2AP ID IE and/or SeNB UE X2AP ID Extension IE are contained in the SENB ADDITION REQUEST message, the SeNB shall, if supported, store this information and use it as defined in TS 36.300 [15].
If the Tunnel Information for BBF IE is received in the SENB ADDITION REQUEST ACKNOWLEDGE message, the MeNB shall, if supported, transfer the tunnel information for BBF to the core network.
Interactions with the SeNB Reconfiguration Completion procedure:
If the SeNB admits at least one E-RAB, the SeNB shall start the timer TDCoverall when sending the SENB ADDITION REQUEST ACKNOWLEDGE message to the MeNB. The reception of the SENB RECONFIGURATION COMPLETE message shall stop the timer TDCoverall.
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This procedure is used to enable an MeNB to request an SeNB to modify the UE context at the SeNB.
The procedure uses UE-associated signalling.
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Figure 8.6.3.2-1: MeNB initiated SeNB Modification Preparation, successful operation
The MeNB initiates the procedure by sending the SENB MODIFICATION REQUEST message to the SeNB. When the MeNB sends the SENB MODIFICATION REQUEST message, it shall start the timer TDCprep.
The SENB MODIFICATION REQUEST message may contain
-	within the UE Context Information IE;
-	E-RABs to be added within the E-RABs To Be Added Item IE;
-	E-RABs to be modified within the E-RABs To Be Modified Item IE;
-	E-RABs to be released within the E-RABs To Be Released Item IE;
-	the SeNB UE Aggregate Maximum Bit Rate IE;
-	the MeNB to SeNB Container IE;
-	the SCG Change Indication IE;
-	the CSG Membership Status IE.
If the SENB MODIFICATION REQUEST message contains the Serving PLMN IE, the SeNB may use it for RRM purposes.
If the SeNB UE Aggregate Maximum Bit Rate IE is included in the SENB MODIFICATION REQUEST message, the SeNB shall:
-	replace the previously provided SeNB UE Aggregate Maximum Bit Rate by the received SeNB UE Aggregate Maximum Bit Rate in the UE context;
-	use the received SeNB UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE as defined in TS 36.300 [15].
If the UE security capabilities IE is included in the SENB MODIFICATION REQUEST message, it is copied  from the S1AP/NGAP signalling without modification.
The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
If at least one of the requested modifications is admitted by the SeNB, the SeNB shall modify the related part of the UE context accordingly and send the SENB MODIFICATION REQUEST ACKNOWLEDGE message back to the MeNB.
The SeNB shall include the E-RABs for which resources have been either added or modified or released at the SeNB either in the E-RABs Admitted To Be Added List IE or the E-RABs Admitted To Be Modified List IE or the E-RABs Admitted To Be Released List IE. The SeNB shall include the E-RABs that have not been admitted in the E-RABs Not Admitted List IE with an appropriate cause value.
For each E-RAB configured with the SCG bearer option
-	the SeNB shall, if included, choose the ciphering algorithm based on the information in the UE Security Capabilities IE and locally configured priority list of AS encryption algorithms and apply the key indicated in the SeNB Security Key IE as specified in the TS 33.401 [18].
-	if applicable, the MeNB may propose to apply forwarding of downlink data by including the DL Forwarding IE within the E-RABs To Be Added Item IE of the SENB MODIFICATION REQUEST message. For each E-RAB that it has decided to admit, the SeNB may include the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs Admitted To Be Added Item IE of the SENB MODIFICATION REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. The MeNB may also provide for an applicable E-RAB to be released the DL Forwarding GTP Tunnel Endpoint IE and the UL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released Item IE of the SENB MODIFICATION REQUEST message.
-	if applicable, the SeNB may include for each bearer in the E-RABs Admitted To Be Added List IE in the SENB MODIFICATION REQUEST ACKNOWLEDGE message the UL Forwarding GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.
-	If the Correlation ID IE for the concerned E-RAB is received by the SeNB, the SeNB shall use this information for LIPA operation for the concerned E-RAB.
-	If the SIPTO Correlation ID IE for the concerned E-RAB is received by the SeNB, the SeNB shall use this information for SIPTO@LN operation for the concerned E-RAB.
-	If the Bearer Type IE for the concerned E-RAB is received by the SeNB and is set to "non IP", the SeNB shall, if supported, not perform IP header compression for the concerned E-RAB. 
-	If the Ethernet Type IE for the concerned E-RAB is received by the SeNB and is set to "True", the SeNB shall, if supported, take this into account to perform header compression appropriately for the concerned E-RAB.
For each E-RAB configured with the split bearer option to be modified, if the SENB MODIFICATION REQUEST message includes the SCG Change Indication IE and the MeNB GTP Tunnel Endpoint IE in the E-RABs To Be Modified Item IE, the SeNB shall act as specified in TS 36.300 [15].
For each E-RAB configured with the split bearer option to be modified (released)
-	if applicable, the MeNB may provide for an applicable E-RAB to be released the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released Item IE of the SENB MODIFICATION REQUEST message.
If the E-RAB level QoS parameter IE is included in the SENB MODIFICATION REQUEST message for an E-RAB to be modified the SeNB shall allocate respective resources and provide corresponding radio configuration information within the SeNB to MeNB Container IE as described in TS 36.300 [15].
If the SENB MODIFICATION REQUEST message contains for an E-RAB to be modified which is configured with the SCG bearer option the S1 UL GTP Tunnel Endpoint IE the SeNB shall use it as the new UL S1-U address.
If the SENB MODIFICATION REQUEST message contains for an E-RAB to be modified which is configured with the split bearer option the MeNB GTP Tunnel Endpoint IE the SeNB shall use it as the new UL X2-U address.
For an E-RAB to be modified which is configured with the SCG bearer option the SeNB may include in the SENB MODIFICATION REQUEST ACKNOWLEDGE message the S1 DL GTP Tunnel Endpoint IE.
For an E-RAB to be modified which is configured with the split bearer option the SeNB may include in the SENB MODIFICATION REQUEST ACKNOWLEDGE message the SeNB GTP Tunnel Endpoint IE.
If the SCG Change Indication IE is included in the SENB MODIFICATION REQUEST message, the SeNB shall act as specified in TS 36.300 [15].
If the CSG Membership Status IE is included in the SENB MODIFICAITON REQUEST message, the SeNB shall act as specified in TS 36.300 [15].
Upon reception of the SENB MODIFICATION REQUEST ACKNOWLEDGE message the MeNB shall stop the timer TDCprep. If the SENB MODIFICATION REQUEST ACKNOWLEDGE message has included the SeNB to MeNB Container IE the MeNB is then defined to have a Prepared SeNB Modification for that X2 UE-associated signalling.
When the SeNB supporting L-GW function for LIPA operation releases radio and control plane related resources associated to the LIPA bearer, it shall also request using intra-node signalling the collocated L-GW to release the LIPA PDN connection as defined in TS 23.401 [12].
Interactions with the SeNB Reconfiguration Completion procedure:
If the SeNB admits a modification of the UE context requiring the MeNB to report about the success of the RRC connection reconfiguration procedure, the SeNB shall start the timer TDCoverall when sending the SENB MODIFICATION REQUEST ACKNOWLEDGE message to the MeNB. The reception of the SeNB RECONFIGURATION COMPLETE message shall stop the timer TDCoverall.
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