	
[bookmark: _GoBack]3GPP TSG-RAN WG3 #114-e									                                         R3-215723
1-11 November 2021
Online             

	CR-Form-v12.1

	CHANGE REQUEST

	

	
	36.300
	CR
	-
	rev
	-
	Current version:
	16.6.0
	

	

	[bookmark: _Hlt497126619]For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	X
	Core Network
	



	

	Title:	
	UE Security Capabilities clarification

	
	

	Source to WG:
	ZTE

	Source to TSG:
	RAN3

	
	

	Work item code:
	TEI17 
	
	Date:
	2021-10-17

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	It is not clear whether the UE Security Capabilities IE in X2AP/XnAP is copy-paste from the S1AP/NGAP signalling without modification. According to the requirement from SA3[R3-214714], SA3 asks RAN3 to modify specifications to ensure that all of MME, eNB, AMF and ng-RAN node copy on the complete UE security capabilities.

	
	

	Summary of change:
	1.  To clarify  that the UE security capabilities in X2AP are copied from the S1AP or NGAP signalling without modification.

	
	

	Consequences if not approved:
	It may be possible that not all the UE Security Capabilities are delivered to the target eNB.
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The X2AP protocol supports the following functions:
-	Intra LTE-Access-System Mobility Support for UE in ECM-CONNECTED:
-	Context transfer from source eNB to target eNB;
-	Control of user plane tunnels between source eNB and target eNB;
-	Handover cancellation.
Notes: during context transfer from source eNB to target eNB, the UE security capabilities are copied from the S1AP/NGAP signalling without modification.
End of the change
