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1st CHANGE

[bookmark: _Toc20954130][bookmark: _Toc29902134][bookmark: _Toc29906138][bookmark: _Toc36550128][bookmark: _Toc45103842][bookmark: _Toc45227338][bookmark: _Toc45891152][bookmark: _Toc51763790][bookmark: _Toc56527789][bookmark: _Toc64381756][bookmark: _Toc66283331][bookmark: _Toc67910707][bookmark: _Toc73979485][bookmark: _Toc81227991]8.2.1	Handover Preparation
[bookmark: _Toc20954131][bookmark: _Toc29902135][bookmark: _Toc29906139][bookmark: _Toc36550129][bookmark: _Toc45103843][bookmark: _Toc45227339][bookmark: _Toc45891153][bookmark: _Toc51763791][bookmark: _Toc56527790][bookmark: _Toc64381757][bookmark: _Toc66283332][bookmark: _Toc67910708][bookmark: _Toc73979486][bookmark: _Toc81227992]8.2.1.1	General
This procedure is used to establish necessary resources in an eNB for an incoming handover. If the procedure concerns a conditional handover, parallel transactions are allowed. Possible parallel requests are identified by the target cell ID when the source UE AP IDs are the same.
The procedure uses UE-associated signalling.
[bookmark: _Toc20954132][bookmark: _Toc29902136][bookmark: _Toc29906140][bookmark: _Toc36550130][bookmark: _Toc45103844][bookmark: _Toc45227340][bookmark: _Toc45891154][bookmark: _Toc51763792][bookmark: _Toc56527791][bookmark: _Toc64381758][bookmark: _Toc66283333][bookmark: _Toc67910709][bookmark: _Toc73979487][bookmark: _Toc81227993]8.2.1.2	Successful Operation


Figure 8.2.1.2-1: Handover Preparation, successful operation
<Unchanged Text Omitted>

If the IMS Voice EPS Fallback from 5G IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information in the UE context and consider that the UE was previously handed over from NG-RAN to E-UTRAN due to an IMS voice fallback.
For each E-RAB for which the Security Indication IE is included in the E-RABs To Be Setup List IE and the Integrity Protection Indication IE is set to "required", the target eNB shall perform user plane integrity protection as specified in TS 33.401 [18]. If the target eNB is not able to perform the user plane integrity protection, it shall reject the setup of the E-RAB resources with an appropriate cause value.
For each E-RAB for which the Security Indication IE is included in the E-RABs To Be Setup List IE and the Integrity Protection Indication IE is set to "preferred", the target eNB should, if supported, perform user plane integrity protection and shall notify the MME whether it succeeded the user plane integrity protection or not for the concerned security policy.
For each E-RAB for which the Security Indication IE is included in the E-RABs To Be Setup List IE and the Integrity Protection Indication IE is set to "not needed", the target eNB shall not perform user plane integrity protection for the concerned E-RAB.
If the UE Security Capabilities IE included in the HANDOVER REQUEST message contains the EIA7 algorithm as defined in TS 33.401 [18], for each E-RAB for which the Security Indication IE is not included in the E-RABs To Be Setup List IEs IE of the HANDOVER REQUEST message, then the eNB shall perform user plane integrity protection for the concerned E-RAB according to the locally preconfigured policy as specified in TS 33.401 [18].

[bookmark: _Toc20953424][bookmark: _Toc29390601][bookmark: _Toc36551338][bookmark: _Toc45831535][bookmark: _Toc51762488][bookmark: _Toc64381540][bookmark: _Toc73964058][bookmark: _Toc81228687]<Unchanged Text Omitted>

2nd CHANGE

[bookmark: _Toc20954236][bookmark: _Toc29902240][bookmark: _Toc29906244][bookmark: _Toc36550234][bookmark: _Toc45103962][bookmark: _Toc45227458][bookmark: _Toc45891272][bookmark: _Toc51763910][bookmark: _Toc56527909][bookmark: _Toc64381876][bookmark: _Toc66283451][bookmark: _Toc67910827][bookmark: _Toc73979605][bookmark: _Toc81228111]8.6.1	SeNB Addition Preparation
[bookmark: _Toc20954237][bookmark: _Toc29902241][bookmark: _Toc29906245][bookmark: _Toc36550235][bookmark: _Toc45103963][bookmark: _Toc45227459][bookmark: _Toc45891273][bookmark: _Toc51763911][bookmark: _Toc56527910][bookmark: _Toc64381877][bookmark: _Toc66283452][bookmark: _Toc67910828][bookmark: _Toc73979606][bookmark: _Toc81228112]8.6.1.1	General
The purpose of the SeNB Addition Preparation procedure is to request the SeNB to allocate resources for dual connectivity operation for a specific UE.
The procedure uses UE-associated signalling.
[bookmark: _Toc20954238][bookmark: _Toc29902242][bookmark: _Toc29906246][bookmark: _Toc36550236][bookmark: _Toc45103964][bookmark: _Toc45227460][bookmark: _Toc45891274][bookmark: _Toc51763912][bookmark: _Toc56527911][bookmark: _Toc64381878][bookmark: _Toc66283453][bookmark: _Toc67910829][bookmark: _Toc73979607][bookmark: _Toc81228113]8.6.1.2	Successful Operation


Figure 8.6.1.2-1: SeNB Addition Preparation, successful operation
<Unchanged Text Omitted>

If the SeNB UE X2AP ID IE and/or SeNB UE X2AP ID Extension IE are contained in the SENB ADDITION REQUEST message, the SeNB shall, if supported, store this information and use it as defined in TS 36.300 [15].
If the Tunnel Information for BBF IE is received in the SENB ADDITION REQUEST ACKNOWLEDGE message, the MeNB shall, if supported, transfer the tunnel information for BBF to the core network.
If the Security Indication IE is included in the E-RABs To Be Added List IE of the SENB ADDITION REQUEST message, the behaviour of the SeNB shall be the same as specified for the same IE in the E-RABs To Be Setup List IE in the Handover Preparation procedure, for the concerned E-RAB, and the SeNB shall include the Security Result IE in the E-RABs Admitted To Be Added List IE.
If the Security Result IE is included in the E-RABs To Be Added List IE of the SENB ADDITION REQUEST message, the SeNB may take the information into account when deciding whether to perform user plane integrity protection for the concerned E-RAB.
If the UE Security Capabilities IE included in the SENB ADDITION REQUEST message contains the EIA7 algorithm as defined in TS 33.401 [18], for each E-RAB for which the Security Indication IE is not included in the E-RABs To Be Added List IE of the SENB ADDITION REQUEST message, then the eNB shall perform user plane integrity protection for the concerned E-RAB according to the locally preconfigured policy as specified in TS 33.401 [18].
Interactions with the SeNB Reconfiguration Completion procedure:
If the SeNB admits at least one E-RAB, the SeNB shall start the timer TDCoverall when sending the SENB ADDITION REQUEST ACKNOWLEDGE message to the MeNB. The reception of the SENB RECONFIGURATION COMPLETE message shall stop the timer TDCoverall.
[bookmark: _Toc20954239][bookmark: _Toc29902243][bookmark: _Toc29906247][bookmark: _Toc36550237][bookmark: _Toc45103965][bookmark: _Toc45227461][bookmark: _Toc45891275][bookmark: _Toc51763913][bookmark: _Toc56527912][bookmark: _Toc64381879][bookmark: _Toc66283454][bookmark: _Toc67910830][bookmark: _Toc73979608][bookmark: _Toc81228114]8.6.1.3	Unsuccessful Operation


Figure 8.6.1.3-1: SeNB Addition Preparation, unsuccessful operation
If the SeNB is not able to accept any of the bearers or a failure occurs during the SeNB Addition Preparation, the SeNB sends the SENB ADDITION REQUEST REJECT message with an appropriate cause value to the MeNB.
[bookmark: _Toc20954240][bookmark: _Toc29902244][bookmark: _Toc29906248][bookmark: _Toc36550238][bookmark: _Toc45103966][bookmark: _Toc45227462][bookmark: _Toc45891276][bookmark: _Toc51763914][bookmark: _Toc56527913][bookmark: _Toc64381880][bookmark: _Toc66283455][bookmark: _Toc67910831][bookmark: _Toc73979609][bookmark: _Toc81228115]8.6.1.4	Abnormal Conditions
If the SeNB receives a SENB ADDITION REQUEST message containing multiple E-RAB ID IEs (in the E-RABs To Be Added List IE) set to the same value, the SeNB shall consider the establishment of the corresponding E-RAB as failed.
If the SeNB receives a SENB ADDITION REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [13]), and which does not contain the GBR QoS Information IE, the SeNB shall consider the establishment of the corresponding E-RAB as failed.
If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE, plus the mandated support of EEA0 in all UEs (TS 33.401 [18]), do not match any algorithms defined in the configured list of allowed encryption algorithms in the SeNB (TS 33.401 [18]), the SeNB shall reject the procedure using the SENB ADDITION REQUEST REJECT message.
If the SeNB receives a SENB ADDITION REQUEST message which does not contain the CSG Membership Status IE, and the SCell served by the SeNB is a hybrid cell, the SeNB shall reject the procedure using the SENB ADDITION REQUEST REJECT message.
If the SeNB receives a SENB ADDITION REQUEST message containing a SeNB UE X2AP ID IE that does not match any existing UE Context that has such ID, the SeNB shall reject the procedure using the SENB ADDITION REQUEST REJECT message.
If the SeNB receives a SENB ADDITION REQUEST message containing both the Correlation ID and the SIPTO Correlation ID IEs for the same E-RAB, the SeNB shall consider the establishment of the corresponding E-RAB as failed.
If the supported algorithms for integrity defined in the Integrity Protection Algorithms IE in the UE Security Capabilities IE do not match any algorithms defined in the configured list of allowed integrity protection algorithms in the SeNB (TS 33.401 [18]), the SeNB shall reject the procedure using the SENB ADDITION REQUEST REJECT message.
<Unchanged Text Omitted>


3rd CHANGE

[bookmark: _Toc20954245][bookmark: _Toc29902249][bookmark: _Toc29906253][bookmark: _Toc36550243][bookmark: _Toc45103971][bookmark: _Toc45227467][bookmark: _Toc45891281][bookmark: _Toc51763919][bookmark: _Toc56527918][bookmark: _Toc64381885][bookmark: _Toc66283460][bookmark: _Toc67910836][bookmark: _Toc73979614][bookmark: _Toc81228120]8.6.3	MeNB initiated SeNB Modification Preparation
[bookmark: _Toc20954246][bookmark: _Toc29902250][bookmark: _Toc29906254][bookmark: _Toc36550244][bookmark: _Toc45103972][bookmark: _Toc45227468][bookmark: _Toc45891282][bookmark: _Toc51763920][bookmark: _Toc56527919][bookmark: _Toc64381886][bookmark: _Toc66283461][bookmark: _Toc67910837][bookmark: _Toc73979615][bookmark: _Toc81228121]8.6.3.1	General
This procedure is used to enable an MeNB to request an SeNB to modify the UE context at the SeNB.
The procedure uses UE-associated signalling.
[bookmark: _Toc20954247][bookmark: _Toc29902251][bookmark: _Toc29906255][bookmark: _Toc36550245][bookmark: _Toc45103973][bookmark: _Toc45227469][bookmark: _Toc45891283][bookmark: _Toc51763921][bookmark: _Toc56527920][bookmark: _Toc64381887][bookmark: _Toc66283462][bookmark: _Toc67910838][bookmark: _Toc73979616][bookmark: _Toc81228122]8.6.3.2	Successful Operation


Figure 8.6.3.2-1: MeNB initiated SeNB Modification Preparation, successful operation
<Unchanged Text Omitted>

Upon reception of the SENB MODIFICATION REQUEST ACKNOWLEDGE message the MeNB shall stop the timer TDCprep. If the SENB MODIFICATION REQUEST ACKNOWLEDGE message has included the SeNB to MeNB Container IE the MeNB is then defined to have a Prepared SeNB Modification for that X2 UE-associated signalling.
When the SeNB supporting L-GW function for LIPA operation releases radio and control plane related resources associated to the LIPA bearer, it shall also request using intra-node signalling the collocated L-GW to release the LIPA PDN connection as defined in TS 23.401 [12].
If the Security Indication IE is included in the E-RABs To Be Added List IE of the SENB MODIFICATION REQUEST message, the behaviour of the SeNB shall be the same as specified for the same IE in the E-RABs To Be Setup List IE in the Handover Preparation procedure, for the concerned E-RAB, and the SeNB shall include the Security Result IE in the E-RABs Admitted To Be Added List IE.
If the Security Result IE is included in the E-RABs To Be Added List IE of the SENB MODIFICATION REQUEST message, the SeNB may take the information into account when deciding whether to perform user plane integrity protection for the concerned E-RAB.
If the UE Security Capabilities IE included in the SENB MODIFICATION REQUEST message contains the EIA7 algorithm as defined in TS 33.401 [18], for each E-RAB for which the Security Indication IE is not included in the E-RABs To Be Added List IE of the SENB MODIFICATION REQUEST message, then the eNB shall perform user plane integrity protection for the concerned E-RAB according to the locally preconfigured policy as specified in TS 33.401 [18].
Interactions with the SeNB Reconfiguration Completion procedure:
If the SeNB admits a modification of the UE context requiring the MeNB to report about the success of the RRC connection reconfiguration procedure, the SeNB shall start the timer TDCoverall when sending the SENB MODIFICATION REQUEST ACKNOWLEDGE message to the MeNB. The reception of the SeNB RECONFIGURATION COMPLETE message shall stop the timer TDCoverall.
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Figure 8.6.3.3-1: MeNB initiated SeNB Modification Preparation, unsuccessful operation
If the SeNB does not admit any modification requested by the MeNB, or a failure occurs during the MeNB initiated SeNB Modfication Preparation, the SeNB shall send the SENB MODIFICATION REQUEST REJECT message to the MeNB. The message shall contain the Cause IE with an appropriate value.
If the SeNB receives a SENB MODIFICATION REQUEST message containing the MeNB to SeNB Container IE that does not include required information as specified in TS 36.331 [9], the SeNB shall send the SENB MODIFICATION REQUEST REJECT message to the MeNB.
[bookmark: _Toc20954249][bookmark: _Toc29902253][bookmark: _Toc29906257][bookmark: _Toc36550247][bookmark: _Toc45103975][bookmark: _Toc45227471][bookmark: _Toc45891285][bookmark: _Toc51763923][bookmark: _Toc56527922][bookmark: _Toc64381889][bookmark: _Toc66283464][bookmark: _Toc67910840][bookmark: _Toc73979618][bookmark: _Toc81228124]8.6.3.4	Abnormal Conditions
If the SeNB receives a SENB MODIFICATION REQUEST message containing multiple E-RAB ID IEs (in the E-RABs To Be Added List IE and/or the E-RABs To Be Modified List IE) set to the same value, the SeNB shall not admit the action requested for the corresponding E-RABs.
If the SeNB receives an SENB MODIFICATION REQUEST message containing multiple E-RAB ID IEs (in the E-RAB To Be Released List IE) set to the same value, the SeNB shall initiate the release of one corresponding E-RAB and ignore the duplication of the instances of the selected corresponding E-RABs.
If the SeNB receives a SENB MODIFICATION REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [13]), and which does not contain the GBR QoS Information IE, the SeNB shall not admit the corresponding E-RAB.
If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of EEA0 in all UEs (TS 33.401 [18]), do not match any algorithms defined in the configured list of allowed encryption algorithms in the SeNB (TS 33.401 [18]), the SeNB shall reject the procedure using the SENB MODIFICATION REQUEST REJECT message.
If the timer TDCprep expires before the MeNB has received the SENB MODIFICATION REQUEST ACKNOWLEDGE message, the MeNB shall regard the MeNB initiated SeNB Modification Preparation procedure as being failed and shall release the UE Context at the SeNB.
If the SeNB receives a SENB MODIFICATION REQUEST message containing both the Correlation ID and the SIPTO Correlation ID IEs for the same E-RAB, the SeNB shall consider the establishment of the corresponding E-RAB as failed.
If the supported algorithms for integrity defined in the Integrity Protection Algorithms IE in the UE Security Capabilities IE in the UE Context Information IE do not match any algorithms defined in the configured list of allowed integrity protection algorithms in the SeNB (TS 33.401 [18]), the SeNB shall reject the procedure using the SENB MODIFICATION REQUEST REJECT message.
<Unchanged Text Omitted>


4th CHANGE

[bookmark: _Toc20954366][bookmark: _Toc29902370][bookmark: _Toc29906374][bookmark: _Toc36550364][bookmark: _Toc45104111][bookmark: _Toc45227607][bookmark: _Toc45891421][bookmark: _Toc51764063][bookmark: _Toc56528064][bookmark: _Toc64382031][bookmark: _Toc66283606][bookmark: _Toc67910982][bookmark: _Toc73979760][bookmark: _Toc81228266]9.1.1.1	HANDOVER REQUEST
This message is sent by the source eNB to the target eNB to request the preparation of resources for a handover.
Direction: source eNB  target eNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	Old eNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the source eNB
	YES
	reject

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	Target Cell ID
	M
	
	ECGI
9.2.14
	
	YES
	reject

	GUMMEI
	M
	
	9.2.16
	
	YES
	reject

	UE Context Information
	
	1
	
	
	YES
	reject

	>MME UE S1AP ID
	M
	
	INTEGER (0..232 -1)
	MME UE S1AP ID allocated at the MME
	–
	

	>UE Security Capabilities
	M
	
	9.2.29
	
	–
	

	>AS Security Information
	M
	
	9.2.30
	
	–
	

	>UE Aggregate Maximum Bit Rate
	M
	
	9.2.12
	
	–
	

	>Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.25
	
	–
	

	>E-RABs To Be Setup List
	
	1
	
	
	–
	

	>>E-RABs To Be Setup Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	

	>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	

	>>>UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	

	>>>Bearer Type
	O
	
	9.2.92
	
	YES
	reject

	>>>Ethernet Type
	O
	
	9.2.157
	
	YES
	ignore

	>>>DAPS Request Information
	O
	
	9.2.154
	
	YES
	ignore

	>>>Security Indication
	O
	
	9.2.X1
	
	–
	

	>RRC Context
	M
	
	OCTET STRING
	Includes the RRC HandoverPreparationInformation message as defined in subclause 10.2.2 of TS 36.331 [9], or the RRC HandoverPreparationInformation-NB message as defined in 10.6.2 of TS 36.331 [9].
	–
	

	>Handover Restriction List
	O
	
	9.2.3
	
	–
	

	>Location Reporting Information
	O
	
	9.2.21
	Includes the necessary parameters for location reporting
	–
	

	>Management Based MDT Allowed
	O
	
	9.2.59
	
	YES
	ignore

	>Management Based MDT PLMN List
	O
	
	MDT PLMN List
9.2.64
	
	YES
	ignore

	>UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.97
	This IE applies only if the UE is authorized for V2X services.
	YES
	ignore

	>EPC Handover Restriction List Container
	O
	
	9.2.153
	
	YES
	ignore

	>Additional RRM Policy Index
	O
	
	9.2.25a
	
	YES
	ignore

	>NR UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.159
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	>UE Radio Capability ID
	O
	
	9.2.171
	
	YES
	reject

	>IMS voice EPS fallback from 5G
	O
	
	ENUMERATED (true, ...) 
	
	YES
	ignore

	UE History Information
	M
	
	9.2.38
	Same definition as in TS 36.413 [4]
	YES
	ignore

	Trace Activation
	O
	
	9.2.2
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.33
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.52
	
	YES
	reject

	Mobility Information
	O
	
	BIT STRING (SIZE (32))
	Information related to the handover; the source eNB provides it in order to enable later analysis of the conditions that led to a wrong HO.
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.69
	
	YES
	ignore

	UE History Information from the UE
	O
	
	OCTET STRING
	VisitedCellInfoList contained in the UEInformationResponse message (TS 36.331 [9])
	YES
	ignore

	Expected UE Behaviour
	O
	
	9.2.70
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.78
	
	YES
	ignore

	UE Context Reference at the SeNB
	O
	
	
	
	YES
	ignore

	>Global SeNB ID
	M
	
	Global eNB ID
9.2.22
	
	–
	

	>SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the SeNB
	–
	

	>SeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the SeNB
	–
	

	Old eNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the source eNB
	YES
	reject

	V2X Services Authorized
	O
	
	9.2.93
	
	YES
	ignore

	UE Context Reference at the WT
	O
	
	
	
	YES
	ignore

	>WT ID
	M
	
	9.2.95
	
	–
	

	>WT UE XwAP ID
	M
	
	9.2.96
	
	–
	

	NR UE Security Capabilities
	O
	
	9.2.107
	
	YES
	ignore

	UE Context Reference at the SgNB
	O
	
	
	
	YES
	ignore

	>Global en-gNB ID
	M
	
	9.2.112
	
	–
	

	>SgNB UE X2AP ID
	M
	
	en-gNB UE X2AP ID
9.2.100
	Allocated at the SgNB.
	–
	

	Aerial UE subscription information
	O
	
	9.2.129
	
	YES
	ignore

	Subscription Based UE Differentiation Information
	O
	
	9.2.136
	
	YES
	ignore

	Conditional Handover Information Request
	O
	
	
	
	YES
	reject

	>CHO Trigger
	M
	
	ENUMERATED (CHO-initiation, CHO-replace, …)
	
	–
	

	>New eNB UE X2AP ID
	C-ifCHOmod
	
	eNB UE X2AP ID
9.2.24
	Allocated at the target eNB
	–
	

	>New eNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the target eNB
	–
	

	>Estimated Arrival Probability
	O
	
	INTEGER (1..100)
	
	–
	

	NR V2X Services Authorized
	O
	
	9.2.158
	
	YES
	ignore

	PC5 QoS Parameters
	O
	
	9.2.160
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	IAB Node Indication
	O
	
	ENUMERATED (true, ...)
	
	YES
	reject



	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256

	maxnoofMDTPLMNs
	PLMNs in the Management Based MDT PLMN list. Value is 16.



	Condition
	Explanation

	ifCHOmod
	This IE shall be present if the CHO Trigger IE is present and set to "CHO-replace".
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[bookmark: _Toc20954418][bookmark: _Toc29902422][bookmark: _Toc29906426][bookmark: _Toc36550416][bookmark: _Toc45104171][bookmark: _Toc45227667][bookmark: _Toc45891481][bookmark: _Toc51764123][bookmark: _Toc56528124][bookmark: _Toc64382091][bookmark: _Toc66283666][bookmark: _Toc67911042][bookmark: _Toc73979820][bookmark: _Toc81228326]9.1.3.1	SENB ADDITION REQUEST
This message is sent by the MeNB to the SeNB to request the preparation of resources for dual connectivity operation for a specific UE
Direction: MeNB  SeNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the MeNB
	YES
	reject

	UE Security Capabilities
	C-
ifSCGBearerOption
	
	9.2.29
	
	YES
	reject

	SeNB Security Key
	C-
ifSCGBearerOption
	
	9.2.72
	The S-KeNB which is provided by the MeNB, see TS 33.401 [18].
	YES
	reject

	SeNB UE Aggregate Maximum Bit Rate
	M
	
	UE Aggregate Maximum Bit Rate
9.2.12
	The UE Aggregate Maximum Bit Rate is split into MeNB UE Aggregate Maximum Bit Rate and SeNB UE Aggregate Maximum Bit Rate which are enforced by MeNB and SeNB respectively.
	YES
	reject

	Serving PLMN
	O
	
	PLMN Identity
9.2.4
	The serving PLMN of the SCG in the SeNB.
	YES
	ignore

	E-RABs To Be Added List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Added Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	reject

	>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>SCG Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	

	>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	

	>>>>S1 UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	

	>>>>Correlation ID
	O
	
	Correlation ID
9.2.84
	
	–
	

	>>>>SIPTO Correlation ID
	O
	
	Correlation ID
9.2.84
	
	–
	

	>>>>Bearer Type
	O
	
	9.2.92
	
	YES
	ignore

	>>>>Ethernet Type
	O
	
	9.2.157
	
	YES
	ignore

	>>>>Security Indication
	O
	
	9.2.x1
	
	–
	

	>>>>Security Result
	O
	
	9.2.x2
	Indicates security activation status in MeNB.
	YES
	reject

	>>>Split Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	

	>>>>MeNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2 transport bearer. For delivery of UL PDUs.
	–
	

	MeNB to SeNB Container
	M
	
	OCTET STRING
	Includes the SCG-ConfigInfo message as defined in TS 36.331 [9]
	YES
	reject

	CSG Membership Status
	O
	
	9.2.52
	
	YES
	reject

	SeNB UE X2AP ID
	O
	
	eNB UE X2AP ID
9.2.24
	Allocated at the SeNB
	YES
	reject

	SeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the SeNB
	YES
	reject

	Expected UE Behaviour
	O
	
	9.2.70
	
	YES
	ignore

	MeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the MeNB
	YES
	reject



	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256



	Condition
	Explanation

	ifSCGBearerOption
	This IE shall be present if the Bearer Option IE is set to the value "SCG bearer".
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This message is sent by the SeNB to confirm the MeNB about the SeNB addition preparation.
Direction: SeNB  MeNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the MeNB
	YES
	reject

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the SeNB
	YES
	reject

	E-RABs Admitted To Be Added List
	
	1
	
	
	YES
	ignore

	>E-RABs Admitted To Be Added Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>SCG Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>S1 DL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SeNB endpoint of the S1 transport bearer. For delivery of DL PDUs.
	–
	

	>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	

	>>>>UL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of UL PDUs
	–
	

	>>>>Security Result
	O
	
	9.2.x2
	
	–
	

	>>>Split Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>SeNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	Endpoint of the X2 transport bearer at the SeNB.
	–
	

	E-RABs Not Admitted List
	O
	
	E-RAB List
9.2.28
	A value for E-RAB ID shall only be present once in E-RABs Admitted List IE and in E-RABs Not Admitted List IE.
	YES
	ignore

	SeNB to MeNB Container
	M
	
	OCTET STRING
	Includes the SCG-Config message as defined in TS 36.331 [9]
	YES
	reject

	Criticality Diagnostics
	O
	
	9.2.7
	
	YES
	ignore

	GW Transport Layer Address
	O
	
	BIT STRING (1..160, ...)
	Indicating GW Transport Layer Address.
	YES
	ignore

	SIPTO L-GW Transport Layer Address
	O
	
	BIT STRING (1..160, ...)
	Indicating SIPTO L-GW Transport Layer Address.
	YES
	ignore

	MeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the MeNB
	YES
	reject

	SeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the SeNB
	YES
	reject

	Tunnel Information for BBF
	O
	
	Tunnel Information 9.2.89
	Indicating eNB’s Local IP Address assigned by the broadband access provider, UDP port Number.
	YES
	ignore



	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256
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This message is sent by the MeNB to the SeNB to request the preparation to modify SeNB resources for a specific UE.
Direction: MeNB  SeNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the MeNB
	YES
	reject

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the SeNB
	YES
	reject

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	SCG Change Indication
	O
	
	9.2.73
	
	YES
	ignore

	Serving PLMN
	O
	
	PLMN Identity
9.2.4
	The serving PLMN of the SCG in the SeNB.
	YES
	ignore

	UE Context Information
	
	0..1
	
	
	YES
	reject

	>UE Security Capabilities
	O
	
	9.2.29
	
	–
	

	>SeNB Security Key
	O
	
	9.2.72
	
	–
	

	>SeNB UE Aggregate Maximum Bit Rate
	O
	
	UE Aggregate Maximum Bit Rate
9.2.12
	
	–
	

	>E-RABs To Be Added List
	
	0..1
	
	
	–
	

	>>E-RABs To Be Added Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	

	>>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	

	>>>>>S1 UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	

	>>>>>Correlation ID
	O
	
	Correlation ID
9.2.84
	
	–
	

	>>>>>SIPTO Correlation ID
	O
	
	Correlation ID
9.2.84
	
	–
	

	>>>>>Bearer Type
	O
	
	9.2.92
	
	YES
	ignore

	>>>>>Ethernet Type
	O
	
	9.2.157
	
	YES
	ignore

	>>>>>Security Indication
	O
	
	9.2.x1
	
	–
	

	>>>>>Security Result
	O
	
	9.2.x2
	Indicates security activation status in MeNB.
	YES
	reject

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	

	>>>>>MeNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2 transport bearer. For delivery of UL PDUs.
	–
	

	>E-RABs To Be Modified List
	
	0..1
	
	
	–
	

	>>E-RABs To Be Modified Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>>E-RAB Level QoS Parameters
	O
	
	9.2.9
	Includes QoS parameters to be modified
	–
	

	>>>>>S1 UL GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>>E-RAB Level QoS Parameters
	O
	
	9.2.9
	Includes QoS parameters to be modified
	–
	

	>>>>>MeNB GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2 transport bearer. For delivery of UL PDUs.
	–
	

	>E-RABs To Be Released List
	
	0..1
	
	
	–
	

	>>E-RABs To Be Released Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	

	>>>>>UL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer. used for forwarding of UL PDUs
	–
	

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	

	MeNB to SeNB Container
	O
	
	OCTET STRING
	Includes the SCG-ConfigInfo message as defined in TS 36.331 [9]
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.52
	
	YES
	reject

	MeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the MeNB
	YES
	reject

	SeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the SeNB
	YES
	reject



	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256
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This message is sent by the SeNB to confirm the MeNB’s request to modify the SeNB resources for a specific UE.
Direction: SeNB  MeNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the MeNB
	YES
	ignore

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the SeNB
	YES
	ignore

	E-RABs Admitted List
	
	0..1
	
	
	YES
	ignore

	>E-RABs Admitted To Be Added List
	
	1
	
	
	–
	

	>>E-RABs Admitted To Be Added Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>>S1 DL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SeNB endpoint of the S1 transport bearer. For delivery of DL PDUs.
	–
	

	>>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	

	>>>>>UL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of UL PDUs
	–
	

	>>>>>Security Result
	O
	
	9.2.x2
	
	–
	

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>>SeNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	Endpoint of the X2 transport bearer at the SeNB.
	–
	

	>E-RABs Admitted To Be Modified List
	
	0..1
	
	
	–
	

	>>E-RABs Admitted To Be Modified Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>>S1 DL GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	SeNB endpoint of the S1 transport bearer. For delivery of DL PDUs.
	–
	

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>>SeNB GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Endpoint of the X2 transport bearer at the SeNB.
	–
	

	>E-RABs Admitted To Be Released List
	
	0..1
	
	
	–
	

	>>E-RABs Admitted To Be Released Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	E-RABs Not Admitted List
	O
	
	E-RAB List
9.2.28
	A value for E-RAB ID shall only be present once in E-RABs Admitted List IE and in E-RABs Not Admitted List IE.
	YES
	ignore

	SeNB to MeNB Container
	O
	
	OCTET STRING
	Includes the SCG-Config message as defined in TS 36.331 [9]
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.7
	
	YES
	ignore

	MeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the MeNB
	YES
	ignore

	SeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the SeNB
	YES
	Ignore



	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256
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The UE Security Capabilities IE defines the supported algorithms for encryption and integrity protection in the UE.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	 Encryption Algorithms
	M
	
	BIT STRING (16, ...)
	Each position in the bitmap represents an encryption algorithm:
"all bits equal to 0" - UE supports no other algorithm than EEA0
 "first bit" - 128-EEA1,
"second bit" - 128-EEA2,
"third bit" - 128-EEA3,
other bits reserved for future use. Value ‘1’ indicates support and value "0" indicates no support of the algorithm.
Algorithms are defined in TS 33.401 [18].

	Integrity Protection Algorithms
	M
	
	BIT STRING (16, ...)
	 Each position in the bitmap represents an integrity protection algorithm:
all bits equal to 0" - UE supports no other algorithm than EIA0 (TS 33.401 [18]) "first bit" - 128-EIA1,
"second bit" - 128-EIA2,
"third bit" - 128-EIA3,
"seventh bit" – EIA7,
other bits reserved for future use.
Value '1' indicates support and value "0" indicates no support of the algorithm.
Algorithms are defined in TS 33.401 [18].
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This IE contains the user plane integrity protection indication which indicates the requirements on UP integrity protection for the corresponding E-RAB.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Integrity Protection Indication
	M
	
	[bookmark: OLE_LINK140][bookmark: OLE_LINK141]ENUMERATED (required, preferred, not needed, …)

	Indicates whether UP integrity protection shall apply, should apply, or shall not apply for the concerned E-RAB.
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This IE indicates whether the security policy indicated as "preferred" in the Security Indication IE is performed or not.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Integrity Protection Result
	M
	
	ENUMERATED (performed, not performed, …)
	Indicates whether UP integrity protection is performed or not for the concerned E-RAB.
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