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1. Introduction 
In this paper, we discuss per slice QoE based on some agreements and open issues identified in R3#113e and the incoming LS from SA4 and SA2.
· Slice scope is a list of S-NSSAI; Include slice scope outside the configuration container over NG 
· Slice related identifier should be included in the QoE measurement report from UE
· FFS on the definition of Slice related identifier, e.g., Slice ID, PDU session ID or DRB ID.
· FFS whether slice related identifier is inside or outside of the QoE measurement report container
· FFS how slice info is configured over Uu
1. Discussion
1. Liaison Statements
 RAN3 LSout on slice and service type mapping
RAN3 sent an LS to SA4/CT1/SA5 and CCed RAN2/SA2 in R3-212904:
1. Overall Description:
RAN3 is discussing how to support per-slice QoE i.e. QoE measurement collection and reporting separately for a given slice. 
While discussing solutions for per-slice QoE, RAN3 noticed that the application is aware of established 5GS PDU sessions including slice information via AT command +CGDCONT defined in TS 27.007.
[bookmark: _Hlk72799853]However, RAN3 is not sure whether the application is aware of the mapping between service types and slice. For example, in scenarios where an application can run on multiple slices, the mapping information might be needed in order to determine whether to perform QoE measurement collection on the configured slice.
2. Actions:
To SA4
ACTION: 	RAN3 respectfully asks SA4 to feedback on whether the application is aware of        the mapping between service types and slice.
To CT1, SA5
ACTION: 	RAN3 respectfully asks CT1 and SA5 to feedback if there is any relevant information.
 RAN3 LSout to SA4/SA5 on QoE configuration and reporting related issue
RAN3 would like to thank RAN2 for the LS on QoE configuration and reporting related issues.
……….. 
Issue 2: Provide multiple QoE measurement configurations for one certain service type
RAN2 is discussing QoE configuration and reporting signalling support, and some companies mention it is possible that multiple QoE measurement configurations can be provided to UE for one certain service type, e.g. different QoE measurement configurations for different slices may be applied to one service type, or different QoE measurement configurations may be applied for different application providers. RAN2 would like to check with SA5/RAN3 whether it is possible to provide multiple QoE measurement configurations for one certain service type?
 
Answer: From RAN3 perspective, it is possible to provide multiple QoE measurement configurations for one certain service type. But it’s up to RAN2 and SA5 to make the final confirmation.
Regarding the slice example in Issue 2, the condition is dependent on whether QoE measurement is configured per service type, and whether different slices for the same service type are provided with the same QMC configuration container. RAN3 can confirm that QoE measurement configurations are configured per service type, but RAN3 is unable to confirm that different slices for the same service type will be provided with the same container, so further confirmation from SA4 is needed.
Regarding the application provider example in Issue 2, from RAN3 perspective, each QoE measurement configuration is associated with a unique QoE Reference and only one QMC MCE address. And RAN3 assumes it is possible that different slices for the same service type are configured with different QMC MCE addresses, which is to be confirmed with SA5. So in this case, multiple QoE measurement configurations may be provided for a certain service type.
 As a summary, RAN3 would like to ask SA4 and SA5 the following questions:
Q1: Whether there is a need to support modification in cases of slice scope change.
Q2: Whether different slices for the same service type are provided with the same content within the QoE configuration container.
Q3: Whether it is possible that different slices for the same service type can be configured with different QMC MCE addresses.
2    Actions
To RAN2
ACTION: RAN3 respectfully asks RAN2 to take the above information into account.
To SA4, SA5
ACTION: RAN3 respectfully asks SA WGs to provide feedback on Q1-Q3 above

SA4 Reply LS

SA4 sent a reply LS in S4-211225/R3-214716:
1    Overall description
SA4 would like to thank RAN3 for their liaison statement on the mapping between service types and slice at application and would like to provide SA4’s view on the matter.
The QoE reporting procedure in 5GMS is performed by the Media Session Handler, which subscribes for OAM metrics configurations, collects reports from the media player, compiles and sends the reports to the OAM. For MTSI, the MTSI client is responsible for collecting and reporting the OAM metric measurements. 
The MSH and the MTSI client are able to identify the PDU session and the corresponding S-NSSAI and DNN, over which the media streaming session or the MTSI call is running. One way to discover the used S-NSSAI is through the +CGDCONT? AT command. 
Alternatively, the MSH may query the recommended policy from the 5GMS AF or from the URSP rules for specific traffic. However, it might be the case that the actual assigned S-NSSAI differs from the recommended S-NSSAI. 
The MSH or MTSI client may then restrict the QoE reporting based on the S-NSSAI value or alternatively report the used S-NSSAI for filtering by the network. 
SA4 is considering updates to its QoE report format to also include the S-NSSAI and DNN, whenever available. 
2    Actions
To RAN3
ACTION:     SA4 kindly asks RAN3 to take the above information into account and confirm that this and the proposed updates would address the problem stated by RAN3.
Observation 1: SA4 reply LS states that a QoE client can identify the PDU session and the corresponding S-NSSAI and DNN, over which the QoE session is running via the +CGDCONT? AT command
Observation 2: SA4 reply LS states that a QoE client can restrict the QoE reporting based on the S-NSSAI value or alternatively report the used S-NSSAI for filtering by the network
Observation 3: SA4 reply LS states that SA4 is considering updates to its QoE report format to include the S-NSSAI and DNN, whenever available
 SA2 Reply LS
SA2 also sent a reply LS in S2-2106537/R3-214425
1. Overall Description:

SA2 would like to thank RAN3 for the LS copied to SA2. 
 
SA2 would like to highlight how the mapping of application layer requirements to slices and PDU sessions is a system level aspect addressed by SA2 and CT1 for any sets of applications. In the current mechanism for mapping applications to PDU sessions and slices, when an application requests one or more connections, URSP rules configured in the UE are used to select which PDU session(s) should be used for the application by determining the DNN and the S-NSSAI. This could result in using one (or more) existing PDU session(s) or requiring the establishment of one (or more) new PDU session(s). If a related S-NSSAI is not yet in the Allowed NSSAI the UE is required to register with the new network slice prior it can establish a PDU session to that network slice.
 
 
An application may be supported by multiple PDU sessions at the same time or sequentially. These PDU sessions use the DNN and S-NSSAI in the URSP rules configured in the UE. if a certain S-NSSAI is not supported by the Tracking area where the UE is, then the PDU sessions associated to this S-NSSAI cannot be used.
 
2. Actions:
To RAN3.
ACTION:     SA2 kindly asks RAN3 to keep the above into account.

Observation 4: SA2 reply LS states that the URSP rules configured in the UE are used to select which PDU session(s) should be used for the application by determining the DNN and the S-NSSAI, even in cases where an application is supported by multiple PDU sessions.
Observation 5: SA2 reply LS states that either existing PDU sessions are used or new PDU sessions are established based on the URSP rules configured in the UE
From Observations 1-5, it can be concluded that the UE application is aware of the mapping between slice and service types (identified via AT commands).
Proposal 1: RAN3 concurs from SA4 and SA2 reply LS that UE Application is aware of the mapping between the slice and service type 
1. Slice Scope Check
The scenarios identified for per-slice QoE measurement collection in R3-211734 (our previous contribution) is tabulated in Table 1 in Appendix. 
The following has already been agreed:
Slice scope is a list of S-NSSAI; Include slice scope outside the configuration container over NG 
Hence, the NG-RAN can perform the slice scope check i.e., send the QoE configuration only to the qualified PDU sessions (the ones mapped to slice scope sent in the QoE configuration over NG)
Proposal 2:  NG-RAN does the slice scope check i.e., sends the QoE configuration only to the UEs with the qualified PDU sessions (the ones mapped to slice scope sent in the QoE configuration over NG)
For example, the following will be the sequence of steps for scenario 3a (in Appendix):
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1. UE1 and UE2 are camped on a cell which supports Slice 1 and Slice 2
2. UE1 has URSP rule: [Service Type #1 -> Slice #1]. PDU session 1 is established when there is traffic on Service Type #1.
3. UE2 has URSP rule: [Service Type #1 -> Slice #2]. PDU session 2 is established when there is traffic on Service Type #2.
4. OAM sends QoE configuration to NG-RAN for service Type = [Service Type #1], Slice scope = [Slice #1]
5. NG-RAN sends QoE configuration to only UE1 based on slice scope check i.e., no QoE configuration is sent to UE2
As NG-RAN does the slice scope check, UE access stratum doesn’t need to any additional slice scope check. 
Proposal 3: UE access stratum doesn't need to do any slice scope check. Whether application needs to any slice scope check is upto SA4/SA5 decision on whether different slices for the same service type are provided with the same QMC configuration container
1. Per slice QoE Configuration
As UE doesn’t need to do any slice scope check (Proposal 3), there is no need to include any slice identifier inside or outside the QoE configuration over Uu. 
Proposal 4: There is no need to include any slice related identifier (e.g., S-NSSAI) outside the QoE configuration container over Uu. 
Proposal 5: Whether to include any slice related identifier (e.g., S-NSSAI) inside the QoE configuration container over Uu is upto SA4/SA5 decision on whether different slices for the same service type are provided with the same QMC configuration container
1. Per slice QoE report
It can be seen from Observation 3 that SA4 is considering updates to its QoE report format to include the S-NSSAI and DNN, whenever available. Hence RAN3 can concur that S-NSSAI is included within the QoE report container.
Proposal 6: RAN3 concurs from SA4 reply LS that slice related identifier (S-NSSAI) is included within the QoE report container
Also, it is not clear on the benefits to expose the slice related identifier (S-NSSAI) to NG-RAN as slice related optimizations are mostly under the control of OAM.
Observation 6: It is not clear on the benefits to expose slice related identifier (S-NSSAI) to NG-RAN 
Proposal 7: There is no need to include any slice related identifier (e.g., S-NSSAI) outside the QoE report container over Uu i.e., visible to NG-RAN

1. Conclusion
Observation 1: SA4 reply LS states that a QoE client can identify the PDU session and the corresponding S-NSSAI and DNN, over which the QoE session is running via the +CGDCONT? AT command
Observation 2: SA4 reply LS states that a QoE client can restrict the QoE reporting based on the S-NSSAI value or alternatively report the used S-NSSAI for filtering by the network.
Observation 3: SA4 reply LS states that SA4 is considering updates to its QoE report format to include the S-NSSAI and DNN, whenever available.
Observation 4: SA2 reply LS states that the URSP rules configured in the UE are used to select which PDU session(s) should be used for the application by determining the DNN and the S-NSSAI, even in cases where an application is supported by multiple PDU sessions.
Observation 5: SA2 reply LS states that either existing PDU sessions are used or new PDU sessions are established based on the URSP rules configured in the UE
Proposal 1: RAN3 concurs from SA4 and SA2 reply LS that UE Application is aware of the mapping between the slice and service type 
Proposal 2:  NG-RAN does the slice scope check i.e., sends the QoE configuration only to the UEs with the qualified PDU sessions (the ones mapped to slice scope sent in the QoE configuration over NG)
Proposal 3: UE access stratum doesn't need to do any slice scope check. Whether application needs to any slice scope check is upto SA4/SA5 decision on whether different slices for the same service type are provided with the same QMC configuration container
Proposal 4: There is no need to include any slice related identifier (e.g., S-NSSAI) outside the QoE configuration container over Uu. 
Proposal 5: Whether to include any slice related identifier (e.g., S-NSSAI) inside the QoE configuration container over Uu is upto SA4/SA5 decision on whether different slices for the same service type are provided with the same QMC configuration container
Proposal 6: RAN3 concurs from SA4 reply LS that slice related identifier (S-NSSAI) is included within the QoE report container
Observation 6: It is not clear on the benefits to expose slice related identifier (S-NSSAI) to NG-RAN 
Proposal 7: There is no need to include any slice related identifier (e.g., S-NSSAI) outside the QoE report container over Uu i.e., visible to NG-RAN
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Table 1: Per-slice QoE scenarios
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NOTE: UE1 and UE2 can be the same UE as well in case of concurrent service types running in the same UE
	service type 1 – slice 1 – PDU session 1

service type 2 – slice 2 – PDU session 2

	Scenario 2a: Different service types use the same slice with different PDU sessions
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	service type 1 –slice 1 – PDU session 1

service type 2 –slice 1 – 
PDU session 2

	Scenario 2b: Different service types use the same slice with same PDU session
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	service type 1 –slice 1 – PDU session 1

service type 2 –slice 1 – PDU session 1

	Scenario 3a: The same service type using different slice
(different UEs)
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service type 1 – slice 1 – PDU session 1

service type 1 – slice 2 – PDU session 2

	Scenario 3b: The same service type using different slice
(same UE)
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	service type 1 – slice 1 – PDU session 1

service type 1 – slice 2 – PDU session 2
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