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1	Introduction
At RAN3#113-e the following solutions have been proposed: 
Solution 1: Multiple Local gNB Identifiers per NG-RAN node.
Solution 2: One Local gNB Identifier with I-RNTI profile per NG-RAN node.
Solution 3: Up to 6 Local NG-RAN node identifiers per NG-RAN node.
Solution 4: One Local gNB Identifier with undefined length per NG-RAN node.
Companies have been encouraged to provide detailed technical analysis on the solutions based on at least the following criteria:
· Minimum configuration effort via OAM
· Flexibility in allocation of maximum number of Inactive UE contexts per NG-RAN node
· Capacity aspect: the number of Inactive UE contexts supported in the network
· Minimized number of signaling exchanges between neighbor nodes via Xn: 
· For initial ID exchange between nodes 
· After an ID change (this may also cover the case that the maximum number of inactive UE contexts has been changed) or addition of another ID for a node
· For conflict resolutions in case neighboring nodes use the same IDs
· Interoperability between vendors
· Support for RAN sharing
Other criteria of interest not listed above but which need to be considered are
· Backwards compatibility
· Support of short I-RNTI
The following working assumption has been reached:
WA: Down-selection will be based on the listed criteria above. Solution 3 might be considered as a potential enhancement in the next step.
This paper proposes an analysis of the proposed solution w.r.t. the criteria listed above and indicates as a possible compromise solution.

2	Discussion
2.1. Analysis of proposed solutions
The table below provides an analysis of already proposed solutions w.r.t. the criteria mentioned earlier. Solution 3 is not presented in detail, some clarifications seem needed, to be discussed more after the basic mechanism is solved.

	Requirements
	Solution 1
	Solution 2
	Solution 4

	Minimum configuration effort via OAM
	No OAM configuration
OAM configuration is not needed. 
The number of bits of the I-RNTI used for Local gNB ID is fixed in the specification. Alternatively the protocols are designed in a way that different assignment of bits to local gNB ID and UE Context identifier is supported.
	Low effort
OAM configuration may be used to set initial value of I-RNTI profile (alternatively a default value can be used). 
OAM can be used to change I-RNTI profile in use by a node.

	High configuration/coordination effort
In [2], the proponent claims that solution has nothing to do with OAM. To our current understanding, based on inputs provided in [2], a Local gNB ID is selected so that a certain (unspecified) number of its MSB bits do not conflict with the corresponding MSB of a neighbour or neighbour of neighbour. 

It is not clear however, how the complete process to assign a Local gNB ID would work. E.g. if the Local gNB ID is obtained from Global gNB ID, there will be a configuration/coordination effort required to ensure that the “X” MSB of Local gNB ID of Node “A” will not conflict with the “X” MSB of Local gNB ID of a neighboring Node “B”.

A coordination effort is required due to the fact that the length of the Local gNB ID is not known at a gNB when analysing an I-RNTI received at Resume.

Without a coordination effort, this also increases the possibility that multiple gNBs using Local gNB ID at different lengths can have the same MSB.

Is there an assumption in [5] limiting the number of neighbours neighbours to 1000?. How is this ensured? These types of assumptions need to be avoided because they lead to high complexity and/or poor robustness if incorrect.

	Flexibility in allocation of maximum number of Inactive UE contexts per NG-RAN node
	Supported
The allocation of maximum number of inactive UE context varies with the number of Local gNB IDs in use.
	Supported
When the maximum number of inactive users raises beyond the capacity of one I-RNTI profile, the I-RNTI profile needs to be changed.
	Supported
From [5] it can be deduced that, for the case of full I-RNTI, the maximum number of UE Context can vary from 260 k users (2^18) to 268 M users (2^28).


	Capacity aspect: the number of Inactive UE contexts supported in the network
	Number of users increases with number of Local gNB ID (the latter can be high).
The solution adapts well to mixed deployments e.g.. nodes with few cells (D-RAN) and nodes with many cells (C-RAN).
The max number of UE Context for 1 Local gNB ID depends on the agreed split of bits. The max numbers of UE Contexts depends on the number of Local gNB IDs for one node. 
Example, with split (UE Context / Local gNB ID) of 16/24 bits: 65536 users supported with 1 Local gNB ID, 1 M users supported with 16 Local gNB IDs. 

	Max 67 M users per node
Each I-RNTI profile has a corresponding maximum number of Inactive UE Context. 
There is an absolute maximum number of users supported in one node, which depends on the split of bits of the I-RNTI profile with the highest number of bits dedicated to the UE Context (e.g. with 26 bits it’s 67 Million users in one node).

	Max 268 M users per node
From [5] it can be deduced that, for the case of full I-RNTI, the there is an absolute maximum number of UE Context of 268 M users (2^28).

	Minimized number of signaling exchanges between neighbor nodes via Xn
	Medium
(1) Initial ID exchange between nodes: 
one message sent to the direct neighbor nodes, containing one or more Local ID, one message received in response per neighbor node. 

(2) After an ID change:
one message sent to the direct neighbor nodes, containing one or more Local ID, one message received in response per neighbor node. 

(3) For conflict resolutions: 
a node detects if a direct neighbor is using the same Local gNB ID, draws a new Local gNB ID and sends one message to the direct neighbor nodes, containing the new Local gNB ID, one message received in response per neighbor node.

	Low
(1) Initial ID exchange between nodes:
one message sent to the direct neighbor nodes, containing one Local ID, one message received in response per neighbor node.

(2) After an ID change:
one message sent to the direct neighbor nodes, containing one Local ID, one message received in response per neighbor node


(3) For conflict resolutions:
a node detects if a direct neighbor is using the same Local gNB ID, draws a new Local gNB ID and sends one message to the direct neighbor nodes, containing the new Local gNB ID, one message received in response per neighbor node.



	Medium
(1) Initial ID exchange between nodes: 
one message sent to the neighbor nodes, containing one Local ID, one message received in response. 

(2) After an ID change: 
one message sent to the neighbor nodes, containing one Local ID, one message received in response

(3) For conflict resolutions: in [2] it is claimed that “there will be no conflict when UEs resume because no confusion of the local NG-RAN node IDs in the area when UE reconnects”.

We think, however that there are cases where conflicts are possible. One possibility arises from the fact that multiple gNBs can use Local gNB ID at different lengths for which the “X” MSB of the respective Local gNB IDs are the same.


	Interoperability between vendors
	Supported
Supported without any coordination effort.
	Supported
Supported without any coordination effort.
	Not supported
Will an operator need to use a common length for Local gNB ID across its network?

	Support for RAN sharing
	Supported
Supported without any coordination effort.
	Supported
Supported without any coordination effort.
	Different operators have to agree on the length to use to discriminate the length of the Local gNB ID.


	Local NG-RAN node ID within a set of NG-RAN nodes
	No
	No
	Yes
As defined in the corresponding CR. How to define the set is questionable.




2.2. Simplified I-RNTI profile
Considering the analysis presented above, we would like to propose a potential compromise solution, which, in our opinion, can offer combined advantages of already proposed solutions. We call this “Solution 5: Simplified I-RNTI profile”, and it is described below.
Solution 5: Simplified I-RNTI profile
As in solution 2, I-RNTI profiles are used, and an I-RNTI is split in 3 parts:
· 1 bit (the MSB) indicates the I-RNTI profile. This means that two I-RNTI profiles are possible. We can call them “Profile 0” / “Profile 1” or “High Capacity” / “Low Capacity”, or in any other preferred way. One proposal can be: “High Profile” and “Low Profile”.
To minimize the configuration effort, a possibility is to use the “Low Profile” as default. With this, a gNB is by default assigned a “Low Profile” and only if an operator requires that a gNB should be a “High profile” gNB, a configuration is explicitly needed.
The “Low Profile” corresponds to one “Low Profile” split of the remaining bits of the I-RNTI, for example, with a full I-RNTI: the 22 bits following the first MSB are for encoding/decoding a Local gNB ID, the remaining 18 bits are for encoding/decoding a UE Context. Every gNB in a network with “Low Profile” adopts the same split.
The “High Profile” corresponds to a “High Profile” split of the remaining bits of the I-RNTI, for example, with a full I-RNTI: the 12 bits following the first MSB are for encoding/decoding a Local gNB ID, the remaining 28 bits are for encoding/decoding a UE Context. Every gNB in a network with “High Profile” adopts the same split.
The use of the same split of bits for all nodes with “Low Profile” and the same split of bits for all nodes with “High Profile” enables interoperability between vendors and support for RAN sharing.
· “X” bits for encoding/decoding a Local gNB ID, where X=22 for “Low Profile”, or X=12 for “High Profile” (in case of full I-RNTI)
· “Y” bits for encoding/decoding a UE Context, where Y=18 for “Low Profile”, or Y=28 for “High Profile” (in case of full I-RNTI)
An operator is free to decide the preferred strategy for selecting the values of a Local gNB ID. 
It is possible, for example to let the network selects the Local gNB ID autonomously (e.g. as random numbers), or if desirable, an operator can decide to control the process for configuring a Local gNB ID (in this case, the increase in configuration and coordination effort is considered acceptable from an operator point of view).
At initial setup a node sends over Xn to its direct neighbors its Local gNB ID. The I-RNTI profile is implicitly encoded, i.e. the node receiving node a Local gNB ID can derive from the length of the received Local gNB ID, whether the Local gNB ID corresponds to an “High Profile” or to a “Low Profile”.
With full I-RNTI, one Local gNB ID can serve up to 262k users in case of a “Low profile” and up to 268 M users in case of a “High Profile”. If this capacity is not enough, a gNB can select a second Local gNB ID (which can coexist with the first Local gNB ID) in order to scale up the capacity. Each node can select (or be assigned) a maximum number of Local gNB IDs, for example 6, as proposed in [4]. With this limit, the absolute number of users that can be served will become: 1.5 M users for a “Low Profile” node and 1.6 B users for a “High Profile” node, which we think represent good capacity levels for practical network deployments. We also think that by allowing a scalability factor with a limited number of additional Local gNB IDs it will not be required to change a node from “Low Profile” to “High Profile”, or, should this happen, we consider this as a rare case.
If a node needs to use an additional Local gNB ID, it sends new Local gNB ID to its direct neighbors. The receiving node derives the type of I-RNTI profile as “High Profile” or “Low Profile” from the length of the received Local gNB ID.
If a node no longer uses a Local gNB ID, it sends the revoked Local gNB ID to its direct neighbors.
If a node detects that one of its Local gNB ID is in conflict with a Local gNB ID of another node, a new Local gNB ID can be assigned by (or configured for) the detecting node. The gNB detecting the conflict communicates the new Local gNB ID to its direct neighbor. The receiving nodes can derive whether the type of I-RNTI profile is a “High Profile” or a “Low Profile” from the length of the received Local gNB ID.
The proposed solution is capable to fulfil all the proposed criteria, in particular:
- provides an operator the flexibility to control the network configuration (in terms of I-RNTI profile) to adapt to different type of network deployments (e.g. D-RAN or C-RAN), or for more autonomous network configuration
- allows for a scalable solution with a very high maximum number of supported Inactive users per node
- supports interoperability between vendors
- supports RAN sharing
Proposal 1: RAN3 to introduce an I-RNTI structure for NG-RAN node disambiguation, where the MSB of an I-RNTI indicates a I-RNTI profile. An NG-RAN node is associated to one I-RNTI profile and an I-RNTI profile indicates a specific split of bits for Local gNB ID and Inactive UE Context.
Proposal 2: A node associated to a certain I-RNTI profile can use multiple Local gNB ID.
Conclusions
This paper provides an analysis of solutions for Local gNB ID and contains the following proposals:
Proposal 1: RAN3 to introduce an I-RNTI structure for NG-RAN node disambiguation, where the MSB of an I-RNTI indicates a I-RNTI profile. An NG-RAN node is associated to one I-RNTI profile and an I-RNTI profile indicates a specific split of bits for Local gNB ID and Inactive UE Context.
Proposal 2: A node associated to a certain I-RNTI profile can use multiple Local gNB ID.
A TP for TS 38.300 according to Solution 1 is in Appendix.
A Stage 3 CR for Solution 5 (XnAP) is presented in [1].
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The following identities are used in NG-RAN for identifying a specific network entity:
-	AMF Name: used to identify an AMF.
-	NR Cell Global Identifier (NCGI): used to identify NR cells globally. The NCGI is constructed from the PLMN identity the cell belongs to and the NR Cell Identity (NCI) of the cell. The PLMN ID included in the NCGI should be the first PLMN ID within the set of PLMN IDs associated to the NR Cell Identity in SIB1, following the order of broadcast.
NOTE 1:	How to manage the scenario where a different PLMN ID has been allocated by the operator for an NCGI is left to OAM and/or implementation.
-	gNB Identifier (gNB ID): used to identify gNBs within a PLMN. The gNB ID is contained within the NCI of its cells.
-	Global gNB ID: used to identify gNBs globally. The Global gNB ID is constructed from the PLMN identity the gNB belongs to and the gNB ID. The MCC and MNC are the same as included in the NCGI.
NOTE 2:	It is not precluded that a cell served by a gNB does not broadcast the PLMN ID included in the Global gNB ID.
-	Tracking Area identity (TAI): used to identify tracking areas. The TAI is constructed from the PLMN identity the tracking area belongs to and the TAC (Tracking Area Code) of the Tracking Area.
-	Single Network Slice Selection Assistance information (S-NSSAI): identifies a network slice.
-	Network Identifier (NID): identifies an SNPN in combination with a PLMN ID.
-	Closed Access Group Identifier: identifies a CAG within a PLMN.
-	Local NG-RAN Node ID: used to resolve a Global gNB ID from an I-RNTI and obtain a reference to an UE context at RRC Resume.
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Use and structure of the I-RNTI
The I-RNTI provides an NG-RAN node receiving a UE attempt to resume with a reference to the UE context and a reference to the NG-RAN node hosting the UE context.
To support an NG-RAN node in resolving the Global gNB ID of the NG-RAN node hosting the UE context, the I-RNTI structure is as follows: a first part indicating an I-RNTI profile, a second part indicating a Local NG-RAN Node ID, and a third part to reference the UE context. The exact encoding of the I-RNTI is specified in TS 38.423 [xx].
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