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1 Introduction
After RAN3#113-e, there are serval issues still need further discussion, such as:
· Whether the three parameters "access using credentials from a separate entity is supported", “supported Group IDs", whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN” can be added in the NG Setup Response.
· Whether a second codepoint is needed is FFS
In this paper, we discussed the above issues and provided our views and the corresponding TP for TS 38.413.
2 Discussion
· How to configure the external authentication related parameters
There are three parameters broadcasted in SIB to support user access with subscription owned by a separate entity. These parameters are as follows:  
1) A new indicator that "access using credentials from a separate entity is supported", which is broadcasted per SNPN;
2) The supported Group IDs;
3) A new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN", which is broadcasted per SNPN. 
At last meeting, we proposed that both OAM and AMF should be available for configuring the external authentication related parameters. However, some companies commented that as the setting of these parameters are uniform, there is no need to send information from AMF. But what we think is the case with multiple sets of different broadcasted parameters.
A SNPN can be built by network sharing mode. In this case, a gNB can be shared by multiple SNPN operators while the core networks of them are separate. As the above three parameters were owned by core networks, each core network may have their own parameters for external credential access setting. Therefore, enabling core network with the capability to configure their own parameters to RAN is reasonable, it can facilitate the work of operators. 
In Fig.1, gNB#1 and gNB#2 which are the network sharing gNBs should broadcast the indicators and GINs of two SNPNs (i.e. SNPN#1 and SNPN#2) while the gNB#3 which is not the network sharing gNB needs to broadcast only the indicators and GIN of SNPN#1. If OAM configuration is the only way to configure these broadcasted parameters, the operator who is responsible for the OAM of network sharing need to configure and update not only its own credential parameters but also other network sharing operators, it is unnecessary extra work. So, we proposed that enabling core network with the capability to configure their own credential parameters to RAN. 
Proposal 1: AMF should be able to configure the external authentication related parameters for RAN.
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Figure 1. Network sharing SNPN
· Whether a second codepoint for Onboarding Support
In last meeting, some companies propose to have 2 codepoints (support, not support) in order to have symmetrical update i.e. also from “supported” into “not supported”, otherwise there is only be one-way update in the AMF Configuration Update message from “not supported” to “supported”. In contrast, others thought only one codepoint is enough because with one codepoint, NG-RAN can think the AMF status for onboarding support changes from “supported” into “not supported” if the ‘Onboarding Support’ IE does not exist in PLMN Support List IE within AMF CONFIGURATION UPDATE message.
From CTC points of view, as the ‘Onboarding Support’ IE is optional, there may be other conditions which causes the ‘Onboarding Support’ IE does not exist in PLMN Support List IE within AMF CONFIGURATION UPDATE message. For example, AMF only updated the Slice Support List IE and sent AMF CONFIGURATION UPDATE message to inform NG-RAN. In this case, the ‘Onboarding Support’ IE does not need to be included in PLMN Support List IE because it is the optional IE, but it does not mean that AMF status for onboarding support has been changed from “supported” into “not supported”. So, this implicit way of one codepoint indication will cause misunderstanding unless we add an additional statement to specify that the ‘Onboarding Support’ IE should be mandatory within AMF CONFIGURATION UPDATE message as long as AMF supports the onboarding function.
Compared with adding extra specification, we would like to have 2 codepoints (support, not support) and use an explicit way to indicate the AMF status change for onboarding support.
Proposal 2: Having 2 codepoints to indicate the AMF status for onboarding support.
Proposal 3: Remove “Editor’s Note: whether a second codepoint for Onboarding Support is needed is FFS.”.
3 TP to TS 38.413
<<<<<<<<<<<<<<<<<<<< Change Begins >>>>>>>>>>>>>>>>>>>>
9.2.6.2
NG SETUP RESPONSE
This message is sent by the AMF to transfer application layer information for an NG-C interface instance.
Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	M
	
	9.3.3.21 
	
	YES
	reject

	Served GUAMI List
	
	1
	
	
	YES
	reject

	>Served GUAMI Item
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	AMF Name

9.3.3.21
	
	-
	

	>>GUAMI Type
	O
	
	ENUMERATED (native, mapped, …)
	
	YES
	ignore

	Relative AMF Capacity
	M
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	1
	
	
	YES
	reject

	>PLMN Support Item
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN or per SNPN.
	-
	

	>>NPN Support
	O
	
	9.3.3.44
	If NID IE is included, it identifies a SNPN together with the PLMN Identity IE.
	YES
	reject

	>>Extended Slice Support List
	M
	
	9.3.1.191
	Additional Supported S-NSSAIs per PLMN or per SNPN.
	YES
	reject

	>>Onboarding Support
	O
	
	ENUMERATED (true, false, ...)
	Indication of onboarding support.
	YES
	reject

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore

	UE Retention Information
	O
	
	9.3.1.117
	
	YES
	ignore

	IAB Supported
	O
	
	ENUMERATED (true, ...)
	Indication of support for IAB.
	YES
	ignore

	Extended AMF Name
	O
	
	9.3.3.51
	
	YES
	ignore



<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.2.6.7
AMF CONFIGURATION UPDATE
This message is sent by the AMF to transfer updated information for an NG-C interface instance.
Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	O
	
	9.3.3.21
	
	YES
	reject

	Served GUAMI List
	
	0..1
	
	
	YES
	reject

	>Served GUAMI Item
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	AMF Name

9.3.3.21
	
	-
	

	>>GUAMI Type
	O
	
	ENUMERATED (native, mapped, …)
	
	YES
	ignore

	Relative AMF Capacity
	O
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	0..1
	
	
	YES
	reject

	>PLMN Support Item
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN or per SNPN.
	-
	

	>>NPN Support
	O
	
	9.3.3.44
	If the NID IE is included, it identifies a SNPN together with the PLMN Identity IE.
	YES
	reject

	>>Extended Slice Support List
	O
	
	9.3.1.191
	Additional Supported S-NSSAIs per PLMN or per SNPN.
	YES
	Reject

	>>Onboarding Support
	O
	
	ENUMERATED (true, false, ...)
	Indication of onboarding support.
	YES
	reject

	AMF TNL Association to Add List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Add Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	AMF Transport Layer information used to set up the new TNL association.
	-
	

	>>TNL Association Usage
	O
	
	9.3.2.9
	
	-
	

	>>TNL Address Weight Factor
	M
	
	9.3.2.10
	
	-
	

	AMF TNL Association to Remove List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Remove Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	Transport Layer Address of the AMF.
	-
	

	>>TNL Association Transport Layer Address NG-RAN
	O
	
	CP Transport Layer Address

9.3.2.6
	Transport Layer Address of the NG-RAN node.
	YES
	reject

	AMF TNL Association to Update List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Update Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	AMF Transport Layer information used to identify the TNL association to be updated.
	-
	

	>>TNL Association Usage
	O
	
	9.3.2.9
	
	-
	

	>>TNL Address Weight Factor
	O
	
	9.3.2.10
	
	-
	

	Extended AMF Name
	O
	
	9.3.3.51
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum no. of GUAMIs served by an AMF. Value is 256.

	maxnoofPLMNs
	Maximum no. of PLMNs per message. Value is 12.

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the NG-RAN node and the AMF. Value is 32.



<<<<<<<<<<<<<<<<<<<< Change Ends >>>>>>>>>>>>>>>>>>>>
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