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1 Introduction

This is the SOD for the following Come Back:

CB: # 111_XnSecurity

- Check the necessity?

- NBC solution is feasible?

- Check release, R15, R16?

(Nok - moderator)

Summary of offline disc in R3-214262
2 For the Chairman’s Notes

Propose the following: 

Agree Tdoc R3-214321 (CR R15 Correction of Xn security capabilities TS 38.423) 

Agree Tdoc R3-214322 (mirror CR R16) 
3 Discussion

As explained in tdoc R3-213439, XnAP asn1 encoding of the Security Capabilities IE is not aligned with NGAP asn1 encoding of the Security Capabilities IE.

In NGAP both tabular (semantics) and asn1 specify that:

·  encryption algorithm 1 fits in bit 1 of the bitstring

· Encryption algorithm 2 fits in bit 2 of the bitstring

· Etc..

In XnAP the tabular (semantics) is aligned with the above, however there is a mistake in the XnAP asn1 (and also the tabular column IE Type) according to which:

· Encryption algorithm 1 fits in bit 2 of the bitstring

· Encryption algorithm 2 fits in bit 3 of the bitstring

· Etc…

It is clear for XnAP that the mistake is in asn1 because:

· Semantics of the XnAP tabular is aligned with the NGAP so the original intention was to align;

· The encoding of XnAP asn1 is illogical because it creates an artificial shift in the numbering between algorithms and bits and also results in bit 1 of the bitstring not used.

However, as was pointed out during the online session, changing the asn1 of the XnAP is NOT backwards compatible and therefore would require a strong majority to agree on it.

Therefore, the following question:

Q1: is you company OK to agree the asn.1 non-backwards compatible CR of XnAP presented in tdoc R3-213440?

	Company
	Comment

	Nokia
	OK. 

Even if the change is asn1 NOT backwards compatible, it is cleaner because it restores what was the original intention before the mistake and also it is more future-proof to be aligned with NG. Indeed, there were already discussions at last RAN3 that X2 should copy the algorithms received over S1 (refer also ongoing discussions in SA3), therefore it would be good to have same principle and align with NG to not create issues.

If we don’t accept this CR which corrects an obvious mistake, it is peharps less effort in the short term but is painful for tomorrow.

	Huawei
	Agree with Nokia.

	Ericsson
	If there is a non-backwards compatible proposal and there are concerns expressed, then you may deduce, that the change creates pain already today. We cannot agree this change.

	Deutsche Telekom
	Same view as Nokia

	ZTE
	For now the ASN.1 between XN does not have issue and work well. 

If the error does not correct by the CR, the only lost is 1 bit is not used in the IE.

Compare to NBC issue, we would prefer to keep specification as it is.

	NEC
	Agree with Nokia.

For this case we should align with the coding originally from CN, and also to align the long LTE history in X2AP, the XnAP should not be special.


Moderator’s summary:

Consensus cannot be found to change the asn.1 at this stage. Since asn.1 should prevail over semantics, it is proposed to correct the semantics. 
Proposal 1: align the semantics with the asn.1.
4 Conclusion

The following is proposed:

Proposal 1: align the semantics with the asn.1.
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