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Introduction
This contribution is a response paper to R3-213313 and R3-213326. More specifically, it is about whether the target CU provide the new IP address to source CU in an explicitly way (i.e. via a new XnAP IE). 
Discussion
In both R3-213213 and R3-213326, it was proposed that the new IP address assigned by target CU is provided to source CU during the handover preparation procedure for the IAB-MT. The main reason is to enable CU1 to start the early DL delivery using the new IP address, e.g. the DL F1-C/U packet to be transmitted via target path as earlier as possible. This needs to be analyzed based on the type of IPsec mode. In below analysis, it is assumed CU2 assigned new IP address #1 for F1-C, and #2 for F1-U. The basic procedure to use new IP address is as below:
· Step 1: IAB uses the new IP address, e.g. #1 and #2, to establish the IPsec tunnel. 
· Step 2: After the IPsec tunnel is established, IAB-DU setup new SCTP association. 
· Step 3: IAB-DU initiates gNB-DU Configuration Update procedure over the new SCTP association to switch the F1-C to new SCTP association. CU1 can resume the DL F1-C over the target path.
Please NOTE: To switch the F1-C to target path (or new SCTP association), it cannot be performed by using the IAB UP Configuration Update procedure, since this procedure is only for UP configuration update. The gNB-DU Configuration Update procedure shall be the 1st procedure initiated over the new SCTP association per Rel-15.
· Step 4: CU1 initiates IAB UP Configuration Update procedure, IAB-DU reply with the new DL IP address (#2) for F1-U. 
· Step 5: CU1 resume the DL F1-U over the target path. 

· Case 1: No IPsec tunnel
Up to the operator’s configuration, the IPsec tunnel may be not used. For example, when the transport connection is physically secured, the IPsec tunnel may be not used. 

In case the new IP address (e.g. #1 for F1-C and #2 for F1-U) is NOT explicitly provided from CU2 to CU1 during the HO preparation procedure for the IAB-MT, the difference to the above basic procedure is as below:
· Step 1: N/A. 
· Step 2: IAB-DU setup new SCTP association. 
· Step 3: No change.
· Step 4: No change. 
· Step 5: No change. 

In case the new IP address (e.g. #1 for F1-C and #2 for F1-U) is explicitly provided from CU2 to CU1 during the HO preparation procedure for the IAB-MT, the difference to the above basic procedure is as below:
· Step 1: CU1 can resume the DL F1-U over the target path, (e.g. using IP address #2 as destination address). 
· Step 2: IAB-DU setup new SCTP association using the new IP address (e.g. #1). 
· Step 3: No change.
· Step 4: Omitted. 
· Step 5: Omitted. (i.e. moved to Step 1) 

So if CU2 can inform CU1 about the new IP address during the HO preparation procedure, there is a benefit to resume the DL F1-U earlier, and save one F1AP procedure (above Step 4). 

Observation 1: for No-IPsec case, there is a benefit to explicitly provide the new IP address from target CU to source CU during the HO preparation procedure. 

· Case 2: IPsec transport mode
In this case, IPsec Transport mode is used to protect F1-C/U. 

In case the new IP address (e.g. #1 for F1-C and #2 for F1-U) is NOT explicitly provided from CU2 to CU1 during the HO preparation procedure for the IAB-MT, the procedure is the same as the above basic procedure. 

In case the new IP address (e.g. #1 for F1-C and #2 for F1-U) is explicitly provided from CU2 to CU1 during the HO preparation procedure for the IAB-MT, CU1 cannot use thew new IP address for DL F1-C/U until the IPsec security association (SA) using the new IP address is established. The IPsec SA may be established between the IAB and the external security Gateway. Only the IAB know when the IPsec SA is established. The difference to above basic procedure is as below: 
· Step 1: No change. 
· Step 2: No change. 
· Step 3: IAB-DU initiates gNB-DU Configuration Update procedure over the new SCTP association to switch the F1-C to new SCTP association. The procedure also indicates CU1 can resume the DL F1-C/U using the IP address #1 and #2. CU1 can resume the DL F1-C/U over the target path.
· Step 4: Omitted.
· Step 5: Omitted. (i.e. moved to Step 3) 

So if CU2 can inform CU1 about the new IP address during the HO preparation procedure, there is a benefit to save one F1AP procedure (above Step 4). 

Observation 2: For IPsec transport mode case, there is a benefit to explicitly provide the new IP address from target CU to source CU during the HO preparation procedure. 

Based on Observation 1 and Observation 2, it is beneficial to explicitly provide the new IP address to source CU during the HO preparation procedure.

Proposal 1: for No-IPsec, or IPsec transport mode, RAN3 consider the target IAB-Donor-CU explicitly provides the new IP address(es) assigned to the migrating IAB to source IAB-Donor-CU during the handover preparation procedure for the migrating IAB-MT.

If proposal 1 is agreed, the IAB-DU needs to initiate the F1AP gNB-DU Configuration Update procedure to inform the source IAB-Donor-CU to use the new IP address after the IPsec SA is ready.

Proposal 2: if Proposal 1 is agreed, the F1AP gNB-DU Configuration Update procedure is used to inform the source IAB-Donor-CU to use the new/existing IP address after the IPsec SA is ready.


The Proposal 2 is also useful when MOBIKE is used for IPsec tunnel mode. In this case, IPsec tunnel mode is used to protect F1-C/U. The new IP address assigned by target CU is used as outer IP address. CU1 only use the inner IP address for DL F1-C/U. The MOBIKE is performed between the IAB and the Security Gateway, CU1 does not know whether MOBIKE is performed (or the outcome of MOBIKE, e.g. successful or unsuccessful). Only the IAB node know the MOBIKE is performed. Similar to Case 2 “IPsec transport mode”, IAB-DU needs to initiate a DU Configuration Update procedure to inform CU1 after the IPsec tunnel is updated/ready. The main difference to the above basic procedure is as below:
· Step 1: IAB uses the new IP address to update the existing the IPsec tunnel (tunnel mode). 
After the MOBIKE is completed, the existing Inner IP address and SCTP association is reused. 
· Step 2: Omitted
· Step 3: IAB-DU initiates gNB-DU Configuration Update procedure to informs CU that existing IP address(es) of the IAB node is reused. CU1 resume DL F1-C/U.
· Step 4: Omitted.
· Step 5: Omitted. (i.e. moved to Step 3)

Proposal 3: For IPsec tunnel mode with MOBIKE, the F1AP gNB-DU Configuration Update procedure is used to inform the source IAB-Donor-CU to use the existing IP address after the IPsec tunnel is ready.

Conclusion
In this contribution, we have analysed the technical detail on inter-Donor topology adaptation. Our proposal is: 
Observation 1: for No-IPsec case, there is a benefit to explicitly provide the new IP address from target CU to source CU during the HO preparation procedure. 

Observation 2: For IPsec transport mode case, there is a benefit to explicitly provide the new IP address from target CU to source CU during the HO preparation procedure. 

Proposal 1: for No-IPsec, or IPsec transport mode, RAN3 consider the target IAB-Donor-CU explicitly provides the new IP address(es) assigned to the migrating IAB to source IAB-Donor-CU during the handover preparation procedure for the migrating IAB-MT.

Proposal 2: if Proposal 1 is agreed, the F1AP gNB-DU Configuration Update procedure is used to inform the source IAB-Donor-CU to use the new/existing IP address after the IPsec SA is ready.

Proposal 3: For IPsec tunnel mode with MOBIKE, the F1AP gNB-DU Configuration Update procedure is used to inform the source IAB-Donor-CU to use the existing IP address after the IPsec tunnel is ready.
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