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1. Introduction
In [1], we discuss the access with the credentials owned by a Credentials Holder, and claim the following proposal:

· Three new indications (i.e., whether access using credentials from a Credentials Holder is supported, GINs, and whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN) should be included in the NG Setup Response and AMF Configuration Update message.
To reflect such proposal, the TP for TS38.413 is given as below.
2. References

[1] R3-214028, “Support of access using credentials from credentials holder,” LGE, August, 2021.
3. Appendix : TP for eNPN BL CR for TS 38.413
This appendix provides the Text proposal for eNPN BL CR for TS 38.413 based on the proposal of the contribution in [1].
----------------Start of the First Change---------------
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GC
5G Core Network

5QI
5G QoS Identifier
ACL
Access Control List
AMF
Access and Mobility Management Function

CAG
Closed Access Group
CGI
Cell Global Identifier

CP
Control Plane
DAPS
Dual Active Protocol Stacks

DC
Dual Connectivity
DL
Downlink

EPC
Evolved Packet Core

FN-RG
Fixed Network Residential Gateway 
GIN
 Group ID for Network Selection

GUAMI
Globally Unique AMF Identifier

HFC
Hybrid Fiber-Coax
IAB
Integrated Access and Backhaul

-----------------End of the First Change---------------
----------------Start of the Second Change---------------
8.7.1
NG Setup

8.7.1.1
General

The purpose of the NG Setup procedure is to exchange application level data needed for the NG-RAN node and the AMF to correctly interoperate on the NG-C interface. This procedure shall be the first NGAP procedure triggered after the TNL association has become operational. The procedure uses non-UE associated signalling.

This procedure erases any existing application level configuration data in the two nodes, replaces it by the one received and clears AMF overload state information at the NG-RAN node. If the NG-RAN node and AMF do not agree on retaining the UE contexts this procedure also re-initialises the NGAP UE-related contexts (if any) and erases all related signalling connections in the two nodes like an NG Reset procedure would do.
8.7.1.2
Successful Operation
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<Unchanged Text Omitted>
If the NID IE within the NPN Support IE is included within a Broadcast PLMN Item IE in the NG SETUP REQUEST message, the AMF shall consider that the NG-RAN node supports the indicated S-NSSAI(s) for the corresponding tracking area code for the SNPN identified by the PLMN Identity IE and the NID IE.

If the NID IE within the NPN Support IE is included within a PLMN Support Item IE in the NG SETUP RESPONSE message, the NG-RAN node shall consider that the AMF supports the SNPN identified by the PLMN Identity IE and the NID IE.
If the Onboarding Support IE is included within a NPN Support IE in the NG SETUP RESPONSE message, the NG-RAN node shall, if supported, consider that the AMF supports the UE onboarding for the SNPN identified by the PLMN Identity IE and the NID IE, as specified in TS 23.501 [9].
Editor's Note: FFS whether the Onboarding Support IE is included within the NPN Support IE, or outside of the NPN Support IE. 
If the Access with External Credentials IE is included within a NPN Support IE in the NG SETUP RESPONSE message, the NG-RAN node shall, if supported, consider that the AMF supports the access with external credentials for the SNPN identified by the PLMN Identity IE and the NID IE, as specified in TS 23.501 [9].
<Unchanged Text Omitted>
8.7.3
AMF Configuration Update

8.7.3.1
General

The purpose of the AMF Configuration Update procedure is to update application level configuration data needed for the NG-RAN node and AMF to interoperate correctly on the NG-C interface. This procedure does not affect existing UE-related contexts, if any. The procedure uses non UE-associated signalling.
8.7.3.2
Successful Operation
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Figure 8.7.3.2-1: AMF configuration update: successful operation

<Unchanged Text Omitted>
If the NID IE within the NPN Support IE is included within a PLMN Support Item IE in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall consider that the AMF supports the SNPN identified by the PLMN Identity IE and the NID IE.
If the Onboarding Support IE is included within a NPN Support IE in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall, if supported, consider that the AMF supports the UE onboarding for the SNPN identified by the PLMN Identity IE and the NID IE, as specified in TS 23.501 [9].
Editor's Note: FFS whether the Onboarding Support IE is included within the NPN Support IE, or outside of the NPN Support IE. 
If the Access with External Credentials IE is included within a NPN Support IE in the NG SETUP RESPONSE message, the NG-RAN node shall, if supported, consider that the AMF supports the access with external credentials for the SNPN identified by the PLMN Identity IE and the NID IE, as specified in TS 23.501 [9].
-----------------End of the Second Change---------------
----------------Start of the Third Change---------------
9.3.1.X
Access with External Credentials
This IE provides the parameters to the NG-RAN node which are used to support the access using credentials from a Credentials Holder as specified in TS 23.501 [9].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	GIN List
	O
	
	9.3.3.Y
	

	Access not Configured with External Credentials
	O
	
	ENUMERATED (Allowed, ...)
	Indication of support for registration attempts from UEs that are not explicitly configured with external credentials.


<Unchanged Text Omitted>
9.3.3.44
NPN Support

For SNPN, this IE identifies a supported SNPN together with the associated PLMN ID, and indicates the access with external credentials and the onboarding support at the AMF for the supported SNPN as specified in TS 23.501 [9].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CHOICE NPN Support
	M
	
	
	
	-
	

	>SNPN
	
	
	
	
	
	

	>>NID
	M
	
	9.3.3.43
	
	-
	

	>>Access with external credentials
	O
	
	9.3.1.X
	Indicates the access using credentials from a Credentials Holder is supported at the AMF.
	YES
	reject

	>>Onboarding Support
	O
	
	ENUMERATED (true, ...)
	Indication of onboarding support at the AMF.
FFS whether this IE is included within the NPN Support IE, or outside of the NPN Support IE. 
	YES
	reject


<Unchanged Text Omitted>
9.3.3.Y
GIN List
For SNPN, this IE indicates the list of supported Group IDs for Network Selection (GINs) together with the associated PLMN ID as specified in TS 23.501 [9].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	GIN List
	
	1..<maxnoofGINsperSNPN>
	
	

	>NID
	M
	
	9.3.3.42
	


	Range bound
	Explanation

	maxnoofGINsperSNPN
	Maximum no. of GINs per SNPN. Value is FFS. 


-----------------End of the Third Change---------------[image: image3.png]
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