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1. Introduction
In RAN3 #112-e meeting, the RAN3 postponed to determine whether the NG-RAN node needs to receive information concerning the AMF support of authentication via external entities In this contribution, we analyze the NG configuration to support the access with the credentials owned by a Credentials Holder separate from the SNPN, and also provide our view on it.
2. Discussion
In RAN3 #112-e meeting, the RAN3 postponed to determine whether the NG-RAN node needs to receive information concerning the AMF support of authentication via external entities [1]. 
	R3-212685 [1]:

…
Continue the discussion on whether both NG-RAN on one side and CN on the other side should be configured with the 3 parameters (whether SNPN supports the feature, whether access for UEs not configured is allowed, and optionally list of GINs) or, only one side and then the other side is automatically updated with NG Setup procedure.

…


According to the TS 23.501 [2], the NG-RAN should broadcast the additional three indication related to the access using credentials from a Credentials Holder. Then, UEs operating in SNPN access mode read the information from the broadcast system information and take them into account during network selection. 
	Clause 5.30.2.2 in TS 23.501 [2]:

…
5.30.2.2
Broadcast system information

NG-RAN nodes which provide access to SNPNs broadcast the following information:

-
One or multiple PLMN IDs

-
List of NIDs per PLMN ID identifying the non-public networks NG-RAN provides access to

NOTE 1:
It is assumed that an NG-RAN node supports broadcasting a total of twelve NIDs. Further details are defined in TS 38.331 [28].

NOTE°2:
The presence of a list of NIDs for a PLMN ID indicates that the related PLMN ID and NIDs identify SNPNs.

-
Optionally:

-
A human-readable network name per SNPN;

NOTE 3:
The human-readable network name per SNPN is only used for manual SNPN selection. The mechanism how human-readable network name is provided (i.e. whether it is broadcasted or unicasted) to the UE is specified in TS 38.331 [28].

-
Information, as described in TS 38.300 [27], TS 38.331 [28] and in TS 38.304 [50], to prevent UEs not supporting SNPNs from accessing the cell, e.g. if the cell only provides access to non-public networks;

-
An indication per SNPN of whether access using credentials from a Credentials Holder is supported;

-
List of supported Group IDs for Network Selection (GINs) per SNPN. GIN reuses the NID encoding in TS 23.003 [15] and can be self-managed or globally unique;

-
An indication per SNPN of whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN, i.e. UEs that do not have any PLMN ID and NID nor GIN broadcast by the SNPN in the Credentials Holder controlled prioritized lists of preferred SNPNs/GINs.
NOTE 4:
Further details (including number of supported GINs per SNPN) are defined in TS 38.331 [28].

…


Considering additional information (e.g., service level agreement between SNPN and Credential Holder), the operator pre-configures to the AMF which SNPN is capable of whether access using credentials from a Credentials Holder. However, as shown in Figures 5.30.2.9.2-1 and 5.30.2.9.3-1, since the NG-RAN does not have a direct interface with the Credential Holder, the NG-RAN typically has no knowledge on whether access using credentials from a Credentials Holder is supported and which SNPN ID is broadcasted with these new indications. This can be resolved by the pre-configuration of theses indications by the O&M in NG-RAN or the NG signalling from the AMF.

If these indications are configured by the O&M in NG-RAN, it increases the configuration burden of the operator because the operator should always configure these new indications to both nodes (i.e., NG-RAN and AMF).

However, if the operator only configures these indications to the AMF, the AMF provides these indications to the NG-RAN in the interface management signalling (i.e., by using the NG Setup or AMF Configuration Update procedure), and then the NG-RAN broadcasts the indications to the UE. According to additional information such as the operator's policy, current operator’s needs, the service level agreements between SNPN and Credential Holder, and the deployment scenario, the operator only configures these indications at the AMF, and then the AMF can update these indications to the NG-RAN by using NG signalling. Therefore, it can reduce the configuration burden of the operator because there is no need to pre-configure the indications in NG-RAN. We think that the indication from AMF seems to be quite useful than O&M configuration.
Proposal 1: The AMF should indicate three new indications (i.e., whether access using credentials from a Credentials Holder is supported, GINs, and whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN) to the NG-RAN in NGAP interface management signalling.
Proposal 2: It is proposed to agree the corresponding TP in [3].
3. Conclusion
In this contribution, we focused on the NG configuration to support the access with the credentials owned by a Credentials Holder separate from the SNPN, and then provided our view on it. The following proposals are kindly suggested to RAN3:
Proposal 1: The AMF should indicate three new indications (i.e., whether access using credentials from a Credentials Holder is supported, GINs, and whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN) to the NG-RAN in NGAP interface management signalling.
Proposal 2: It is proposed to agree the corresponding TP in [3].
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