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	Reason for change:
	
As proposed in the LS from SA2 R3-211445, during the S1/NG handover, the source RAN node may not detect the RACS capability of the target RAN node for S1/NG handover. Then it comes the consequence that the source RAN node does not include the full set of UE radio capabilites while the target RAN node does not support RACS feature, which may result at the handover failure in the worse case. 

In addtion, some IEs included in the transparent container are set with criticality set as “reject” , but there is no strong need. Also this may deteriorate the handover performance.



	
	

	Summary of change:
	
· Adding a new RACS IE with criticality set as “reject” in the source-to-target Transparent container and the Criticality Diagnostics in the target to source node failure transparent container;  
· Add the descriptions on transparent container across the sender and receiver though a 3rd intermediate node in section 10. 
· Change the criticality from Reject to Ignore for some IEs, including DAPS Response Information List and CHOICE DL COUNT PDCP-SN length. 
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[bookmark: _Toc20953419][bookmark: _Toc29390596][bookmark: _Toc36551333][bookmark: _Toc45831530][bookmark: _Toc51762483][bookmark: _Toc64381535][bookmark: _Toc73964053]8.4.1	Handover Preparation
[bookmark: _Toc20953420][bookmark: _Toc29390597][bookmark: _Toc36551334][bookmark: _Toc45831531][bookmark: _Toc51762484][bookmark: _Toc64381536][bookmark: _Toc73964054]8.4.1.1	General
The purpose of the Handover Preparation procedure is to request the preparation of resources at the target side via the EPC. There is only one Handover Preparation procedure ongoing at the same time for a certain UE.
[bookmark: _Toc20953421][bookmark: _Toc29390598][bookmark: _Toc36551335][bookmark: _Toc45831532][bookmark: _Toc51762485][bookmark: _Toc64381537][bookmark: _Toc73964055]8.4.1.2	Successful Operation


[bookmark: _Ref161395216]Figure 8.4.1.2-1: Handover preparation: successful operation

<Unchanged Text Omitted>
If the DAPS Request Information IE is included for an E-RAB in the Source eNB to Target eNB Transparent Container IE within the HANDOVER REQUIRED message, it indicates that the request concerns a DAPS Handover for that E-RAB, as described in TS 36.300 [14].
If the RACS Usage Indicator IE is included in the Source eNB to Target eNB Transparent Container IE within the HANDOVER REQUIRED message and it is set to “true”, it indicates that the source eNB proposes the handover without the UE radio capabilities to reduce singnaling overhead, as described in TS 36.300 [8]. 
<Unchanged Text Omitted>
[bookmark: _Toc20953422][bookmark: _Toc29390599][bookmark: _Toc36551336][bookmark: _Toc45831533][bookmark: _Toc51762486][bookmark: _Toc64381538][bookmark: _Toc73964056]8.4.1.3	Unsuccessful Operation


Figure 8.4.1.3-1: Handover preparation: unsuccessful operation
If the EPC or the target system is not able to accept any of the bearers or a failure occurs during the Handover Preparation, the MME sends the HANDOVER PREPARATION FAILURE message with an appropriate cause value to the source eNB.
If the CSG Id IE and no Cell Access Mode IE are received in the HANDOVER REQUIRED message and the access control is unsuccessful and none of the E-RABs has a particular ARP value (see TS 23.401 [11]) the MME shall send the HANDOVER PREPARATION FAILURE message with an appropriate cause value to the source eNB, except when one of the E-RABs has a particular ARP value (see TS 23.401 [11]). Upon reception, the source eNB may decide to prevent handover for that UE towards CSG (Closed Access Mode) cells with corresponding CSG Id.
If the Target to Source Failure Transparent Container IE has been received by the MME from the handover target then the transparent container shall be included in the HANDOVER PREPARATION FAILURE message.

<Unchanged Text Omitted>
[bookmark: _Toc20953636][bookmark: _Toc29390813][bookmark: _Toc36551550][bookmark: _Toc45831766][bookmark: _Toc51762719][bookmark: _Toc64381771][bookmark: _Toc73964289]9.1.5.3	HANDOVER PREPARATION FAILURE
This message is sent by the MME to inform the source eNB that the Handover Preparation has failed.
Direction: MME  eNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	Ignore

	Target to Source Failure Transparent Container
	O
	
	[bookmark: _Hlk44344577]9.3.1.aaa
	
	YES
	ignore



<Unchanged Text Omitted>
[bookmark: _Toc20953639][bookmark: _Toc29390816][bookmark: _Toc36551553][bookmark: _Toc45831769][bookmark: _Toc51762722][bookmark: _Toc64381774][bookmark: _Toc73964292]9.1.5.6	HANDOVER FAILURE
This message is sent by the target eNB to inform the MME that the preparation of resources has failed.
Direction: eNB  MME.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	Ignore

	Target to Source Failure Transparent Container
	O
	
	9.3.1.aaa
	
	YES
	ignore



<Unchanged Text Omitted>
[bookmark: _Toc20953712][bookmark: _Toc29390889][bookmark: _Toc36551626][bookmark: _Toc45831848][bookmark: _Toc51762801][bookmark: _Toc64381853][bookmark: _Toc73964371][bookmark: _Toc20955311][bookmark: _Toc29991514][bookmark: _Toc36555915][bookmark: _Toc44497660][bookmark: _Toc45108047][bookmark: _Toc45901667][bookmark: _Toc51850748][bookmark: _Toc14207674][bookmark: _Toc20954286][bookmark: _Toc29902290][bookmark: _Toc29906294][bookmark: _Toc36550284]9.2.1.7	Source eNB to Target eNB Transparent Container
The Source eNB to target eNB Transparent Container IE is an information element that is produced by the source eNB and is transmitted to the target eNB. For inter-system handovers to E-UTRAN, the IE is transmitted from the external handover source to the target eNB.
This IE is transparent to the EPC.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	RRC Container
	M
	
	OCTET STRING
	Includes the RRC Handover Preparation Information message as defined in subclause 10.2.2 of TS 36.331 [16].
	-
	

	E-RABs Information List
	
	0..1
	
	
	-
	

	>E-RABs Information Item
	
	1 .. <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>DL Forwarding
	O
	
	9.2.3.14
	
	-
	

	>>DAPS Request Information
	O
	
	9.2.1.155
	
	YES
	ignore

	Target Cell ID
	M
	
	E-UTRAN CGI
9.2.1.38
	
	-
	

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	-
	

	UE History Information
	M
	
	9.2.1.42
	
	-
	

	Mobility Information
	O
	
	BIT STRING (SIZE (32))
	Information related to the handover; the external handover source provides it in order to enable later analysis of the conditions that led to a wrong HO.
	YES
	ignore

	UE History Information from the UE
	O
	
	OCTET STRING
	VisitedCellInfoList contained in the UEInformationResponse message (TS 36.331 [16])
	YES
	ignore

	IMS voice EPS fallback from 5G
	O
	
	ENUMERATED (true, …)
	
	YES
	ignore

	Additional RRM Policy Index
	O
	
	9.2.1.39a
	
	YES
	ignore

	UE Context Reference at Source
	O
	
	9.2.1.144
	
	YES
	ignore

	Inter-system measurement Configuration
	O
	
	9.2.1.151
	
	YES
	ignore

	Source Node ID
	O
	
	9.2.1.152
	
	YES
	ignore

	Emergency Indicator
	O
	
	ENUMERATED (true, …)
	Indicates an emergency EPS voice fallback
	YES
	Ignore

	RACS Usage Indicator
	O
	
	ENUMERATED (true, ...)
	
	YES
	reject



	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.




[bookmark: _Toc20953713][bookmark: _Toc29390890][bookmark: _Toc36551627][bookmark: _Toc45831849][bookmark: _Toc51762802][bookmark: _Toc64381854][bookmark: _Toc73964372]9.2.1.8	Target eNB to Source eNB Transparent Container
The Target eNB to Source eNB Transparent Container IE is an information element that is produced by the target eNB and is transmitted to the source eNB. For inter-system handovers to E-UTRAN, the IE is transmitted from the target eNB to the external relocation source.
This IE is transparent to EPC.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	RRC Container
	M
	
	OCTET STRING
	Includes the RRC E-UTRA Handover Command message as defined in subclause 10.2.2 of TS 36.331 [16].
	-
	

	DAPS Response Information List
	
	0..1
	
	
	YES
	rejectignore

	>DAPS Response Information Item
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	Ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>DAPS Response Information
	M
	
	9.2.1.156
	Indicates the response to a requested DAPS Handover
	-
	



	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.
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[bookmark: _Toc45652454][bookmark: _Toc45658886][bookmark: _Toc45720706][bookmark: _Toc45798584][bookmark: _Toc45897973][bookmark: _Toc51746177][bookmark: _Toc64446441][bookmark: _Toc73982311]9.2.1.aaa	Target to Source Failure Transparent Container
This IE is used to transparently pass information from the handover target to the handover source through the core network in case of failure of the preparation at the target; it is produced by the target RAN node and is transmitted to the source RAN node.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Target to Source Failure Transparent Container
	M
	
	OCTET STRING
	This IE includes a transparent container from the target RAN node to the source RAN node. The octets of the OCTET STRING are encoded according to the specifications of the target system.
Note: In the current version of the specification, this IE may carry the Target eNB to Source eNB Failure Transparent Container IE.



9.2.1.bbb	Target eNB to Source eNB Failure Transparent Container
This IE is produced by the target gNB and is transmitted to the source gNB in case of preparation failure.
This IE is transparent to the EPC.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore



<Unchanged Text Omitted>


3GPP
[bookmark: _Toc20953917][bookmark: _Toc29391095][bookmark: _Toc36551834][bookmark: _Toc45832070][bookmark: _Toc51763023][bookmark: _Toc64382076][bookmark: _Toc73964594][bookmark: _Toc20953918][bookmark: _Toc29391096][bookmark: _Toc36551835][bookmark: _Toc45832071][bookmark: _Toc51763024][bookmark: _Toc64382077][bookmark: _Toc73964595]9.3.3	PDU Definitions
-- **************************************************************
--
-- PDU definitions for S1AP.
--
-- **************************************************************

<Unchanged Text Omitted>
	ENB-EarlyStatusTransfer-TransparentContainer,
	WUS-Assistance-Information,
	NB-IoT-PagingDRX,
	Target-ToSource-Failure-TransparentContainer


<Unchanged Text Omitted>
	id-NotifySourceeNB,
	id-eNB-EarlyStatusTransfer-TransparentContainer,
	id-WUS-Assistance-Information,
	id-NB-IoT-PagingDRX,
	id-Target-ToSource-Failure-TransparentContainer


<Unchanged Text Omitted>

-- **************************************************************
--
-- Handover Preparation Failure
--
-- **************************************************************

HandoverPreparationFailure ::= SEQUENCE {
	protocolIEs			ProtocolIE-Container		{ { HandoverPreparationFailureIEs} },
	...
}

HandoverPreparationFailureIEs S1AP-PROTOCOL-IES ::= {	
	{ ID id-MME-UE-S1AP-ID					CRITICALITY ignore	TYPE MME-UE-S1AP-ID					PRESENCE mandatory	}|
	{ ID id-eNB-UE-S1AP-ID					CRITICALITY ignore	TYPE ENB-UE-S1AP-ID					PRESENCE mandatory	}|
	{ ID id-Cause							CRITICALITY ignore	TYPE Cause							PRESENCE mandatory	}|
	{ ID id-CriticalityDiagnostics			CRITICALITY ignore	TYPE CriticalityDiagnostics			PRESENCE optional	}|
	{ ID id-Target-ToSource-Failure-TransparentContainer			CRITICALITY ignore	TYPE Target-ToSource-Failure-TransparentContainer		PRESENCE optional	},
	...
}


<Unchanged Text Omitted>
-- **************************************************************
--
-- Handover Failure
--
-- **************************************************************

HandoverFailure ::= SEQUENCE {
	protocolIEs			ProtocolIE-Container       { { HandoverFailureIEs} },
	...
}

HandoverFailureIEs S1AP-PROTOCOL-IES ::= {	
	{ ID id-MME-UE-S1AP-ID				CRITICALITY ignore	TYPE MME-UE-S1AP-ID					PRESENCE mandatory	}|
	{ ID id-Cause						CRITICALITY ignore	TYPE Cause							PRESENCE mandatory	}|
	{ ID id-CriticalityDiagnostics		CRITICALITY ignore	TYPE CriticalityDiagnostics			PRESENCE optional	}|
	{ ID id-Target-ToSource-Failure-TransparentContainer			CRITICALITY ignore	TYPE Target-ToSource-Failure-TransparentContainer			PRESENCE optional	},
	...
}

<Unchanged Text Omitted>

<Unchanged Text Omitted>

<Unchanged Text Omitted>

9.3.4	Information Element Definitions
-- **************************************************************
--
-- Information Element Definitions
--
-- **************************************************************

<Unchanged Text Omitted>
SourceeNB-ToTargeteNB-TransparentContainer		::= SEQUENCE {
	rRC-Container				RRC-Container,
	e-RABInformationList		E-RABInformationList			OPTIONAL,
	targetCell-ID				EUTRAN-CGI,
	subscriberProfileIDforRFP	SubscriberProfileIDforRFP		OPTIONAL,
	uE-HistoryInformation		UE-HistoryInformation,
	iE-Extensions				ProtocolExtensionContainer { {SourceeNB-ToTargeteNB-TransparentContainer-ExtIEs} } OPTIONAL,
	...
}

SourceeNB-ToTargeteNB-TransparentContainer-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {
	{ID id-MobilityInformation					CRITICALITY ignore	EXTENSION MobilityInformation						PRESENCE optional}|
	{ID id-uE-HistoryInformationFromTheUE		CRITICALITY ignore	EXTENSION UE-HistoryInformationFromTheUE		PRESENCE optional}|
	{ID id-IMSvoiceEPSfallbackfrom5G			CRITICALITY ignore	EXTENSION IMSvoiceEPSfallbackfrom5G				PRESENCE optional}|
[bookmark: _Hlk4756704]	{ID id-AdditionalRRMPriorityIndex			CRITICALITY ignore	EXTENSION AdditionalRRMPriorityIndex				PRESENCE optional}|
	{ID id-ContextatSource						CRITICALITY ignore	EXTENSION ContextatSource							PRESENCE optional}|
	{ID id-IntersystemMeasurementConfiguration	CRITICALITY ignore	EXTENSION IntersystemMeasurementConfiguration	PRESENCE optional}|
	{ID id-SourceNodeID							CRITICALITY ignore	EXTENSION SourceNodeID										PRESENCE optional}|
	{ID id-EmergencyIndicator					CRITICALITY ignore	EXTENSION EmergencyIndicator								PRESENCE optional}|
	{ID id-RACSUsageIndicator					CRITICALITY reject	EXTENSION RACSUsageIndicator								PRESENCE optional},
	...
}


<Unchanged Text Omitted>
TargeteNB-ToSourceeNB-TransparentContainer		::= SEQUENCE {
	rRC-Container		RRC-Container,
	iE-Extensions		ProtocolExtensionContainer { {TargeteNB-ToSourceeNB-TransparentContainer-ExtIEs} } OPTIONAL,
	...
}

TargeteNB-ToSourceeNB-TransparentContainer-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {
	{ ID id-DAPSResponseInfoList						CRITICALITY rejectignore	EXTENSION DAPSResponseInfoList	PRESENCE optional},
	...
}

Target-ToSource-TransparentContainer ::= OCTET STRING
-- This IE includes a transparent container from the target RAN node to the source RAN node. 
-- The octets of the OCTET STRING are coded according to the specifications of the target system.

Target-ToSource-Failure-TransparentContainer ::= OCTET STRING
-- This IE includes a transparent container from the target RAN node to the source RAN node. 
-- The octets of the OCTET STRING are encoded according to the specifications of the target system (if applicable).


TargetRNC-ToSourceRNC-TransparentContainer		::= OCTET STRING
-- This is a dummy IE used only as a reference to the actual definition in relevant specification.

TargetBSS-ToSourceBSS-TransparentContainer		::= OCTET STRING
-- This is a dummy IE used only as a reference to the actual definition in relevant specification.

TargetNgRanNode-ToSourceNgRanNode-TransparentContainer		::= OCTET STRING
-- This is a dummy IE used only as a reference to the actual definition in relevant specification.

TargeteNB-ToSourceeNB-FailureTransparentContainer ::= SEQUENCE {
	criticalityDiagnostics		CriticalityDiagnostics,
	iE-Extensions			ProtocolExtensionContainer { { TargeteNB-ToSourceeNB-FailureTransparentContainer-ExtIEs} } OPTIONAL,
	...
}

TargeteNB-ToSourceeNB-FailureTransparentContainer-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {
	...
}

<Unchanged Text Omitted>


<Unchanged Text Omitted>
[bookmark: _Toc20953920][bookmark: _Toc29391098][bookmark: _Toc36551837][bookmark: _Toc45832073][bookmark: _Toc51763026][bookmark: _Toc64382079][bookmark: _Toc73964597]9.3.6	Constant Definitions
-- **************************************************************
--
-- Constant definitions
--
-- **************************************************************

<Unchanged Text Omitted>
id-TraceCollectionEntityURI							ProtocolIE-ID ::= 325
id-EmergencyIndicator								ProtocolIE-ID ::= 326
id-RACSUsageIndicator								ProtocolIE-ID ::= aaa





[bookmark: _Toc20955365][bookmark: _Toc29503818][bookmark: _Toc29504402][bookmark: _Toc29504986][bookmark: _Toc36553439][bookmark: _Toc36555166][bookmark: _Toc45652565][bookmark: _Toc45658997][bookmark: _Toc45720817][bookmark: _Toc45798697][bookmark: _Toc45898086][bookmark: _Toc51746293][bookmark: _Toc64446558][bookmark: _Toc73982428]10.3	Abstract Syntax Error
<Unchanged Text Omitted>

[bookmark: _Toc20955372][bookmark: _Toc29503825][bookmark: _Toc29504409][bookmark: _Toc29504993][bookmark: _Toc36553446][bookmark: _Toc36555173][bookmark: _Toc45652572][bookmark: _Toc45659004][bookmark: _Toc45720824][bookmark: _Toc45798704][bookmark: _Toc45898093][bookmark: _Toc51746300][bookmark: _Toc64446565][bookmark: _Toc73982435]10.3.4.2	IEs other than the Procedure Code and Type of Message
The receiving node shall treat the different types of received criticality information of an IE/IE group other than the Procedure Code IE and Type of Message IE according to the following:
Reject IE:
-	If a message initiating a procedure is received containing one or more IEs/IE group marked with "Reject IE" which the receiving node does not comprehend; none of the functional requests of the message shall be executed. The receiving node shall reject the procedure and report the rejection of one or more IEs/IE group using the message normally used to report unsuccessful outcome of the procedure. In case the information received in the initiating message was insufficient to determine a value for all IEs that are required to be present in the message used to report the unsuccessful outcome of the procedure, the receiving node shall instead terminate the procedure and initiate the Error Indication procedure.
-	If a message initiating a procedure that does not have a message to report unsuccessful outcome is received containing one or more IEs/IE groups marked with "Reject IE" which the receiving node does not comprehend, the receiving node shall terminate the procedure and initiate the Error Indication procedure.
-	If a response message is received containing one or more IEs marked with "Reject IE", that the receiving node does not comprehend, the receiving node shall consider the procedure as unsuccessfully terminated and initiate local error handling.
Ignore IE and Notify Sender:
-	If a message initiating a procedure is received containing one or more IEs/IE groups marked with "Ignore IE and Notify Sender" which the receiving node does not comprehend, the receiving node shall ignore the content of the not comprehended IEs/IE groups, continue with the procedure as if the not comprehended IEs/IE groups were not received (except for the reporting) using the understood IEs/IE groups, and report in the response message of the procedure that one or more IEs/IE groups have been ignored. In case the information received in the initiating message was insufficient to determine a value for all IEs that are required to be present in the response message, the receiving node shall instead terminate the procedure and initiate the Error Indication procedure.
-	if a message initiating a procedure that does not have a message to report the outcome of the procedure is received containing one or more IEs/IE groups marked with "Ignore IE and Notify Sender" which the receiving node does not comprehend, the receiving node shall ignore the content of the not comprehended IEs/IE groups, continue with the procedure as if the not comprehended IEs/IE groups were not received (except for the reporting) using the understood IEs/IE groups, and initiate the Error Indication procedure to report that one or more IEs/IE groups have been ignored.
-	If a response message is received containing one or more IEs/IE groups marked with "Ignore IE and Notify Sender" which the receiving node does not comprehend, the receiving node shall ignore the content of the not comprehended IEs/IE groups, continue with the procedure as if the not comprehended IEs/IE groups were not received (except for the reporting) using the understood IEs/IE groups and initiate the Error Indication procedure.
Ignore IE:
-	If a message initiating a procedure is received containing one or more IEs/IE groups marked with "Ignore IE" which the receiving node does not comprehend, the receiving node shall ignore the content of the not comprehended IEs/IE groups and continue with the procedure as if the not comprehended IEs/IE groups were not received using the understood IEs/IE groups.
-	If a response message is received containing one or more IEs/IE groups marked with "Ignore IE" which the receiving node does not comprehend, the receiving node shall ignore the content of the not comprehended IEs/IE groups and continue with the procedure as if the not comprehended IEs/IE groups were not received using the understood IEs/IE groups.
When reporting not comprehended IEs/IE groups marked with "Reject IE" or "Ignore IE and Notify Sender" using a response message defined for the procedure, the Information Element Criticality Diagnostics IE shall be included in the Criticality Diagnostics IE for each reported IE/IE group. 
When reporting not comprehended IEs/IE groups marked with "Reject IE" or "Ignore IE and Notify Sender" using the Error Indication procedure, the Procedure Code IE, the Triggering Message IE, Procedure Criticality IE, and the Information Element Criticality Diagnostics IE shall be included in the Criticality Diagnostics IE for each reported IE/IE group.
In the definitions above and only for S1AP entitiy, in case transparent containers are used to relay information between a sender and a receiver through a 3rd intermediate node, these containers shall be considered as the message initiating a procedure and the message normally used to report unsuccessful outcome of the procedure.
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