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1 Introduction
At last RAN3#112-e meeting, the RAN impact for supporting UE onboarding was discussed and the following agreements were achieved [1]:
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In this paper, we further analyse the cell access control and connected mode mobility related issues for supporting UE onboarding.

2 Discussion
2.1 AMF selection
In RAN3#112, the following agreement on signalling of onboarding support information over NG was achieved: 
· AMF signals via NGAP Setup Response/ AMF Configuration Update whether it supports onboarding.

The BLCR [2] captures this agreement with the following Editor note on the location of the Onboarding Support IE:
· Editor's Note: FFS whether the Onboarding Support IE is included within the NPN Support IE, or outside of the NPN Support IE.

Currently there are two options as follows. 
· Option 1: within the NPN Support IE
This option is simple since the onboarding support information is only used when the ON is SNPN. Note that in case that the ON is PLMN, the AMF does not need to signal the onboarding support information since UE onboarding operation is invisible to PLMN-RAN. But since the NPN Support IE is included in both directions, there is a need to specify that the onboarding support information is only included in NGAP messages from the AMF to the NG-RAN. 
· Option 2: outside the NPN Support IE
For this option, it can indicate clearly that the AMF reports the onboarding support information to the NG-RAN node. But it should clearly indicate that the Onboarding Support IE only applies for SNPN but not for PLMN.

Both options could work. The option 2 is slightly preferred to indicate the AMF support information. 
Proposal 1 Put the Onboarding Support IE outside the NPN Support IE, and clearly specify this IE is associated with SNPN only.

2.2 Onboarding congestion control

In RAN2#114-e, the following agreements about supporting UE onboarding was achieved [3]:

· Toggling the 1-bit onboarding indication in SIB1 allows to control congestion due to onboarding request.

This means the onboarding-specific congestion control is supported. Over F1, currently the NETWORK ACCESS RATE REDUCTION is defined to provide UAC assistance information from the gNB-CU to the gNB-DU, for which the gNB-DU can decide the broadcast UAC parameters. 
Follow the same logic, the gNB-CU can send onboarding congestion assistance information to gNB-DU for assisting in the setting of the 1-bit onboarding indication in SIB1. This assistance information can be configured per SNPN, as the 1-bit onboarding indication is broadcast per SNPN in SIB1. 

Proposal 2 Over F1, the gNB-CU sends onboarding congestion assistance information to the gNB-DU on a per-SNPN basis for assisting the 1-bit onboarding indication in SIB1. 
2.3 Connected mode mobility
In RAN3#112, the following WA was achieved. 
· WA: There is no need to exchange information related to onboarding during mobility.
Also, in TS 23.501, it is indicated that: 
Onboarding enabled indication per cell does not affect mobility management functions, i.e. once the UE selects the ON-SNPN as described in clause 5.30.2.10.2.5 and successfully registers within ON-SNPN as described in clause 5.30.2.10.2.6, the UE can move to a cell of the ON-SNPN not indicating onboarding support and continue with the remote provisioning as described in clause 5.30.2.10.4.
This means that the target cell can accept the PDU session for remote provisioning even if it does not broadcast the 1-bit onboarding indication. However, as mentioned above, RAN2 has agreed that the 1-bit onboarding indication in SIB1 can be used for congestion control for onboarding request. This implies that if the target cell does not broadcast the 1-bit onboarding indication, it may be overloaded and tends to reject the onboarding PDU session during handover. In this case, the neighbouring nodes can exchange the 1-bit onboarding indication in SIB1, which can assist in the selection of a proper target cell by the source node for the onboarding UE. 
Proposal 3 Exchange the onboarding indication broadcast in SIB1 over Xn e.g. as an onboarding overload indication.
3 Conclusion

In this paper, the RAN impact for supporting UE onboarding is discussed, and the following proposals are made.
Proposal 1 Put the Onboarding Support IE outside the NPN Support IE, and clearly specify this IE is associated with SNPN only.

Proposal 2 Over F1, the gNB-CU sends onboarding congestion assistance information to the gNB-DU on a per-SNPN basis for assisting the 1-bit onboarding indication in SIB1. 

Proposal 3 Exchange the onboarding indication broadcast in SIB1 over Xn e.g. as an onboarding overload indication.
The corresponding TP for TS 38.413 is provided in Annex. The corresponding TP for TS 38.473 is provided in [4]. 
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	Change Begins


8.7.1
NG Setup

8.7.1.1
General

The purpose of the NG Setup procedure is to exchange application level data needed for the NG-RAN node and the AMF to correctly interoperate on the NG-C interface. This procedure shall be the first NGAP procedure triggered after the TNL association has become operational. The procedure uses non-UE associated signalling.

This procedure erases any existing application level configuration data in the two nodes, replaces it by the one received and clears AMF overload state information at the NG-RAN node. If the NG-RAN node and AMF do not agree on retaining the UE contexts this procedure also re-initialises the NGAP UE-related contexts (if any) and erases all related signalling connections in the two nodes like an NG Reset procedure would do.

8.7.1.2
Successful Operation
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<Unchanged Text Omitted>

If the NID IE within the NPN Support IE is included within a Broadcast PLMN Item IE in the NG SETUP REQUEST message, the AMF shall consider that the NG-RAN node supports the indicated S-NSSAI(s) for the corresponding tracking area code for the SNPN identified by the PLMN Identity IE and the NID IE.

If the NID IE within the NPN Support IE is included within a PLMN Support Item IE in the NG SETUP RESPONSE message, the NG-RAN node shall consider that the AMF supports the SNPN identified by the PLMN Identity IE and the NID IE.

If the Onboarding Support IE is included within a PLMN Support Item IE in the NG SETUP RESPONSE message, the NG-RAN node shall, if supported, consider that the AMF supports the UE onboarding for the SNPN identified by the PLMN Identity IE and the NID IE, as specified in TS 23.501 [9].


/***unchanged text omitted***/
<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
8.7.3
AMF Configuration Update

8.7.3.1
General

The purpose of the AMF Configuration Update procedure is to update application level configuration data needed for the NG-RAN node and AMF to interoperate correctly on the NG-C interface. This procedure does not affect existing UE-related contexts, if any. The procedure uses non UE-associated signalling.
8.7.3.2
Successful Operation
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Figure 8.7.3.2-1: AMF configuration update: successful operation

<Unchanged Text Omitted>

If the NID IE within the NPN Support IE is included within a PLMN Support Item IE in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall consider that the AMF supports the SNPN identified by the PLMN Identity IE and the NID IE.

If the Onboarding Support IE is included within a PLMN Support Item IE in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall, if supported, consider that the AMF supports the UE onboarding for the SNPN identified by the PLMN Identity IE and the NID IE, as specified in TS 23.501 [9].


<Unchanged Text Omitted>
9.2.6.2
NG SETUP RESPONSE

This message is sent by the AMF to transfer application layer information for an NG-C interface instance.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	M
	
	9.3.3.21 
	
	YES
	reject

	Served GUAMI List
	
	1
	
	
	YES
	reject

	>Served GUAMI Item
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	AMF Name

9.3.3.21
	
	-
	

	>>GUAMI Type
	O
	
	ENUMERATED (native, mapped, …)
	
	YES
	ignore

	Relative AMF Capacity
	M
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	1
	
	
	YES
	reject

	>PLMN Support Item
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN or per SNPN.
	-
	

	>>NPN Support
	O
	
	9.3.3.44
	If NID IE is included, it identifies a SNPN together with the PLMN Identity IE.
	YES
	reject

	>>Extended Slice Support List
	M
	
	9.3.1.191
	Additional Supported S-NSSAIs per PLMN or per SNPN.
	YES
	reject

	>>Onboarding Support
	O
	
	ENUMERATED (true, ...)
	Indication of onboarding support.
	YES
	reject

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore

	UE Retention Information
	O
	
	9.3.1.117
	
	YES
	ignore

	IAB Supported
	O
	
	ENUMERATED (true, ...)
	Indication of support for IAB.
	YES
	ignore

	Extended AMF Name
	O
	
	9.3.3.51
	
	YES
	Ignore


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum no. of GUAMIs served by an AMF. Value is 256.

	maxnoofPLMNs
	Maximum no. of PLMNs per message. Value is 12.


<Unchanged Text Omitted>

9.2.6.7
AMF CONFIGURATION UPDATE

This message is sent by the AMF to transfer updated information for an NG-C interface instance.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	O
	
	9.3.3.21
	
	YES
	reject

	Served GUAMI List
	
	0..1
	
	
	YES
	reject

	>Served GUAMI Item
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	AMF Name

9.3.3.21
	
	-
	

	>>GUAMI Type
	O
	
	ENUMERATED (native, mapped, …)
	
	YES
	ignore

	Relative AMF Capacity
	O
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	0..1
	
	
	YES
	reject

	>PLMN Support Item
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN or per SNPN.
	-
	

	>>NPN Support
	O
	
	9.3.3.44
	If the NID IE is included, it identifies a SNPN together with the PLMN Identity IE.
	YES
	reject

	>>Extended Slice Support List
	O
	
	9.3.1.191
	Additional Supported S-NSSAIs per PLMN or per SNPN.
	YES
	reject

	>>Onboarding Support
	O
	
	ENUMERATED (true, ...)
	Indication of onboarding support.
	YES
	reject

	AMF TNL Association to Add List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Add Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	AMF Transport Layer information used to set up the new TNL association.
	-
	

	>>TNL Association Usage
	O
	
	9.3.2.9
	
	-
	

	>>TNL Address Weight Factor
	M
	
	9.3.2.10
	
	-
	

	AMF TNL Association to Remove List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Remove Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	Transport Layer Address of the AMF.
	-
	

	>>TNL Association Transport Layer Address NG-RAN
	O
	
	CP Transport Layer Address

9.3.2.6
	Transport Layer Address of the NG-RAN node.
	YES
	reject

	AMF TNL Association to Update List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Update Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	AMF Transport Layer information used to identify the TNL association to be updated.
	-
	

	>>TNL Association Usage
	O
	
	9.3.2.9
	
	-
	

	>>TNL Address Weight Factor
	O
	
	9.3.2.10
	
	-
	

	Extended AMF Name
	O
	
	9.3.3.51
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum no. of GUAMIs served by an AMF. Value is 256.

	maxnoofPLMNs
	Maximum no. of PLMNs per message. Value is 12.

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the NG-RAN node and the AMF. Value is 32.


9.3.3.44
NPN Support

For SNPN, this IE identifies a supported SNPN together with the associated PLMN ID.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	
	

	CHOICE NPN Support
	M
	
	
	
	
	

	>SNPN
	
	
	
	
	
	

	>>NID
	M
	
	9.3.3.43
	
	
	

	
	
	
	
	

	
	


	Change Ends


AMF signals via NGAP Setup Response/ AMF Configuration Update whether it supports onboarding. 


WA: NGAP Initial UE Message includes an onboarding indicator when received over RRC.


WA: There is no need to exchange information related to onboarding during mobility.
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