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1. Introduction

During release 16, the topic of RACS capability detection was discussed and solved for the cases of context setup (AMF-RAN) and Xn handover (RAN-RAN). It was also discussed for the cases of S1 and NG handover, but the issue was never analyzed in detail.

RAN3 is now in receipt of an LS from SA2 [1] which raises the topic, and an initial discussion took place in RAN3#112-e. This document further considers this topic and proposes a way forward.
2. Discussion
2.1 Background

At RAN#112-e, and LS from SA2 [1] was opened which asks the following question:
ACTION: 
In order to align SA 2 and RAN 3 specifications, can RAN 3 please explain how at S1/NG handover, the source RAN node can detect that the target RAN node does not support RACS?  
The problem scenario is as follows: in NG/S1 handover, the source node is not aware of the target’s support of RACS. Therefore, the source node could decide to (i) send the full radio capabilities, or (ii) send a limited set of capabilities to reduce transport load, or (iii) send an empty container. As discussed in [2], none of these options are satisfactory. In addition, although OAM was obviously a possibility, it seems strange that the system relies on OAM for N2/NGAP handover, and not for Xn, particularly as the probability of multi-vendor scenario is higher in the former case.
At RAN3#112-e, a solution was proposed [2] in which a handshake is executed via the transparent containers, and this enables the source to learn of the RACS feature support by the target (or in fact more broadly, support at the target, which is also dependent on the target CN node).
A general discussion was triggered related to how mutual detection works with NG/S1 handovers, and as a result the following was captured as conclusions of the associated email discussion:
	open a new AI 8.3 topic for the August 2021 meeting starting from the following: (text to be included in RAN3#113-e agenda):

-
aim at deciding whether non-Xn-connected NG-RAN nodes eligible for CN based mobility require NGAP protocol function(s) to exchange NG-RAN node support information

-
if NGAP protocol functions to exchange NG-RAN node support information for non-Xn-connected NG-RAN nodes are agreeable, aim at a general solution, precluding e.g. per-feature cause values or per-feature support indicators.

-
part of the discussions should cover information exchanged via transparent handover containers, e.g. review of failure handling along assigned criticality.

-
decide whether EPS shall be part of the potential protocol discussion

-
decide the Release for the potential protocol solutions


2.2 Exchange of support information in non-Xn connected nodes
It has already been discussed how the problem shows itself in the case of RACS. In our view none of the proposed behaviour solutions (mentioned in the previous section) works without compromising the feature itself, since either

1. The full set of capabilities would need to be sent in all cases of N2/S1 handover, or

2. The target would need to request capabilities from the UE also in all cases.

The only other alternative is the use of OAM, but as mentioned, this could also have been done for Xn handover. It seems reasonable therefore to explore the possibility of a general non-OAM solution.

It should also be mentioned that there is a scenario when a Xn interface exists but for some reason Xn handover is not possible (the most obvious example is inter-AMF boundary). However the current detection in Xn is only possible if a handover is triggered. In principle a Xn handover could be triggered to test the support, but this is not a very clean functionality. So even for Xn connected nodes, detection support for NG handover may not always be possible.
It is also expected that there will be additional use cases besides RACS, and the request to “aim at a general solution” from the last meeting seems to provide that direction.
Overall there seems to be a case to at least investigate the possibility for detection of feature support at target (by the source node) in a way that copies (or approximates) the role of criticality in Xn handover.

Proposal 1: Investigate how to detect feature support at target in a way that approximates the role of criticality in Xn handover.
2.3 Possible solutions

Criticality-based solution(s): there was some discussion on the use of criticality in the transparent container at RAN3#112-e. [3]. As noted in [3], the current assignments of “reject” in the transparent containers do not seem to be sensible, and these probably add nothing to the current functionality (and could be set to ignore). 

Possible options appear to be:

1. Introduce IEs related to the feature to be detected in the transparent container, with criticality “reject”, and rely on propagation of criticality diagnostics from interface to interface.

2. Introduce IEs related to the feature to be detected in the transparent container, with criticality “reject”, and further introduce criticality diagnostics in the transparent container (reply or failure)

In our view, the first option should not be pursued since it requires support in the MME or AMF, and particularly the first should be avoided.

Observation 1: Passing criticality information explicitly via the MME/AMF is not preferred, as it impacts the CN, which would need to be upgraded for the new capability discovery.
The second option seems feasible. However it has some issues too. One observation is that it is not really appropriate to copy the existing signalling, at least for RACS, because there is no reason to send the UE Radio Capability ID to the target in the transparent container (as this should be sent to the target RAN by the target CN node). Another issue is that in case of NG/S1, support at the target really means “support at the target system”, because there could be arrangements where the target RAN could in principle support the feature, but never receive any UE Radio Capability ID from the CN.
This means that a dummy IE would need to be inserted for the purpose of failing the procedure in case of non-support. In addition, the rejection would need to be done not just on non-support by the receiver, but more widely on whether the feature can be used at the target.

A third issue is that the criticality diagnostics would normally be sent on failure, but there is currently no transparent container sent from a target eNB (i.e. in S1AP) in case of failure. This implies that MME impact cannot be avoided to support this feature. Perhaps this could be avoided by the use of “ignore and notify”, but this is not used elsewhere in current specifications.

So, while the option of criticality diagnostics in the target to source failure container is a possibility, the above issues need to be considered.

Observation 2: Solutions based on criticality are possible (e.g. inserting diagnostics in the target to source failure container), but seem to require introduction of dummy IEs, and also appear to have other issues e.g. MME impact and potentially rejection behaviour based on target system support (rather than node).
Generic support exchange solution: a more generic alternative would be to have an explicit exchange of IEs with associated protocol behaviour inside the transparent containers. Since we are looking for a generic solution as opposed to individual IEs, we could envisage an exchange of bit strings, with each bit being assigned to a particular feature for which detection can be agreed to be needed.
In this solution, the source would set to “1” all bits associated with features that it supports and is using as part of the handover, while the target could do the same in response. Behaviour needs to be discussed, but could be e.g.:
· If source sets bit, it indicates that feature is proposed to be used as part of this and future mobility actions

· If target sets bit, it indicates that feature is accepted to be used as part of this and future mobility actions

Note that in this case, the preparation does not necessarily fail at the target. However the source may cancel the preparation if it detects an issue in the response message, which is the equivalent of criticality failure, but controlled from the source.

Evaluation / comparison: taking into account the issues highlighted for the criticality approach, it seems that the generic exchange of support is a more robust solution as it should not impact the MME. Note that in both approaches, the source needs to send new IEs (or bits) for the feature(s) under consideration, so both approaches effectively signal feature support.
Proposal 2: Agree that in all cases new IEs are required that represent feature support in some sense.

2.4 Application to EPS

In principle, this would seem to be useful because the very absence of the bit string in the transparent container (whether EPS is a source or the target) would already be meaningful, at least for rel-16 features, assuming that the approach is implemented from rel-16, and only rel-16 and later features are considered. For example, in case of RACS, absence should identify lack of support; also, implementation of the bit string exchange would only be needed in case of implementing at least one feature covered by the bit string.
Similar considerations apply to the criticality approach.

Proposal 3: Implement feature support detection in both EPS and 5GS, from rel-16.
Overall, if MME impact is to be avoided, the support exchange solution seems to be the only valid approach. CRs to support this functionality are provided in [4,5], and an associated response LS is in [6].

Proposal 4: Agree the exchange of support indicators as per CRs in [4,5].

3. Conclusions
The following observations and proposals are made in this document:
Proposal 1: Investigate how to detect feature support at target in a way that approximates the role of criticality in Xn handover.
Observation 1: Passing criticality information explicitly via the MME/AMF is not preferred, as it impacts the CN, which would need to be upgraded for the new capability discovery.

Observation 2: Solutions based on criticality are possible (e.g. inserting diagnostics in the target to source failure container), but seem to require introduction of dummy IEs, and also appear to have other issues e.g. MME impact and potentially rejection behaviour based on target system support (rather than node).
Proposal 2: Agree that in all cases new IEs are required that represent feature support in some sense.

Proposal 3: Implement feature support detection in both EPS and 5GS, from rel-16.

Overall, if MME impact is to be avoided, the support exchange solution seems to be the only valid approach. CRs to support this functionality are provided in [4,5], and an associated response LS is in [6].
Proposal 4: Agree the exchange of support indicators as per CRs in [4,5].
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