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Introduction
RAN3 has the following agreement in last meeting [1]:Cell Access using credentials from Credentials Holder
Use the terms Credentials Holder and GIN in RAN3 wherever needed in the future.
WA: an NG-RAN node does not need to be informed which AMF supports authentication by Credentials Holders
among AMF(s) supporting an S-NPN
Cell Access for Onboarding
AMF signals via NGAP Setup Response/ AMF Configuration Update whether it supports onboarding. 
WA: NGAP Initial UE Message includes an onboarding indicator when received over RRC.






In this contribution, we will further discuss these two potential solutions for inter-donor-DU re-routing. 
[bookmark: _Ref178064866]Discussion
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Cell Access using credentials from Credentials Holder
In the last meeting, we discussed the CR in [2] and approved the same understanding for “homogeneously”. It means that all cells, AMFs and etc. support UEs access with credentials owned by Credential Holders. Therefore, RAN3 assumed that there is no AMF sharing in KI#1. However, RAN3 did not achieve an agreement about whether any AMF supporting an S-NPN can access all Credential Holders of that S-NPN, hence a LS is sent to SA2 to ask about it. RAN3 is still waiting for the feedback from SA2. It will decide whether an AMF selection it needed at NG-RAN. 
If SA2 answers “yes” to Q1 [3], then the “WA” in “WA: an NG-RAN node does not need to be informed which AMF supports authentication by Credentials Holders among AMF(s) supporting an S-NPN” can be removed.
Proposal 1: RAN3 waits for the feedback from SA2 about whether any AMF supporting an S-NPN can access all Credential Holders of that S-NPN.
Cell Access for Onboarding
RAN3 agreed to include Onboarding Support IE in NGAP Setup Response/ AMF Configuration Update. However, the location of this IE is FFS [4].

Editor's Note: FFS whether the Onboarding Support IE is included within the NPN Support IE, or outside of the NPN Support IE. 



As for the location, there is text in TR23.700 as below:
	The NG-RAN of the Onboarding network includes an indication for Onboarding enabled in the SIB (per O-SNPN, considering that the NG-RAN can be shared) so that the UE can discover and select an appropriate O-SNPN


Onboarding support indicator is per O-SNPN (per NID) for NG-RAN shared scenario. If put the Onboarding Support IE outside of the NPN support IE, it will means that all NIDs informed to the shared NG-RAN support Onboarding, or all NID not support Onboarding for NG-RAN shared scenario. To support the Onboarding support IE is per NID, we think it is better to include Onboarding Support IE within the NPN Support IE. 
Proposal 2: It is proposed to include Onboarding Support IE within the NPN Support IE.
Whether including the Onboarding indicator in initial UE message is a work assumption in last meeting. Based on SA2 agreement, the UE initiate the NAS registration procedure by sending a NAS Registration Request message. However, whether double check is needed for AMF should wait for the reply from SA2. If SA2 answers “yes” to Q4 in [3], then the “WA” in “WA: NGAP Initial UE Message includes an onboarding indicator when received over RRC.” can be removed.
[bookmark: _GoBack]Another issue is about whether including the AMF supported GIN should be send to NG-RAN. It depends on the Q2 in [3]. If different AMFs support different GINs, then the AMF supported GIN should send to NG-RAN for AMF selection. It needs to wait for the answer from SA2.
Proposal 3: RAN3 waits for the reply from SA2 regarding Onboarding of UEs for SNPNs.
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Conclusion
Proposal 1: RAN3 waits for the feedback from SA2 about whether any AMF supporting an S-NPN can access all Credential Holders of that S-NPN.
Proposal 2: It is proposed to include Onboarding Support IE within the NPN Support IE.
Proposal 3: RAN3 waits for the reply from SA2 regarding Onboarding of UEs for SNPNs.
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