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1	Introduction
At RAN3#111e, the following was agreed:
Wait for further input from SA2 w.r.t. whether RAN3 needs to support new mobility scenarios.
In this contribution, we will discuss SA2 progress on mobility and potential impacts on RAN3.
[bookmark: _Ref178064866]2	Discussion
2.1	Mobility for SNPN access using external credentials
As stated in the issue description for SNPN access using external credentials, see TR 23.700-07 [1], clause 5.1.1, the following mobility scenarios should be addressed:
	-	Mobility scenarios, including service continuity, for:
-	UE moving from SNPN#1 with separate entity#1 to SNPN#2 with separate entity#1 available; and
-	UE moving between SNPN#1 (where separate entity=PLMN) and PLMN.



SA2 clarified in the updated TR 23.700-07 [1], clause 8.1.2, the following about mobility related to KI#1:
	-	In the case that there are common AMF and/or N14 interface between the source network and target network, mechanism defined in TS 23.502 [6] clause 4.9.1 is re-used to address UE mobility.
- 	In the case of idle mode mobility, the UE performs initial or mobility registration as specified in clause 4.2.2.2.2 of TS 23.502 [6].
-	Support of authentication using credentials from an external entity is homogenous throughout a SNPN i.e., the SIB information in clause 8.1.4 should be set uniformly and no changes in mobility handling are needed to address inhomogeneous support of the feature.



As a result, connected mode mobility to maintain a PDU session for UEs moving between SNPNs (e.g. SNPN#1 and SNPN#2) which support the same separate entity or between an SNPN and a PLMN, where this PLMN is the separate entity, is not supported.
This is also confirmed by TS 23.501, clause 5.30.2.9.1, which states that “Session Management procedures (i.e. PDU Sessions) terminate in an SMF in the SNPN”. In other words, home routing towards the separate entity is not supported.

For idle mode mobility, the UE can perform a re-registration in the target network, and the NAS layer would then fetch the security context from the source network, such that some level of service continuity is supported. 
2.2	Mobility for onboarding UEs
SA2 provided the following comment in the LS reply, S2-2101076 [2]:
Even if there is no uniform support and a UE moves to a cell in an O-SNPN not supporting onboarding, SA2 foresees no impact to mobility procedures as remote provisioning can continue in the target cell. Once the PDU session for remote provisioning has been activated existing 5GS functionality applies for mobility.

As a reminder, TR 23.700-07 [1] defines two components for “UE onboarding and provisioning for NPN”:
UE Onboarding: Enabling 3GPP connectivity for UE to realize remote provisioning.
Remote provisioning: Provisioning of information, to a UE and within the network, required for the UE to get authorized access and connectivity to an NPN.
Once the UE has selected a suitable network and suitable cell for onboarding, the session towards the O-SNPN will be setup. The onboarding component is considered a one-shot procedure, i.e. the PDU session is setup for the UE before any mobility is triggered. So once the UE is registered to the O-SNPN, existing mobility procedures apply between cells of the same O-SNPN, while the UE is remotely provisioned with the credentials for the subscription owner NPN.
[bookmark: _Ref189046994]2.3	New mobility scenarios
TR 23.700-07 [1] clause 5.5 describes KI#5 addressing support for equivalent SNPNs to allow for service continuity between SNPNs. However, the TR also clarifies that KI#5 is not addressed within the Rel-17 timeframe, see NOTE in claus 5.5.1:
NOTE:	This key issue is not addressed within Rel-17 timeframe.
To conclude, no new mobility scenarios were introduced by SA2.
3	Conclusion
Based on the discussion in the previous sections we propose the following:
For connected mode mobility, existing functionality can be applied.
4	References
1. [bookmark: _Ref68005697][bookmark: _Ref60663041]TR 23.700-07, “Study on enhanced support of non-public networks”, TSG SA, V17.0.0, 2021-03
1. S2-2101076, “Reply LS on clarification request for eNPN features”, SA2, SA2#143e, 2021-03
	4/4	
