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1 Introduction
In last RAN3 meeting, two issues are addressed for the inter-donor-DU rerouting: 1) Source IP filtering, and 2) BAP routing towards the target IAB-donor-DU. The second issue needs RAN2 progress, while the first issue is in RAN3 scope. To solve the first issue, three options are given in last meeting as the following agreement:

	To address the potential UL packet discarding problem in inter-donor-DU re-routing case, discuss the following solutions (the case where donor DUs belong to different CUs is not precluded):

- The target IAB-donor-DU is provided with the source IP address of re-routed packets

- Suspend/disable the source IP filter in target IAB-donor-DU and transport network node(s)

- Only allow re-routing among a configured subset of IAB-donor-DUs, where source IP filtering is not activated.


In this contribution, we will give our views on inter-donor-DU rerouting. 
2 Discussion 
· Issue 1:  Source IP filtering

The packet discarding at the donor DU is caused by the source IP filtering functionality, which aims at providing security for the operator’s network. To solve this issue, three options are on the table:
· Option 1: The target IAB-donor-DU is provided with the source IP address of re-routed packets
In this option, the source IP filtering is still allowed at the target IAB-donor DU. However, to apply this option, the routers along the path between the target donor DU and IAB donor CU should be provided the old source IP address(es) of re-routed packets as well. 
· Option 2: Suspend/disable the source IP filter in target IAB-donor-DU and transport network node(s)
This option raises the challenges to the operator’s network since the security provided by the source IP filtering is completely disabled. 

· Option 3: Only allow re-routing among a configured subset of IAB-donor-DUs, where source IP filtering is not activated.
This option also requires the disabling source IP filtering among the involved IAB-donor-DUs, and the involved transport network. Such disabling also raise the challenge to the security of operator’s network. 
Among them, all options need some specific configurations to the operator’s network. Specifically, Option 1 requires that the operator needs configure all the involved routers by providing IP address(es), while option 2/3 only need provide an disable indication to the involved routers. However, option 2/3 result in more security challenges to operator’s network since the source IP filtering is completely disabled in part of IP transport network. We understand that the option selection needs operator’s input. However, consider the potential security threaten brought by option 2/3, we prefer to Option 1. 
Proposal 1: To address the potential UL packet discarding problem in inter-donor-DU re-routing case (the case where donor DUs belong to different CUs is not precluded), the target IAB-donor-DU is provided with the source IP address of re-routed packets.
· Issue 2: BAP routing towards the target IAB-donor-DU
We envisage four possible options:

· Option 1: BAP header modification. This option (a list of BAP routing ID information updates, each item including old BAP routing ID and new BAP routing ID) is applied to each packet impacted by the migration individually and used for packet re-routing to the new destination. Thus, such BAP header change configuration should be applied to each IAB node buffering the on-the-fly packets. 

· Option 2: Using shared BAP address among the subset of IAB-donor-DUs which allow re-routing. This option requires that multiple donor DUs share the same BAP address. It does not align with the R16 assumption that the BAP address of each IAB-node/IAB-donor-DU is unique in the area of an IAB-donor-CU, and may cause some routing confliction for other normal UL packets. On the other hand, each IAB node configures the DL IP address for each GTP-U tunnel based on the BAP address of the donor DU. This option results in that the IAB node cannot differentiate the connected donor DU, and then cannot configure the correct IP address. 
· Option 3: Define Donor-CU BAP address and use it as UL destination address. This option requires that all UL traffic share the same UL destination, which will limit the number of UL routing path to 1024. On the other hand, in case of inter-CU migration, such option also requires to change the BAP header of the on-the-fly packets. Similar to option 2, this option results in that the IAB node cannot determine the donor DU used by the DL traffic so that the DL IP address for the GTP-U tunnel cannot be properly selected. 
· Option 4: default BAP routing ID and default BH RLC CH. In this option, a default UL F1-U configuration (comprising default BAP routing ID and/or BH RLC CH) is used to re-route all the packets impacted by the migration to the new destination. This default configuration can be used when no routing entry can match the BAP routing ID. Specifically, the BAP routing IDs of the packets without matched routing entry will be replaced by the default BAP routing ID, and those packets are transmitted by the default BH RLC CH. 
In Table 1 below we show a high-level comparison between the two Options:
	
	Signaling enhancement 
	Cons. 

	Option 1
	· Configurations for BAP header change in RRCReconfiguration message

· Configuration release for BAP header change

· (BAP routing ID notification over Xn for inter-CU case)
	Cons.: comparatively higher signaling impact

          

	Option 2
	· May not need signaling enhancement
· The implementation-based method is needed to configure the same BAP address to multiple donor DUs 
	Cons: break Rel-16 principle, i.e., BAP address should be unique under the same donor CU; 
Cons: cannot help the IAB node select the IP address for the DL GTP-U tunnel 



	Option 3
	· Configure BAP header rewriting to each IAB node buffering the on-the-fly packets in case of inter-CU migration
	Cons: the UL routing path is limited to 1024 in total regardless of the number of donor DUs under one donor CU



	Option 4
	· Default UL F1-U configuration (e.g., BAP routing ID, BH RLC CH) via RRCReconfiguration
	Cons.: no QoS differentiation for buffered packets; no load balancing of buffered packets
(Please note that, this may not be a big problem since the number of buffered packets during the migration procedure may not be large)


We understand that the final decision should be made by RAN2. However, RAN3 can provide some views to the above options. For example, option 2 causes the BAP routing collision, and option 3 limits the UL routing paths. Moreover, both option 2&3 results in that the IP address for the DL GTP-U tunnel cannot be properly configured since the IAB node cannot determine the donor DU used by the DL traffic. Thus, from RAN3 point of view, option 2 and option 3 can be down-selected, and the decision between option 1 and option 4 can be left to RAN2. 
Proposal 2: from RAN3 point of view, option 2 and option 3 can be down-selected. 
3 Conclusions
In this contribution, we discuss the inter-donor-DU routing, and propose:
Proposal 1: To address the potential UL packet discarding problem in inter-donor-DU re-routing case (the case where donor DUs belong to different CUs is not precluded), the target IAB-donor-DU is provided with the source IP address of re-routed packets.

Proposal 2: from RAN3 point of view, option 2 and option 3 can be down-selected. 
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