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Introduction
The eNPN RAN WID was agreed at RAN#89 and further revised at RAN#90 in tdoc [2].

This RAN work item builds on the result of the study for enhancement of NPN in SA2 and the associated work item. The scope of the SA2 study work was specified in [3] and the associated TR is in [4].

Not all the key issues addressed in [3,4] have NG-RAN impacts. More precisely the following three key issues addressed by SA2 are foreseen to have impacts on NG-RAN:

· Access of SNPN with subscription/credentials owned by a separate entity (SA2 key issue 1)
· Support for UE onboarding and remote provisioning (SA2 key issue 4)
· IMS Voice and Emergency Services for SNPN (SA2 key issue 3)
Among those, only key issue 1 and key issue 4 are assumed to have RAN3 impacts.

This paper provides an overall view of the impacts on NG-RAN for the key issue#1 (access of SNPN with subscription/credentials owned by a separate entity) and proposes some agreements for RAN3 and draft RAN3 baseline CR for TS 38.300. 
Discussion
The RAN impact related to SA2 key issue#1 is the following: 
· Support of SNPN with subscription/credentials owned by a separate entity (RAN scope)
This feature enables UEs to select an SNPN which allows access to UEs with subscription/credentials owned by a separate entity. 

The foreseen impact of the feature on NG-RAN is stated as follows:

· Support SNPN along with subscription / credentials owned by an entity separate from the SNPN including:
· The broadcasting of information to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN [RAN2]

· The associated cell selection/reselection and connected mode mobility support [RAN2/RAN3]
· The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]

The broadcasting part is in RAN2 realm. It is necessary to broadcast information to enable the UEs to select suitable SNPN(s) for which they can be authorized to access by the separate entity. 
· Architecture foreseen for SNPN with subscription/credentials owned by a separate entity (SA2)
SA2 has agreed a general architecture description for the support SNPN with subscription or credentials by a separate entity (see S2-2101080): 
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Figure 5.30.2.X.Z-1: 5G System architecture with access to SNPN using credentials from Credentials Holder using AUSF and UDM

This figure shows that the external entity having the subscription or credential (it is called Credentials Holder in the SA2 specifications) that is denoted by Group IN(s) – Group IDs for Network selection) has no direct interface to the RAN and not responsible for session and mobility management. 

Observation: The RAN has no direct interface to the network of the Credentials Holder.

In S2-2101072 a new terminology is introduced for the external entity having the subscription or credential, and its role is also clarified:

Credentials Holder: Entity which authenticates and authorizes access to an SNPN separate from the Credentials Holder.

To have a consistent terminology in CN and RAN3 specifications it is desired to use the same terminology in RAN3 specifications.

Proposal 1: Use the term Credential Holder (CH) in RAN3 for the external entity providing subscription or credential for SNPNs.
This architecture figure and the definition of Credentials Holder clarify that Credential Holder and SNPN have different functions in the system. Therefore, even if their identifier may have the same format, they should be differentiated.
· Impact on mobility for SNPN with subscription/credentials owned by a credential holder (SA2)
On connected mode mobility aspects, we note SA2 conclusion in the section 8.1.2 of the SA2 TR [4] reports:

The mobility procedures are based on:
-
In the case that there are common AMF and/or N14 interface between the source network and target network, mechanism defined in TS 23.502 [6] clause 4.9.1 is re-used to address UE mobility.
-
In the case of idle mode mobility, the UE performs initial or mobility registration as specified in clause 4.2.2.2.2 of TS 23.502 [6].

From these conclusions we do not assume any new behavior for connected mode mobility. 

Besides SA2 has sent an LS response to questions from RAN2 in [5] indicating that the support of the feature is uniform across the SNPN:
Question 1: Can RAN2 assume uniform support of external authentication related parameters (i.e., indicator for "access using credentials from a separate entity is supported", GID(s) ) , and indicator for "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN") across a network or a registration area?

[SA2 answer] Yes, These parameters should be set uniformly per SNPN.

Question 2: Shall Group IDs be broadcasted per SNPN or per cell?

[SA2 answer] Yes, It is assumed that that the Group IDs will be broadcast per SNPN. 
We therefore assume that if the support of the feature is uniform across the SNPN and not e.g. on a per TA or per cell, there should be no impact on the Mobility Restriction IE for RAN3 as well. Overall, we can make the following proposal: 
Proposal 2: no RAN3 impact due to mobility is identified so far. 

· Impact on network interfaces
At RAN2#113e the following agreements were made on the support SNPN with subscription or credentials by a separate entity:
A new indicator that "access using credentials from a separate entity is supported" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenarios.

RAN2 assumes that the new indicator that "access using credentials from a separate entity is supported" is broadcasted in SIB1. 

The supported Group IDs are broadcasted

A new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted, and the indicator is broadcasted per SNPN in network sharing scenario.

RAN2 assumes that the new indicator that "whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN" is broadcasted in SIB1.

From the above text, it is possible that some V-SNPNs support the authentication to external entities and some others not. Similarly, it is possible that only some V-SNPNs support the authentication to credential holders using some specific GROUP INs (group ID for network selection).
The NG-RAN node needs to learn about the above broadcasted indicators which are per SNPN.

Also, even if these indicators are broadcast per SNPN, it is possible that an AMF is shared by multiple SNPNs and therefore the AMFs also would need to be configured with these indicators per SNPN. 

O&M is of course one solution to configure both the NG-RAN nodes and the CN nodes; however, in order to facilitate the operational burden, it is simpler if instead of configuring NG-RAN nodes on one side and CN nodes on the other side, these indicators are configured only on one side and the other side is automatically updated using the NG setup request/response procedure. This is for example what we do today for configuring the TAIs only on one side and then exchanging the TAIs over the NG interface.
Given that this key issue#1 feature is primarily a core network feature, it is more logical that AMFs are configured per SNPN and then NG-RAN nodes are automatically updated though the NG Setup Response message.

If there is a change in the supported indicators or the GINs supported in the SNPN, this can then also easily be updated using the AMF Configuration Update procedure.

Proposal 3: it is proposed to configure using NG Setup Response/AMF Configuration Update message whether access using credentials from a separate entity is supported and whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN, and also optionally GROUP INs.
Our understanding is that the maximum number of Group INs which can be supported in an SNPN will be decided by RAN2 based on a trade-off between the requirements and the available space over SIB. 

Conclusion and Proposal

This paper has provided an overview of the key issue#1 of SA2 enhancement of Non Public Networks which have foreseen impacts on RAN3.

The following proposals are made:

Proposal 1: Use the term Credential Holder (CH) in RAN3 for the external entity providing subscription or credential for SNPNs.

Proposal 2: no RAN impact due to mobility is identified so far. 

Proposal 3: it is proposed to configure using NG Setup Response/AMF Configuration Update message whether access using credentials from a separate entity is supported and whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN, and also optionally GROUP INs.
Proposal 4: agree the baseline CR for release 17 Enhancement of NPN for TS 38.300 in [6] and the TP below for inclusion.
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16.6.x
Access with subscription/credentials owned by a separate entity

An SNPN may allow access to UEs being authorized using credentials or subscription owned by a separate credential holder. The support of this feature is uniform across the SNPN. The NG-RAN node broadcast relevant parameters allowing those UEs to determine if they can access the SNPN.

Editor’s Note: whether NG-RAN nodes need to receive information concerning the AMF support of the feature is FFS.

Editor’s Note: whether the NG-RAN node need to relay over the Initial UE Message any indication of access using external credentials received from RRC is FFS.

Editor’s Note: mobility aspects are FFS.
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