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1 Introduction

CB: # 22_RATtypeHandling

- (HW) Include the supported RATs of the CN to RAN in NG/S1 SETUP RESPONSE and AMF/MME CONFIGURATION UPDATE

- (E///) consider the discussion in AI 7 about General, protocol principles and issues of RAN3 when discussing this topic, taking into account the changes that will concern section 10.3.2 of NG-AP starting from Rel-17; postpone to TEI17

(HW - moderator)

Summary of offline disc R3-212618
2 For the Chairman’s Notes
//to be added
3 Discussion
In [1], it is clarified that the supported RATs of the RAN node and CN nodes changes from release to release, for example:

-
Since Rel-13, the eNB and EPC may be configured to support NB-IoT and/or WB-EUTRA separately.

-
Since Rel-16, the ng-eNB and 5GC may be configured to support NB-IoT and/or WB-EUTRA separately.

RAN nodes and CN nodes are probably updated separately, very big configuration efforts are needed to provide accurate supported RAT information of the CN nodes to the RAN nodes, misconfiguration may happen, especially in case the CN and RAN nodes come from different vendors.

In case of misconfiguration, the UE will be route to wrong CN, and the access will be failed or rerouted, but the RAN node is not aware of the real reason of the failure. 

In [1], there are three scenarios listed:

· Scenario 1: RAN node provides NB-IoT Cells and WB-EUTRA Cells, Rel-15 CN node1 does not support NB-IoT
· Scenario 2: RAN node provides NB-IoT Cells and WB-EUTRA Cells, Rel-16 CN node2 does not support NB-IoT

· Scenario 3: RAN node provides NB-IoT Cells and WB-EUTRA Cells, Rel-16 CN node3 is deployed to serve NB-IoT UEs only, i.e. not serve WB-E-UTRA UEs.

For scenario 1, thanks to the design of criticality reject for the RAT Information/Type IE, the RAN node will be able to know that the CN does not support NB-IoT.

But for Scenario 2 and 3, the design of criticality reject for the RAT Information/Type IE cannot solve the wrong routing issue.

As mentioned in [4], it is also fundamental to consider the aspects discussed in the general RAN3 principles in AI 7, i.e. to consider to update the chapter 10 of NG-AP in Rel-17. If you look into to discussion, you can easily observe that it can only solve the issue in scenario 2, it does not help in scenario 3, but scenario 3 is a very likely deployment, i.e. a CN node deployed to only serve NB-IoT UEs.

In [1] [2] [3] the co-sourced companies (Huawei, CMCC, Vodafone, Telecom Italia, China Telecom, Deutsche Telekom, China Unicom, Verizon Wireless, Orange) propose to introduce the change in Rel-16.
In [4], a company (Ericsson) proposes to postpone it for Rel-17 TEI discussion.

Observation: The wrong routing issue in scenario 3 cannot be solved by the mentioned Chapter 10 of NG-AP discussion.
Question 1: if you do not agree with the observation, please clarify how it works.
	Company
	Comment

	Ericsson
	Thank you, moderator, for considering the aspect we mentioned in [4] about the RAN3 general principles discussed in AI 7 regarding the changes to chapter 10 of S1/NG-APs. For convenience, below is the proposal from co-signing companies (Ericsson, Nokia and Huawei) in that agenda:

RAN3 will consider the agreed CRs in R3-211761 and R3211762 to apply in fact for pre-Rel-17 functions and protocol elements and abstain from introducing cause values supporting implementations which do not respect the functional equivalence of “comprehension” and “support”.
As seen, if a functionality with a criticality reject is not supported by the receiver, even if it passes the ASN.1 verification, there will be failure of the EP and the sender will know. Thus, bypassing this criticality principle must not be permissible.
It seems then that we have achieved great progress since this topic was first discussed and looks like the moderator has narrowed down the scope to only one scenario where a CN node serving only NB-IoT UEs, and for which the correct routing would seemingly not be solved by criticality principle.

First, we don’t understand why there would be need of failing NG setup just for this, since WB-E-UTRA and NB-IoT share many common functionalities? 
If the intention is to restrict WB-E-UTRA UEs from NB-IoT AMF/MME, then NG Setup is not the right way. Access restriction to WB-E-UTRA UEs can be achieved by the existing forbidden area. Besides, if we add this RAT info in the setup response, we also need to consider the impact on the other parameters and interoperability of RAN behaviour…

Also, please note that in 3GPP you have other means to solve such scenario: like DCN and Slicing (NB-IoT have their own SST).


	Huawei
	DCN and Slicing are optional features, and they has to be used with UE support, considering of the deployed network/UEs, it is needed to have a network solution.

	Nokia
	Firstly, regarding the motivation (as stated on e.g. CR cover page), this appears to be an OAM/provisioning problem (not an IoT issue).
Then, it seems this is a very specific scenario:

· MME/AMF supports at least one but not all RATs indicated by RAN node in SETUP REQUEST ( this is not in-itself a problem

· and RAN node erroneously thinks MME/AMF supports all the RATs that were indicated in SETUP REQUEST

The above scenario seems only possible for eNB/ng-eNB supporting both NB-IoT and E-UTRA, but MME/AMF supports only NB-IoT.  Is this a correct understanding (i.e. this discussion is not relevant to gNB)?


The CRs [2] and [3] submitted for several meetings, do you have any technical comment on them?

Question 2: any technical comments on the CR provided in [2] and [3]?

	Company
	Comment

	
	

	
	

	
	


Question 3: which option do you prefer?

· Option 1: agree Rel-16 CRs in [2] and [3]

· Option 2: technically endorse CRs [2] and [3] as baseline CRs for Rel-17, to be agreed when TEI 17 starts.

	Company
	Comment

	Huawei
	Option 1.

	Ericsson
	As explained in [4], option 1 will cause implementation burden for NW development. We cannot endorse CRs that do not have WI codes.

	Verizon
	Option 1

	Nokia
	This is not a correction of existing functionality, but rather new functionality. We are open to discuss as TEI17.


4 Conclusion, Recommendations [if needed]
If needed
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