3GPP TSG-RAN WG3 #112-e
R3-212610
Online, 17th - 27th May 2021
Agenda Item:
8.1
Source:
Ericsson (moderator)
Title:
CB: # 13_RACScapDetection_S1_NG_HO - Summary of email discussion
Document for:
Approval
1 Introduction

CB: # 13_RACScapDetection_S1_NG_HO

- (QC,VF) useful to provide means for the source to learn RACS support in the target; handshake in transparent containers; assume no support in target and include capability container(s) as in legacy

- (CATT) source RAN node does not have to know the target RAN node’s RACS capability for S1/NG handover

- (E///) RACS is part of UE ctxt; criticality cannot be used across more than 1 interface; if tgt support of RACS is unknown, src includes min. UE cap. Info to avoid HO failure; crit reject for DAPS resp info IE does not harm; discuss whether to not assign criticality “reject” to IEs contained in the transparent handover containers

- (HW) Config via OAM whether to include UE capabilities from source to target

(E/// - moderator)

[NWM] Summary of offline disc R3-212610
2 For the Chairman’s Notes
Propose the following:
R3-21xxxa, R3-20xxxc merged

R3-21xxxc rev [in xxxg] – agreed

R3-21xxxd rev [in xxxh] – agreed

R3-21xxxe rev [in xxxi] – agreed

R3-21xxxf rev [in xxxj] – endorsed

Propose to capture the following:

Agreement text…
Agreement text…

WA: carefully crafted text…

Issue 1: no consensus

Issue 2: issue is acknowledged; need to further check the impact on xxx. May be possible to address with a pure st2 change. To be continued…

3 Discussion [if needed]
3.1 General on communication between non-Xn/X2 connected RAN nodes w.r.t. their capabilities
There seem to be two views outlined in the submitted papers:

1.
non-Xn/X2 connected RAN nodes do in general have no protocol-based possibilities to gain mutual knowledge about their support of features, due to several reasons: UE Context setup anew at target side, no feature indication in the transparent container(s) [6], [8], [12]
2.
RACS requires mutual knowledge of non-Xn/X2 connected [2]

Along the submitted papers, there seems to be the view to rather rely on OAM or a policy where the source node, knowing that interworking with non-supporting nodes is required, provides minimum capability information.

If the majority view would be followed, what would be your comment?
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3.2 Reply LS
If the majority view is followed and the reply LS would be based on [11], what would be your comment?
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3.3 Reviewing current status of source-to-target communication via transparent containers
[8] in addition has reviewed the current situation in transparent handover containers and has realised that there are some extension IEs’ criticalities set to “reject”, although there is no way to communicated back to the sender the non-comprehension of that IE. In general [8] assumes, current approach w.r.t the transparent HO containers would be to set the criticality of each extension IE to “ignore”. [9] and [10] propose these corrections.
Please provide your comments to these proposals
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