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1 Introduction

CB: # 13_RACScapDetection_S1_NG_HO

- (QC,VF) useful to provide means for the source to learn RACS support in the target; handshake in transparent containers; assume no support in target and include capability container(s) as in legacy

- (CATT) source RAN node does not have to know the target RAN node’s RACS capability for S1/NG handover

- (E///) RACS is part of UE ctxt; criticality cannot be used across more than 1 interface; if tgt support of RACS is unknown, src includes min. UE cap. Info to avoid HO failure; crit reject for DAPS resp info IE does not harm; discuss whether to not assign criticality “reject” to IEs contained in the transparent handover containers

- (HW) Config via OAM whether to include UE capabilities from source to target

(E/// - moderator)

[NWM] Summary of offline disc R3-212610
2 For the Chairman’s Notes
Propose the following:
R3-21xxxa, R3-20xxxc merged

R3-21xxxc rev [in xxxg] – agreed

R3-21xxxd rev [in xxxh] – agreed

R3-21xxxe rev [in xxxi] – agreed

R3-21xxxf rev [in xxxj] – endorsed

Propose to capture the following:

Agreement text…
Agreement text…

WA: carefully crafted text…

Issue 1: no consensus

Issue 2: issue is acknowledged; need to further check the impact on xxx. May be possible to address with a pure st2 change. To be continued…

3 Discussion [if needed]
3.1 General on communication between non-Xn/X2 connected RAN nodes w.r.t. their capabilities
There seem to be two views outlined in the submitted papers:

1.
non-Xn/X2 connected RAN nodes do in general have no protocol-based possibilities to gain mutual knowledge about their support of features, due to several reasons: UE Context setup anew at target side, no feature indication in the transparent container(s) [6], [8], [12]
2.
RACS requires mutual knowledge of non-Xn/X2 connected [2]

Along the submitted papers, there seems to be the view to rather rely on OAM or a policy where the source node, knowing that interworking with non-supporting nodes is required, provides minimum capability information.

If the majority view would be followed, what would be your comment?
	Company
	Comment

	CATT
	The source RAN node does not have to know the RACS capability of the target RAN node for S1/NG handover.

First of all, we have agreed that source RAN node does not provide the UE Radio Capability ID to the target RAN node in source to target transparent container, the ID could be provided to the target RAN node in S1/NG Handover Request.

Awareness of the RACS capability of the target RAN node is to set the UE Radio Capability in the source to target container. But we understand that:

· If the source RAN node could get the RACS capability of the target RAN node by any means (e.g. OAM), the source RAN node may not include the UE Radio Capability in the Source-to-Target Transparent Container for S1/NG handover. 

· Or else, the source RAN node could behave as legacy, i.e. provide to the target RAN node the UE Radio Capability in the Source-to-Target Transparent Container.

Above all, it’s not necessary to make aware of the RACS capability between the non-Xn/X2 connected RAN nodes. Legacy behavior breaks nothing and could guarantee the S1/NG handover if the source RAN node could not aware of the RACS capability of the target RAN node.

	Qualcomm
	Our understanding from the discussion in SA2 which triggered this is that there was a consensus to have some form of Plug and Play functionality for detecting support (similar to Xn/NG), but of course the spec in SA2 (using SON procedures) was not supported. Hence the question to RAN3 is how to enable this functionality.
If nothing is done, one could ask why we are relying on criticality behaviour for detection in Xn as the same arguments could be applied (i.e. OAM, always send minimum / maximum etc).

This also means that since N2 or inter-system HO can (more commonly than Xn) be inter-vendor, then there is potential for different or inconsistent behaviour. For example, CATT mentions sending always the full container which negates the RACS feature over the network interfaces of greater concern. On the other hand, if minimum capabilities are sent, we are likely forcing the target to needlessly upload capabilities from UE in case of non-RACS support, which is even worse than legacy. So it seems that if we rule out [2], only OAM can really work, which begs the question of why we have detection over Xn.

	Vodafone
	“Plug and play” is an essential part of automating networks and must be maintained or enhanced and not degraded.
In general, agree with Qualcomm.


3.2 Reply LS
If the majority view is followed and the reply LS would be based on [11], what would be your comment?
	Company
	Comment

	CATT
	Fine, 
Just to mention that it’s not necessary for the source RAN node to know the RACS capability of the target RAN node (without X2/Xn connection). If the source node does not know the RACS capability of the target RAN node, legacy behavior (providing the minimum UE Radio capability info in transparent container) could guarantee the S1/NG handover.

	Qualcomm
	The LS does not rule out the proposal in [2,3], obviously because it has not been on the table. It also seems to state that basically this mutual detection is not possible, but in fact [2,3] seems to show that it is possible. Basically the LS needs revising anyway, but before we go there, we need to come to an agreement first.

	Vodafone
	We need to adopt a “plug and play” solution and update the LS accordingly.


3.3 Reviewing current status of source-to-target communication via transparent containers
[8] in addition has reviewed the current situation in transparent handover containers and has realised that there are some extension IEs’ criticalities set to “reject”, although there is no way to communicated back to the sender the non-comprehension of that IE. In general [8] assumes, current approach w.r.t the transparent HO containers would be to set the criticality of each extension IE to “ignore”. [9] and [10] propose these corrections.
Please provide your comments to these proposals
	Company
	Comment

	CATT
	Seems correct, although this is not tightly linked to the question raised by SA2.
The change is non-backward compatible. 

	Qualcomm
	Tend to agree with the approach, although also agree with CATT that this is more of a related clean-up rather than having anything to do with the issue under discussion (but can understand why).

	Vodafone
	We welcome the study that Ericsson performed in [8] on other features that running into similar issues at S1/N2 handover, but don’t (yet) have a view on the detailed solutions in [9] and [10].. 
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